
Details

RFx ID : 25440057

Tender Name : Managed Security Service Provider

Reference # : 25440057

Open Date : Wednesday, 13 April 2022 12:00 PM (Pacific/Auckland UTC+12:00)

Close Date  : Tuesday, 31 May 2022 12:00 PM (Pacific/Auckland UTC+12:00)

Department/Business Unit : Corporate

Tender Type : Request for Proposals (RFP)

Tender Coverage : Sole Agency  [?]

Categories :

- 43000000 - Information Technology Broadcasting and Telecommunications
- 46000000 - Defense and Law Enforcement and Security and Safety Equipment
and Supplies
- 72000000 - Building and Facility Construction and Maintenance Services
- 92000000 - National Defense and Public Order and Security and Safety
Services

Regions: - Canterbury

Exemption Reason : None

Required Pre-qualifications : None

Contact :
Julian Clark
Julian.clark@ccc.govt.nz

Alternate Physical Delivery Address  :

Alternate Physical Fax Number  :

Overview
The purpose of this RFP is to invite Prospective Suppliers to submit their Proposals for a Security Operations Centre
(“SOC”) and Managed Detection and Response (“MDR”) Provider who will monitor, analyse logs to proactively report
anomalies and detect security incidents and work on continual improvement of the log correlation and alerting capabilities
of Christchurch City Council’s hybrid information technology (“IT”) environment.
The objective of this RFP is to select a security operations centre (“SOC”) and managed detection and response (“MDR”)
provider that will be responsible for detecting intrusions, malware, and malicious activity in Christchurch City Council’s
networks, including on-premises, cloud, and SaaS applications and platforms, while eliminating false positives and
identifying real security threats, and assisting in rapid response to eliminate and mitigate those threats.


