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Invitation for Bids (IFB)
13 June 2022
Republic of Mauritius
End-to-end implementation of an Integrated Information System and Post Go-Live Support
Brief Description of the Information System: This Invitation for Bids relates to the procurement of an integrated information system to support both core and non-core functions of the Gambling Regulatory Authority. The project will cover the end-to-end implementation (i.e., design, installation, testing, training, commissioning, warranty and post-warranty support) for both production and disaster recovery instances. The procurement also includes the relevant hardware (with the relevant supporting software such as operating system and utilities) to support the proposed integrated information system for the production and disaster recovery instances.
Supply, Customization, Installation and Post Go-Live Support for an Integrated System
 IFB Number: GRA/2022/OAB/02

1.	The Gambling Regulatory Authority now invites sealed bids from eligible Bidders for the supply, customization, installation and post go-live support for an integrated information system, including hardware (and related supporting software). The information system and hardware are intended to be delivered at the Gambling Regulatory Authority (Head Office at Level 12, Newton Tower, Sir William Newton Street, Port Louis, Republic of Mauritius) and a disaster recovery site which is yet to be determined. The supply and installation period is expected to be over six (6) months.
2.	Bidding will be conducted using the Open National Bidding and is open to all eligible Bidders that meet the following minimum qualification criteria:
· Incorporated in Mauritius
· Successful completion as main supplier within the last four (4) years of at least two (2) successful contracts involving the development/customization, installation of hardware and software, and provision of technical support for information systems of functional/technical characteristics similar to, or broader than the specifications described in the bidding documents.
· Proposed team comprises of a minimum of one (1) Project Manager, three (3) Software Engineers, two (2) Software Testers and one (1) System/Network Engineer with minimum qualifications and experience described in the bidding documents.
· Demonstrate annual turnover and liquidity of at least eight (8) times the average annual cash-flow estimated for the proposed Contract, for at least two (2) of the last four (4) years.
· Litigations and arbitration (including pending litigations and arbitration) do not in total represent more than fifty (50) percent (%) of the Bidder’s net worth.
	
The minimum qualification criteria are further elaborated in the bidding documents.
3.	Interested eligible Bidders may obtain further information from the Gambling Regulatory Authority and inspect the bidding documents at the address given below from 08:45 to 16:00.  A pre-bid meeting which potential bidders may attend will be held on Tuesday 21 June 2022 at 13:30 at the Gambling Regulatory Authority (Level 12, Newton Tower, Sir William Newton Street, Port Louis).
4.	A complete set of bidding documents in English may be freely downloaded from the Public Procurement website (http://publicprocurement.govmu.org) by interested Bidders.
5.	Bids must be delivered to the address below at or before 12:00 on Thursday 14 July 2022.  Bids need to be secured by a Bid Security. The amount of Bid Security required is two hundred thousand (200,000) Mauritian Rupees. Late bids will be rejected.  Bids will be opened in the presence of Bidders’ representatives who choose to attend at the address below at 12:15 on Thursday 14 July 2022.
6.	The attention of prospective Bidders is drawn to (i) the fact that they will be required to certify in their bids that all software is either covered by a valid license or was produced by the Bidder and (ii) that violations are considered fraud, which can result in ineligibility to be awarded public contracts.

Gambling Regulatory Authority
Mr. Arnasalon Ponnusawmy (Chief Executive)
Level 12, Newton Tower
Sir William Newton Street
Port Louis
Republic of Mauritius
Tel: (230) 260 2000
Fax: (230) 213 1205
Email: gra.admin@intnet.mu
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Instructions to Bidders
[bookmark: _Toc412276431][bookmark: _Toc521499204][bookmark: _Toc105917498]A.  General
	[bookmark: _Toc412276432][bookmark: _Toc521499205][bookmark: _Toc105917499]1.	Scope of Bid and Bidding Process
	1.1	The Purchaser named in the BDS and the SCC for GCC Clause 1.1 (b) (i), or its duly authorized Purchasing Agent if so specified in the BDS (interchangeably referred to as “the Purchaser” in these Bidding Documents), invites bids for the supply and installation of the Information System (IS), as briefly described in the BDS and specified in greater detail in these Bidding Documents.

	
	1.2	The title and identification number of the Invitation for Bids (IFB) and resulting Contract(s) are provided in the BDS.
1.3	Throughout the Bidding Documents, the term "in writing" means communicated in written form (e.g., by mail, e-mail, fax, telex) with proof of receipt, and the term "days" means calendar days unless a different meaning is evident from the context.
1.4	If the BDS so provides, alternative procedures forming part or all of what is commonly known as e-Tendering are available to the extent specified in, or referred to by, the BDS.

	[bookmark: _Toc412276433][bookmark: _Toc521499206][bookmark: _Toc105917500][bookmark: _Toc161663885][bookmark: _Toc224042529]2.	Public Entities Related to Bidding Documents and to Challenge and Appeal
	2.1	The public entities related to these bidding documents are the Public Body, acting as procurement entity(Purchaser), the Procurement Policy Office, in charge of issuing standard bidding documents and responsible for any amendment these may require, the Central Procurement Board in charge of vetting bidding documents, receiving and evaluation of bids in respect of major contracts and the Independent Review Panel, set up under the Public Procurement Act 2006 (hereinafter referred to as the Act). 

	
	2.2 Unsatisfied bidders shall follow procedures prescribed in Regulations 48, 49 and 50 of the Public Procurement Regulations 2008 to challenge procurement proceedings and award of procurement contracts or to file application for review at the Independent Review Panel.

	
	2.3	Challenges and applications for review shall be forwarded to the addresses indicated in the BDS;

	[bookmark: _Toc412276434][bookmark: _Toc521499207][bookmark: _Toc105917501]3.	Fraud and Corruption
	3.1	The Government of the Republic of Mauritius requires that bidders/suppliers/contractors, participating in procurement in Mauritius, observe the highest standard of ethics during the procurement process and execution of contracts. In pursuance to this policy:
(a)	defines, for the purposes of this provision, the terms set forth below as follows:
(i)	“corrupt practice”[footnoteRef:2] is the offering, giving, receiving or soliciting, directly or indirectly, of anything of value to influence improperly the actions of another party; [2:  	“Another party” refers to a public official acting in relation to the procurement process or contract execution].  In this context, “public official” includes Public Procuring entity’s  staff and employees of other organizations taking or reviewing procurement decisions.] 

(ii) 	“fraudulent practice”[footnoteRef:3] is any act or omission, including a misrepresentation, that knowingly or recklessly misleads, or attempts to mislead, a party to obtain a financial or other benefit or to avoid an obligation; [3:  	A “party” refers to a public official; the terms  “benefit” and “obligation” relate to the procurement process or contract execution; and the “act or omission” is intended to influence the procurement process or contract execution.] 

(iii)	“collusive practice”[footnoteRef:4] is an arrangement between two or more parties designed to achieve an improper purpose, including to influence improperly the actions of another party; [4:  	“Parties” refers to participants in the procurement process (including public officials) attempting to establish bid prices at artificial, non competitive levels.] 

(iv)	“coercive practice”[footnoteRef:5] is impairing or harming, or threatening to impair or harm, directly or indirectly, any party or the property of the party to influence improperly the actions of a party; [5:  	A “party” refers to a participant in the procurement process or contract execution.] 

(v)	“obstructive practice” is
(aa)	deliberately destroying, falsifying, altering or concealing of evidence material to the investigation or making false statements to investigators in order to materially impede a Bank investigation into allegations of a corrupt, fraudulent, coercive or collusive practice; and/or threatening, harassing or intimidating any party to prevent it from disclosing its knowledge of matters relevant to the investigation or from pursuing the investigation; or
(bb)	acts intended to materially impede the exercise of the Purchaser’s inspection and audit rights provided for under sub-clause 3.1 (d) below.
(b)	will reject a proposal for award if it determines that the bidder recommended for award has, directly or through an agent, engaged in corrupt, fraudulent, collusive, coercive or obstructive practices in competing for the contract in question;
(c)	will sanction a firm or individual, including declaring ineligible, either indefinitely or for a stated period of time, to be awarded a Public contract if it at any time determines that the firm has, directly or through an agent, engaged in corrupt, fraudulent, collusive, coercive or obstructive  practices in competing for, or in executing, a public contract; and
	(d)	will have the right to require that a provision be included in bidding documents and in contracts, requiring bidders, suppliers, and contractors and their sub-contractors to permit the Purchaser to inspect their accounts and records and other documents relating to the bid submission and contract performance and to have them audited by auditors appointed by the Bank. 

	
	3.2	Furthermore, Bidders shall be aware of the provision stated in Clause 9.8 and Clause 41.2 of the General Conditions of Contract.

	
	3.3	Any communications between the Bidder and the Purchaser related to matters of alleged fraud or corruption must be made in writing.

	
	3.4	By signing the Bid Submission Form, the Bidder represents that it either is the owner of the Intellectual Property Rights in the hardware, software or materials offered, or that it has proper authorization and/or license to offer them from the owner of such rights.  For the purpose of this Clause, Intellectual Property Rights shall be as defined in GCC Clause 1.1 © (xvii).  Willful misrepresentation of these facts shall be considered a fraudulent practice subject to the provisions of Clauses 3.1 through 3.4 above, without prejudice of other remedies that the Purchaser may take.

	
	3.5	Bidders, suppliers and public officials shall be aware of the provisions stated in sections 51 and 52 of the Public Procurement Act which can be consulted on the website of the Procurement Policy Office (PPO) : ppo.govmu.org.
3.6  The Purchaser commits itself to take all measures necessary to prevent fraud and corruption and ensures that none of its staff, personally or through his/her close relatives or through a third party, will in connection with the bid for, or the execution of a contract, demand, take a promise for or accept, for him/herself or third person, any material or immaterial benefit which he/she is not legally entitled to.  If the Purchaser obtains information on the conduct of any of its employees which is a criminal offence under the relevant Anti-Corruption Laws of Mauritius or if there be a substantive suspicion in this regard, he will inform the relevant authority(ies)and in addition can initiate disciplinary actions. Furthermore, such bid shall be rejected.

	[bookmark: _Toc412276435][bookmark: _Toc521499208][bookmark: _Toc105917502]4.	Eligible Bidders
	4.1	Subject to ITB 4.5, a Bidder and all parties constituting the Bidder, may have the nationality of any country, except in the case of open national bidding where the bidding documents may limit participation to citizens of Mauritius or entities incorporated in Mauritius, if so qualified in the BDS.  A Bidder shall be deemed to have the nationality of a country if the Bidder is a citizen or is constituted, incorporated, or registered and operates in conformity with the provisions of the laws of that country. 

	
	4.2	If a prequalification process has been undertaken for the Contract(s) for which these Bidding Documents have been issued, only those Bidders may participate that had been prequalified and continue to meet the eligibility criteria of this Clause.  A prequalified Joint Venture may not change partners or its structure when submitting a bid. 

	
	4.3	A firm may be excluded from bidding if:
(a)	it was engaged by the Purchaser to provide consulting services for the preparation of the design, specifications, or other documents to be used for the procurement of the Information System described in these Bidding Documents; or
(b)	it is a government-owned enterprise in Mauritius, unless it can establish that it (i) is legally and financially autonomous and (ii) operates under commercial law.  No dependent agency of the Purchaser shall be permitted to bid.

	
	4.4	(a) A Bidder that is under a declaration of ineligibility by the Government of Mauritius in accordance with applicable laws at the date of the deadline for bid submission or thereafter, shall be disqualified. 
	(b)Bids from suppliers appearing on the ineligibility lists of African Development Bank, Asian Development Bank, European Bank for Reconstruction and Development, Inter-American Development Bank Group and World Bank Group shall be rejected.

Links for checking the ineligibility lists are available on the PPO’s website: ppo.govmu.org.


	
	4.5	A firm shall be excluded if by an act of compliance with a decision of the United Nations Security Council taken under Chapter VII of the Charter of the United Nations, Mauritius prohibits any import of goods or contracting of Works or services from a country where it is based or any payment to persons or entities in that country.


	
	4.6	A firm or other entity that is ineligible according to any of the above provisions of this Clause, may also not participate as a Joint Venture partner, or as Subcontractor for or supplier of goods, works or services.  

	
	4.7	Bidders shall provide such evidence of their continued eligibility satisfactory to the Purchaser, as the Purchaser shall reasonably request.

	[bookmark: _Toc412276436][bookmark: _Toc521499209][bookmark: _Toc105917503]5.	Eligible Goods and Services
	5.1	For the purposes of these Bidding Documents, the Information System means all:
(a) 	the required information technologies, including all information processing and communications-related hardware, software, supplies, and consumable items that the Supplier is required to supply and install under the Contract, plus all associated documentation, and all other materials and goods to be supplied, installed, integrated, and made operational (collectively called “the Goods” in some clauses of the ITB); and 
(b) 	the related software development, transportation, insurance, installation, customization, integration, commissioning, training, technical support, maintenance, repair, and other services necessary for proper operation of the Information System to be provided by the selected Bidder and as specified in the Contract.

	
	5.2	An Information System is deemed to be produced in a certain country when, in the territory of that country, through software development, manufacturing, or substantial and major assembly or integration of components, a commercially recognized product results that is substantially different in basic characteristics or in purpose or utility from its components.
5.3	For purposes of this clause, the nationality of the Bidder is distinct from the country in which the Information System and its goods components are produced or from which the related services are supplied.

	[bookmark: _Toc412276439][bookmark: _Toc521499210][bookmark: _Toc105917504]6.	Qualifications of the Bidder
	6.1	By submission of documentary evidence in its bid, the Bidder must establish to the Purchaser’s satisfaction:

	
	(a)	that it has the financial, technical, and production capability necessary to perform the Contract, meets the qualification criteria specified in the BDS, and has a successful performance history.  If a prequalification process has been undertaken for the Contract(s) for which these Bidding Documents have been issued, the Bidder shall, as part of its bid, update any information submitted with its application for prequalification;
(For the purposes of establishing a Bidder’s qualifications, and unless stated to the contrary in the BDS, the experience and / or resources of any Subcontractor will not contribute to the Bidder’s qualifications; only those of a Joint Venture partner will be considered.)

	
	(b)	that, in the case of a Bidder offering to supply key goods components of the Information System, as identified in the BDS, that the Bidder does not itself produce, the Bidder is duly authorized by the producer to supply those components in Mauritius under the Contract(s) that may result from this bidding; (This will be accomplished by including Manufacturer’s Authorizations in the bid, based on the sample found in Section VII.)

	
	(c)	that, if a Bidder proposes Subcontractors for key services if and as identified in the BDS, these Subcontractors have agreed in writing to serve for the Bidder under the Contract(s) that may result from this bidding; and

	
	(d)	that, in the case of a Bidder not doing business within Mauritius, the Bidder is or will be (if awarded the Contract) represented by an Agent in Mauritius who is equipped and able to carry out the Bidder’s maintenance, technical support, training, and repair obligations prescribed in the General and Special Conditions of Contract, and/or Technical Requirements.

	
	6.2	Bids submitted by a Joint Venture of two or more firms as partners shall also comply with the following requirements:
(a)	the bid shall be signed so as to be legally binding on all partners;
(b)	one of the partners shall be nominated as being in charge, and this nomination shall be evidenced by submitting a power of attorney signed by legally authorized signatories of all the partners;
(c)	the partner in charge shall be authorized to incur liabilities and receive instructions for and on behalf of any and all partners of the Joint Venture, and the entire execution of the Contract, including payment, shall be done exclusively with the partner in charge;
(d)	the partner or combination of partners that is responsible for a specific component of the Information System must meet the relevant minimum qualification criteria for that component;
(e)	a firm may submit bids either as a single Bidder on its own, or as partner in one, and only one, Joint Venture.  If, as a result of the bid opening pursuant to ITB Clause 24, this requirement is not met, all bids involving the firm as a single Bidder or Joint Venture partner will be disqualified;

	
	(f)	all partners of the Joint Venture shall be liable jointly and severally for the execution of the Contract in accordance with the Contract terms, and a statement to this effect shall be included in the authorization mentioned under ITB Clause 6.2 (b) above, in the bid as well as in the Contract (in case of a successful bid).

	
	6.3	If a Bidder intends to subcontract major items of supply or services, it shall include in the bid details of the name and nationality of the proposed Subcontractor for each of those items and shall be responsible for ensuring that any Subcontractor proposed complies with the requirements of ITB Clause 4, and that any Goods or Services components of the Information System to be provided by the Subcontractor comply with the requirements of ITB Clause 5 and the related evidence required by ITB Clause 13.1 (e) (iii) is submitted.  Bidders are free to list more than one Subcontractor against each item.  Quoted rates and prices will be deemed to apply, whichever Subcontractor is appointed, and no adjustment of the rates or prices will be permitted.  The Purchaser reserves the right to delete any proposed Subcontractor from the list.  This shall be done prior to Contract signature, by deleting such unacceptable Subcontractors from Appendix 3 to the Contract Agreement, which shall list the approved Subcontractors for each item prior to Contract signature.  Subsequent additions and deletions from the list of approved Subcontractors shall be performed in accordance with GCC Clause 20 (as revised in the SCC, if applicable) and Appendix 3 to the Contract Agreement.
	For the purposes of these Bidding Documents, a Subcontractor is any vendor or service provider with whom the Bidder contracts for the supply or execution of any part of the Information System to be provided by the Bidder under the Contract (such as the supply of major hardware, software, or other components of the required Information Technologies specified, or the performance of related Services, e.g., software development, transportation, installation, customization, integration, commissioning, training, technical support, maintenance, repair, etc.).
6.4	A firm which is a Bidder, whether as a single Bidder or as a partner in a Joint Venture, cannot be a Subcontractor in other bids, except for the supply of commercially available hardware or software by the firm, as well as purely incidental services such as installation/configuration, routine training, and ongoing maintenance/support.  If the BDS for ITB Clause 6.1 (a) allows the qualification of Subcontractors nominated for certain components to be taken into account in assessing the Bidder’s overall qualifications, any Subcontractor so nominated by any Bidder is automatically disqualified from being a Bidder itself or a partner in a Joint Venture.  The same will normally apply to firms that have provided Subcontractor agreements for certain services pursuant to ITB Clause 6.1 (c).  Non-compliance may result in the rejection of all bids in which the affected firm participates as Bidder or as partner in a Joint Venture.  As long as in compliance with these provisions, or as long as unaffected by them due to not participating as Bidder or as partner in a Joint Venture, a firm may be proposed as a Subcontractor in any number of bids.  If the BDS for ITB 28.1 permits the submission of bids for Subsystems, lots, or slices, then the provisions of this Clause 6.4 apply only to bids for the same Subsystem(s), lot(s), or slice(s);

	[bookmark: _Toc105917505][bookmark: _Toc412276440][bookmark: _Toc521499211]7.	Cost 
	7.1	The Bidder shall bear all costs associated with the preparation and submission of its bid, and the Purchaser will in no case be responsible or liable for those costs.

	[bookmark: _Toc412276441][bookmark: _Toc521499212][bookmark: _Toc105917506]8.	Site Visit
	8.1	The Bidder may wish to visit and examine the site or sites of the Information System and obtain for itself, at its own responsibility and risk, all information that may be necessary for preparing the bid and entering into the Contract.  The costs of visiting the site or sites shall be at the Bidder’s own expense.

	
	8.2	The Purchaser will arrange for the Bidder and any of its personnel or agents to gain access to the relevant site or sites, provided that the Bidder gives the Purchaser adequate notice of a proposed visit of at least fourteen (14) days.  Alternatively, the Purchaser may organize a site visit or visits concurrently with the pre-bid meeting, as specified in the BDS for ITB Clause 10.2.  Failure of a Bidder to make a site visit will not be a cause for its disqualification.
8.3	No site visits shall be arranged or scheduled after the deadline for the submission of the Bids and prior to the award of Contract.


[bookmark: _Toc412276442][bookmark: _Toc521499213][bookmark: _Toc105917507]B.  The Bidding Documents
	[bookmark: _Toc412276443][bookmark: _Toc521499214][bookmark: _Toc105917508]9.	Content of Bidding Documents
	9.1	The contents of the Bidding Documents are listed below and should be read in conjunction with any addenda issued in accordance with ITB Clause 11:

	
	Section I 	Instructions to Bidders (ITB)
Section II 	Bid Data Sheet (BDS)
Section III	General Conditions of Contract (GCC)
Section IV	Special Conditions of Contract (SCC)
Section V	Technical Requirements (including Implementation Schedule)
Section VI	Sample Forms
9.2	Bidders are expected to examine all instructions, forms, terms, specifications, and other information in the Bidding Documents.  Failure to furnish all information required by the Bidding Documents or to submit a bid not substantially responsive to the Bidding Documents in every respect will be at the Bidder’s risk and may result in the rejection of its bid.

	
	9.3	The Invitation for Bids is not formally part of the Bidding Documents and is included for reference only.  In case of inconsistencies, the actual Bidding Documents shall prevail.

	[bookmark: _Toc412276444][bookmark: _Toc521499215][bookmark: _Toc105917509]10.	Clarification of Bidding Documents and Pre-bid Meeting
	10.1	A prospective Bidder requiring any clarification of the Bidding Documents may notify the Purchaser in writing at the Purchaser’s address and by one of the means indicated in the BDS.  Similarly, if a Bidder feels that any important provision in the documents will be unacceptable, such an issue should be raised as soon as possible.  The Purchaser will respond in writing within 7 days prior to the deadline for submission bids to any request for clarification or modification of the Bidding Documents that it receives no later than 14 days prior to the deadline for submission of bids prescribed by the Purchaser. Copies of the Purchaser’s response (including an explanation of the query but not identifying its source) will be sent to all prospective Bidders that received the Bidding Documents from the Purchaser.

	
	10.2	When specified in the BDS, the Purchaser will organize and Bidders are welcome to attend a pre-bid meeting at the time and place indicated in the BDS.  The purpose of the meeting will be to clarify issues and answer questions on any matter that may be raised at this stage, with particular attention to issues related to the Technical Requirements.  Bidders are requested to submit any questions in writing to reach the Purchaser not later than one week before the meeting.  Questions and answers will be transmitted in accordance with ITB Clause 10.1.  Minutes of the meeting, including the questions raised and responses given, together with any responses prepared after the meeting, will be transmitted without delay to all those that received the Bidding Documents from the Purchaser.  Any modification to the Bidding Documents listed in ITB Clause 9.1, which may become necessary as a result of the pre-bid meeting, shall be made by the Purchaser exclusively by issuing an Addendum pursuant to ITB Clause 11 and not through the minutes of the pre-bid meeting.

	[bookmark: _Toc347823730][bookmark: _Toc412276445][bookmark: _Toc521499216][bookmark: _Toc105917510]11.	Amendment of Bidding Documents
	11.1	At any time prior to the deadline for submission of bids, the Purchaser may, for any reason, whether at its own initiative or in response to a clarification requested by a prospective Bidder, amend the Bidding Documents.  Later amendments on the same subject modify or replace earlier ones.

	
	11.2	Amendments will be provided in the form of Addenda to the Bidding Documents, which will be sent in writing to all prospective Bidders that received the Bidding Documents from the Purchaser.  Addenda will be binding on Bidders.  Bidders are required to immediately acknowledge receipt of any such Addenda.  It will be assumed that the amendments contained in such Addenda will have been taken into account by the Bidder in its bid.

	
	11.3	In order to afford prospective Bidders reasonable time in which to take the amendment into account in preparing their bids, the Purchaser may, at its discretion, extend the deadline for the submission of bids, in which case, the Purchaser will notify all Bidders in writing of the extended deadline.


[bookmark: _Toc412276446][bookmark: _Toc521499217][bookmark: _Toc105917511]C.  Preparation of Bids
	[bookmark: _Toc347823732][bookmark: _Toc412276447][bookmark: _Toc521499218][bookmark: _Toc105917512]12.	Language of Bid
	12.1	The bid prepared by the Bidder and all correspondence and documents related to the bid exchanged by the Bidder and the Purchaser shall be written in English.  Any printed literature furnished by the Bidder as part of its bid may be in a language not specified in the BDS, as long as such literature is accompanied by a translation of its pertinent passages into the language of the bid, in which case, for purposes of interpretation of the bid, the translation shall govern.
12.2  Notwithstanding the above, documents in French submitted with the bid may be accepted without translation.

	[bookmark: _Toc412276448][bookmark: _Toc521499219][bookmark: _Toc105917513]13.	Documents Comprising the Bid
	13.1	The bid submitted by the Bidder shall comprise:
(a)	Bid Submission Form completed and signed by a person or persons duly authorized to bind the Bidder to the Contract;

	
	(b)	all Price Schedules duly completed in accordance with ITB Clauses 14, 15, and 18 and signed by a person or persons duly authorized to bind the Bidder to the Contract;
(c)	if required, Bid-securing Declaration or Bid Security furnished in accordance with ITB Clause 17;
(d)	written confirmation authorizing the signatory of the bid to commit the Bidder, in accordance with ITB Clause 19.2;
(e)	Attachments:
(i)	Attachment 1: Bidder’s Eligibility
In the absence of prequalification, documents establishing to the Purchaser’s satisfaction the Bidder’s eligibility to bid, including but not limited to documentary evidence that the Bidder is legally incorporated in a territory of an eligible source country as defined under ITB Clause 4;
(ii)	Attachment 2: Bidder’s Qualifications
Documentary evidence establishing to the Purchaser’s satisfaction, and in accordance with ITB Clause 6, that the Bidder is qualified to perform the Contract if its bid is accepted.  In the case where prequalification of Bidders has been undertaken, and pursuant to ITB Clause 6.1 (a), the Bidder must provide evidence on any changes in the information submitted as the basis for prequalification or, if there has been no change at all in said information, a statement to this effect;
Any Manufacturer’s Authorizations and Subcontractor agreements specified as required in the BDS for ITB Clauses 6.1 (b) and 6.1 (c);
(iii)	Attachment 3: Eligibility of Goods and Services
Documents establishing, to the Purchaser’s satisfaction, that the Goods and Services components of the Information System to be supplied, installed, and/or performed by the Bidder are eligible Goods and Services as defined under ITB Clause 5.  If awarded the Contract, the Bidder shall submit for such components of the Information System evidence of eligibility, which shall be confirmed by a certificate of origin issued at the time of shipment;
(iv)	Attachment 4: Conformity of the Information System to the Bidding Documents
Documentary evidence establishing to the Purchaser’s satisfaction, and in accordance with ITB Clause 16, that the Goods and Services components of the Information System to be supplied, installed, and/or performed by the Bidder conform to the Bidding Documents;
(v)	Attachment 5: Proposed Subcontractors
A list of all major items of Goods or Services that the Bidder proposes to purchase or subcontract from others, and the name and nationality of the proposed Subcontractor, including vendors, for each of those items;
(vi)	Attachment 6: Intellectual Property 
A list of: 
(1)	all Software included in the Bidder’s bid, assigning each item to one of the software categories defined in GCC Clause 1.1 (c):
(A)	System, General Purpose, and Application Software; and
(B)	Standard and Custom Software.
(2)	all Custom Materials, as defined in GCC Clause 1.1 (c), included in the Bidder’s bid.
All Materials not identified as Custom Materials shall be deemed Standard Materials, as defined in GCC Clause 1.1 (c).
Re-assignments among the Software and Materials categories, if necessary, will be made during the implementation of the Contract according to GCC Clause 39 (Changes to the System). 

	[bookmark: _Toc412276449][bookmark: _Toc521499220][bookmark: _Toc105917514]14.	Bid Prices
	14.1	All Goods and Services identified in the Supply and Installation Cost Sub-Table and the Recurrent Cost Sub-Table in Section VI (Forms 2.5 and 2.6), and all other Goods and Services proposed by the Bidder to fulfill the requirements of the Information System, must be priced separately in the format of the same tables and summarized in the corresponding Cost Summary Tables in the same Section.  Prices must be quoted in accordance with the instructions provided in Section VI for the various cost tables, in the manner specified below.

	
	14.2	The price of items that the Bidder has left blank in the cost tables provided in Section VI shall be assumed to be included in the price of other items.  Items omitted altogether from the cost tables shall be assumed to be omitted from the bid and, provided that the bid is substantially responsive, an adjustment to the bid price will be made during evaluation in accordance with ITB Clause 28.6 (c) (iii).

	
	14.3	Unit prices must be quoted at a level of detail appropriate for calculation of any partial deliveries or partial payments under the contract, in accordance with the Implementation Schedule in Section V, and with GCC and SCC Clause 12 – Terms of Payment.  Bidders may be required to provide a breakdown of any composite or lump-sum items included in the Cost Tables.

	
	14.4  (a)   Unless otherwise specified in the Technical Specifications, bidders shall quote for the entire system on a “single responsibility” basis such that the total bid price covers all the Supplier’s obligations mentioned in or to be reasonably inferred from the bidding documents in respect of the design, including procurement and subcontracting (if any), delivery, transportation on the project sites, installation and completion of the system. This includes all requirements under the Supplier’s responsibilities for testing, pre-commissioning and commissioning of the facilities and, where so required by the bidding documents, the acquisition of all permits, approvals and licenses, etc.; the operation, maintenance and training services and such other items and services as may be specified in the bidding documents, all in accordance with the requirements of the General Conditions of Contract. Items against which no price is entered by the Bidder will not be paid for by the Employer when executed and shall be deemed to be covered by the prices for other items.
	(b)	Bidders are required to quote the price for the commercial, contractual and technical obligations outlined in the bidding documents.
	(c)	Bidders shall give a breakdown of the prices in the manner and detail called for in the Price Schedules in Section VI. 

	
	14.5	The price of Services shall be quoted in total for each service (where appropriate, broken down into unit prices), separated into their local and foreign currency components.  Prices must include all taxes, duties, levies and fees whatsoever, except only VAT or other indirect taxes, or stamp duties, that may be assessed and/or apply in Mauritius on/to the price of the Services invoiced to the Purchaser, if the Contract is awarded.  Unless otherwise specified in the BDS, the prices must include all costs incidental to the performance of the Services, as incurred by the Supplier, such as travel, subsistence, office support, communications, translation, printing of materials, etc.  Costs incidental to the delivery of the Services but incurred by the Purchaser or its staff, or by third parties, must be included in the price only to the extent such obligations are made explicit in these Bidding Documents (as, e.g., a requirement for the Bidder to include the travel and subsistence costs of trainees).

	
	14.6	Prices for Recurrent Costs beyond the scope of warranty services to be incurred during the Warranty Period, defined in SCC Clause 29.4 and prices for Recurrent Costs to be incurred during the Post-Warranty Period, defined in SCC Clause 1.1. (e) (xii), shall be quoted as Service prices in accordance with ITB Clause 14.5 on the Recurrent Cost Sub-Table in detail, and on the Recurrent Cost Summary Table in currency totals.  Recurrent costs are all-inclusive of the costs of necessary Goods such as spare parts, software license renewals, labor, etc., needed for the continued and proper operation of the System and, if appropriate, of the Bidder’s own allowance for price increases.

	
	14.7	Unless otherwise specified in the BDS, prices quoted by the Bidder shall be fixed during the Bidder’s performance of the Contract and not subject to increases on any account.  Bids submitted that are subject to price adjustment will be rejected. 

	[bookmark: _Toc412276450][bookmark: _Toc521499221][bookmark: _Toc105917515]15.	Bid Currencies
	15.1	Prices shall be quoted in the following currencies:

	
	(a)	The Bidder may quote its prices for all Information Technologies, associated Goods, and Services to be supplied from outside Mauritius in the currencies of countries eligible according to Section III.  If the Bidder wishes to be paid in a combination of different currencies, it must quote unit prices accordingly, but no more than three foreign currencies may be used.
	(b)	Unless otherwise specified in the BDS, the Bidder shall express its prices for such Information Technologies, associated Goods, and Services to be supplied locally (i.e., from within Mauritius) in Mauritian Rupees.

	[bookmark: _Toc412276451][bookmark: _Toc521499222][bookmark: _Toc105917516]16.	Documents Establishing the Conformity of the Information System to the Bidding Documents
	16.1	Pursuant to ITB Clause 13.1 (e) (iv), the Bidder shall furnish, as part of its bid, documents establishing the conformity to the Bidding Documents of the Information System that the Bidder proposes to supply and install under the Contract.
16.2	The documentary evidence of conformity of the Information System to the Bidding Documents shall be in the form of written descriptions, literature, diagrams, certifications, and client references, including:

	
	(a)	the Bidder’s technical bid, i.e., a detailed description of the Bidder’s proposed technical solution conforming in all material aspects with the Technical Requirements (Section VI) and other parts of these Bidding Documents, overall as well as in regard to the essential technical and performance characteristics of each component making up the proposed Information System;
(b)	an item-by-item commentary on the Purchaser’s Technical Requirements, demonstrating the substantial responsiveness of the Information System offered to those requirements. In demonstrating responsiveness, the commentary shall include explicit cross references to the relevant pages in the supporting materials included in the bid.  Whenever a discrepancy arises between the item-by-item commentary and any catalogs, technical specifications, or other preprinted materials submitted with the bid, the item-by-item commentary shall prevail;
(c)	a Preliminary Project Plan describing, among other things, the methods by which the Bidder will carry out its overall management and coordination responsibilities if awarded the Contract, and the human and other resources the Bidder proposes to use. The Plan should include a detailed Contract Implementation Schedule in bar chart form, showing the estimated duration, sequence, and interrelationship of all key activities needed to complete the Contract.  The Preliminary Project Plan must also address any other topics specified in the BDS.  In addition, the Preliminary Project Plan should state the Bidder’s assessment of what it expects the Purchaser and any other party involved in the implementation of the Information System to provide during implementation and how the Bidder proposes to coordinate the activities of all involved parties;
(d)	a written confirmation that the Bidder accepts responsibility for the successful integration and inter-operability of all components of the Information System as required by the Bidding Documents.

	
	16.3	For purposes of the commentary to be furnished pursuant to ITB  Clause 16.2 (b), the Bidder shall note that references to brand names or model numbers or national or proprietary standards designated by the Purchaser in its Technical Requirements are intended to be descriptive and not restrictive.  Except where explicitly prohibited in the BDS for specific items or standards, the Bidder may substitute alternative brand/model names or standards in its bid, provided that it demonstrates to the Purchaser’s satisfaction that the use of the substitute(s) will result in the Information System being able to perform substantially equivalent to or better than that specified in the Technical Requirements.
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	17.1	The BDS for this Clause specifies whether bids must be secured, and if so, whether by a Bid-Securing Declaration or by a Bid Security.  If a Bid Security is required or optional, the BDS also specifies the amount.

	
	17.2	Securing the bids shall be substantially in accordance with the related sample forms included in Section VI or other forms approved by the Purchaser prior to bid submission.  Bids must remain secured for a period of 28 days beyond the validity period of the bids, as extended, if applicable, in accordance with ITB Clause 18.2.  In case of a Bid Security, it shall also: 
(a)	be in the form of a bank/insurance guarantee from a banking institution or Insurance Company;
(b)	be issued by a reputable overseas institution located in any eligible country or any commercial bank/insurance company operating in Mauritius selected by the Bidder and; if the institution issuing the security is located outside Mauritius, it shall have a correspondent financial institution located in Mauritius to make the security enforceable;
(c)	be payable promptly upon written demand by the Purchaser in case any of the conditions listed in ITB Clause 17.6 is/are invoked;
(d)	be submitted in its original form; copies will not be accepted.
17.3	The Bid-Securing Declaration or the Bid Security of a Joint Venture shall be issued in the name of the Joint Venture submitting the bid provided the Joint Venture has legally been constituted, or else it shall be issued in the name of all partners proposed for the Joint Venture in the bid.  Sanctions due to a breach of the terms of a Bid-Securing Declaration pursuant to ITB Clause 17.6 will apply to all partners to the Joint Venture.

	
	17.4	If a Bid-Securing Declaration or Bid Security is required in accordance with ITB Clause 17.1, any bid not accompanied by a substantially acceptable Bid-Securing Declaration or Bid Security in accordance with ITB Clauses 17.2 and 17.3, shall be rejected by the Purchaser as non-responsive.

	
	17.5	Unless executed or forfeited pursuant to ITB Clause 17.6, Bid-Securing Declarations, if any, will expire for, or Bid Securities, if any, will be returned as promptly as possible to,
(a)	all Bidders upon annulment of the bidding pursuant to ITB Clause 34;
(b)	the successful Bidder once it has signed the Contract Agreement and furnished a valid Performance Security as required;
(c)	the unsuccessful Bidders at the same time as in (b), that is, when they are informed about the successful establishment of the contract with the successful Bidder.

	
	17.6	The Bid-Securing Declaration, if any, may be executed, or the Bid Security, if any, may be forfeited:
(a)	if a Bidder withdraws its bid during the period of bid validity specified by the Bidder on the Bid Submission Form or any extension of validity the Bidder has agreed to pursuant to ITB Clause 18.2; or
(b)	if a bidder has refused to accept a correction of an error appearing on the face of the bid;
(b)	in the case of the successful Bidder, if the Bidder fails to:
(i)	sign the Contract Agreement in accordance with ITB Clause 36; or
	(ii)	furnish the Performance Security in accordance with ITB Clause 37.

	
	17.7	If a bid security is not required in the BDS, and
0. if a Bidder withdraws its bid during the period of bid validity specified by the Bidder on the Letter of Bid Form, except as provided in ITB 18.2, or
0. if the successful Bidder fails to: sign the Contract in accordance with ITB 36; or furnish a performance security in accordance with ITB 37;
	the Bidder may be disqualified to be awarded a public contract in the Republic of Mauritius for a period of time to be determined by the PPO.
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	18.1	Bids shall remain valid, at a minimum, for the period specified in the BDS after the deadline date for bid submission prescribed by the Purchaser, pursuant to ITB Clause 21.  A bid valid for a shorter period shall be rejected by the Purchaser as non-responsive.  For the convenience of Bidders, the BDS spells out the minimal original expiration dates for the validity of the bid and, if applicable pursuant to ITB Clause 17.1, for securing the bid.  However, Bidders are responsible for adjusting the dates in the BDS in accordance with any extensions to the deadline date of bid submission pursuant to ITB Clause 21.2. 

	
	18.2	In exceptional circumstances, prior to expiry of the bid validity period, the Purchaser may request that the Bidders extend the period of validity for a specified additional period.  The request and the responses to the request shall be made in writing. A Bidder may refuse the request without risking execution of the Bid-Securing Declaration or forfeiting the Bid Security, but in this case the bid will be out of the competition for the award. Except as provided in ITB Clause 18.3, a Bidder agreeing to the request will not be required or permitted to modify its bid, but will be required to ensure that the bid remains secured for a correspondingly longer period, pursuant to ITB Clause 17.2.
18.3	In the case of fixed price contracts, if the award is delayed by a period exceeding fifty-six (56) days beyond the expiry of the initial bid validity, the contract price will be adjusted as specified in the request for extension.  Bid evaluation will be based on the bid prices without taking into consideration the above correction.
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	19.1	The Bidder shall prepare an original and the number of copies/sets of the bid specified in the BDS, clearly marking each one as “ORIGINAL BID,” “COPY NO. 1,” “COPY NO. 2,” etc., as appropriate.  In the event of any discrepancy between them, the original shall govern.

	
	19.2	The original and all copies of the bid, each consisting of the documents listed in ITB Clause 13.1, shall be typed or written in indelible ink and shall be signed by a person or persons duly authorized to sign on behalf of the Bidder, as specified in the BDS. All pages of the bid, except for unamended printed literature, shall be initialed by the person or persons signing the bid.
19.3	The bid shall contain no interlineations, erasures, or overwriting, except to correct errors made by the Bidder, in which case such corrections shall be initialed by the person or persons signing the bid.
19.4	The Bidder shall furnish in the Bid Submission Form (a sample of which is provided in the Sample Forms Section of the Bidding Documents) information regarding commissions or gratuities, if any, paid or to be paid to agents relating to this procurement and to the execution of the Contract should the Bidder be successful.


[bookmark: _Toc412276455][bookmark: _Toc521499226][bookmark: _Toc105917520]D.  Submission of Bids
	[bookmark: _Toc347823741][bookmark: _Toc412276456][bookmark: _Toc521499227][bookmark: _Toc105917521]20.	Sealing and Marking of Bids
	20.1	The Bidder shall seal the original and each copy of the bid in separate envelopes, duly marking the envelopes as “ORIGINAL BID” and “COPY NO. [number].” The envelopes shall then be sealed in an outer envelope.

	
	20.2	The inner and outer envelopes shall
(a)	be addressed to the Purchaser at the address given in the BDS, and
(b)	bear the Project name indicated in the BDS for ITB Clause 2.1, the Invitation for Bids title and number, and the Contract name(s), as indicated in the BDS for ITB Clause 1.2, and the statement “DO NOT OPEN BEFORE [ time and date],” to be completed with the time and date specified in the BDS for ITB Clause 24.1.
20.3	The inner envelopes shall also indicate the name and address of the Bidder so that the bid can be returned unopened in case it is declared “late.”
20.4	If the outer envelope is not sealed and marked as required by ITB Clause 20.2 above, the Purchaser will assume no responsibility for the bid’s misplacement or premature opening.  If the outer envelope discloses the Bidder’s identity, the Purchaser will not guarantee the anonymity of the bid submission, but this disclosure will not constitute grounds for bid rejection.
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	21.1	Bids must be received by the Purchaser at the address specified in the BDS for ITB Clause 20.2 no later than the time and date stated in the BDS.

	
	21.2	The Purchaser may, at its discretion, extend this deadline for submission of bids by amending the Bidding Documents in accordance with ITB Clause 11.3, in which case all rights and obligations of the Purchaser and Bidders will thereafter be subject to the deadline as extended.
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	22.1	Any bid received by the Purchaser after the bid submission deadline prescribed by the Purchaser in the BDS for ITB Clause 21, will be rejected and returned unopened to the Bidder.
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	23.1	The Bidder may withdraw, substitute, or modify its bid after submission, provided that written notice of the withdrawal, substitution, or modification is received by the Purchaser prior to the deadline prescribed for bid submission. All notices must be duly signed by an authorized representative and shall include a copy of the authorization (the power of attorney) in accordance with ITB Sub-Clause 19.2. 

	
	23.2 All notices of withdrawal, substitution, or modification shall
(a)	be addressed to the Purchaser at the address named in the BDS for ITB Clause 20.2 (a), and
(b)	bear the Contract name, the IFB Title and IFB Number, and the words “BID WITHDRAWAL NOTICE”, BID SUBSTITUTION NOTICE”, or “BID MODIFICATION NOTICE”.  
23.3 A notice may also be sent by electronic means such as fax or e-mail if so provided for in the BDS, but in this case must include a scan of the mailing receipt showing both the sender's and receiver's addresses for the signed hardcopy of the notice, and a scan of the power of attorney.
23.4 Bids requested to be withdrawn in accordance with ITB 23.1 shall be returned unopened to the Bidders. Bid withdrawal notices received after the bid submission deadline will be ignored, and the submitted bid will be deemed to be a validly submitted bid.
23.5	The substitution or modification of the bid shall be prepared, sealed, marked, and dispatched as follows:
(a)	The Bidders shall provide an original and the number of copies specified in the BDS for ITB Clause 19.1 of any substitution or modification to its bid, clearly identified as such, in two inner envelopes duly marked “BID SUBSTITUTION -- ORIGINAL” or “BID MODIFICATION -- ORIGINAL” and “BID SUBSTITUTION -- COPIES” or “BID MODIFICATION -- COPIES.”  The inner envelopes shall be sealed in an outer envelope, which shall be duly marked “BID SUBSTITUTION” or “BID MODIFICATION”.
(b)	Other provisions concerning the marking and dispatch of a bid substitution or modification shall be in accordance with ITB Clauses 20.2, 20.3, and 20.4.
23.6	No bid may be withdrawn, substituted, or modified in the interval between the bid submission deadline and the expiration of the bid validity period specified by the Bidder in the Bid Submission Form, or any extension thereof agreed to by the Bidder.  Withdrawal of a bid during this interval may result in the execution of the Bid-Securing Declaration, if any, or forfeiture of the Bid Security, if any, pursuant to ITB Clause 17.6.
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	[bookmark: _Toc347823746][bookmark: _Toc412276461][bookmark: _Toc521499232][bookmark: _Toc105917526]24.	Opening of Bids by Purchaser
	24.1	The Purchaser will open all bids, including withdrawals, substitutions, and modifications, in public, in the presence of Bidders’ representatives who choose to attend, at the time, on the date and at the place specified in the BDS.  Bidders’ representatives shall sign a register as proof of their attendance.

	
	24.2	First, envelopes marked “BID WITHDRAWAL NOTICE” shall be opened and read out and the envelope with the corresponding bid shall not be opened, but returned to the Bidder.  No bid withdrawal shall be permitted unless the corresponding withdrawal notice contains a valid authorization to request the withdrawal and is read out at bid opening.  Next, envelopes marked “BID SUBSTITUTION NOTICE” shall be opened and read out and exchanged with the corresponding bid being substituted, and the substituted bid shall not be opened, but returned to the Bidder. No bid substitution shall be permitted unless the corresponding substitution notice contains a valid authorization to request the substitution and is read out at bid opening. Envelopes marked “BID MODIFICATION NOTICE” shall be opened and read out with the corresponding bid. No bid modification shall be permitted unless the corresponding modification notice contains a valid authorization to request the modification and is read out at bid opening. Only bids that are opened and read out at bid opening shall be considered further.
24.3	Bids shall be opened one at a time, reading out:  the name of the Bidder and whether there is a modification; the total bid price including any unconditional discounts, and, if applicable, the prices and unconditional discounts for Subsystems, lots, or slices; the presence or absence of a Bid-Securing Declaration or a Bid Security if one was required; any conditional discounts offered for the award of more than one Subsystem, lot, or slice, if the BDS for ITB Clause 28.1 permits such discounts to be considered in the bid evaluation; and any other such details as the Purchaser may consider appropriate. 
24.4	Bids and modifications that are not opened and read out at bid opening shall not be considered for further evaluation, irrespective of the circumstances.  These bids, including any bids validly withdrawn in accordance with ITB Clause 24.2, will promptly be returned, unopened, to their Bidders.
24.5	The Purchaser will prepare minutes of the bid opening, including the information disclosed to those present in accordance with ITB Clause 24.3. The minutes will promptly be distributed to all Bidders that met the deadline for submitting bids.

	[bookmark: _Toc412276462][bookmark: _Toc521499233][bookmark: _Toc105917527]25.	Clarification of Bids
	25.1	During the bid evaluation, the Purchaser may, at its discretion, ask the Bidder for a clarification of its bid.  The request for clarification and the response shall be in writing, and no change in the price or substance of the bid shall be sought, offered, or permitted.

	[bookmark: _Toc412276463][bookmark: _Toc521499234][bookmark: _Toc105917528]26.	Preliminary Examination of Bids
	26.1	The Purchaser will examine the bids to determine whether they are complete, whether any computational errors have been made, whether required sureties have been furnished, whether the documents have been properly signed, and whether the bids are generally in order.  In the case where a prequalification process has been undertaken for the Contract(s) for which these Bidding Documents have been issued, the Purchaser will ensure that each bid is from a prequalified Bidder, and in the case of a Joint Venture, that partners and structure of the Joint Venture are unchanged from those in the prequalification.

	
	26.2	Arithmetical errors will be rectified on the following basis.  If there is a discrepancy between the unit price and the total price, which is obtained by multiplying the unit price and quantity, or between added or subtracted subtotals and totals, the unit or subtotal price shall prevail and the total price shall be corrected, unless in the opinion of the Purchaser there is an obvious misplacement of the decimal point in the unit or subtotal prices, in which case the line item total  as quoted shall govern and the unit price or sub-total shall be corrected.  If there is a discrepancy between words and figures, the amount in words will prevail, unless the discrepancy is the result of a typo/error for which the correction is self-evident to the Purchaser.  If the Bidder with the Lowest Evaluated Bid does not accept the correction of errors, the bid shall be rejected.
26.3	The Purchaser may waive any minor informality, nonconformity, or irregularity in a bid that does not constitute a material deviation, provided such waiver does not prejudice or affect the relative ranking of any Bidder.
26.4	Prior to the detailed evaluation, the Purchaser will determine whether each bid is of acceptable quality, is complete, and is substantially responsive to the Bidding Documents.  For purposes of this determination, a substantially responsive bid is one that conforms to all the terms, conditions, and specifications of the Bidding Documents without material deviations, exceptions, objections, conditionalities, or reservations.  A material deviation, exception, objection, conditionality, or reservation is one: (i) that limits in any substantial way the scope, quality, or performance of the Information System; or (ii) that limits, in any substantial way that is inconsistent with the Bidding Documents, the Purchaser’s rights or the successful Bidder’s obligations under the Contract; or (iii) the acceptance of which would unfairly affect the competitive position of other Bidders who have submitted substantially responsive bids.
26.5	If a bid is not substantially responsive, it will be rejected by the Purchaser and may not subsequently be made responsive by the Bidder by correction of the nonconformity.  The Purchaser’s determination of bid responsiveness will be based on the contents of the bid itself. 

	[bookmark: _Toc412276464][bookmark: _Toc521499235][bookmark: _Toc105917529]27.	Conversion to Single Currency
	27.1	For evaluation and comparison purposes, the Purchaser shall convert all bid prices expressed in various currencies and amounts into a single currency specified in the BDS, using the selling exchange rate established by the source and on the date also specified in the BDS.

	[bookmark: _Toc521499236][bookmark: _Toc105917530]28.	Evaluation and Comparison of Bids
	28.1	The Purchaser will evaluate and compare the bids that have been determined to be substantially responsive, pursuant to ITB Clause 26.  The evaluation will be performed assuming either that:

	
	(a)	the Contract will be awarded to the lowest evaluated Bidder for the entire Information System; or
(b)	if specified in the BDS, Contracts will be awarded to the Bidders for each individual Subsystem, lot, or slice defined in the Technical Requirements whose bids result in the lowest combined evaluated price for the entire System.
	In the latter case, discounts that are conditional on the award of more than one Subsystem, lot, or slice may be offered in bids.  However, such discounts will only be considered in the price evaluation if so confirmed in the BDS.
28.2	To be considered for Contract award, Bidders must have submitted bids
(a)	for which detailed bid evaluation using the same standards for compliance determination as listed in ITB Clauses 26.3 and 26.4 confirms that the bids are commercially and technically responsive, and include the hardware, Software, related equipment, products, Materials, and other Goods and Services components of the Information System in, substantially, the full required quantities for the entire Information System or, if allowed in the BDS for ITB Clause 28.1, the individual Subsystem, lot or slice bid on; and
(b)	that offer Information Technologies that are proven to perform up to the standards promised in the bid by having successfully passed the performance, benchmark, and/or functionality tests the Purchaser may require, pursuant to ITB Clause 31.2.

	
	28.3	The Purchaser’s evaluation of a bid will be made on the basis of prices quoted in accordance with ITB Clause 14 (Bid Prices). 

	
	28.4	If indicated by the BDS, the Purchaser’s evaluation of responsive bids will take into account technical factors, in addition to cost factors.  An Evaluated Bid Score (B) will be calculated for each responsive bid using the following formula, which permits a comprehensive assessment of the bid price and the technical merits of each bid: 


where
C	=	Evaluated Bid Price
C low	=	the lowest of all Evaluated Bid Prices among responsive bids
T	=	the total Technical Score awarded to the bid
Thigh	=	the Technical Score achieved by the bid that was scored highest among all responsive bids
X	=	weight for the Price as specified in the BDS
	The bid with the highest Evaluated Bid Score (B) among responsive bids shall be termed the Lowest Evaluated Bid and is eligible for Contract award, provided the Bidder was prequalified and/or it was found to be qualified to perform the Contract in accordance with ITB Clause 31 (Postqualification).

	
	28.5	If, in addition to the cost factors, the Purchaser has chosen to give weight to important technical factors (i.e., the price weight, X, is less than 1 in the evaluation), that cannot be reduced to life-cycle costs or pass/fail criteria, the Total Technical Points assigned to each bid in the Evaluated Bid Formula will be determined by adding and weighting the scores assigned by an evaluation committee to technical features of the bid in accordance with the criteria set forth below.
(a)	The technical features to be evaluated are generally defined below and specifically identified in the BDS:
(i)	Performance, capacity, or functionality features that either exceed levels specified as mandatory in the Technical Requirements; and/or influence the life-cycle cost and effectiveness of the Information System.
(ii)	Usability features, such as ease of use, ease of administration, or ease of expansion, which influence the life-cycle cost and effectiveness of the Information System. 
(iii)	The quality of the Bidder’s Preliminary Project Plan as evidenced by the thoroughness, reasonableness, and responsiveness of: (a) the task and resource schedules, both general and specific, and (b) the proposed arrangements for management and coordination, training, quality assurance, technical support, logistics, problem resolution, and transfer of knowledge, and other such activities as specified by the Purchaser in Section VI (Technical Requirements) or proposed by the Bidder based on the Bidder’s experience.
(b)	Feature scores will be grouped into a small number of evaluation categories, generally defined below and specifically identified in the BDS, namely:
(i)	The technical features that reflect how well the Information System meets the Purchaser’s Business Requirements (including quality assurance and risk-containment measures associated with the implementation of the Information System).
(ii)	The technical features that reflect how well the Information System meets the System’s Functional Performance Standards.
(iii)	The technical features that reflect how well the Information System meets the General Technical Requirements for hardware, network and communications, Software, and Services.
(c)	As specified in the BDS, each category will be given a weight and within each category each feature may also be given a weight.
(d)	During the evaluation process, the evaluation committee will assign each desirable/preferred feature a whole number score from 0 to 4, where 0 means that the feature is absent, and 1 to 4 either represent predefined values for desirable features amenable to an objective way of rating (as is the case for, e.g., extra memory, or extra mass storage capacity, etc., if these extras would be conducive for the utility of the system), or if the feature represents a desirable functionality (e.g., of a software package) or a quality improving the prospects for a successful implementation (such as the strengths of the proposed project staff, the methodology, the elaboration of the project plan, etc., in the bid), the scoring will be 1 for the feature being present but showing deficiencies; 2 for meeting the requirements; 3 for marginally exceeding the requirements; and 4 for significantly exceeding the requirements.
(e)	The score for each feature (i) within a category (j) will be combined with the scores of features in the same category as a weighted sum to form the Category Technical Score using the following formula: 


where:
tji	=  the technical score for feature “i” in category “j”
wji	=  the weight of feature “i” in category “j”
k	=  the number of scored features in category “j”

and      
(f)	The Category Technical Scores will be combined in a weighted sum to form the total Technical Bid Score using the following formula:


where:
Sj	=  the Category Technical Score of category “j”
Wj	=  the weight of category “j” as specified in the BDS
n	=  the number of categories

	and      

	
	28.6	The Evaluated Bid Price (C) for each responsive bid will be determined as the sum of the Adjusted Supply and Installation Costs (P) plus the Recurrent Costs (R);
	where the Adjusted Supply and Installation Costs (P) are determined as:
(a)	The price of the hardware, Software, related equipment, products, Materials and other Goods offered from within or from outside Mauritius, in accordance with ITB 14.4;  plus
(b)	The total price for all software development, transportation, insurance, installation, customization, integration, Commissioning, testing, training, technical support, repair, and other Services, in accordance with ITB 14.5;
(c)	with adjustments for:
(i)	Deviations proposed to the Implementation Schedule in the Technical Requirements resulting in delayed completion of the entire Information System, if permitted in the BDS and provided they do not exceed the maximum permissible delay period specified in the BDS.  For evaluation purposes, a pro rata increase of the total Supply and Installation Costs will be added using the percentage(s) specified in the BDS for each week of delay.  Bids offering deliveries beyond the maximum permissible delay specified may be rejected.
(ii)	Deviations taken to the Contract payment schedule specified in the SCC.  If deviations are permitted in the BDS, for evaluation purposes the total Supply and Installation Costs will be increased pro rata by the amount of interest that could otherwise be earned on the amount of any payments that would fall due under the proposed schedule earlier than the schedule stipulated in the SCC, at the interest rate specified in the BDS.
(iii)	Goods and Services that are required for the Information System but have been left out or are necessary to correct minor deviations of the bid will be added to the total Supply and Installation Costs using costs taken from the highest prices from other responsive bids for the same Goods and Services, or in the absence of such information, the cost will be estimated at prevailing list prices.  If the missing Goods and Services are a scored technical feature, the relevant score will be set at zero. 
(iv)	Corrections to errors in arithmetic, in accordance with ITB Clause 26.2.
(v)	Any discounts offered for the award of more than one Subsystem, lot, or slice, if the BDS for ITB Clause 28.1 permits the consideration of discounts in the price evaluation.

	
	(d)	The Recurrent Costs (R) are reduced to net present value and determined using the following formula: 


where
N	=	number of years of the Warranty Period, defined in SCC Clause 29.4
M	=	number of years of the Post-Warranty Services Period, as defined in SCC Clause 1.1.(e) (xii) 
x	=	an index number 1, 2, 3, ... N + M representing each year of the combined Warranty Service and Post-Warranty Service Periods.
Rx	=	total Recurrent Costs for year “x,” as recorded in the Recurrent Cost Sub-Table.
I	=	discount rate to be used for the Net Present Value calculation, as specified in the BDS.

	[bookmark: _Toc412276466][bookmark: _Toc521499237][bookmark: _Toc105917531]29.	Domestic Preference
	29.1	No margin of domestic preference will apply.

	[bookmark: _Toc412276467][bookmark: _Toc521499238][bookmark: _Toc105917532]30.	Contacting the Purchaser
	30.1	From the time of bid opening to the time of Contract award, if any Bidder wishes to contact the Purchaser on any matter related to the bid, it should do so in writing.

	
	30.2	If a Bidder tries to directly influence the Purchaser or otherwise interfere in the bid evaluation process and the Contract award decision, its bid may be rejected. 


[bookmark: _Toc412276468][bookmark: _Toc521499239][bookmark: _Toc105917533]F.  Postqualification and Award of Contract
	[bookmark: _Toc412276469][bookmark: _Toc521499240][bookmark: _Toc105917534]31.	Postqualification
	31.1	The Purchaser will determine at its own cost and to its satisfaction whether the Bidder (including Joint Venture Partners, and any Subcontractors for which the BDS for ITB Clause 6.1 (a) permits that their qualifications count towards the required Bidder qualifications) that is selected as having submitted the Lowest Evaluated Bid is qualified to perform the Contract satisfactorily, in accordance with ITB Clause 6.  If a prequalification process was undertaken for the Contract(s) for which these Bidding Documents were issued, the Purchaser will determine in the manner described above that no material changes have occurred after the prequalification that negatively affect the ability of the Bidder that has submitted the Lowest Evaluated Bid to perform the Contract.

	
	31.2	Pursuant to ITB Clauses 6 and 16, and as additionally may be specified in the BDS, the determination will evaluate the Bidder’s financial, technical, design, integration, customization, production, management, and support capabilities and will be based on an examination of the documentary evidence of the Bidder’s qualifications, as well as other information the Purchaser deems necessary and appropriate.  This determination may include visits or interviews with the Bidder’s clients referenced in its bid, site inspections, and any other measures.  If so specified in the BDS, at the time of postqualification the Purchaser may also carry out tests to determine that the performance or functionality of the Information System offered meets those stated in the Technical Requirements.

	
	31.3	An affirmative postqualification determination will be a prerequisite for award of the Contract to the Lowest Evaluated Bidder.  A negative determination will result in rejection of the Bidder’s bid, in which event the Purchaser will proceed to the next lowest evaluated Bidder to make a similar determination of that Bidder’s capabilities to perform satisfactorily.

	[bookmark: _Toc412276470][bookmark: _Toc521499241][bookmark: _Toc105917535]32.	Award Criteria
	32.1	Subject to ITB Clause 34, the Purchaser will award the Contract to the Bidder whose bid has been determined to be substantially responsive and the Lowest Evaluated Bid, provided further that the Bidder has been determined to be qualified to perform the Contract satisfactorily, pursuant to ITB Clause 31.

	[bookmark: _Toc521499242][bookmark: _Toc105917536]33.	Purchaser’s Right to Vary Quantities at Time of Award
	33.1	The Purchaser reserves the right at the time of Contract award to increase or decrease, by the percentage(s) indicated in the BDS, any of the following:

	
	(a)	the quantity of substantially identical Subsystems; or
(b)	the quantity of individual hardware, Software, related equipment, Materials, products, and other Goods components of the Information System; or
(c)	the quantity of Installation or other Services to be performed,
from that originally specified in the Technical Requirements (as amended by any Addenda issued pursuant to ITB Clause 11), without any change in unit prices or other terms and conditions.

	[bookmark: _Toc412276472][bookmark: _Toc521499243][bookmark: _Toc105917537]34.	Purchaser’s Right to Accept Any Bid and to Reject Any or All Bids
	34.1	The Purchaser reserves the right to accept or reject any bid or to annul the bidding process and reject all bids at any time prior to Contract award, without thereby incurring any liability to the Bidders.

	[bookmark: _Toc412276473][bookmark: _Toc521499244][bookmark: _Toc105917538]35.	Notification of Award
	35.1	Following the identification of the selected bidder, the Purchaser shall, for contract amount above the prescribed threshold, notify the selected bidder of the proposed award and accordingly notify unsuccessful bidders. Subject to the notification of the intention to award the contract as referred to in section 40 of the Act, and prior to the expiration of the period of bid validity, the Purchaser shall notify the successful bidder, in writing, by a Letter of Acceptance that its bid has been accepted.

	
	35.2	Until a formal Contract is prepared and executed, the notification of award shall constitute a binding Contract.
35.3	The Letter of Acceptance shall specify the sum that the Purchaser will pay the Supplier in consideration of the execution of the contract (hereinafter and in the Conditions of Contract and Contract Forms called “the Contract Price”).  Within seven days from the issue of Letter of Acceptance, the Employer shall publish on the Public Procurement Portal (publicprocurement.govmu.org) and the Purchaser’s website, the results of the Bidding Process identifying the bid and lot numbers and the following information: name of the winning Bidder, the price it offered, as well as the duration and summary scope of the contract awarded.

	
	35.4	Upon the successful Bidder furnishing the signed Contract Agreement and the Performance Security pursuant to ITB Clause 37, the Purchaser will promptly notify each unsuccessful Bidder, and will discharge all remaining Bid Securities, if any, as provided in ITB Clause 17.5(c).

	[bookmark: _Toc412276474][bookmark: _Toc521499245][bookmark: _Toc105917539]36.	Signing of Contract
	36.1	At the same time as the Purchaser notifies the successful Bidder that its bid has been accepted, the Purchaser will send the Bidder the Contract Agreement provided in the Bidding Documents, incorporating all agreements between the parties.

	
	36.2	As soon as practically possible, but no more than twenty-eight (28) days following receipt of the Contract Agreement, the successful Bidder shall sign and date it, and return it to the Purchaser.

	[bookmark: _Toc412276475][bookmark: _Toc521499246][bookmark: _Toc105917540]37.	Performance Security
	37.1	As soon as practically possible, but no more than twenty-eight (28) days following receipt of notification of award from the Purchaser, the successful Bidder shall furnish the Performance Security in accordance with the GCC, using the Performance Security form provided in the Bidding Documents or another form acceptable to the Purchaser.

	[bookmark: _Toc105917541]38.	Adjudicator
	38.1 Unless otherwise stated in the BDS, the Purchaser proposes that the person named in the BDS be appointed as Adjudicator under the Contract to assume the role of informal Contract dispute mediator, as described in GCC Clause 6.  In this case, a résumé of the named person is attached to the BDS.  The proposed hourly fee for the Adjudicator is specified in the BDS.  The expenses that would be considered reimbursable to the Adjudicator are also specified in the BDS.  If a Bidder does not accept the Adjudicator proposed by the Purchaser, it should state its non-acceptance in its Bid Submission Form and make a counterproposal of an Adjudicator and an hourly fee, attaching a résumé of the alternative.  If the successful Bidder and the Adjudicator nominated in the BDS happen to be from the same country, and this is not the country of the Purchaser too, the Purchaser reserves the right to cancel the Adjudicator nominated in the BDS and propose a new one.  If by the day the Contract is signed, the Purchaser and the successful Bidder have not agreed on the appointment of the Adjudicator, the Adjudicator shall be appointed, at the request of either party, by the Appointing Authority specified in the SCC clause relating to GCC Clause 6.1.4, or if no Appointing Authority is specified there, the Contract will be implemented without an Adjudicator

	[bookmark: _Toc105917542]39.	Debriefing







	39.1	The Employer shall promptly attend to all requests for debriefing for the contract, made in writing, and within 30 days from the date of the publication of award or date the unsuccessful bidders are informed about the award, whichever is the case, by following regulation 9 of the Public Procurement Regulation 2008 as amended.
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[bookmark: _Toc521498736][bookmark: _Toc106011145]Section II.  Bid Data Sheet (BDS)


Bid Data Sheet
The following specific information relating to the System to be procured and the procurement procedures that will be used shall complement, supplement, or amend the provisions in the Instructions to Bidders (ITB).  Whenever there is a conflict, the provisions in the Bid Data Sheet (BDS) shall prevail over those in the ITB.	
A.  General
	ITB	1.1
	Name of Purchaser: Gambling Regulatory Authority	
Name of authorized Purchasing Agent:  None
Description of the System for which bids are invited:  This Invitation for Bids relates to the procurement of an integrated information system to support both core and non-core functions of the Gambling Regulatory Authority. The project will cover the end-to-end implementation (i.e. design, installation, testing, training, commissioning, warranty and post-warranty support) for both production and disaster recovery instances. The procurement also includes the relevant hardware (with the relevant supporting software such as operating system and utilities) to support the proposed integrated information system for the production and disaster recovery instances.

	ITB	1.2
	Title of IFB: Supply, Customization, Installation and Post Go-Live Support for an Integrated Information System
Number of IFB: GRA/2022/OAB/02
Name of resulting Contract(s): Supply, Customization, Installation and Post Go-Live Support for an Integrated Information System

	ITB	1.4
	Alternative e-Tendering procedures are not available in this procurement.

	ITB  2.3
	(a) Challenges shall be addressed to: 
The Chief Executive
Gambling Regulatory Authority
Level 12, Newton Tower, Sir William Newton Street
Port Louis, Republic of Mauritius
Tel: (230) 260 2000, Fax: (230) 213 1205
Email: gra.admin@intnet.mu
                                   
(b) Application for Review shall be addressed to:
The Chairperson
Independent Review Panel,
5th Floor
Belmont House
Intendance Street
Port Louis
Tel : +2302602228
Fax No.
Email : irp@govmu.org                                                                    

	ITB 4.1
	Bidding is limited to entities incorporated in Mauritius.

	ITB	6.1 (a)
	Qualification requirements for Bidders are:
1. Bidders Experience/Technical Capability
During the past four (4) years, the Bidder (as the main Supplier) must have completed at least two (2) successful contracts involving the development/customization, installation of hardware and software and provision of technical support for information systems of similar functional/technical characteristics and of a comparable or larger scale. The Bidder should produce at least one (1) testimonial as evidence of satisfactory performance within the last four (4) years. At least one contract should be for government or parastatal bodies in Mauritius.
2. Personnel Capabilities:
The Bidder must include the following minimum resource profiles in the proposed team:
· Project Manager:
1. At least one (1) Project Manager who possesses a bachelor’s degree and/or master’s degree in Computer Science, Information and Communication Technologies, Management/Project Management or any related fields acceptable to the Gambling Regulatory Authority.
2. Proven experience of at least five (5) years in managing similar or larger projects.

· Software Engineer:
1. At least three (3) Software Engineers who possess at least a bachelor’s degree in Computer Science, Information and Communication Technologies, Software Engineering or any related fields acceptable to the Gambling Regulatory Authority.
2. Proven experience of at least four (4) years in planning, designing, developing (in case custom development is required), customizing, testing and implementing information systems. They should have at least three (3) years of experience with the information system(s) proposed by the Bidder.

· Software Tester:
1. At least two (2) Software Testers who possess at least a bachelor’s degree in Computer Science, Information and Communication Technologies, Software Engineering or any related fields acceptable to the Gambling Regulatory Authority.
2. Proven experience of at least three (3) years in testing the proposed information systems or similar software.

· System/Network Engineer:
1. At least one (1) System/Network Engineer who possesses at least a bachelor’s degree in Computer Science, Information and Communication Technologies or any related fields acceptable to the Gambling Regulatory Authority.
2. Certified in the relevant proposed software or hardware (e.g., vendor certifications) where relevant.
3. Certified in system administration, network administration, cyber security or other system administration related areas.
4. Proven experience of at least two (2) years in installation of hardware and software (including operating systems and database management systems).

3. Financial Capabilities:
The Bidder must submit audited financial statements for the past four (4) years for verification of financial soundness. The Bidder should demonstrate annual turnover and liquidity of at least eight (8) times the average annual cash-flow estimated for the proposed Contract, for at least two (2) of the last four (4) years.
4. Litigation History:
The Bidder should submit the litigation history for the last five (5) years with a brief on grounds, present status and outcome of cases. Litigation and arbitration in total, should not represent more than fifty (50) percent (%) of the Bidder’s net worth calculated as the difference between total assets and total liabilities. All pending litigation and arbitration, if any, shall be treated as resolved against the Bidder
The technical and experience qualifications of Subcontractors can count for the provision of the following key components: Hardware and related support services

	ITB	6.1 (b)
	Manufacturer's Authorizations for Information Technologies - except for those technologies which the Bidder itself manufactures - are required for the following types/categories: All

	ITB	6.1 (c)
	If the Bidder proposes to use Subcontractors for the provision of certain key services, written agreements by the proposed firms to provide these services in case of contract(s) resulting from this bidding are required for the following types/categories of services: All


B.  The Bidding Documents
	ITB	10.1
	Purchaser’s / duly authorized Purchasing Agent’s address: 
The Chief Executive
Gambling Regulatory Authority
Level 12, Newton Tower, Sir William Newton Street
Port Louis, Republic of Mauritius
Tel: (230) 260 2000, Fax: (230) 213 1205
Email: gra.admin@intnet.mu
Responsible contact person or officer to whom Bidder communications should be addressed: Mr. Abhisake Sadasing (Information Systems Officer)


	ITB	10.2
	Dates, times, and places for the pre-bid meeting:  
13:30 on Tuesday 21 June 2022 at the Gambling Regulatory Authority (Level 12, Newton Tower, Sir William Newton Street, Port Louis).


C.  Preparation of Bids
	ITB  14.1
	Recurrent cost items are required.

	ITB	14.5
	Not Applicable

	ITB	14.7
	Prices quoted by the Bidder shall be fixed.

	ITB	15.1 (b)
	The currency to be used for quoting prices of the Goods and Services components of the System offered locally (i.e., from within Mauritius), as well as local currency expenditures for local technical support, training, maintenance, transportation, insurance, and other local services incidental to delivery, installation and operation of the System, is: Mauritian Rupees.

	ITB	16.2 (c)
	In addition to the topics described in ITB Clause 16.2 (c), the Preliminary Project Plan must address the following topics:  
· Fit gap analysis (if applicable to the proposed solution)
· Design, customization and/or configuration
· Demonstration (e.g., for pilots if applicable to proposed solution and approach)
· Unit, system and integration testing
· User and operational acceptance testing
· Training
· Data migration
· Go-live
· Independent audit before go-live and after go-live
· Risk management
· Quality management

	ITB	16.3
	In the interest of effective integration, cost-effective technical support, and reduced re-training and staffing costs, Bidders are required to offer specific brand names and models for the following limited number of specific items: None

	ITB	17.1
	Bids need to be secured by a Bid Security.
The amount of Bid Security required is: Two hundred thousand (200,000) (Mauritian Rupees)

	ITB 17.7
	If the Bidder incurs any of the actions prescribed in ITB Clause 17.7 (a) or (b), the Borrower will declare the Bidder ineligible to be awarded contracts by the Employer for a period to be determined by the Public Procurement Office (Government of Mauritius).

	ITB	18.1
	The bid validity period shall be ninety (90) days after the deadline for bid submission, as specified below in reference to ITB Clause 21.  Accordingly, each bid shall be valid through 12 October 2022.
Accordingly, a bid with a Bid Security that expires before 09 November 2022 shall be rejected as non-responsive.

	ITB	19.1
	Required number of bid copies, besides the original: Two (2) copies

	ITB 19.2
	(a (a)This authorization shall consist of written confirmation and shall be attached to the bid. It may include a delegation of power by resolution of the Board of a company or from the CEO, himself holding power from the Board or from a Director being a shareholder of a company or through a Power of Attorney.
The name and position held by each person signing the authorization must be typed or printed below the signature.

(b)In the case of Bids submitted by an existing or intended JV an undertaking signed by all parties (i) stating that all parties shall be jointly and severally liable, if so required in accordance with ITB 6.2 and (ii) nominating a Representative who shall have the authority to conduct all business for and on behalf of any and all the parties of the JV during the bidding process and, in the event the JV is awarded the Contract, during contract execution.
Note: The power of Attorney or other written authorization to sign may be for a determined period or limited to a specific purpose.


D. Submission of Bids
	ITB	20.2 (a) 
	The address for bid submission is:  
Gambling Regulatory Authority
Level 12, Newton Tower
Sir William Newton Street
Port Louis
Republic of Mauritius
Responsible Person: Mr. Abhisake Sadasing (Information Systems Officer)


	ITB	21.1
	Deadline for bid submission is: 12:00 on Thursday 14 July 2022.


E.  Bid Opening and Evaluation
	ITB	24.1
	Time, date, and place for bid opening are: 12: 15 on Thursday 14 July 2022 at the Gambling Regulatory Authority Office (Level 12, Newton Tower, Sir William Newton Street, Port Louis).

	ITB	27.1
	The currency chosen for the purpose of converting to a common currency is: Mauritian Rupees
The source of exchange rate is: Bank of Mauritius
The date of exchange rate determination is: Date of deadline for bid submission or actual submission
In case that no exchange rates are available on this date from the source indicated above, the latest available exchange rates from the same source prior to this date will be used.

	ITB	28.1
	Bids for Subsystems, lots, or slices of the overall Information System will not be accepted.
Discounts for the award of multiple Subsystems, lots, or slices will not be considered in bid evaluation.

	ITB	28.4
	The bid evaluation will take into account technical factors in addition to cost factors.
The weight of the Price (“X” multiplied by 100 in the Evaluated Bid Score formula) = Thirty (30) percent (%)

	ITB	28.5
	The technical/quality evaluation parameters and scoring scheme are shown below:
(a),(b) The technical evaluation categories and the features to be evaluated within each category are as follows: Refer to Section V: Technical Requirements for more details 
(c),(e),(f)  The evaluation weights for categories and technical features within categories are:
	No.
	Category
	Description
	Weight

	1.
	Specification compliance
	Extent to which the offered information system meets the functional and non-functional specifications described in Section V (Technical Requirements)
	20%

	2.
	Hardware architecture
	Extent to which the proposed hardware architecture meets the technical requirements in this document
	10%

	3.
	Experience
	Bidder’s experience in successfully completing similar projects based on requirements described in Section A above
	10%

	4.
	Key personnel qualification and experience
	Experience of the members of the proposed team as per requirements described in Section A above
	20%

	5.
	Approach
	Extent to which the approach proposed by the Bidder (including training, testing and data migration) meets the requirements set out in this document
	10%



The minimum technical score required is: 70%

	ITB	28.6 (c) (i)
	The Purchaser will not accept deviations in the schedule of installation and commissioning specified in the Implementation Schedule.

	ITB	28.6 (c) (ii)
	The Purchaser will not accept deviations in the payment schedule in the SCC.
The percentage adjustment for payment schedule deviations is: Not applicable

	ITB	28.6 (d)
	Interest Rate (I) for net present value calculations of recurrent costs = ten (10) percent per annum.


F.  Postqualification and Award of Contract
	ITB	31.2
	As additional postqualification measures, the Information System (or components/parts of it) offered by the Lowest Evaluated Bidder may be subjected to the following tests and performance benchmarks prior to Contract award:
1. Live demonstrations or proof of concepts covering the key requirements which are set out in this bidding document. These will be undertaken by the Bidder at its own cost. The purpose of the demonstrations is to showcase the major components of the proposed system(s) and coverage of the main technical requirements set out in this document.
2. Reference checks and/or reference site visits 
3. Documentation reviews

	ITB	33.1
	Percentage for quantity increase or decrease: Twenty (20) percent (%)

	ITB	38.1
	The proposed Adjudicator is: There will be no Adjudicator under this Contract.
The proposed hourly fee is: Not applicable
The expenses that would be considered reimbursable to the Adjudicator are: Not applicable
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	[bookmark: _Toc521497697][bookmark: _Toc87273382]1.	Definitions
	1.1	In this Contract, the following terms shall be interpreted as indicated below.

	
	(a)	contract elements
(i)	“Contract” means the Contract Agreement entered into between the Purchaser and the Supplier, together with the Contract Documents referred to therein.  The Contract Agreement and the Contract Documents shall constitute the Contract, and the term “the Contract” shall in all such documents be construed accordingly.
(ii)	“Contract Documents” means the documents specified in Article 1.1 (Contract Documents) of the Contract Agreement (including any amendments to these Documents).
(iii)	“Contract Agreement” means the agreement entered into between the Purchaser and the Supplier using the form of Contract Agreement contained in the Sample Forms Section of the Bidding Documents and any modifications to this form agreed to by the Purchaser and the Supplier.  The date of the Contract Agreement shall be recorded in the signed form. 
(iv)	“GCC” means the General Conditions of Contract.
(v)	“SCC” means the Special Conditions of Contract.
(vi)	“Technical Requirements” means the Technical Requirements Section of the Bidding Documents.
(vii)	“Implementation Schedule” means the Implementation Schedule Sub-section of the Technical Requirements.
viii)	“Contract Price” means the price or prices defined in Article 2 (Contract Price and Terms of Payment) of the Contract Agreement.
(ix)	“Bidding Documents” refers to the collection of documents issued by the Purchaser to instruct and inform potential suppliers of the processes for bidding, selection of the winning bid, and Contract formation, as well as the contractual conditions governing the relationship between the Purchaser and the Supplier.  The General and Special Conditions of Contract, the Technical Requirements, and all other documents included in the Bidding Documents reflect the Procurement Guidelines that the Purchaser is obligated to follow during procurement and administration of this Contract.

	
	(b)	entities
(i)	“Purchaser” means the entity purchasing the Information System, as specified in the SCC.
(ii)	“Project Manager” means the person named as such in the SCC or otherwise appointed by the Purchaser in the manner provided in GCC Clause 18.1 (Project Manager) to perform the duties delegated by the Purchaser.
(iii)	“Supplier” means the firm or Joint Venture whose bid to perform the Contract has been accepted by the Purchaser and is named as such in the Contract Agreement.
(iv)	“Supplier’s Representative” means any person nominated by the Supplier and named as such in the Contract Agreement or otherwise approved by the Purchaser in the manner provided in GCC Clause 18.2 (Supplier’s Representative) to perform the duties delegated by the Supplier.
(v)	“Subcontractor” means any firm to whom any of the obligations of the Supplier, including preparation of any design or supply of any Information Technologies or other Goods or Services, is subcontracted directly or indirectly by the Supplier.
(vi)	“Adjudicator” means the person named in Appendix 2 of the Contract Agreement, appointed by agreement between the Purchaser and the Supplier to make a decision on or to settle any dispute between the Purchaser and the Supplier referred to him or her by the parties, pursuant to GCC Clause 6.1 (Adjudication). 

	
	(c)	scope
(i)	“Information System,” also called “the System,” means all the Information Technologies, Materials, and other Goods to be supplied, installed, integrated, and made operational (exclusive of the Supplier’s Equipment), together with the Services to be carried out by the Supplier under the Contract.  
(ii)	“Subsystem” means any subset of the System identified as such in the Contract that may be supplied, installed, tested, and commissioned individually before Commissioning of the entire System.
(iii)	“Information Technologies” means all information processing and communications-related hardware, Software, supplies, and consumable items that the Supplier is required to supply and install under the Contract.
(iv)	“Goods” means all equipment, machinery, furnishings, Materials, and other tangible items that the Supplier is required to supply or supply and install under the Contract, including, without limitation, the Information Technologies and Materials, but excluding the Supplier’s Equipment.
(v)	“Services” means all technical, logistical, management, and any other Services to be provided by the Supplier under the Contract to supply, install, customize, integrate, and make operational the System.  Such Services may include, but are not restricted to, activity management and quality assurance, design, development, customization, documentation, transportation, insurance, inspection, expediting, site preparation, installation, integration, training, data migration, Pre-commissioning, Commissioning, maintenance, and technical support.
(vi)	“The Project Plan” means the document to be developed by the Supplier and approved by the Purchaser, pursuant to GCC Clause 19, based on the requirements of the Contract and the Preliminary Project Plan included in the Supplier’s bid.  The “Agreed and Finalized Project Plan” is the version of the Project Plan approved by the Purchaser, in accordance with GCC Clause 19.2.  Should the Project Plan conflict with the Contract in any way, the relevant provisions of the Contract, including any amendments, shall prevail.
(vii)	“Software” means that part of the System which are instructions that cause information processing Subsystems to perform in a specific manner or execute specific operations.
(viii)	“System Software” means Software that provides the operating and management instructions for the underlying hardware and other components, and is identified as such in Appendix 4 of the Contract Agreement and such other Software as the parties may agree in writing to be Systems Software.  Such System Software includes, but is not restricted to, micro-code embedded in hardware (i.e., “firmware”), operating systems, communications, system and network management, and utility software.  
(ix)	“General-Purpose Software” means Software that supports general-purpose office and software development activities and is identified as such in Appendix 4 of the Contract Agreement and such other Software as the parties may agree in writing to be General- Purpose Software.  Such General-Purpose Software may include, but is not restricted to, word processing, spreadsheet, generic database management, and application development software.
(x)	“Application Software” means Software formulated to perform specific business or technical functions and interface with the business or technical users of the System and is identified as such in Appendix 4 of the Contract Agreement and such other Software as the parties may agree in writing to be Application Software.
(xi)	“Standard Software” means Software identified as such in Appendix 4 of the Contract Agreement and such other Software as the parties may agree in writing to be Standard Software.
(xii)	“Custom Software” means Software identified as such in Appendix 4 of the Contract Agreement and such other Software as the parties may agree in writing to be Custom Software.
(xiii)	“Source Code” means the database structures, dictionaries, definitions, program source files, and any other symbolic representations necessary for the compilation, execution, and subsequent maintenance of the Software (typically, but not exclusively, required for Custom Software).  
(xiv)	“Materials” means all documentation in printed or printable form and all instructional and informational aides in any form (including audio, video, and text) and on any medium, provided to the Purchaser under the Contract.
(xv)	“Standard Materials” means all Materials not specified as Custom Materials.  
(xvi)	“Custom Materials” means Materials developed by the Supplier at the Purchaser’s expense under the Contract and identified as such in Appendix 5 of the Contract Agreement and such other Materials as the parties may agree in writing to be Custom Materials.  Custom Materials includes Materials created from Standard Materials.
(xvii)	“Intellectual Property Rights” means any and all copyright, moral rights, trademark, patent, and other intellectual and proprietary rights, title and interests worldwide, whether vested, contingent, or future, including without limitation all economic rights and all exclusive rights to reproduce, fix, adapt, modify, translate, create derivative works from, extract or re-utilize data from, manufacture, introduce into circulation, publish, distribute, sell, license, sublicense, transfer, rent, lease, transmit or provide access electronically, broadcast, display, enter into computer memory, or otherwise use any portion or copy, in whole or in part, in any form, directly or indirectly, or to authorize or assign others to do so.
(xviii)	“Supplier’s Equipment” means all equipment, tools, apparatus, or things of every kind required in or for installation, completion and maintenance of the System that are to be provided by the Supplier, but excluding the Information Technologies, or other items forming part of the System.

	
	(d)	activities
(i)	“Delivery” means the transfer of the Goods from the Supplier to the Purchaser in accordance with the current edition Incoterms specified in the Contract.  
(ii)	“Installation” means that the System or a Subsystem as specified in the Contract is ready for Commissioning as provided in GCC Clause 26 (Installation).
(iii)	“Pre-commissioning” means the testing, checking, and any other required activity that may be specified in the Technical Requirements that are to be carried out by the Supplier in preparation for Commissioning of the System as provided in GCC Clause 26 (Installation).
(iv)	“Commissioning” means operation of the System or any Subsystem by the Supplier following Installation, which operation is to be carried out by the Supplier as provided in GCC Clause 27.1 (Commissioning), for the purpose of carrying out Operational Acceptance Test(s).
(v)	“Operational Acceptance Tests” means the tests specified in the Technical Requirements and Agreed and Finalized Project Plan to be carried out to ascertain whether the System, or a specified Subsystem, is able to attain the functional and performance requirements specified in the Technical Requirements and Agreed and Finalized Project Plan, in accordance with the provisions of GCC Clause 27.2 (Operational Acceptance Test).
(vi)	“Operational Acceptance” means the acceptance by the Purchaser of the System (or any Subsystem(s) where the Contract provides for acceptance of the System in parts), in accordance with GCC Clause 27.3 (Operational Acceptance).

	
	(e)	place and time
(i)	“Purchaser’s Country” is the Republic of Mauritius
(ii)	“Supplier’s Country” is the country in which the Supplier is legally organized, as named in the Contract Agreement.
(iii)	 “Project Site(s)” means the place(s) specified in the SCC for the supply and installation of the System.
(iv)	“Eligible Country” means the countries and territories eligible for participation in procurements as defined in the SCC.
(v)	“Day” means calendar day of the Gregorian Calendar.
(vi) 	“Week” means seven (7) consecutive Days, beginning the day of the week as is customary in the Mauritius.
(vii)	“Month” means calendar month of the Gregorian Calendar.
(viii)	“Year” means twelve (12) consecutive Months.
(ix)	“Effective Date” means the date of fulfillment of all conditions specified in Article 3 (Effective Date for Determining Time for Achieving Operational Acceptance) of the Contract Agreement, for the purpose of determining the Delivery, Installation, and Operational Acceptance dates for the System or Subsystem(s).
(x)	“Contract Period” is the time period during which this Contract governs the relations and obligations of the Purchaser and Supplier in relation to the System, as specified in the SCC.
(xi)	“Defect Liability Period” (also referred to as the “Warranty Period”) means the period of validity of the warranties given by the Supplier commencing at date of the Operational Acceptance Certificate of the System or Subsystem(s), during which the Supplier is responsible for defects with respect to the System (or the relevant Subsystem[s]) as provided in GCC Clause 29 (Defect Liability).
(xii)	“The Post-Warranty Services Period” means the number of years defined in the SCC (if any), following the expiration of the Warranty Period during which the Supplier may be obligated to provide Software licenses, maintenance, and/or technical support services for the System, either under this Contract or under separate contract(s).  
(xiii)	“The Coverage Period” means the Days of the Week and the hours of those Days during which maintenance, operational, and/or technical support services (if any) must be available.

	[bookmark: _Toc521497698][bookmark: _Toc87273383]2.	Contract Documents
	2.1	Subject to Article 1.2 (Order of Precedence) of the Contract Agreement, all documents forming part of the Contract (and all parts of these documents) are intended to be correlative, complementary, and mutually explanatory.  The Contract shall be read as a whole.

	[bookmark: _Toc412276480][bookmark: _Toc521497699][bookmark: _Toc87273384]3.	Interpretation
	3.1	Governing Language

	
	3.1.1	All Contract Documents and related correspondence exchanged between Purchaser and Supplier shall be written in English and the Contract shall be construed and interpreted in accordance with that language.
3.1.2	If any of the Contract Documents or related correspondence is prepared in a language other than the governing language under GCC Clause 3.1.1 above, the translation of such documents into the governing language shall prevail in matters of interpretation.  The originating party, with respect to such documents shall bear the costs and risks of such translation.
3.2	Singular and Plural
The singular shall include the plural and the plural the singular, except where the context otherwise requires.
3.3	Headings
The headings and marginal notes in the GCC are included for ease of reference and shall neither constitute a part of the Contract nor affect its interpretation.
3.4	Persons
Words importing persons or parties shall include firms, corporations, and government entities.
3.5	Incoterms
Unless inconsistent with any provision of the Contract, the meaning of any trade term and the rights and obligations of parties thereunder shall be as prescribed by the current Incoterms (“Incoterms 2000” or a more recent version if and as published).  Incoterms are the international rules for interpreting trade terms published by the International Chamber of Commerce, 38 Cours Albert 1er, 75008 Paris, France.
3.6	Entire Agreement
The Contract constitutes the entire agreement between the Purchaser and Supplier with respect to the subject matter of Contract and supersedes all communications, negotiations, and agreements (whether written or oral) of parties with respect to the subject matter of the Contract made prior to the date of Contract.
3.7	Amendment
No amendment or other variation of the Contract shall be effective unless it is in writing, is dated, expressly refers to the Contract, and is signed by a duly authorized representative of each party to the Contract.
3.8	Independent Supplier
The Supplier shall be an independent contractor performing the Contract.  The Contract does not create any agency, partnership, joint venture, or other joint relationship between the parties to the Contract.
Subject to the provisions of the Contract, the Supplier shall be solely responsible for the manner in which the Contract is performed.  All employees, representatives, or Subcontractors engaged by the Supplier in connection with the performance of the Contract shall be under the complete control of the Supplier and shall not be deemed to be employees of the Purchaser, and nothing contained in the Contract or in any subcontract awarded by the Supplier shall be construed to create any contractual relationship between any such employees, representatives, or Subcontractors and the Purchaser.
3.9	Joint Venture
If the Supplier is a Joint Venture of two or more firms, all such firms shall be jointly and severally bound to the Purchaser for the fulfillment of the provisions of the Contract and shall designate one of such firms to act as a leader with authority to bind the Joint Venture.  The composition or constitution of the Joint Venture shall not be altered without the prior consent of the Purchaser.
3.10	Nonwaiver
3.10.1	Subject to GCC Clause 3.10.2 below, no relaxation, forbearance, delay, or indulgence by either party in enforcing any of the terms and conditions of the Contract or the granting of time by either party to the other shall prejudice, affect, or restrict the rights of that party under the Contract, nor shall any waiver by either party of any breach of Contract operate as waiver of any subsequent or continuing breach of Contract.
3.10.2	Any waiver of a party’s rights, powers, or remedies under the Contract must be in writing, must be dated and signed by an authorized representative of the party granting such waiver, and must specify the right and the extent to which it is being waived.
3.11	Severability
If any provision or condition of the Contract is prohibited or rendered invalid or unenforceable, such prohibition, invalidity, or unenforceability shall not affect the validity or enforceability of any other provisions and conditions of the Contract.
3.12	Country of Origin
	“Origin” means the place where the Information Technologies, Materials, and other Goods for the System were produced or from which the Services are supplied.  Goods are produced when, through manufacturing, processing, Software development, or substantial and major assembly or integration of components, a commercially recognized product results that is substantially different in basic characteristics or in purpose or utility from its components.  The Origin of Goods and Services is distinct from the nationality of the Supplier and may be different.

	[bookmark: _Toc412276481][bookmark: _Toc521497700][bookmark: _Toc87273385]4.	Notices
	4.1	Unless otherwise stated in the Contract, all notices to be given under the Contract shall be in writing and shall be sent, pursuant to GCC Clause 4.3 below, by personal delivery, airmail post, special courier, facsimile or electronic mail with the following provisions.

	
	4.1.1	Any notice sent by facsimile or electronic mail shall be confirmed within two (2) days after dispatch by notice sent by airmail post or special courier, except as otherwise specified in the Contract.
4.1.2	Any notice sent by airmail post or special courier shall be deemed (in the absence of evidence of earlier receipt) to have been delivered ten (10) days after dispatch.  In proving the fact of dispatch, it shall be sufficient to show that the envelope containing such notice was properly addressed, stamped, and conveyed to the postal authorities or courier service for transmission by airmail or special courier.
4.1.3	Any notice delivered personally or sent by facsimile or electronic mail shall be deemed to have been delivered on the date of its dispatch.
4.1.4	Either party may change its postal, facsimile, electronic mail, addresses for receipt of such notices by ten (10) days’ notice to the other party in writing.
4.2	Notices shall be deemed to include any approvals, consents, instructions, orders, certificates, information and other communication to be given under the Contract.
4.3	Pursuant to GCC Clause 18, notices from/to the Purchaser are normally given by, or addressed to, the Project Manager, while notices from/to the Supplier are normally given by, or addressed to, the Supplier's Representative, or in its absence its deputy if any.  If there is no appointed Project Manager or Supplier's Representative (or deputy), or if their related authority is limited by the SCC for GCC Clauses 18.1 or 18.2.2, or for any other reason, the Purchaser or Supplier may give and receive notices at their fallback addresses.  The address of the Project Manager and the fallback address of the Purchaser are as specified in the SCC or as subsequently established/amended.  The address of the Supplier's Representative and the fallback address of the Supplier are as specified in Appendix 1 of the Contract Agreement or as subsequently established/amended. 

	[bookmark: _Toc412276482][bookmark: _Toc521497701][bookmark: _Toc87273386]5.	Governing Law
	5.1	The Contract shall be governed by and interpreted in accordance with the laws of Mauritius.

	[bookmark: _Toc521497702][bookmark: _Toc87273387]6.	Settlement of Disputes
	6.1	Adjudication

	
	6.1.1	If any dispute of any kind whatsoever shall arise between the Purchaser and the Supplier in connection with or arising out of the Contract, including without prejudice to the generality of the foregoing, any question regarding its existence, validity, or termination, or the operation of the System (whether during the progress of implementation or after its achieving Operational Acceptance and whether before or after the termination, abandonment, or breach of the Contract), the parties shall seek to resolve any such dispute by mutual consultation.  If the parties fail to resolve such a dispute by mutual consultation within fourteen (14) days after one party has notified the other in writing of the dispute, then, if the Contract Agreement in Appendix 2 includes and names an Adjudicator, the dispute shall, within another fourteen (14) days, be referred in writing by either party to the Adjudicator, with a copy to the other party.  If there is no Adjudicator specified in the Contract Agreement, the mutual consultation period stated above shall last twenty-eight (28) days (instead of fourteen), upon expiry of which either party may move to the notification of arbitration pursuant to GCC Clause 6.2.1.

	
	6.1.2	The Adjudicator shall give his or her decision in writing to both parties within twenty-eight (28) days of the dispute being referred to the Adjudicator.  If the Adjudicator has done so, and no notice of intention to commence arbitration has been given by either the Purchaser or the Supplier within fifty-six (56) days of such reference, the decision shall become final and binding upon the Purchaser and the Supplier.  Any decision that has become final and binding shall be implemented by the parties forthwith.
6.1.3	The Adjudicator shall be paid an hourly fee at the rate specified in the Contract Agreement plus reasonable expenditures incurred in the execution of duties as Adjudicator, and these costs shall be divided equally between the Purchaser and the Supplier.
6.1.4	Should the Adjudicator resign or die, or should the Purchaser and the Supplier agree that the Adjudicator is not fulfilling his or her functions in accordance with the provisions of the Contract, a new Adjudicator shall be jointly appointed by the Purchaser and the Supplier.  Failing agreement between the two within twenty-eight (28) days, the new Adjudicator shall be appointed at the request of either party by the Appointing Authority specified in the SCC, or, if no Appointing Authority is specified in SCC, the Contract shall, from this point onward and until the parties may otherwise agree on an Adjudicator or an Appointing Authority, be implemented as if there is no Adjudicator.
6.2	Arbitration
6.2.1	If
(a)	the Purchaser or the Supplier is dissatisfied with the Adjudicator’s decision and acts before this decision has become final and binding pursuant to GCC Clause 6.1.2, or
(b)	the Adjudicator fails to give a decision within the allotted time from referral of the dispute pursuant to GCC Clause 6.1.2, and the Purchaser or the Supplier acts within the following fourteen (14) days, or
(c)	in the absence of an Adjudicator from the Contract Agreement, the mutual consultation pursuant to GCC Clause 6.1.1 expires without resolution of the dispute and the Purchaser or the Supplier acts within the following fourteen (14) days,
	then either the Purchaser or the Supplier may act to give notice to the other party, with a copy for information to the Adjudicator in case an Adjudicator had been involved, of its intention to commence arbitration, as provided below, as to the matter in dispute, and no arbitration in respect of this matter may be commenced unless such notice is given.
6.2.2 Any dispute in respect of which a notice of intention to commence arbitration has been given, in accordance with GCC Clause 6.2.1, shall be finally settled by arbitration.  Arbitration may be commenced prior to or after Installation of the Information System.
6.2.3	Arbitration proceedings shall be conducted in accordance with the rules of procedure specified in the SCC.
6.3	Notwithstanding any reference to the Adjudicator or arbitration in this clause,
(a)	the parties shall continue to perform their respective obligations under the Contract unless they otherwise agree;
(b)	the Purchaser shall pay the Supplier any monies due the Supplier.


[bookmark: _Toc521497703][bookmark: _Toc87273388]B.  Subject Matter of Contract
	[bookmark: _Toc521497704][bookmark: _Toc87273389]7.	Scope of the System
	7.1	Unless otherwise expressly limited in the SCC or Technical Requirements, the Supplier’s obligations cover the provision of all Information Technologies, Materials and other Goods as well as the performance of all Services required for the design, development, and implementation (including procurement, quality assurance, assembly, associated site preparation, Delivery, Pre-commissioning, Installation, Testing, and Commissioning) of the System, in accordance with the plans, procedures, specifications, drawings, codes, and any other documents specified in the Contract and the Agreed and Finalized Project Plan.

	
	7.2	The Supplier shall, unless specifically excluded in the Contract, perform all such work and / or supply all such items and Materials not specifically mentioned in the Contract but that can be reasonably inferred from the Contract as being required for attaining Operational Acceptance of the System as if such work and / or items and Materials were expressly mentioned in the Contract.
7.3	The Supplier’s obligations (if any) to provide Goods and Services as implied by the Recurrent Cost tables of the Supplier’s bid, such as consumables, spare parts, and technical services (e.g., maintenance, technical assistance, and operational support), are as specified in the SCC, including the relevant terms, characteristics, and timings.

	[bookmark: _Toc521497705][bookmark: _Toc87273390]8.	Time for Commencement and Operational Acceptance
	8.1	The Supplier shall commence work on the System within the period specified in the SCC, and without prejudice to GCC Clause 28.2, the Supplier shall thereafter proceed with the System in accordance with the time schedule specified in the Implementation Schedule in the Technical Requirements Section and any refinements made in the Agreed and Finalized Project Plan.

	
	8.2	The Supplier shall achieve Operational Acceptance of the System (or Subsystem(s) where a separate time for Operational Acceptance of such Subsystem(s) is specified in the Contract) within the time specified in the SCC and in accordance with the time schedule specified in the Implementation Schedule in the Technical Requirements Section and any refinements made in the Agreed and Finalized Project Plan, or within such extended time to which the Supplier shall be entitled under GCC Clause 40 (Extension of Time for Achieving Operational Acceptance).

	[bookmark: _Toc521497706][bookmark: _Toc87273391]9.	Supplier’s Responsibilities
	9.1	The Supplier shall conduct all activities with due care and diligence, in accordance with the Contract and with the skill and care expected of a competent provider of information technologies, information systems, support, maintenance, training, and other related services, or in accordance with best industry practices.  In particular, the Supplier shall provide and employ only technical personnel who are skilled and experienced in their respective callings and supervisory staff who are competent to adequately supervise the work at hand.

	
	9.2	The Supplier confirms that it has entered into this Contract on the basis of a proper examination of the data relating to the System provided by the Purchaser and on the basis of information that the Supplier could have obtained from a visual inspection of the site (if access to the site was available) and of other data readily available to the Supplier relating to the System as at the date twenty-eight (28) days prior to bid submission.  The Supplier acknowledges that any failure to acquaint itself with all such data and information shall not relieve its responsibility for properly estimating the difficulty or cost of successfully performing the Contract.
9.3	The Supplier shall be responsible for timely provision of all resources, information, and decision making under its control that are necessary to reach a mutually Agreed and Finalized Project Plan (pursuant to GCC Clause 19.2) within the time schedule specified in the Implementation Schedule in the Technical Requirements Section.  Failure to provide such resources, information, and decision making may constitute grounds for termination pursuant to GCC Clause 41.2.

	
	9.4	The Supplier shall acquire in its name all permits, approvals, and/or licenses from all local, state, or national government authorities or public service undertakings in Mauritius that are necessary for the performance of the Contract, including, without limitation, visas for the Supplier’s and Subcontractor’s personnel and entry permits for all imported Supplier’s Equipment.  The Supplier shall acquire all other permits, approvals, and/or licenses that are not the responsibility of the Purchaser under GCC Clause 10.4 and that are necessary for the performance of the Contract.

9.5	The Supplier shall comply with all laws in force in Mauritius, or other laws that affect the performance of the Contract and are binding upon the Supplier.  The Supplier shall indemnify and hold harmless the Purchaser from and against any and all liabilities, damages, claims, fines, penalties, and expenses of whatever nature arising or resulting from the violation of such laws by the Supplier or its personnel, including the Subcontractors and their personnel, but without prejudice to GCC Clause 10.1.  The Supplier shall not indemnify the Purchaser to the extent that such liability, damage, claims, fines, penalties, and expenses were caused or contributed to by a fault of the Purchaser.

	
	9.6	The Supplier shall, in all dealings with its labor and the labor of its Subcontractors currently employed on or connected with the Contract, pay due regard to all recognized festivals, official holidays, religious or other customs, and all local laws and regulations pertaining to the employment of labor.
9.7	Any Information Technologies or other Goods and Services that will be incorporated in or be required for the System and other supplies shall have their Origin, as defined in GCC Clause 3.12, in a country that shall be an Eligible Country, as defined in GCC Clause 1.1 (e) (iv).
9.8	The Supplier shall permit the Purchaser and/or persons appointed by the Purchaser to inspect the Supplier’s offices and/or the accounts and records of the Supplier and its sub-contractors relating to the performance of the Contract, and to have such accounts and records audited by auditors appointed by the Purchaser if required by the Purchaser. The Supplier’s attention is drawn to Sub-Clause 41.2.1(c), which provides, inter alia, that acts intended to materially impede the exercise of the Purchaser’s inspection and audit rights provided for under Sub-Clause 9.8 constitute a prohibited practice subject to contract termination. 

	
	9.9	Other Supplier responsibilities, if any, are as stated in the SCC.
9.10 The Supplier shall take steps to ensure that no person acting for it or on its behalf will engage in any type of fraud and corruption during the contract execution.
Transgression of the above is a serious offence and appropriate actions will be taken against such supplier.

	[bookmark: _Toc521497707][bookmark: _Toc87273392]10.	Purchaser’s Responsibilities
	10.1	The Purchaser shall ensure the accuracy of all information and/or data to be supplied by the Purchaser to the Supplier, except when otherwise expressly stated in the Contract.

	
	10.2	The Purchaser shall be responsible for timely provision of all resources, information, and decision making under its control that are necessary to reach an Agreed and Finalized Project Plan (pursuant to GCC Clause 19.2) within the time schedule specified in the Implementation Schedule in the Technical Requirements Section. Failure to provide such resources, information, and decision making may constitute grounds for Termination pursuant to GCC Clause 41.3.1 (b).
10.3	The Purchaser shall be responsible for acquiring and providing legal and physical possession of the site and access to it, and for providing possession of and access to all other areas reasonably required for the proper execution of the Contract.
10.4	If requested by the Supplier, the Purchaser shall use its best endeavors to assist the Supplier in obtaining in a timely and expeditious manner all permits, approvals, and/or licenses necessary for the execution of the Contract from all local, state, or national government authorities or public service undertakings that such authorities or undertakings require the Supplier or Subcontractors or the personnel of the Supplier or Subcontractors, as the case may be, to obtain.  
10.5	In such cases where the responsibilities of specifying and acquiring or upgrading telecommunications and/or electric power services falls to the Supplier, as specified in the Technical Requirements, SCC, Agreed and Finalized Project Plan, or other parts of the Contract, the Purchaser shall use its best endeavors to assist the Supplier in obtaining such services in a timely and expeditious manner.
10.6	The Purchaser shall be responsible for timely provision of all resources, access, and information necessary for the Installation and Operational Acceptance of the System (including, but not limited to, any required telecommunications or electric power services), as identified in the Agreed and Finalized Project Plan, except where provision of such items is explicitly identified in the Contract as being the responsibility of the Supplier.  Delay by the Purchaser may result in an appropriate extension of the Time for Operational Acceptance, at the Supplier’s discretion.
10.7	Unless otherwise specified in the Contract or agreed upon by the Purchaser and the Supplier, the Purchaser shall provide sufficient, properly qualified operating and technical personnel, as required by the Supplier to properly carry out Delivery, Pre-commissioning, Installation, Commissioning, and Operational Acceptance, at or before the time specified in the Technical Requirements Section’s Implementation Schedule and the Agreed and Finalized Project Plan. 
10.8	The Purchaser will designate appropriate staff for the training courses to be given by the Supplier and shall make all appropriate logistical arrangements for such training as specified in the Technical Requirements, SCC, the Agreed and Finalized Project Plan, or other parts of the Contract.
10.9	The Purchaser assumes primary responsibility for the Operational Acceptance Test(s) for the System, in accordance with GCC Clause 27.2, and shall be responsible for the continued operation of the System after Operational Acceptance.  However, this shall not limit in any way the Supplier’s responsibilities after the date of Operational Acceptance otherwise specified in the Contract.
10.10	The Purchaser is responsible for performing and safely storing timely and regular backups of its data and Software in accordance with accepted data management principles, except where such responsibility is clearly assigned to the Supplier elsewhere in the Contract.
10.11	All costs and expenses involved in the performance of the obligations under this GCC Clause 10 shall be the responsibility of the Purchaser, save those to be incurred by the Supplier with respect to the performance of the Operational Acceptance Test(s), in accordance with GCC Clause 27.2.
10.12		Other Purchaser responsibilities, if any, are as stated in the SCC.


[bookmark: _Toc521497708][bookmark: _Toc87273393]C.  Payment
	[bookmark: _Toc521497709][bookmark: _Toc87273394]11.	Contract Price
	11.1	The Contract Price shall be as specified in Article 2 (Contract Price and Terms of Payment) of the Contract Agreement.

	
	11.2	The Contract Price shall be a firm lump sum not subject to any alteration, except:
(a)	in the event of a Change in the System pursuant to GCC Clause 39 or to other clauses in the Contract;
(b)	in accordance with the price adjustment formula (if any) specified in the SCC.

	
	11.3	The Supplier shall be deemed to have satisfied itself as to the correctness and sufficiency of the Contract Price, which shall, except as otherwise provided for in the Contract, cover all its obligations under the Contract.

	[bookmark: _Toc521497710][bookmark: _Toc87273395]12.	Terms of Payment
	12.1	The Supplier’s request for payment shall be made to the Purchaser in writing, accompanied by an invoice describing, as appropriate, the System or Subsystem(s), Delivered, Pre-commissioned, Installed, and Operationally Accepted, and by documents submitted pursuant to GCC Clause 22.5 and upon fulfillment of other obligations stipulated in the Contract.  
	The Contract Price shall be paid as specified in the SCC.

	
	12.2	No payment made by the Purchaser herein shall be deemed to constitute acceptance by the Purchaser of the System or any Subsystem(s).
12.3	Payments shall be made promptly by the Purchaser, but in no case later than 21 working days after submission of a valid invoice by the Supplier. In the event that the Purchaser fails to make any payment by its respective due date or within the period set forth in the Contract, the Purchaser shall pay to the Supplier interest on the amount of such delayed payment at the rate(s) specified in the SCC for the period of delay until payment has been made in full, whether before or after judgment or arbitration award.
12.4	All payments shall be made in the currency(ies) specified in the Contract Agreement, pursuant to GCC Clause 11.  For Goods and Services supplied locally, payments shall be made in Mauritian Rupees, unless otherwise specified in the SCC.
12.5	Unless otherwise specified in the SCC, payment of the foreign currency portion of the Contract Price for Goods supplied from outside Mauritius shall be made to the Supplier through an irrevocable letter of credit opened by an authorized bank in the Supplier’s Country and will be payable on presentation of the appropriate documents.  

	[bookmark: _Toc521497711][bookmark: _Toc87273396]13.	Securities
	13.1	Issuance of Securities
The Supplier shall provide the securities specified below in favor of the Purchaser at the times and in the amount, manner, and form specified below.

	
	13.2	Advance Payment Security
13.2.1	As specified in the SCC, the Supplier shall provide a security equal in amount and currency to the advance payment, and valid until the System is Operationally Accepted.
13.2.2	The security shall be in the form provided in the Bidding Documents or in another form acceptable to the Purchaser.  The amount of the security shall be reduced in proportion to the value of the System executed by and paid to the Supplier from time to time and shall automatically become null and void when the full amount of the advance payment has been recovered by the Purchaser.  The way the value of the security is deemed to become reduced and, eventually, voided is as specified in the SCC.  The security shall be returned to the Supplier immediately after its expiration. 

	
	13.3	Performance Security
13.3.1	The Supplier shall, within twenty-eight (28) days of the notification of Contract award, provide a security for the due performance of the Contract in the amount and currency specified in the SCC.
13.3.2	The security shall be a bank/insurance guarantee in the form provided in the Sample Forms Section of the Bidding Documents, or it shall be in another form acceptable to the Purchaser.
13.3.3	The security shall automatically become null and void once all the obligations of the Supplier under the Contract have been fulfilled, including, but not limited to, any obligations during the Warranty Period and any extensions to the period. The security shall be returned to the Supplier no later than twenty-eight (28) days after its expiration.
13.3.4	Upon Operational Acceptance of the entire System, the security shall be reduced to the amount specified in the SCC, on the date of such Operational Acceptance, so that the reduced security would only cover the remaining warranty obligations of the Supplier.

	[bookmark: _Toc521497712][bookmark: _Toc87273397]14.	Taxes and Duties
	14.1	For Goods or Services supplied from outside Mauritius, the Supplier shall be entirely responsible for all taxes, stamp duties, license fees, and other such levies imposed outside Mauritius.  Any duties, such as importation or customs duties, and taxes and other levies, payable in Mauritius for the supply of Goods and Services from outside Mauritius are the responsibility of the Supplier on the basis of DDP  and have been made part of the Contract Price in Article 2 of the Contract Agreement and the Price Schedule. 

	
	14.2	For Goods or Services supplied locally, the Supplier shall be entirely responsible for all taxes, duties, license fees, etc., incurred until delivery of the contracted Goods or Services to the Purchaser.  The only exception are taxes or duties, such as value-added or sales tax or stamp duty as apply to, or are clearly identifiable, on the invoices and provided they apply in Mauritius, and only if these taxes, levies and/or duties are also excluded from the Contract Price in Article 2 of the Contract Agreement and the Price Schedule it refers to.
14.3	If any tax exemptions, reductions, allowances, or privileges may be available to the Supplier in Mauritius, the Purchaser shall use its best efforts to enable the Supplier to benefit from any such tax savings to the maximum allowable extent. 
14.4	For the purpose of the Contract, it is agreed that the Contract Price specified in Article 2 (Contract Price and Terms of Payment) of the Contract Agreement is based on the taxes, duties, levies, and charges prevailing at the date twenty-eight (28) days prior to the date of bid submission in Mauritius (also called “Tax” in this GCC Clause 14.4).  If any Tax rates are increased or decreased, a new Tax is introduced, an existing Tax is abolished, or any change in interpretation or application of any Tax occurs in the course of the performance of the Contract, which was or will be assessed on the Supplier, its Subcontractors, or their employees in connection with performance of the Contract, an equitable adjustment to the Contract Price shall be made to fully take into account any such change by addition to or reduction from the Contract Price, as the case may be.


[bookmark: _Toc521497713][bookmark: _Toc87273398]D.  Intellectual Property
	[bookmark: _Toc521497714][bookmark: _Toc87273399]15.	Copyright
	15.1	The Intellectual Property Rights in all Standard Software and Standard Materials shall remain vested in the owner of such rights.

	
	15.2	The Purchaser agrees to restrict use, copying, or duplication of the Standard Software and Standard Materials in accordance with GCC Clause 16, except that additional copies of Standard Materials may be made by the Purchaser for use within the scope of the project of which the System is a part, in the event that the Supplier does not deliver copies within thirty (30) days from receipt of a request for such Standard Materials.
15.3	The Purchaser’s contractual rights to use the Standard Software or elements of the Standard Software may not be assigned, licensed, or otherwise transferred voluntarily except in accordance with the relevant license agreement or as may be otherwise specified in the SCC.
15.4 	As applicable, the Purchaser’s and Supplier’s rights and obligations with respect to Custom Software or elements of the Custom Software, including any license agreements, and with respect to Custom Materials or elements of the Custom Materials, are specified in the SCC.  Subject to the SCC, the Intellectual Property Rights in all Custom Software and Custom Materials specified in Appendices 4 and 5 of the Contract Agreement (if any) shall, at the date of this Contract or on creation of the rights (if later than the date of this Contract), vest in the Purchaser. The Supplier shall do and execute or arrange for the doing and executing of each necessary act, document, and thing that the Purchaser may consider necessary or desirable to perfect the right, title, and interest of the Purchaser in and to those rights.  In respect of such Custom Software and Custom Materials, the Supplier shall ensure that the holder of a moral right in such an item does not assert it, and the Supplier shall, if requested to do so by the Purchaser and where permitted by applicable law, ensure that the holder of such a moral right waives it. 

	
	15.5	The parties shall enter into such (if any) escrow arrangements in relation to the Source Code to some or all of the Software as are specified in the SCC and in accordance with the SCC.

	[bookmark: _Toc521497715][bookmark: _Toc87273400]16.	Software License Agreements
	16.1	Except to the extent that the Intellectual Property Rights in the Software vest in the Purchaser, the Supplier hereby grants to the Purchaser license to access and use the Software, including all inventions, designs, and marks embodied in the Software.

	
		Such license to access and use the Software shall: 
(a)	be:
(i)	nonexclusive;
(ii)	fully paid up and irrevocable (except that it shall terminate if the Contract terminates under GCC Clauses 41.1 or 41.3); 
(iii)	valid throughout the territory of the Republic of Mauritius (or such other territory as specified in the SCC); and 
(iv)	subject to additional restrictions (if any) as specified in the SCC.
(b)	permit the Software to be:
(i)	used or copied for use on or with the computer(s) for which it was acquired (if specified in the Technical Requirements and/or the Supplier’s bid), plus a backup computer(s) of the same or similar capacity, if the primary is(are) inoperative, and during a reasonable transitional period when use is being transferred between primary and backup;
(ii)	as specified in the SCC, used or copied for use on or transferred to a replacement computer(s), (and use on the original and replacement computer(s) may be simultaneous during a reasonable transitional period) provided that, if the Technical Requirements and/or the Supplier’s bid specifies a class of computer to which the license is restricted and unless the Supplier agrees otherwise in writing, the replacement computer(s) is(are) within that class;
(iii)	if the nature of the System is such as to permit such access, accessed from other computers connected to the primary and/or backup computer(s) by means of a local or wide-area network or similar arrangement, and used on or copied for use on those other computers to the extent necessary to that access;
(iv)	reproduced for safekeeping or backup purposes;
(v)	customized, adapted, or combined with other computer software for use by the Purchaser, provided that derivative software incorporating any substantial part of the delivered, restricted Software shall be subject to same restrictions as are set forth in this Contract;
(vi)	as specified in the SCC, disclosed to, and reproduced for use by, support service suppliers and their subcontractors, (and the Purchaser may sublicense such persons to use and copy for use the Software) to the extent reasonably necessary to the performance of their support service contracts, subject to the same restrictions as are set forth in this Contract; and
(vii)	disclosed to, and reproduced for use by, the Purchaser and by such other persons as are specified in the SCC (and the Purchaser may sublicense such persons to use and copy for use the Software), subject to the same restrictions as are set forth in this Contract.

	
	16.2	 The Standard Software may be subject to audit by the Supplier, in accordance with the terms specified in the SCC, to verify compliance with the above license agreements.

	[bookmark: _Hlt495509834][bookmark: _Toc521497716][bookmark: _Toc87273401]17.	Confidential Information
	17.1	Except if otherwise specified in the SCC, the "Receiving Party" (either the Purchaser or the Supplier) shall keep confidential and shall not, without the written consent of the other party to this Contract (“the Disclosing Party”), divulge to any third party any documents, data, or other information of a confidential nature (“Confidential Information”) connected with this Contract, and furnished directly or indirectly by the Disclosing Party prior to or during performance, or following termination, of this Contract.

	
	17.2	For the purposes of GCC Clause 17.1, the Supplier is also deemed to be the Receiving Party of Confidential Information generated by the Supplier itself in the course of the performance of its obligations under the Contract and relating to the businesses, finances, suppliers, employees, or other contacts of the Purchaser or the Purchaser’s use of the System.
17.3	Notwithstanding GCC Clauses 17.1 and 17.2:
(a)	the Supplier may furnish to its Subcontractor Confidential Information of the Purchaser to the extent reasonably required for the Subcontractor to perform its work under the Contract; and
(b)	the Purchaser may furnish Confidential Information of the Supplier: (i) to its support service suppliers and their subcontractors to the extent reasonably required for them to perform their work under their support service contracts; and (ii) to its affiliates and subsidiaries,
in which event the Receiving Party shall ensure that the person to whom it furnishes Confidential Information of the Disclosing Party is aware of and abides by the Receiving Party’s obligations under this GCC Clause 17 as if that person were party to the Contract in place of the Receiving Party.

	
	17.4	The Purchaser shall not, without the Supplier’s prior written consent, use any Confidential Information received from the Supplier for any purpose other than the operation, maintenance and further development of the System.  Similarly, the Supplier shall not, without the Purchaser’s prior written consent, use any Confidential Information received from the Purchaser for any purpose other than those that are required for the performance of the Contract.  
17.5	The obligation of a party under GCC Clauses 17.1 through 17.4 above, however, shall not apply to that information which:
(a)	now or hereafter enters the public domain through no fault of the Receiving Party;
(b)	can be proven to have been possessed by the Receiving Party at the time of disclosure and that was not previously obtained, directly or indirectly, from the Disclosing Party;
(c)	otherwise lawfully becomes available to the Receiving Party from a third party that has no obligation of confidentiality.
17.6	The above provisions of this GCC Clause 17 shall not in any way modify any undertaking of confidentiality given by either of the parties to this Contract prior to the date of the Contract in respect of the System or any part thereof.
17.7	The provisions of this GCC Clause 17 shall survive the termination, for whatever reason, of the Contract for three (3) years or such longer period as may be specified in the SCC.


[bookmark: _Toc521497717][bookmark: _Toc87273402]E.  Supply, Installation, Testing,
Commissioning, and Acceptance of the System
	[bookmark: _Toc521497718][bookmark: _Toc87273403]18.	Representatives
	18.1	Project Manager
If the Project Manager is not named in the Contract, then within fourteen (14) days of the Effective Date, the Purchaser shall appoint and notify the Supplier in writing of the name of the Project Manager.  The Purchaser may from time to time appoint some other person as the Project Manager in place of the person previously so appointed and shall give a notice of the name of such other person to the Supplier without delay.  No such appointment shall be made at such a time or in such a manner as to impede the progress of work on the System.  Such appointment shall take effect only upon receipt of such notice by the Supplier. Subject to the extensions and/or limitations specified in the SCC (if any), the Project Manager shall have the authority to represent the Purchaser on all day-to-day matters relating to the System or arising from the Contract, and shall normally be the person giving or receiving notices on behalf of the Purchaser pursuant to GCC Clause 4.

	
	18.2	Supplier’s Representative
18.2.1	If the Supplier’s Representative is not named in the Contract, then within fourteen (14) days of the Effective Date, the Supplier shall appoint the Supplier’s Representative and shall request the Purchaser in writing to approve the person so appointed.  The request must be accompanied by a detailed curriculum vitae for the nominee, as well as a description of any other System or non-System responsibilities the nominee would retain while performing the duties of the Supplier’s Representative.  If the Purchaser does not object to the appointment within fourteen (14) days, the Supplier’s Representative shall be deemed to have been approved.  If the Purchaser objects to the appointment within fourteen (14) days giving the reason therefor, then the Supplier shall appoint a replacement within fourteen (14) days of such objection in accordance with this GCC Clause 18.2.1.
18.2.2	Subject to the extensions and/or limitations specified in the SCC (if any), the Supplier’s Representative shall have the authority to represent the Supplier on all day-to-day matters relating to the System or arising from the Contract, and shall normally be the person giving or receiving notices on behalf of the Supplier pursuant to GCC Clause 4.
18.2.3	The Supplier shall not revoke the appointment of the Supplier’s Representative without the Purchaser’s prior written consent, which shall not be unreasonably withheld.  If the Purchaser consents to such an action, the Supplier shall appoint another person of equal or superior qualifications as the Supplier’s Representative, pursuant to the procedure set out in GCC Clause 18.2.1.
18.2.4	The Supplier’s Representative and staff are obliged to work closely with the Purchaser’s Project Manager and staff, act within their own authority, and abide by directives issued by the Purchaser that are consistent with the terms of the Contract.  The Supplier’s Representative is responsible for managing the activities of its personnel and any subcontracted personnel.
18.2.5	The Supplier’s Representative may, subject to the approval of the Purchaser (which shall not be unreasonably withheld), at any time delegate to any person any of the powers, functions, and authorities vested in him or her.  Any such delegation may be revoked at any time.  Any such delegation or revocation shall be subject to a prior notice signed by the Supplier’s Representative and shall specify the powers, functions, and authorities thereby delegated or revoked.  No such delegation or revocation shall take effect unless and until the notice of it has been delivered.  
18.2.6	Any act or exercise by any person of powers, functions and authorities so delegated to him or her in accordance with GCC Clause 18.2.5 shall be deemed to be an act or exercise by the Supplier’s Representative.
18.3	Objections and Removals
18.3.1	The Purchaser may by notice to the Supplier object to any representative or person employed by the Supplier in the execution of the Contract who, in the reasonable opinion of the Purchaser, may have behaved inappropriately, be incompetent, or be negligent.  The Purchaser shall provide evidence of the same, whereupon the Supplier shall remove such person from work on the System.
18.3.2	If any representative or person employed by the Supplier is removed in accordance with GCC Clause 18.3.1, the Supplier shall, where required, promptly appoint a replacement.

	[bookmark: _Toc521497719][bookmark: _Toc87273404]19.	Project Plan
	19.1	In close cooperation with the Purchaser and based on the Preliminary Project Plan included in the Supplier’s bid, the Supplier shall develop a Project Plan encompassing the activities specified in the Contract.  The contents of the Project Plan shall be as specified in the SCC and/or Technical Requirements.  

	
	19.2	The Supplier shall formally present to the Purchaser the Project Plan in accordance with the procedure specified in the SCC. 
19.3 If required, the impact on the Implementation Schedule of modifications agreed during finalization of the Agreed and Finalized Project Plan shall be incorporated in the Contract by amendment, in accordance with GCC Clauses 39 and 40.
19.4	The Supplier shall undertake to supply, install, test, and commission the System in accordance with the Agreed and Finalized Project Plan and the Contract.
19.5	The Progress and other reports specified in the SCC shall be prepared by the Supplier and submitted to the Purchaser in the format and frequency specified in the Technical Requirements.

	[bookmark: _Toc521497720][bookmark: _Toc87273405]20.	Subcontracting
	20.1	Appendix 3 (List of Approved Subcontractors) to the Contract Agreement specifies critical items of supply or services and a list of Subcontractors for each item that are considered acceptable by the Purchaser.  If no Subcontractors are listed for an item, the Supplier shall prepare a list of Subcontractors it considers qualified and wishes to be added to the list for such items. The Supplier may from time to time propose additions to or deletions from any such list.  The Supplier shall submit any such list or any modification to the list to the Purchaser for its approval in sufficient time so as not to impede the progress of work on the System.  The Purchaser shall not withhold such approval unreasonably.  Such approval by the Purchaser of a Subcontractor(s) shall not relieve the Supplier from any of its obligations, duties, or responsibilities under the Contract.

	
	20.2	The Supplier may, at its discretion, select and employ Subcontractors for such critical items from those Subcontractors listed pursuant to GCC Clause 20.1.  If the Supplier wishes to employ a Subcontractor not so listed, or subcontract an item not so listed, it must seek the Purchaser’s prior approval under GCC Clause 20.3.
20.3	For items for which pre-approved Subcontractor lists have not been specified in Appendix 3 to the Contract Agreement, the Supplier may employ such Subcontractors as it may select, provided: (i) the Supplier notifies the Purchaser in writing at least twenty-eight (28) days prior to the proposed mobilization date for such Subcontractor; and (ii) by the end of this period either the Purchaser has granted its approval in writing or fails to respond.  The Supplier shall not engage any Subcontractor to which the Purchaser has objected in writing prior to the end of the notice period.  The absence of a written objection by the Purchaser during the above specified period shall constitute formal acceptance of the proposed Subcontractor.  Except to the extent that it permits the deemed approval of the Purchaser of Subcontractors not listed in the Contract Agreement, nothing in this Clause, however, shall limit the rights and obligations of either the Purchaser or Supplier as they are specified in GCC Clauses 20.1 and 20.2, in the SCC, or in Appendix 3 of the Contract Agreement.

	[bookmark: _Toc521497721][bookmark: _Toc87273406]21.	Design and Engineering
	21.1	Technical Specifications and Drawings
21.1.1	The Supplier shall execute the basic and detailed design and the implementation activities necessary for successful installation of the System in compliance with the provisions of the Contract or, where not so specified, in accordance with good industry practice.

	
	The Supplier shall be responsible for any discrepancies, errors or omissions in the specifications, drawings, and other technical documents that it has prepared, whether such specifications, drawings, and other documents have been approved by the Project Manager or not, provided that such discrepancies, errors, or omissions are not because of inaccurate information furnished in writing to the Supplier by or on behalf of the Purchaser.
21.1.2	The Supplier shall be entitled to disclaim responsibility for any design, data, drawing, specification, or other document, or any modification of such design, drawings, specification, or other documents provided or designated by or on behalf of the Purchaser, by giving a notice of such disclaimer to the Project Manager.
21.2	Codes and Standards
Wherever references are made in the Contract to codes and standards in accordance with which the Contract shall be executed, the edition or the revised version of such codes and standards current at the date twenty-eight (28) days prior to date of bid submission shall apply unless otherwise specified in the SCC.  During Contract execution, any changes in such codes and standards shall be applied after approval by the Purchaser and shall be treated in accordance with GCC Clause 39.3.
21.3	Approval/Review of Technical Documents by the Project Manager
21.3.1	The Supplier shall prepare and furnish to the Project Manager the documents as specified in the SCC for the Project Manager’s approval or review.
Any part of the System covered by or related to the documents to be approved by the Project Manager shall be executed only after the Project Manager’s approval of these documents.
GCC Clauses 21.3.2 through 21.3.7 shall apply to those documents requiring the Project Manager’s approval, but not to those furnished to the Project Manager for its review only.
21.3.2	Within fourteen (14) days after receipt by the Project Manager of any document requiring the Project Manager’s approval in accordance with GCC Clause 21.3.1, the Project Manager shall either return one copy of the document to the Supplier with its approval endorsed on the document or shall notify the Supplier in writing of its disapproval of the document and the reasons for disapproval and the modifications that the Project Manager proposes. If the Project Manager fails to take such action within the fourteen (14) days, then the document shall be deemed to have been approved by the Project Manager.
21.3.3	The Project Manager shall not disapprove any document except on the grounds that the document does not comply with some specified provision of the Contract or that it is contrary to good industry practice.
21.3.4	If the Project Manager disapproves the document, the Supplier shall modify the document and resubmit it for the Project Manager’s approval in accordance with GCC Clause 21.3.2.  If the Project Manager approves the document subject to modification(s), the Supplier shall make the required modification(s), and the document shall then be deemed to have been approved, subject to GCC Clause 21.3.5.  The procedure set out in GCC Clauses 21.3.2 through 21.3.4 shall be repeated, as appropriate, until the Project Manager approves such documents.
21.3.5	If any dispute occurs between the Purchaser and the Supplier in connection with or arising out of the disapproval by the Project Manager of any document and/or any modification(s) to a document that cannot be settled between the parties within a reasonable period, then, in case the Contract Agreement includes and names an Adjudicator, such dispute may be referred to the Adjudicator for determination in accordance with GCC Clause 6.1 (Adjudicator).  If such dispute is referred to an Adjudicator, the Project Manager shall give instructions as to whether and if so, how, performance of the Contract is to proceed.  The Supplier shall proceed with the Contract in accordance with the Project Manager’s instructions, provided that if the Adjudicator upholds the Supplier’s view on the dispute and if the Purchaser has not given notice under GCC Clause 6.1.2, then the Supplier shall be reimbursed by the Purchaser for any additional costs incurred by reason of such instructions and shall be relieved of such responsibility or liability in connection with the dispute and the execution of the instructions as the Adjudicator shall decide, and the Time for Achieving Operational Acceptance shall be extended accordingly.
21.3.6	The Project Manager’s approval, with or without modification of the document furnished by the Supplier, shall not relieve the Supplier of any responsibility or liability imposed upon it by any provisions of the Contract except to the extent that any subsequent failure results from modifications required by the Project Manager or inaccurate information furnished in writing to the Supplier by or on behalf of the Purchaser.
21.3.7	The Supplier shall not depart from any approved document unless the Supplier has first submitted to the Project Manager an amended document and obtained the Project Manager’s approval of the document, pursuant to the provisions of this GCC Clause 21.3.  If the Project Manager requests any change in any already approved document and/or in any document based on such an approved document, the provisions of GCC Clause 39 (Changes to the System) shall apply to such request.

	[bookmark: _Toc521497722][bookmark: _Toc87273407]22.	Procurement, Delivery, and Transport
	22.1	Subject to related Purchaser's responsibilities pursuant to GCC Clauses 10 and 14, the Supplier shall manufacture or procure and transport all the Information Technologies, Materials, and other Goods in an expeditious and orderly manner to the Project Site.

	
	22.2	Delivery of the Information Technologies, Materials, and other Goods shall be made by the Supplier in accordance with the Technical Requirements.
22.3	Early or partial deliveries require the explicit written consent of the Purchaser, which consent shall not be unreasonably withheld.
22.4	Transportation
22.4.1	The Supplier shall provide such packing of the Goods as is required to prevent their damage or deterioration during shipment.  The packing, marking, and documentation within and outside the packages shall comply strictly with the Purchaser’s instructions to the Supplier.
22.4.2 The Supplier will bear responsibility for and cost of transport to the Project Sites in accordance with the terms and conditions used in the specification of prices in the Price Schedules.
22.4.3 Unless otherwise specified in the SCC, the Supplier shall be free to use transportation through carriers registered in any eligible country and to obtain insurance from any eligible source country.
22.5	Unless otherwise specified in the SCC, the Supplier will provide the Purchaser with shipping and other documents, as specified below:
22.5.1	For Goods supplied from outside Mauritius: 
Upon shipment, the Supplier shall notify the Purchaser and the insurance company contracted by the Supplier to provide cargo insurance by facsimile or electronic mail with the full details of the shipment.  The Supplier shall promptly send the following documents to the Purchaser by mail or courier, as appropriate, with a copy to the cargo insurance company:
(a)	two copies of the Supplier’s invoice showing the description of the Goods, quantity, unit price, and total amount;
(b)	usual transportation documents;
(c)	insurance certificate; 
(d)	certificate(s) of origin; and
(e) 	estimated time and point of arrival in Mauritius and at the site.
22.5.2	For Goods supplied locally (i.e., from within Mauritius):
Upon shipment, the Supplier shall notify the Purchaser by facsimile, electronic or mail with the full details of the shipment.  The Supplier shall promptly send the following documents to the Purchaser by mail or courier, as appropriate:
(a)	two copies of the Supplier’s invoice showing the Goods’ description, quantity, unit price, and total amount;
(b)	delivery note, railway receipt, or truck receipt; 
(c)	certificate of insurance; 
(d)	certificate(s) of origin; and
(e)	estimated time of arrival at the site.

	[bookmark: _Toc521497723][bookmark: _Toc87273408]23.	Product Upgrades
	23.1	At any point during performance of the Contract, should technological advances be introduced by the Supplier for Information Technologies originally offered by the Supplier in its bid and still to be delivered, the Supplier shall be obligated to offer to the Purchaser the latest versions of the available Information Technologies having equal or better performance or functionality at the same or lesser unit prices, pursuant to GCC Clause 39 (Changes to the System).

	
	23.2	At any point during performance of the Contract, for Information Technologies still to be delivered, the Supplier will also pass on to the Purchaser any cost reductions and additional and/or improved support and facilities that it offers to other clients of the Supplier in Mauritius, pursuant to GCC Clause 39 (Changes to the System).
23.3	During performance of the Contract, the Supplier shall offer to the Purchaser all new versions, releases, and updates of Standard Software, as well as related documentation and technical support services, within thirty (30) days of their availability from the Supplier to other clients of the Supplier in Mauritius, and no later than twelve (12) months after they are released in the country of origin.  In no case will the prices for these Software exceed those quoted by the Supplier in the Recurrent Costs tables in its bid.  
23.4	During the Warranty Period, unless otherwise specified in the SCC, the Supplier will provide at no additional cost to the Purchaser all new versions, releases, and updates for all Standard Software that are used in the System, within thirty (30) days of their availability from the Supplier to other clients of the Supplier in Mauritius, and no later than twelve (12) months after they are released in the country of origin of the Software.  
23.5	The Purchaser shall introduce all new versions, releases or updates of the Software within eighteen (18) months of receipt of a production-ready copy of the new version, release, or update, provided that the new version, release, or update does not adversely affect System operation or performance or require extensive reworking of the System.  In cases where the new version, release, or update adversely affects System operation or performance, or requires extensive reworking of the System, the Supplier shall continue to support and maintain the version or release previously in operation for as long as necessary to allow introduction of the new version, release, or update.  In no case shall the Supplier stop supporting or maintaining a version or release of the Software less than twenty four (24) months after the Purchaser receives a production-ready copy of a subsequent version, release, or update.  The Purchaser shall use all reasonable endeavors to implement any new version, release, or update as soon as practicable, subject to the twenty-four-month-long stop date.

	[bookmark: _Toc521497724][bookmark: _Toc87273409]24.	Implementation, Installation, and Other Services
	24.1	The Supplier shall provide all Services specified in the Contract and Agreed and Finalized Project Plan in accordance with the highest standards of professional competence and integrity.  

	
	24.2	Prices charged by the Supplier for Services, if not included in the Contract, shall be agreed upon in advance by the parties (including, but not restricted to, any prices submitted by the Supplier in the Recurrent Cost Schedules of its Bid) and shall not exceed the prevailing rates charged by the Supplier to other purchasers in Mauritius for similar services.

	[bookmark: _Toc521497725][bookmark: _Toc87273410]25.	Inspections and Tests
	25.1	The Purchaser or its representative shall have the right to inspect and/or test any components of the System, as specified in the Technical Requirements, to confirm their good working order and/or conformity to the Contract at the point of delivery and/or at the Project Site.  

	
	25.2	The Purchaser or its representative shall be entitled to attend any such inspections and/or tests of the components, provided that the Purchaser shall bear all costs and expenses incurred in connection with such attendance, including but not limited to all inspection agent fees, travel, and related expenses.
25.3	Should the inspected or tested components fail to conform to the Contract, the Purchaser may reject the component(s), and the Supplier shall either replace the rejected component(s), or make alterations as necessary so that it meets the Contract requirements free of cost to the Purchaser.
25.4	The Project Manager may require the Supplier to carry out any inspection and/or test not specified in the Contract, provided that the Supplier’s reasonable costs and expenses incurred in the carrying out of such inspection and/or test shall be added to the Contract Price.  Further, if such inspection and/or test impedes the progress of work on the System and/or the Supplier’s performance of its other obligations under the Contract, due allowance will be made in respect of the Time for Achieving Operational Acceptance and the other obligations so affected.
25.5	If any dispute shall arise between the parties in connection with or caused by an inspection and/or with regard to any component to be incorporated in the System that cannot be settled amicably between the parties within a reasonable period of time, either party may invoke the process pursuant to GCC Clause 6 (Settlement of Disputes), starting with referral of the matter to the Adjudicator in case an Adjudicator is included and named in the Contract Agreement.

	[bookmark: _Toc521497726][bookmark: _Toc87273411]26.	Installation of the System
	26.1	As soon as the System, or any Subsystem, has, in the opinion of the Supplier, been delivered, Pre-commissioned, and made ready for Commissioning and Operational Acceptance Testing in accordance with the Technical Requirements, the SCC and the Agreed and Finalized Project Plan, the Supplier shall so notify the Purchaser in writing.

	
	26.2	The Project Manager shall, within fourteen (14) days after receipt of the Supplier’s notice under GCC Clause 26.1, either issue an Installation Certificate in the form specified in the Sample Forms Section in the Bidding Documents, stating that the System, or major component or Subsystem (if Acceptance by major component or Subsystem is specified pursuant to the SCC for GCC Clause 27.2.1), has achieved Installation by the date of the Supplier’s notice under GCC Clause 26.1, or notify the Supplier in writing of any defects and/or deficiencies, including, but not limited to, defects or deficiencies in the interoperability or integration of the various components and/or Subsystems making up the System.  The Supplier shall use all reasonable endeavors to promptly remedy any defect and/or deficiencies that the Project Manager has notified the Supplier of.  The Supplier shall then promptly carry out retesting of the System or Subsystem and, when in the Supplier’s opinion the System or Subsystem is ready for Commissioning and Operational Acceptance Testing, notify the Purchaser in writing, in accordance with GCC Clause 26.1. The procedure set out in this GCC Clause 26.2 shall be repeated, as necessary, until an Installation Certificate is issued.
26.3	If the Project Manager fails to issue the Installation Certificate and fails to inform the Supplier of any defects and/or deficiencies within fourteen (14) days after receipt of the Supplier’s notice under GCC Clause 26.1, or if the Purchaser puts the System or a Subsystem into production operation, then the System (or Subsystem) shall be deemed to have achieved successful Installation as of the date of the Supplier’s notice or repeated notice, or when the Purchaser put the System into production operation, as the case may be.

	[bookmark: _Toc521497727][bookmark: _Toc87273412]27.	Commissioning and Operational Acceptance
	27.1	Commissioning
27.1.1	Commissioning of the System (or Subsystem if specified pursuant to the SCC for GCC Clause 27.2.1) shall be commenced by the Supplier: 
(a)	immediately after the Installation Certificate is issued by the Project Manager, pursuant to GCC Clause 26.2; or 
(b)	as otherwise specified in the Technical Requirement or the Agreed and Finalized Project Plan; or 
(c)	immediately after Installation is deemed to have occurred, under GCC Clause 26.3.

	
	27.1.2	The Purchaser shall supply the operating and technical personnel and all materials and information reasonably required to enable the Supplier to carry out its obligations with respect to Commissioning.
Production use of the System or Subsystem(s) shall not commence prior to the start of formal Operational Acceptance Testing.
27.2	Operational Acceptance Tests
27.2.1	The Operational Acceptance  Tests (and repeats of such tests) shall be the primary responsibility of the Purchaser (in accordance with GCC Clause 10.9), but shall be conducted with the full cooperation of the Supplier during Commissioning of the System (or major components or Subsystem[s] if specified in the SCC and supported by the Technical Requirements), to ascertain whether the System (or major component or Subsystem[s]) conforms to the Technical Requirements and meets the standard of performance quoted in the Supplier’s bid, including, but not restricted to, the functional and technical performance requirements.  The Operational Acceptance Tests during Commissioning will be conducted as specified in the SCC, the Technical Requirements and/or the Agreed and Finalized Project Plan.
	At the Purchaser’s discretion, Operational Acceptance Tests may also be performed on replacement Goods, upgrades and new version releases, and Goods that are added or field-modified after Operational Acceptance of the System.
27.2.2	If for reasons attributable to the Purchaser, the Operational Acceptance Test of the System (or Subsystem[s] or major components, pursuant to the SCC for GCC Clause 27.2.1) cannot be successfully completed within the period specified in the SCC, from the date of Installation or any other period agreed upon in writing by the Purchaser and the Supplier, the Supplier shall be deemed to have fulfilled its obligations with respect to the technical and functional aspects of the Technical Specifications, SCC and/or the Agreed and Finalized Project Plan, and GCC Clause 28.2 and 28.3 shall not apply. 
27.3	Operational Acceptance
27.3.1 Subject to GCC Clause 27.4 (Partial Acceptance) below, Operational Acceptance shall occur in respect of the System, when
(a)	the Operational Acceptance Tests, as specified in the Technical Requirements, and/or SCC and/or the Agreed and Finalized Project Plan have been successfully completed; or
(b)	the Operational Acceptance Tests have not been successfully completed or have not been carried out for reasons that are attributable to the Purchaser within the period from the date of Installation or any other agreed-upon period as specified in GCC Clause 27.2.2 above; or
(c)	the Purchaser has put the System into production or use for sixty (60) consecutive days.  If the System is put into production or use in this manner, the Supplier shall notify the Purchaser and document such use.
27.3.2	At any time after any of the events set out in GCC Clause 27.3.1 have occurred, the Supplier may give a notice to the Project Manager requesting the issue of an Operational Acceptance Certificate.
27.3.3	After consultation with the Purchaser, and within fourteen (14) days after receipt of the Supplier’s notice, the Project Manager shall:
(a)	issue an Operational Acceptance Certificate; or 
(b)	notify the Supplier in writing of any defect or deficiencies or other reason for the failure of the Operational Acceptance Tests; or
(c)	issue the Operational Acceptance Certificate, if the situation covered by GCC Clause 27.3.1 (b) arises.
27.3.4	The Supplier shall use all reasonable endeavors to promptly remedy any defect and/or deficiencies and/or other reasons for the failure of the Operational Acceptance Test that the Project Manager has notified the Supplier of.  Once such remedies have been made by the Supplier, the Supplier shall notify the Purchaser, and the Purchaser, with the full cooperation of the Supplier, shall use all reasonable endeavors to promptly carry out retesting of the System or Subsystem.  Upon the successful conclusion of the Operational Acceptance Tests, the Supplier shall notify the Purchaser of its request for Operational Acceptance Certification, in accordance with GCC Clause 27.3.3.  The Purchaser shall then issue to the Supplier the Operational Acceptance Certification in accordance with GCC Clause 27.3.3 (a), or shall notify the Supplier of further defects, deficiencies, or other reasons for the failure of the Operational Acceptance Test.  The procedure set out in this GCC Clause 27.3.4 shall be repeated, as necessary, until an Operational Acceptance Certificate is issued.
27.3.5	If the System or Subsystem fails to pass the Operational Acceptance Test(s) in accordance with GCC Clause 27.2, then either:
(a)	the Purchaser may consider terminating the Contract, pursuant to GCC Clause 41.2.2; 
or
(b)	if the failure to achieve Operational Acceptance within the specified time period is a result of the failure of the Purchaser to fulfill its obligations under the Contract, then the Supplier shall be deemed to have fulfilled its obligations with respect to the relevant technical and functional aspects of the Contract, and GCC Clauses 30.3 and 30.4 shall not apply.
27.3.6	If within fourteen (14) days after receipt of the Supplier’s notice the Project Manager fails to issue the Operational Acceptance Certificate or fails to inform the Supplier in writing of the justifiable reasons why the Project Manager has not issued the Operational Acceptance Certificate, the System or Subsystem shall be deemed to have been accepted as of the date of the Supplier’s said notice.
27.4	Partial Acceptance
27.4.1	If so specified in the SCC for GCC Clause 27.2.1, Installation and Commissioning shall be carried out individually for each identified major component or Subsystem(s) of the System.  In this event, the provisions in the Contract relating to Installation and Commissioning, including the Operational Acceptance Test, shall apply to each such major component or Subsystem individually, and Operational Acceptance Certificate(s) shall be issued accordingly for each such major component or Subsystem of the System, subject to the limitations contained in GCC Clause 27.4.2.
27.4.2	The issuance of Operational Acceptance Certificates for individual major components or Subsystems pursuant to GCC Clause 27.4.1 shall not relieve the Supplier of its obligation to obtain an Operational Acceptance Certificate for the System as an integrated whole (if so specified in the SCC for GCC Clauses 12.1 and 27.2.1) once all major components and Subsystems have been supplied, installed, tested, and commissioned.
27.4.3	In the case of minor components for the System that by their nature do not require Commissioning or an Operational Acceptance Test (e.g., minor fittings, furnishings or site works, etc.), the Project Manager shall issue an Operational Acceptance Certificate within fourteen (14) days after the fittings and/or furnishings have been delivered and/or installed or the site works have been completed.  The Supplier shall, however, use all reasonable endeavors to promptly remedy any defects or deficiencies in such minor components detected by the Purchaser or Supplier. 
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	[bookmark: _Toc521497729][bookmark: _Toc87273414]28.	Operational Acceptance Time Guarantee
	28.1	The Supplier guarantees that it shall complete the supply, Installation, Commissioning, and achieve Operational Acceptance of the System (or Subsystems, pursuant to the SCC for GCC Clause 27.2.1) within the time periods specified in the Implementation Schedule in the Technical Requirements Section and/or the Agreed and Finalized Project Plan pursuant to GCC Clause 8.2, or within such extended time to which the Supplier shall be entitled under GCC Clause 40 (Extension of Time for Achieving Operational Acceptance). 

	
	28.2	If the Supplier fails to supply, install, commission, and achieve Operational Acceptance of the System (or Subsystems pursuant to the SCC for GCC Clause 27.2.1) within the time for achieving Operational Acceptance specified in the Implementation Schedule in the Technical Requirement or the Agreed and Finalized Project Plan, or any extension of the time for achieving Operational Acceptance previously granted under GCC Clause 40 (Extension of Time for Achieving Operational Acceptance), the Supplier shall pay to the Purchaser liquidated damages at the rate specified in the SCC as a percentage of the Contract Price, or the relevant part of the Contract Price if a Subsystem has not achieved Operational Acceptance.  The aggregate amount of such liquidated damages shall in no event exceed the amount specified in the SCC (“the Maximum”).  Once the Maximum is reached, the Purchaser may consider termination of the Contract, pursuant to GCC Clause 41.2.2.
28.3	Unless otherwise specified in the SCC, liquidated damages payable under GCC Clause 28.2 shall apply only to the failure to achieve Operational Acceptance of the System (and Subsystems) as specified in the Implementation Schedule in the Technical Requirements and/or Agreed and Finalized Project Plan.  This Clause 28.3 shall not limit, however, any other rights or remedies the Purchaser may have under the Contract for other delays.
28.4	If liquidated damages are claimed by the Purchaser for the System (or Subsystem), the Supplier shall have no further liability whatsoever to the Purchaser in respect to the Operational Acceptance time guarantee for the System (or Subsystem).  However, the payment of liquidated damages shall not in any way relieve the Supplier from any of its obligations to complete the System or from any other of its obligations and liabilities under the Contract.
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	29.1	The Supplier warrants that the System, including all Information Technologies, Materials, and other Goods supplied and Services provided, shall be free from defects in the design, engineering, Materials, and workmanship that prevent the System and/or any of its components from fulfilling the Technical Requirements or that limit in a material fashion the performance, reliability, or extensibility of the System and/or Subsystems.  Exceptions and/or limitations, if any, to this warranty with respect to Software (or categories of Software), shall be as specified in the SCC.  Commercial warranty provisions of products supplied under the Contract shall apply to the extent that they do not conflict with the provisions of this Contract.

	
	29.2	The Supplier also warrants that the Information Technologies, Materials, and other Goods supplied under the Contract are new, unused, and incorporate all recent improvements in design that materially affect the System’s or Subsystem’s ability to fulfill the Technical Requirements.  
29.3	In addition, the Supplier warrants that: (i) all Goods components to be incorporated into the System form part of the Supplier’s and/or Subcontractor’s current product lines, (ii) they have been previously released to the market, and (iii) those specific items identified in the SCC (if any) have been in the market for at least the minimum periods specified in the SCC. 
29.4	The Warranty Period shall commence from the date of Operational Acceptance of the System (or of any major component or Subsystem for which separate Operational Acceptance is provided for in the Contract) and shall extend for the length of time specified in the SCC.
29.5	If during the Warranty Period any defect as described in GCC Clause 29.1 should be found in the design, engineering, Materials, and workmanship of the Information Technologies and other Goods supplied or of the Services provided by the Supplier, the Supplier shall promptly, in consultation and agreement with the Purchaser regarding appropriate remedying of the defects, and at its sole cost, repair, replace, or otherwise make good (as the Supplier shall, at its discretion, determine) such defect as well as any damage to the System caused by such defect. Any defective Information Technologies or other Goods that have been replaced by the Supplier shall remain the property of the Supplier.
29.6	The Supplier shall not be responsible for the repair, replacement, or making good of any defect or of any damage to the System arising out of or resulting from any of the following causes:
(a)	improper operation or maintenance of the System by the Purchaser;
(b)	normal wear and tear;
(c)	use of the System with items not supplied by the Supplier, unless otherwise identified in the Technical Requirements, or approved by the Supplier; or
(d)	modifications made to the System by the Purchaser, or a third party, not approved by the Supplier.
29.7	The Supplier’s obligations under this GCC Clause 29 shall not apply to:
(a)	any materials that are normally consumed in operation or have a normal life shorter than the Warranty Period; or
(b)	any designs, specifications, or other data designed, supplied, or specified by or on behalf of the Purchaser or any matters for which the Supplier has disclaimed responsibility, in accordance with GCC Clause 21.1.2.
29.8	The Purchaser shall give the Supplier a notice promptly following the discovery of such defect, stating the nature of any such defect together with all available evidence.  The Purchaser shall afford all reasonable opportunity for the Supplier to inspect any such defect. The Purchaser shall afford the Supplier all necessary access to the System and the site to enable the Supplier to perform its obligations under this GCC Clause 29.
29.9	The Supplier may, with the consent of the Purchaser, remove from the site any Information Technologies and other Goods that are defective, if the nature of the defect, and/or any damage to the System caused by the defect, is such that repairs cannot be expeditiously carried out at the site.  If the repair, replacement, or making good is of such a character that it may affect the efficiency of the System, the Purchaser may give the Supplier notice requiring that tests of the defective part be made by the Supplier immediately upon completion of such remedial work, whereupon the Supplier shall carry out such tests.
If such part fails the tests, the Supplier shall carry out further repair, replacement, or making good (as the case may be) until that part of the System passes such tests.  The tests shall be agreed upon by the Purchaser and the Supplier.
29.10	 If the Supplier fails to commence the work necessary to remedy such defect or any damage to the System caused by such defect within the time period specified in the SCC, the Purchaser may, following notice to the Supplier, proceed to do such work or contract a third party (or parties) to do such work, and the reasonable costs incurred by the Purchaser in connection with such work shall be paid to the Purchaser by the Supplier or may be deducted by the Purchaser from any monies due the Supplier or claimed under the Performance Security.
29.11	 If the System or Subsystem cannot be used by reason of such defect and/or making good of such defect, the Warranty Period for the System shall be extended by a period equal to the period during which the System or Subsystem could not be used by the Purchaser because of such defect and/or making good of such defect.
29.12	 Items substituted for defective parts of the System during the Warranty Period shall be covered by the Defect Liability Warranty for the remainder of the Warranty Period applicable for the part replaced or three (3) months, whichever is greater.  
29.13	 At the request of the Purchaser and without prejudice to any other rights and remedies that the Purchaser may have against the Supplier under the Contract, the Supplier will offer all possible assistance to the Purchaser to seek warranty services or remedial action from any subcontracted third-party producers or licensor of Goods included in the System, including without limitation assignment or transfer in favor of the Purchaser of the benefit of any warranties given by such producers or licensors to the Supplier. 

	[bookmark: _Toc521497731][bookmark: _Toc87273416]30.	Functional Guarantees
	30.1	The Supplier guarantees that, once the Operational Acceptance Certificate(s) has been issued, the System represents a complete, integrated solution to the Purchaser’s requirements set forth in the Technical Requirements and it conforms to all other aspects of the Contract. The Supplier acknowledges that GCC Clause 27 regarding Commissioning and Operational Acceptance governs how technical conformance of the System to the Contract requirements will be determined.

	
	30.2	If, for reasons attributable to the Supplier, the System does not conform to the Technical Requirements or does not conform to all other aspects of the Contract, the Supplier shall at its cost and expense make such changes, modifications, and/or additions to the System as may be necessary to conform to the Technical Requirements and meet all functional and performance standards.  The Supplier shall notify the Purchaser upon completion of the necessary changes, modifications, and/or additions and shall request the Purchaser to repeat the Operational Acceptance Tests until the System achieves Operational Acceptance.
30.3	If the System (or Subsystem[s]) fails to achieve Operational Acceptance, the Purchaser may consider termination of the Contract, pursuant to GCC Clause 41.2.2, and forfeiture of the Supplier’s Performance Security in accordance with GCC Clause 13.3 in compensation for the extra costs and delays likely to result from this failure.

	[bookmark: _Toc521497732][bookmark: _Toc87273417]31.	Intellectual Property Rights Warranty
	31.1	The Supplier hereby represents and warrants that:  
(a)	the System as supplied, installed, tested, and accepted; 
(b)	use of the System in accordance with the Contract; and 
(c)	copying of the Software and Materials provided to the Purchaser in accordance with the Contract 
do not and will not infringe any Intellectual Property Rights held by any third party and that it has all necessary rights or at its sole expense shall have secured in writing all transfers of rights and other consents necessary to make the assignments, licenses, and other transfers of Intellectual Property Rights and the warranties set forth in the Contract, and for the Purchaser to own or exercise all Intellectual Property Rights as provided in the Contract.  Without limitation, the Supplier shall secure all necessary written agreements, consents, and transfers of rights from its employees and other persons or entities whose services are used for development of the System.
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	32.1	The Supplier shall indemnify and hold harmless the Purchaser and its employees and officers from and against any and all losses, liabilities, and costs (including losses, liabilities, and costs incurred in defending a claim alleging such a liability), that the Purchaser or its employees or officers may suffer as a result of any infringement or alleged infringement of any Intellectual Property Rights by reason of: 
(a)	installation of the System by the Supplier or the use of the System, including the Materials, in the country where the site is located; 
(b)	copying of the Software and Materials provided the Supplier in accordance with the Agreement; and 

	
	(c)	sale of the products produced by the System in any country, except to the extent that such losses, liabilities, and costs arise as a result of the Purchaser’s breach of GCC Clause 32.2.

	
	32.2	Such indemnity shall not cover any use of the System, including the Materials, other than for the purpose indicated by or to be reasonably inferred from the Contract, any infringement resulting from the use of the System, or any products of the System produced thereby in association or combination with any other goods or services not supplied by the Supplier, where the infringement arises because of such association or combination and not because of use of the System in its own right.
32.3	Such indemnities shall also not apply if any claim of infringement:
(a)	is asserted by a parent, subsidiary, or affiliate of the Purchaser’s organization;
(b)	is a direct result of a design mandated by the Purchaser’s Technical Requirements and the possibility of such infringement was duly noted in the Supplier’s Bid; or
(c)	results from the alteration of the System, including the Materials, by the Purchaser or any persons other than the Supplier or a person authorized by the Supplier.

	
	32.4	If any proceedings are brought or any claim is made against the Purchaser arising out of the matters referred to in GCC Clause 32.1, the Purchaser shall promptly give the Supplier notice of such proceedings or claims, and the Supplier may at its own expense and in the Purchaser’s name conduct such proceedings or claim and any negotiations for the settlement of any such proceedings or claim.
If the Supplier fails to notify the Purchaser within twenty-eight (28) days after receipt of such notice that it intends to conduct any such proceedings or claim, then the Purchaser shall be free to conduct the same on its own behalf.  Unless the Supplier has so failed to notify the Purchaser within the twenty-eight (28) days, the Purchaser shall make no admission that may be prejudicial to the defense of any such proceedings or claim.  The Purchaser shall, at the Supplier’s request, afford all available assistance to the Supplier in conducting such proceedings or claim and shall be reimbursed by the Supplier for all reasonable expenses incurred in so doing.

	
	32.5	The Purchaser shall indemnify and hold harmless the Supplier and its employees, officers, and Subcontractors from and against any and all losses, liabilities, and costs (including losses, liabilities, and costs incurred in defending a claim alleging such a liability) that the Supplier or its employees, officers, or Subcontractors may suffer as a result of any infringement or alleged infringement of any Intellectual Property Rights arising out of or in connection with any design, data, drawing, specification, or other documents or materials provided to the Supplier in connection with this Contract by the Purchaser or any persons (other than the Supplier) contracted by the Purchaser, except to the extent that such losses, liabilities, and costs arise as a result of the Supplier’s breach of GCC Clause 32.8. 

	
	32.6	Such indemnity shall not cover
(a)	any use of the design, data, drawing, specification, or other documents or materials, other than for the purpose indicated by or to be reasonably inferred from the Contract;
(b)	any infringement resulting from the use of the design, data, drawing, specification, or other documents or materials, or any products produced thereby, in association or combination with any other Goods or Services not provided by the Purchaser or any other person contracted by the Purchaser, where the infringement arises because of such association or combination and not because of the use of the design, data, drawing, specification, or other documents or materials in its own right.
32.7	Such indemnities shall also not apply:
(a)	if any claim of infringement is asserted by a parent, subsidiary, or affiliate of the Supplier’s organization;
(b)	to the extent that any claim of infringement is caused by the alteration, by the Supplier, or any persons contracted by the Supplier, of the design, data, drawing, specification, or other documents or materials provided to the Supplier by the Purchaser or any persons contracted by the Purchaser.
32.8	If any proceedings are brought or any claim is made against the Supplier arising out of the matters referred to in GCC Clause 32.5, the Supplier shall promptly give the Purchaser notice of such proceedings or claims, and the Purchaser may at its own expense and in the Supplier’s name conduct such proceedings or claim and any negotiations for the settlement of any such proceedings or claim.  If the Purchaser fails to notify the Supplier within twenty-eight (28) days after receipt of such notice that it intends to conduct any such proceedings or claim, then the Supplier shall be free to conduct the same on its own behalf.  Unless the Purchaser has so failed to notify the Supplier within the twenty-eight (28) days, the Supplier shall make no admission that may be prejudicial to the defense of any such proceedings or claim.  The Supplier shall, at the Purchaser’s request, afford all available assistance to the Purchaser in conducting such proceedings or claim and shall be reimbursed by the Purchaser for all reasonable expenses incurred in so doing.

	[bookmark: _Toc521497734][bookmark: _Toc87273419]33.	Limitation of Liability
	33.1	Provided the following does not exclude or limit any liabilities of either party in ways not permitted by applicable law:

	
	(a)	the Supplier shall not be liable to the Purchaser, whether in contract, tort, or otherwise, for any indirect or consequential loss or damage, loss of use, loss of production, or loss of profits or interest costs, provided that this exclusion shall not apply to any obligation of the Supplier to pay liquidated damages to the Purchaser; and
(b)	the aggregate liability of the Supplier to the Purchaser, whether under the Contract, in tort or otherwise, shall not exceed the total Contract Price, provided that this limitation shall not apply to any obligation of the Supplier to indemnify the Purchaser with respect to intellectual property rights infringement.
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	34.1	With the exception of Software and Materials, the ownership of the Information Technologies and other Goods shall be transferred to the Purchaser at the time of Delivery or otherwise under terms that may be agreed upon and specified in the Contract Agreement.  

	
	34.2	Ownership and the terms of usage of the Software and Materials supplied under the Contract shall be governed by GCC Clause 15 (Copyright) and any elaboration in the Technical Requirements.
34.3	Ownership of the Supplier’s Equipment used by the Supplier and its Subcontractors in connection with the Contract shall remain with the Supplier or its Subcontractors.
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	35.1	The Purchaser shall become responsible for the care and custody of the System or Subsystems upon their Delivery.  The Purchaser shall make good at its own cost any loss or damage that may occur to the System or Subsystems from any cause from the date of Delivery until the date of Operational Acceptance of the System or Subsystems, pursuant to GCC Clause 27 (Commissioning and Operational Acceptance), excepting such loss or damage arising from acts or omissions of the Supplier, its employees, or subcontractors.
35.2	If any loss or damage occurs to the System or any part of the System by reason of:
(a)	(insofar as they relate to the country where the Project Site is located) nuclear reaction, nuclear radiation, radioactive contamination, a pressure wave caused by aircraft or other aerial objects, or any other occurrences that an experienced contractor could not reasonably foresee, or if reasonably foreseeable could not reasonably make provision for or insure against, insofar as such risks are not normally insurable on the insurance market and are mentioned in the general exclusions of the policy of insurance taken out under GCC Clause 37;
(b)	any use not in accordance with the Contract, by the Purchaser or any third party;
(c)	any use of or reliance upon any design, data, or specification provided or designated by or on behalf of the Purchaser, or any such matter for which the Supplier has disclaimed responsibility in accordance with GCC Clause 21.1.2,
the Purchaser shall pay to the Supplier all sums payable in respect of the System or Subsystems that have achieved Operational Acceptance, notwithstanding that the same be lost, destroyed, or damaged.  If the Purchaser requests the Supplier in writing to make good any loss or damage to the System thereby occasioned, the Supplier shall make good the same at the cost of the Purchaser in accordance with GCC Clause 39.  If the Purchaser does not request the Supplier in writing to make good any loss or damage to the System thereby occasioned, the Purchaser shall either request a change in accordance with GCC Clause 39, excluding the performance of that part of the System thereby lost, destroyed, or damaged, or, where the loss or damage affects a substantial part of the System, the Purchaser shall terminate the Contract pursuant to GCC Clause 41.1. 
35.3	The Purchaser shall be liable for any loss of or damage to any Supplier’s Equipment which the Purchaser has authorized to locate within the Purchaser's premises for use in fulfillment of Supplier's obligations under the Contract, except where such loss or damage arises from acts or omissions of the Supplier, its employees, or subcontractors.
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	36.1	The Supplier and each and every Subcontractor shall abide by the job safety, insurance, customs, and immigration measures prevalent and laws in force in the Republic of Mauritius.
36.2	Subject to GCC Clause 36.3, the Supplier shall indemnify and hold harmless the Purchaser and its employees and officers from and against any and all losses, liabilities and costs (including losses, liabilities, and costs incurred in defending a claim alleging such a liability) that the Purchaser or its employees or officers may suffer as a result of the death or injury of any person or loss of or damage to any property (other than the System, whether accepted or not) arising in connection with the supply, installation, testing, and Commissioning of the System and by reason of the negligence of the Supplier or its Subcontractors, or their employees, officers or agents, except any injury, death, or property damage caused by the negligence of the Purchaser, its contractors, employees, officers, or agents.

	
	36.3	If any proceedings are brought or any claim is made against the Purchaser that might subject the Supplier to liability under GCC Clause 36.2, the Purchaser shall promptly give the Supplier notice of such proceedings or claims, and the Supplier may at its own expense and in the Purchaser’s name conduct such proceedings or claim and any negotiations for the settlement of any such proceedings or claim.  If the Supplier fails to notify the Purchaser within twenty-eight (28) days after receipt of such notice that it intends to conduct any such proceedings or claim, then the Purchaser shall be free to conduct the same on its own behalf.  Unless the Supplier has so failed to notify the Purchaser within the twenty-eight (28) day period, the Purchaser shall make no admission that may be prejudicial to the defense of any such proceedings or claim.  The Purchaser shall, at the Supplier’s request, afford all available assistance to the Supplier in conducting such proceedings or claim and shall be reimbursed by the Supplier for all reasonable expenses incurred in so doing.
36.4	The Purchaser shall indemnify and hold harmless the Supplier and its employees, officers, and Subcontractors from any and all losses, liabilities, and costs (including losses, liabilities, and costs incurred in defending a claim alleging such a liability) that the Supplier or its employees, officers, or Subcontractors may suffer as a result of the death or personal injury of any person or loss of or damage to property of the Purchaser, other than the System not yet achieving Operational Acceptance, that is caused by fire, explosion, or any other perils, in excess of the amount recoverable from insurances procured under GCC Clause 37 (Insurances), provided that such fire, explosion, or other perils were not caused by any act or failure of the Supplier.

	
	36.5	If any proceedings are brought or any claim is made against the Supplier that might subject the Purchaser to liability under GCC Clause 36.4, the Supplier shall promptly give the Purchaser notice of such proceedings or claims, and the Purchaser may at its own expense and in the Supplier’s name conduct such proceedings or claim and any negotiations for the settlement of any such proceedings or claim.  If the Purchaser fails to notify the Supplier within twenty-eight (28) days after receipt of such notice that it intends to conduct any such proceedings or claim, then the Supplier shall be free to conduct the same on its own behalf.  Unless the Purchaser has so failed to notify the Supplier within the twenty-eight (28) days, the Supplier shall make no admission that may be prejudicial to the defense of any such proceedings or claim.  The Supplier shall, at the Purchaser’s request, afford all available assistance to the Purchaser in conducting such proceedings or claim and shall be reimbursed by the Purchaser for all reasonable expenses incurred in so doing.

	
	36.6	The party entitled to the benefit of an indemnity under this GCC Clause 36 shall take all reasonable measures to mitigate any loss or damage that has occurred.  If the party fails to take such measures, the other party’s liabilities shall be correspondingly reduced.
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	37.1	The Supplier shall at its expense take out and maintain in effect, or cause to be taken out and maintained in effect, during the performance of the Contract, the insurance set forth below.  The identity of the insurers and the form of the policies shall be subject to the approval of the Purchaser, who should not unreasonably withhold such approval.

	
	(a)	Cargo Insurance During Transport
as applicable, 110 percent of the price of the Information Technologies and other Goods in a freely convertible currency, covering the Goods from physical loss or damage during shipment through receipt at the Project Site.
(b)	Installation “All Risks” Insurance
as applicable, 110 percent of the price of the Information Technologies and other Goods covering the Goods at the site from all risks of physical loss or damage (excluding only perils commonly excluded under “all risks” insurance policies of this type by reputable insurers) occurring prior to Operational Acceptance of the System.
(c)	Third-Party Liability Insurance
On terms as specified in the SCC, covering bodily injury or death suffered by third parties (including the Purchaser’s personnel) and loss of or damage to property (including the Purchaser’s property and any Subsystems that have been accepted by the Purchaser) occurring in connection with the supply and installation of the Information System.
(d)	Automobile Liability Insurance
In accordance with the statutory requirements prevailing in Mauritius, covering use of all vehicles used by the Supplier or its Subcontractors (whether or not owned by them) in connection with the execution of the Contract.
(e)	Other Insurance (if any), as specified in the SCC.
37.2	The Purchaser shall be named as co-insured under all insurance policies taken out by the Supplier pursuant to GCC Clause 37.1, except for the Third-Party Liability, and the Supplier’s Subcontractors shall be named as co-insured under all insurance policies taken out by the Supplier pursuant to GCC Clause 37.1 except for Cargo Insurance During Transport.  All insurer’s rights of subrogation against such co-insured for losses or claims arising out of the performance of the Contract shall be waived under such policies.
37.3	The Supplier shall deliver to the Purchaser certificates of insurance (or copies of the insurance policies) as evidence that the required policies are in full force and effect.
37.4	The Supplier shall ensure that, where applicable, its Subcontractor(s) shall take out and maintain in effect adequate insurance policies for their personnel and vehicles and for work executed by them under the Contract, unless such Subcontractors are covered by the policies taken out by the Supplier.
37.5	If the Supplier fails to take out and/or maintain in effect the insurance referred to in GCC Clause 37.1, the Purchaser may take out and maintain in effect any such insurance and may from time to time deduct from any amount due the Supplier under the Contract any premium that the Purchaser shall have paid to the insurer or may otherwise recover such amount as a debt due from the Supplier.
37.6	Unless otherwise provided in the Contract, the Supplier shall prepare and conduct all and any claims made under the policies effected by it pursuant to this GCC Clause 37, and all monies payable by any insurers shall be paid to the Supplier.  The Purchaser shall give to the Supplier all such reasonable assistance as may be required by the Supplier in connection with any claim under the relevant insurance policies.  With respect to insurance claims in which the Purchaser’s interest is involved, the Supplier shall not give any release or make any compromise with the insurer without the prior written consent of the Purchaser.  With respect to insurance claims in which the Supplier’s interest is involved, the Purchaser shall not give any release or make any compromise with the insurer without the prior written consent of the Supplier.

	[bookmark: _Toc521497740][bookmark: _Toc87273425]38.	Force Majeure
	38.1	“Force Majeure” shall mean any event beyond the reasonable control of the Purchaser or of the Supplier, as the case may be, and which is unavoidable notwithstanding the reasonable care of the party affected and shall include, without limitation, the following:

	
	(a)	war, hostilities, or warlike operations (whether a state of war be declared or not), invasion, act of foreign enemy, and civil war;
(b)	rebellion, revolution, insurrection, mutiny, usurpation of civil or military government, conspiracy, riot, civil commotion, and terrorist acts;
(c)	confiscation, nationalization, mobilization, commandeering or requisition by or under the order of any government or de jure or de facto authority or ruler, or any other act or failure to act of any local state or national government authority;
(d)	strike, sabotage, lockout, embargo, import restriction, port congestion, lack of usual means of public transportation and communication, industrial dispute, shipwreck, shortage or restriction of power supply, epidemics, quarantine, and plague;
(e)	earthquake, landslide, volcanic activity, fire, flood or inundation, tidal wave, typhoon or cyclone, hurricane, storm, lightning, or other inclement weather condition, nuclear and pressure waves, or other natural or physical disaster; 
(f)	failure, by the Supplier, to obtain the necessary export permit(s) from the governments of the Country(s) of Origin of the Information Technologies or other Goods, or Supplier’s Equipment provided that the Supplier has made all reasonable efforts to obtain the required export permit(s), including the exercise of due diligence in determining the eligibility of the System and all of its components for receipt of the necessary export permits.
38.2	If either party is prevented, hindered, or delayed from or in performing any of its obligations under the Contract by an event of Force Majeure, then it shall notify the other in writing of the occurrence of such event and the circumstances of the event of Force Majeure within fourteen (14) days after the occurrence of such event.
38.3	The party who has given such notice shall be excused from the performance or punctual performance of its obligations under the Contract for so long as the relevant event of Force Majeure continues and to the extent that such party’s performance is prevented, hindered, or delayed.  The Time for Achieving Operational Acceptance shall be extended in accordance with GCC Clause 40 (Extension of Time for Achieving Operational Acceptance).
38.4	The party or parties affected by the event of Force Majeure shall use reasonable efforts to mitigate the effect of the event of Force Majeure upon its or their performance of the Contract and to fulfill its or their obligations under the Contract, but without prejudice to either party’s right to terminate the Contract under GCC Clause 38.6.
38.5	No delay or nonperformance by either party to this Contract caused by the occurrence of any event of Force Majeure shall:
(a)	constitute a default or breach of the Contract;
(b)	(subject to GCC Clauses 35.2, 38.3, and 38.4) give rise to any claim for damages or additional cost or expense occasioned by the delay or nonperformance,
if, and to the extent that, such delay or nonperformance is caused by the occurrence of an event of Force Majeure.
38.6	If the performance of the Contract is substantially prevented, hindered, or delayed for a single period of more than sixty (60) days or an aggregate period of more than one hundred and twenty (120) days on account of one or more events of Force Majeure during the time period covered by the Contract, the parties will attempt to develop a mutually satisfactory solution, failing which, either party may terminate the Contract by giving a notice to the other.
38.7	In the event of termination pursuant to GCC Clause 38.6, the rights and obligations of the Purchaser and the Supplier shall be as specified in GCC Clauses 41.1.2 and 41.1.3.
38.8	Notwithstanding GCC Clause 38.5, Force Majeure shall not apply to any obligation of the Purchaser to make payments to the Supplier under this Contract.
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	39.1	Introducing a Change
39.1.1	Subject to GCC Clauses 39.2.5 and 39.2.7, the Purchaser shall have the right to propose, and subsequently require, the Project Manager to order the Supplier from time to time during the performance of the Contract to make any change, modification, addition, or deletion to, in, or from the System (interchangeably called “Change”), provided that such Change falls within the general scope of the System, does not constitute unrelated work, and is technically practicable, taking into account both the state of advancement of the System and the technical compatibility of the Change envisaged with the nature of the System as originally specified in the Contract.

	
	A Change may involve, but is not restricted to, the substitution of updated Information Technologies and related Services in accordance with GCC Clause 23 (Product Upgrades).

	
	39.1.2	The Supplier may from time to time during its performance of the Contract propose to the Purchaser (with a copy to the Project Manager) any Change that the Supplier considers necessary or desirable to improve the quality or efficiency of the System.  The Purchaser may at its discretion approve or reject any Change proposed by the Supplier.
39.1.3	Notwithstanding GCC Clauses 39.1.1 and 39.1.2, no change made necessary because of any default of the Supplier in the performance of its obligations under the Contract shall be deemed to be a Change, and such change shall not result in any adjustment of the Contract Price or the Time for Achieving Operational Acceptance.
39.1.4	The procedure on how to proceed with and execute Changes is specified in GCC Clauses 39.2 and 39.3, and further details and sample forms are provided in the Sample Forms Section in the Bidding Documents.
39.1.5	Moreover, the Purchaser and Supplier will agree, during development of the Project Plan, to a date prior to the scheduled date for Operational Acceptance, after which the Technical Requirements for the System shall be “frozen.”  Any Change initiated after this time will be dealt with after Operational Acceptance.
39.2	Changes Originating from Purchaser
39.2.1	If the Purchaser proposes a Change pursuant to GCC Clauses 39.1.1, it shall send to the Supplier a “Request for Change Proposal,” requiring the Supplier to prepare and furnish to the Project Manager as soon as reasonably practicable a “Change Proposal,” which shall include the following:
(a)	brief description of the Change;
(b)	impact on the Time for Achieving Operational Acceptance;
(c)	detailed estimated cost of the Change;
(d)	effect on Functional Guarantees (if any);
(e)	effect on any other provisions of the Contract.
39.2.2	Prior to preparing and submitting the “Change Proposal,” the Supplier shall submit to the Project Manager an “Change Estimate Proposal,” which shall be an estimate of the cost of preparing the Change Proposal, plus a first approximation of the suggested approach and cost for implementing the changes.  Upon receipt of the Supplier’s Change Estimate Proposal, the Purchaser shall do one of the following:
(a)	accept the Supplier’s estimate with instructions to the Supplier to proceed with the preparation of the Change Proposal;
(b)	advise the Supplier of any part of its Change Estimate Proposal that is unacceptable and request the Supplier to review its estimate;
(c)	advise the Supplier that the Purchaser does not intend to proceed with the Change.
39.2.3	Upon receipt of the Purchaser’s instruction to proceed under GCC Clause 39.2.2 (a), the Supplier shall, with proper expedition, proceed with the preparation of the Change Proposal, in accordance with GCC Clause 39.2.1.  The Supplier, at its discretion, may specify a validity period for the Change Proposal, after which if the Purchaser and Supplier has not reached agreement in accordance with GCC Clause 39.2.6, then GCC Clause 39.2.7 shall apply.
39.2.4	The pricing of any Change shall, as far as practicable, be calculated in accordance with the rates and prices included in the Contract.  If the nature of the Change is such that the Contract rates and prices are inequitable, the parties to the Contract shall agree on other specific rates to be used for valuing the Change.
39.2.5	If before or during the preparation of the Change Proposal it becomes apparent that the aggregate impact of compliance with the Request for Change Proposal and with all other Change Orders that have already become binding upon the Supplier under this GCC Clause 39 would be to increase or decrease the Contract Price as originally set forth in Article 2 (Contract Price) of the Contract Agreement by more than fifteen (15) percent, the Supplier may give a written notice of objection to this Request for Change Proposal prior to furnishing the Change Proposal.  If the Purchaser accepts the Supplier’s objection, the Purchaser shall withdraw the proposed Change and shall notify the Supplier in writing of its acceptance.
The Supplier’s failure to so object to a Request for Change Proposal shall neither affect its right to object to any subsequent requested Changes or Change Orders, nor affect its right to take into account, when making such subsequent objection, the percentage increase or decrease in the Contract Price that any Change not objected to by the Supplier represents.
39.2.6	Upon receipt of the Change Proposal, the Purchaser and the Supplier shall mutually agree upon all matters contained in the Change Proposal.  Within fourteen (14) days after such agreement, the Purchaser shall, if it intends to proceed with the Change, issue the Supplier a Change Order.  If the Purchaser is unable to reach a decision within fourteen (14) days, it shall notify the Supplier with details of when the Supplier can expect a decision.  If the Purchaser decides not to proceed with the Change for whatever reason, it shall, within the said period of fourteen (14) days, notify the Supplier accordingly.  Under such circumstances, the Supplier shall be entitled to reimbursement of all costs reasonably incurred by it in the preparation of the Change Proposal, provided that these do not exceed the amount given by the Supplier in its Change Estimate Proposal submitted in accordance with GCC Clause 39.2.2.
39.2.7	If the Purchaser and the Supplier cannot reach agreement on the price for the Change, an equitable adjustment to the Time for Achieving Operational Acceptance, or any other matters identified in the Change Proposal, the Change will not be implemented.  However, this provision does not limit the rights of either party under GCC Clause 6 (Settlement of Disputes).
39.3	Changes Originating from Supplier
If the Supplier proposes a Change pursuant to GCC Clause 39.1.2, the Supplier shall submit to the Project Manager a written “Application for Change Proposal,” giving reasons for the proposed Change and including the information specified in GCC Clause 39.2.1.  Upon receipt of the Application for Change Proposal, the parties shall follow the procedures outlined in GCC Clauses 39.2.6 and 39.2.7.  However, should the Purchaser choose not to proceed or the Purchaser and the Supplier cannot come to agreement on the change during any validity period that the Supplier may specify in its Application for Change Proposal, the Supplier shall not be entitled to recover the costs of preparing the Application for Change Proposal, unless subject to an agreement between the Purchaser and the Supplier to the contrary.
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	40.1	The time(s) for achieving Operational Acceptance specified in the Schedule of Implementation shall be extended if the Supplier is delayed or impeded in the performance of any of its obligations under the Contract by reason of any of the following:

	
	(a)	any Change in the System as provided in GCC Clause 39 (Change in the Information System);
(b)	any occurrence of Force Majeure as provided in GCC Clause 38 (Force Majeure); 
(c)	default of the Purchaser; or
(d)	any other matter specifically mentioned in the Contract;
by such period as shall be fair and reasonable in all the circumstances and as shall fairly reflect the delay or impediment sustained by the Supplier.
40.2	Except where otherwise specifically provided in the Contract, the Supplier shall submit to the Project Manager a notice of a claim for an extension of the time for achieving Operational Acceptance, together with particulars of the event or circumstance justifying such extension as soon as reasonably practicable after the commencement of such event or circumstance.  As soon as reasonably practicable after receipt of such notice and supporting particulars of the claim, the Purchaser and the Supplier shall agree upon the period of such extension.  In the event that the Supplier does not accept the Purchaser’s estimate of a fair and reasonable time extension, the Supplier shall be entitled to refer the matter to the provisions for the Settlement of Disputes pursuant to GCC Clause 6.
40.3	The Supplier shall at all times use its reasonable efforts to minimize any delay in the performance of its obligations under the Contract.
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	41.1	Termination for Purchaser’s Convenience

	
	41.1.1	The Purchaser may at any time terminate the Contract for any reason by giving the Supplier a notice of termination that refers to this GCC Clause 41.1.
41.1.2	Upon receipt of the notice of termination under GCC Clause 41.1.1, the Supplier shall either as soon as reasonably practical or upon the date specified in the notice of termination
(a)	cease all further work, except for such work as the Purchaser may specify in the notice of termination for the sole purpose of protecting that part of the System already executed, or any work required to leave the site in a clean and safe condition;
(b)	terminate all subcontracts, except those to be assigned to the Purchaser pursuant to GCC Clause 41.1.2 (d) (ii) below;
(c)	remove all Supplier’s Equipment from the site, repatriate the Supplier’s and its Subcontractors’ personnel from the site, remove from the site any wreckage, rubbish, and debris of any kind;
(d)	in addition, the Supplier, subject to the payment specified in GCC Clause 41.1.3, shall
(i)	deliver to the Purchaser the parts of the System executed by the Supplier up to the date of termination;
(ii)	to the extent legally possible, assign to the Purchaser all right, title, and benefit of the Supplier to the System, or Subsystem, as at the date of termination, and, as may be required by the Purchaser, in any subcontracts concluded between the Supplier and its Subcontractors;
(iii)	deliver to the Purchaser all nonproprietary drawings, specifications, and other documents prepared by the Supplier or its Subcontractors as of the date of termination in connection with the System.
41.1.3	In the event of termination of the Contract under GCC Clause 41.1.1, the Purchaser shall pay to the Supplier the following amounts:
(a)	the Contract Price, properly attributable to the parts of the System executed by the Supplier as of the date of termination;
(b)	the costs reasonably incurred by the Supplier in the removal of the Supplier’s Equipment from the site and in the repatriation of the Supplier’s and its Subcontractors’ personnel;
(c)	any amount to be paid by the Supplier to its Subcontractors in connection with the termination of any subcontracts, including any cancellation charges;
(d)	costs incurred by the Supplier in protecting the System and leaving the site in a clean and safe condition pursuant to GCC Clause 41.1.2 (a); and 
(e)	the cost of satisfying all other obligations, commitments, and claims that the Supplier may in good faith have undertaken with third parties in connection with the Contract and that are not covered by GCC Clauses 41.1.3 (a) through (d) above.
41.2	Termination for Supplier’s Default
41.2.1	The Purchaser, without prejudice to any other rights or remedies it may possess, may terminate the Contract forthwith in the following circumstances by giving a notice of termination and its reasons therefore to the Supplier, referring to this GCC Clause 41.2:
(a)	if the Supplier becomes bankrupt or insolvent, has a receiving order issued against it, compounds with its creditors, or, if the Supplier is a corporation, a resolution is passed or order is made for its winding up (other than a voluntary liquidation for the purposes of amalgamation or reconstruction), a receiver is appointed over any part of its undertaking or assets, or if the Supplier takes or suffers any other analogous action in consequence of debt;
(b)	if the Supplier assigns or transfers the Contract or any right or interest therein in violation of the provision of GCC Clause 42 (Assignment); or
(c)	if the Supplier, in the judgment of the Purchaser, has engaged in corrupt, fraudulent, collusive, coercive or obstructive practices, in competing for or in executing the Contract, including but not limited to willful misrepresentation of facts concerning ownership of Intellectual Property Rights in, or proper authorization and/or licenses from the owner to offer, the hardware, software, or materials provided under this Contract.
For the purposes of this Clause:
(i)	“corrupt practice”[footnoteRef:6] is the offering, giving, receiving or soliciting, directly or indirectly, of anything of value to influence improperly the actions of another party; [6:  	“Another party” refers to a public official acting in relation to the procurement process or contract execution].  In this context, “public official” includes Purchaser’s staff and employees of other organizations taking or reviewing procurement decisions.] 

(ii)	“fraudulent practice”[footnoteRef:7] is any act or omission, including a misrepresentation, that knowingly or recklessly misleads, or attempts to mislead, a party to obtain a financial or other benefit or to avoid an obligation; [7:  	A “party” refers to a public official; the terms  “benefit” and “obligation” relate to the procurement process or contract execution; and the “act or omission” is intended to influence the procurement process or contract execution.] 

(iii)	“collusive practice”[footnoteRef:8] is an arrangement between two or more parties designed to achieve an improper purpose, including to influence improperly the actions of another party; [8:  	“Parties” refers to participants in the procurement process (including public officials) attempting to establish bid prices at artificial, non competitive levels.] 

(iv)	“coercive practice”[footnoteRef:9] is impairing or harming, or threatening to impair or harm, directly or indirectly, any party or the property of the party to influence improperly the actions of a party; [9:  	A “party” refers to a participant in the procurement process or contract execution.] 

(v)	“obstructive practice” is
(aa)	deliberately destroying, falsifying, altering or concealing of evidence material to the investigation or making false statements to investigators in order to materially impede an investigation into allegations of a corrupt, fraudulent, coercive or collusive practice; and/or threatening, harassing or intimidating any party to prevent it from disclosing its knowledge of matters relevant to the investigation or from pursuing the investigation; or
(bb)	acts intended to materially impede the exercise of the Puchaser’s inspection and audit rights provided for under Sub-Clause 9.8.
41.2.2	If the Supplier:
(a)	has abandoned or repudiated the Contract;
(b)	has without valid reason failed to commence work on the System promptly;
(c)	persistently fails to execute the Contract in accordance with the Contract or persistently neglects to carry out its obligations under the Contract without just cause;
(d)	refuses or is unable to provide sufficient Materials, Services, or labor to execute and complete the System in the manner specified in the Agreed and Finalized Project Plan furnished under GCC Clause 19 at rates of progress that give reasonable assurance to the Purchaser that the Supplier can attain Operational Acceptance of the System by the Time for Achieving Operational Acceptance as extended;
then the Purchaser may, without prejudice to any other rights it may possess under the Contract, give a notice to the Supplier stating the nature of the default and requiring the Supplier to remedy the same.  If the Supplier fails to remedy or to take steps to remedy the same within fourteen (14) days of its receipt of such notice, then the Purchaser may terminate the Contract forthwith by giving a notice of termination to the Supplier that refers to this GCC Clause 41.2.
41.2.3	Upon receipt of the notice of termination under GCC Clauses 41.2.1 or 41.2.2, the Supplier shall, either immediately or upon such date as is specified in the notice of termination:
(a)	cease all further work, except for such work as the Purchaser may specify in the notice of termination for the sole purpose of protecting that part of the System already executed or any work required to leave the site in a clean and safe condition;
(b)	terminate all subcontracts, except those to be assigned to the Purchaser pursuant to GCC Clause 41.2.3 (d) below;
(c)	deliver to the Purchaser the parts of the System executed by the Supplier up to the date of termination;
(d)	to the extent legally possible, assign to the Purchaser all right, title and benefit of the Supplier to the System or Subsystems as at the date of termination, and, as may be required by the Purchaser, in any subcontracts concluded between the Supplier and its Subcontractors;
(e)	deliver to the Purchaser all drawings, specifications, and other documents prepared by the Supplier or its Subcontractors as at the date of termination in connection with the System.
41.2.4	The Purchaser may enter upon the site, expel the Supplier, and complete the System itself or by employing any third party.  Upon completion of the System or at such earlier date as the Purchaser thinks appropriate, the Purchaser shall give notice to the Supplier that such Supplier’s Equipment will be returned to the Supplier at or near the site and shall return such Supplier’s Equipment to the Supplier in accordance with such notice.  The Supplier shall thereafter without delay and at its cost remove or arrange removal of the same from the site.
41.2.5	Subject to GCC Clause 41.2.6, the Supplier shall be entitled to be paid the Contract Price attributable to the portion of the System executed as at the date of termination and the costs, if any, incurred in protecting the System and in leaving the site in a clean and safe condition pursuant to GCC Clause 41.2.3 (a).  Any sums due the Purchaser from the Supplier accruing prior to the date of termination shall be deducted from the amount to be paid to the Supplier under this Contract.
41.2.6	If the Purchaser completes the System, the cost of completing the System by the Purchaser shall be determined.  If the sum that the Supplier is entitled to be paid, pursuant to GCC Clause 41.2.5, plus the reasonable costs incurred by the Purchaser in completing the System, exceeds the Contract Price, the Supplier shall be liable for such excess.  If such excess is greater than the sums due the Supplier under GCC Clause 41.2.5, the Supplier shall pay the balance to the Purchaser, and if such excess is less than the sums due the Supplier under GCC Clause 41.2.5, the Purchaser shall pay the balance to the Supplier.  The Purchaser and the Supplier shall agree, in writing, on the computation described above and the manner in which any sums shall be paid.
41.3	Termination by Supplier
41.3.1	If:
(a)	the Purchaser has failed to pay the Supplier any sum due under the Contract within the specified period, has failed to approve any invoice or supporting documents without just cause pursuant to the SCC, or commits a substantial breach of the Contract, the Supplier may give a notice to the Purchaser that requires payment of such sum, with interest on this sum as stipulated in GCC Clause 12.3, requires approval of such invoice or supporting documents, or specifies the breach and requires the Purchaser to remedy the same, as the case may be.  If the Purchaser fails to pay such sum together with such interest, fails to approve such invoice or supporting documents or give its reasons for withholding such approval, fails to remedy the breach or take steps to remedy the breach within fourteen (14) days after receipt of the Supplier’s notice; or
(b)	the Supplier is unable to carry out any of its obligations under the Contract for any reason attributable to the Purchaser, including but not limited to the Purchaser’s failure to provide possession of or access to the site or other areas or failure to obtain any governmental permit necessary for the execution and/or completion of the System;
then the Supplier may give a notice to the Purchaser of such events, and if the Purchaser has failed to pay the outstanding sum, to approve the invoice or supporting documents, to give its reasons for withholding such approval, or to remedy the breach within twenty-eight (28) days of such notice, or if the Supplier is still unable to carry out any of its obligations under the Contract for any reason attributable to the Purchaser within twenty-eight (28) days of the said notice, the Supplier may by a further notice to the Purchaser referring to this GCC Clause 41.3.1, forthwith terminate the Contract.
41.3.2	The Supplier may terminate the Contract immediately by giving a notice to the Purchaser to that effect, referring to this GCC Clause 41.3.2, if the Purchaser becomes bankrupt or insolvent, has a receiving order issued against it, compounds with its creditors, or, being a corporation, if a resolution is passed or order is made for its winding up (other than a voluntary liquidation for the purposes of amalgamation or reconstruction), a receiver is appointed over any part of its undertaking or assets, or if the Purchaser takes or suffers any other analogous action in consequence of debt.
41.3.3	If the Contract is terminated under GCC Clauses 41.3.1 or 41.3.2, then the Supplier shall immediately:
(a)	cease all further work, except for such work as may be necessary for the purpose of protecting that part of the System already executed, or any work required to leave the site in a clean and safe condition;
(b)	terminate all subcontracts, except those to be assigned to the Purchaser pursuant to Clause 41.3.3 (d) (ii);
(c)	remove all Supplier’s Equipment from the site and repatriate the Supplier’s and its Subcontractor’s personnel from the site.
(d)	In addition, the Supplier, subject to the payment specified in GCC Clause 41.3.4, shall:
(i)	deliver to the Purchaser the parts of the System executed by the Supplier up to the date of termination;
(ii)	to the extent legally possible, assign to the Purchaser all right, title, and benefit of the Supplier to the System, or Subsystems, as of the date of termination, and, as may be required by the Purchaser, in any subcontracts concluded between the Supplier and its Subcontractors;
(iii)	to the extent legally possible, deliver to the Purchaser all drawings, specifications, and other documents prepared by the Supplier or its Subcontractors as of the date of termination in connection with the System.
41.3.4	If the Contract is terminated under GCC Clauses 41.3.1 or 41.3.2, the Purchaser shall pay to the Supplier all payments specified in GCC Clause 41.1.3, and reasonable compensation for all loss, except for loss of profit, or damage sustained by the Supplier arising out of, in connection with, or in consequence of such termination.
41.3.5	Termination by the Supplier pursuant to this GCC Clause 41.3 is without prejudice to any other rights or remedies of the Supplier that may be exercised in lieu of or in addition to rights conferred by GCC Clause 41.3.
41.4	In this GCC Clause 41, the expression “portion of the System executed” shall include all work executed, Services provided, and all Information Technologies, or other Goods acquired (or subject to a legally binding obligation to purchase) by the Supplier and used or intended to be used for the purpose of the System, up to and including the date of termination.
41.5	In this GCC Clause 41, in calculating any monies due from the Purchaser to the Supplier, account shall be taken of any sum previously paid by the Purchaser to the Supplier under the Contract, including any advance payment paid pursuant to the SCC.

	[bookmark: _Toc521497745][bookmark: _Toc87273430]42.	Assignment
	42.l	Neither the Purchaser nor the Supplier shall, without the express prior written consent of the other, assign to any third party the Contract or any part thereof, or any right, benefit, obligation, or interest therein or thereunder, except that the Supplier shall be entitled to assign either absolutely or by way of charge any monies due and payable to it or that may become due and payable to it under the Contract.
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Special Conditions of Contract
The following Special Conditions of Contract (SCC) shall supplement or amend the General Conditions of Contract (GCC).  Whenever there is a conflict, the provisions of the SCC shall prevail over those in the General Conditions of Contract.  For the purposes of clarity, any referenced GCC clause numbers are indicated in the left column of the SCC.  
[bookmark: _Toc521497286][bookmark: _Toc87273331]A.  Contract and Interpretation
[bookmark: _Toc521497287][bookmark: _Toc87273332]1.	Definitions (GCC Clause 1)
	GCC 1.1 (b) (i)
	The Purchaser is: Gambling Regulatory Authority

	GCC 1.1 (b) (ii)
	The Project Manager is: Not specified. The Project Manager will be named within fourteen days of the Effective Date as specified in Article 3 of the Contract Agreement.

	GCC 1.1 (e) (i)
	The Purchaser’s Country is: Mauritius

	GCC 1.1 (e) (iii)
	The Project Site(s) are: Gambling Regulatory Authority (Level 12, Newton Tower, Sir William Newton Street, Port Louis, Republic of Mauritius), sub office (Happy World House, Sir William Newton Street, Port Louis, Republic of Mauritius) and the disaster recovery site (which is yet to be determined).

	GCC 1.1 (e) (x)
	The Contract shall continue in force until the Information System and all the Services have been provided unless the Contract is terminated earlier in accordance with the terms set out in the Contract.

	GCC 1.1. (e) (xii)
	The Post-Warranty Services Period is seventy-two (72) months for software and forty-eight (48) months for hardware, starting with the completion of the Warranty Period.


[bookmark: _Toc521497288][bookmark: _Toc87273333]2.	Contract Documents (GCC Clause 2)
	GCC 2
	There are no Special Conditions of Contract applicable to GCC Clause 2.


[bookmark: _Toc521497289][bookmark: _Toc87273334]3.	Interpretation (GCC Clause 3)
	GCC 3.1.1
	The Contract's governing language is English.


[bookmark: _Toc521497290][bookmark: _Toc87273335]4.	Notices (GCC Clause 4)
	GCC 4.3
	Address of the Project Manager:  Gambling Regulatory Authority, Level 12, Newton Tower, Sir William Newton Street, Port Louis, Republic of Mauritius
Tel: (230) 260 2000, Fax: (230) 213 1205
Email: gra.admin@intnet.mu
Fallback address of the Purchaser:  None


[bookmark: _Toc521497291][bookmark: _Toc87273336]5.	Governing Law (GCC Clause 5)
	GCC 5.1
	The Contract shall be interpreted in accordance with the laws of: Republic of Mauritius


[bookmark: _Toc521497292][bookmark: _Toc87273337]6.	Settlement of Disputes (GCC Clause 6)
	GCC 6.1.4
	The Appointing Authority for the Adjudicator is: Not applicable

	GCC 6.2.3
	Arbitration as per the Laws of Mauritius as defined hereunder for national of Mauritius.
Any dispute between the Purchaser and a Supplier arising in connection with the present Contract shall be referred to arbitration in accordance with the laws of the Republic of Mauritius.
Following notice of intention of commence arbitration issued by either party an Arbitrator shall be appointed by both parties to the dispute or in any case of disagreement, by an Arbitrator to be appointed by a judge in Chambers of Mauritius.  The Arbitrator fees will be borne by the losing party.  Any decision of the Arbitrator shall be final and binding to both parties.


[bookmark: _Toc521497293][bookmark: _Toc87273338]B.  Subject Matter of Contract
[bookmark: _Toc521497294][bookmark: _Toc87273339]7.	Scope of the System (GCC Clause 7)
	GCC 7.3
	The Supplier’s obligations under the Contract will include the following recurrent cost items, as identified in the Recurrent Cost tables in the Supplier’s Bid: the recurrent cost items/services that are included in the Contract. 
This includes the following:
1. Maintenance and support for the proposed information system
2. Maintenance of hardware
3. License fees

The Supplier agrees to supply spare parts required for the operation and maintenance of the System, as stated below, for the seven (7) years beginning with Operational Acceptance.  Moreover, the price of such spare parts shall be those specified in the spare parts price schedule submitted by the Suppler as part of its bid.  These prices shall include the purchase price for such spare parts and other costs and expenses (including the Supplier’s fees) relating to the supply of spare parts.


[bookmark: _Toc521497295][bookmark: _Toc87273340]8.	Time for Commencement and Operational Acceptance (GCC Clause 8)
	GCC 8.1
	The Supplier shall commence work on the System within: Twenty-one (21) days from the Effective Date of the Contract.

	GCC 8.2
	Operational Acceptance will occur on or before: Operational Acceptance date consistent with the Implementation Schedule in the Technical Requirements Section.


[bookmark: _Toc521497296][bookmark: _Toc87273341]9.	Supplier’s Responsibilities (GCC Clause 9)
	GCC 9.9
	The Supplier shall have the following additional responsibilities: None


[bookmark: _Toc521497297][bookmark: _Toc87273342]10.	Purchaser’s Responsibilities (GCC Clause 10)
	GCC 10.12
	The Purchaser shall have the following additional responsibilities:  
The Gambling Regulatory Authority shall provide logistics support for the Supplier for the duration of the project. This includes access to premises (Head Office, sub office and disaster recovery site), access to network/internet and seating space.


[bookmark: _Toc521497298][bookmark: _Toc87273343]C.  Payment
[bookmark: _Toc521497299][bookmark: _Toc87273344]11.	Contract Price (GCC Clause 11)
	GCC 11.2 (b)
	Adjustments to the Contract Price shall be as follows: None


[bookmark: _Toc521497300][bookmark: _Toc87273345]12.	Terms of Payment (GCC Clause 12)
	GCC 12.1
	Subject to the provisions of GCC Clause 12 (Terms of Payment), the Purchaser shall pay the Contract Price to the Supplier according to the categories and in the manner specified below.  Only the categories Advance Payment and Complete System Integration relate to the entire Contract Price.  In other payment categories, the term "total Contract Price" means the total cost of goods or services under the specific payment category.  Within each such category, the Contract Implementation Schedule may trigger pro-rata payments for the portion of the total Contract Price for the category corresponding to the goods or services actually Delivered, Installed, or Operationally Accepted, at unit prices and in the currencies specified in the Price Schedules of the Contract Agreement.
(a)	Advance Payment
ten percent (10%) of the entire Contract Price, exclusive of all Recurrent Costs, shall be paid against receipt of a claim accompanied by the Advance Payment Security specified in GCC Clause 13.2.
(b)	Information Technologies, Materials, and other Goods, with the exception of Custom Software and Custom Materials:
sixty percent (60%) of the total or pro-rata Contract Price for this category against Delivery
ten percent (10%) of the same price against Installation
ten percent (10%) of the same price against Operational Acceptance.
(c)	Custom Software and Custom Materials:
sixty percent (60%) of the total or pro-rata Contract Price for this category against Installation
twenty percent (20%) of the same price against Operational Acceptance.
(d)	Services other than Training:
eighty percent (80%) of the pro-rata Contract Price for services performed will be paid monthly in arrears, on submission and Purchaser’s approval of invoices.
(e)	Training 
thirty percent (30%) of the total Contract Price for training services at the start of the full training program
fifty percent (50%) of the pro-rata Contract Price for training services performed will be paid monthly in arrears, on submission and approval of appropriate invoices.
(f)	Complete System Integration 
ten percent (10%) of the entire Contract Price, exclusive of all Recurrent Costs, as final payment against Operational Acceptance of the System as an integrated whole.
(g)	Recurrent Costs 
one hundred percent (100%) of the price of the services actually delivered will be paid twice a year in arrears, on submission and Purchaser’s approval of invoices.

	GCC 12.3
	The Purchaser shall pay to the Supplier interest on the delayed payments at a rate of: ten (10) percent (%) per annum.

	GCC 12.4
	For Goods and Services supplied locally, the Purchaser will pay the Supplier in Mauritian Rupees.

	GCC 12.5
	Payment for Goods supplied from outside Mauritius shall be in the form of: Not applicable


[bookmark: _Toc521497301][bookmark: _Toc87273346]13.	Securities (GCC Clause 13)
	GCC 13.2.1
	The Supplier shall provide within twenty-eight (28) days of the notification of Contract award an Advance Payment Security in the amount and currency of the Advance Payment specified in SCC for GCC Clause 12.1 above.

	GCC 13.2.2
	The reduction in value and expiration of the Advance Payment Security are calculated as follows:
	P*a/(100-a), where “P” is the sum of all payments effected so far to the Supplier (excluding the Advance Payment), and “a” is the Advance Payment expressed as a percentage of the Contract Price pursuant to the SCC for GCC 12.1.

	GCC 13.3.1
	The Performance Security shall be denominated in Mauritian Rupees for an amount equal to eight (8) percent of the Contract Price, excluding any Recurrent Costs.

	GCC 13.3.4
	During the Warranty Period (i.e., after Operational Acceptance of the System), the Performance Security shall be reduced to two and a half (2.5) percent of the Contract Price, excluding any Recurrent Costs.


[bookmark: _Toc521497302][bookmark: _Toc87273347]14.	Taxes and Duties (GCC Clause 14)
	GCC 14
	There are no Special Conditions of Contract applicable to GCC Clause 14.


[bookmark: _Toc521497303][bookmark: _Toc87273348]D.  Intellectual Property
[bookmark: _Toc521497304][bookmark: _Toc87273349]15.	Copyright (GCC Clause 15)
	GCC 15.3
	The Purchaser may assign, license, or otherwise voluntarily transfer its contractual rights to use the Standard Software or elements of the Standard Software, without the Supplier’s prior written consent, under the following circumstances: None

	GCC 15.4
	The Purchaser’s and Supplier’s rights and obligations with respect to Custom Software or elements of the Custom Software are as follows: 
· The Gambling Regulatory Authority will retain all intellectual property rights of the Custom Software.
The Purchaser’s and Supplier’s rights and obligations with respect to Custom Materials or elements of the Custom Materials are as follows:
· Not applicable

	GCC 15.5
	No software escrow contract is required for the execution of the Contract.


[bookmark: _Toc521497305][bookmark: _Toc87273350]16.	Software License Agreements (GCC Clause 16)
	GCC 16.1 (a) (iii)
	The Standard Software license shall be valid throughout the Republic of Mauritius.

	GCC 16.1 (a) (iv)
	Use of the software shall be subject to the following additional restrictions: None

	GCC 16.1 (b) (ii)
	The Software license shall permit the Software to be used or copied for use or transferred to a replacement computer provided the replacement computer falls within approximately the same class of machine and maintains approximately the same number of users, if a multi-user machine.

	GCC 16.1 (b) (vi)
	The Software license shall permit the Software to be disclosed to and reproduced for use (including a valid sublicense) by support service suppliers or their subcontractors, exclusively for such suppliers or subcontractors in the performance of their support service contracts, subject to the same restrictions set forth in this Contract.

	GCC 16.1 (b) (vii)
	In addition to the persons specified in GCC Clause 16.1 (b) (vi), the Software may be disclosed to, and reproduced for use by, management of the Gambling Regulatory Authority subject to the same restrictions as are set forth in this Contract.

	GCC 16.2
	The Supplier’s right to audit the Standard Software will be subject to the following terms: 
1. The Gambling Regulatory Authority is provided at least two (2) weeks prior notice by the Supplier, for on-site audits.
2. Request for information relating to the use of the Standard Software, is communicated with at least 2 weeks advance notice.
3. Audit is conducted during the normal office hours and under the supervision of staff of the Gambling Regulatory Authority.
4. The Gambling Regulatory Authority will be indemnified by the Supplier for losses, liabilities and costs incurred by the Gambling Regulatory Authority as a direct result of the audit.



[bookmark: _Hlt495537193][bookmark: _Toc521497306][bookmark: _Toc87273351]17.	Confidential Information (GCC Clause 17)
	GCC 17.1
	There are no modifications to the confidentiality terms expressed in GCC Clause 17.1.

	GCC 17.7
	The provisions of this GCC Clause 17 shall survive the termination, for whatever reason, of the Contract for five (5) years.


[bookmark: _Toc521497307][bookmark: _Toc87273352]E.  Supply, Installation, Testing, Commissioning, and Acceptance of the System
[bookmark: _Toc521497308][bookmark: _Toc87273353]18.	Representatives (GCC Clause 18)
	GCC 18.1
	The Purchaser’s Project Manager shall have the following additional powers and / or limitations to his or her authority to represent the Purchaser in matters relating to the Contract: No additional powers or limitations

	GCC 18.2.2
	The Supplier’s Representative shall have the following additional powers and / or limitations to his or her authority to represent the Supplier in matters relating to the Contract: No additional powers or limitations


[bookmark: _Toc521497309][bookmark: _Toc87273354]19.	Project Plan (GCC Clause 19)
	GCC 19.1
	Chapters in the Project Plan shall address the following subject:  
· Project Organization and Management Plan
· Delivery and Installation Plan
· Training Plan
· Pre-commissioning and Operational Acceptance Testing Plan
· Go-Live Checklist
· Warranty Service and Technical Support Plan
· Task, Time and Resource Schedules
· Post-Warranty Service Plan
· Technical Support Plan
Further details regarding the required contents of each of the above chapters are contained in the Technical Requirements (Section V).

	GCC 19.2
	Within twenty-one (21) days from the Effective Date of the Contract, the Supplier shall present a Project Plan to the Purchaser.  The Purchaser shall, within fourteen (14) days of receipt of the Project Plan, notify the Supplier of any respects in which it considers that the Project Plan does not adequately ensure that the proposed program of work, proposed methods, and/or proposed Information Technologies will satisfy the Technical Requirements and/or the SCC (in this Clause 19.2 called “non-conformities” below).  The Supplier shall, within five (5) days of receipt of such notification, correct the Project Plan and resubmit to the Purchaser.  The Purchaser shall, within five (5) days of resubmission of the Project Plan, notify the Supplier of any remaining non-conformities.  This procedure shall be repeated as necessary until the Project Plan is free from non-conformities.  When the Project Plan is free from non-conformities, the Purchaser shall provide confirmation in writing to the Supplier.  This approved Project Plan (“the Agreed and Finalized Project Plan”) shall be contractually binding on the Purchaser and the Supplier.

	GCC 19.5
	The Supplier shall submit to the Purchaser the following reports: 
1. Inception report
2. Fit gap analysis report (if applicable)
3. Periodic progress/status reports (including changes to the project plan)
4. Report on change requests and corresponding status
5. Report on incidents logged and resolution
6. Report on project risks, assumptions, issues and dependencies
7. Report on different types of testing (e.g., unit, system, integration, user acceptance), issues identified and resolution
8. Report on data migration (e.g., strategy, approach, mock migrations, identified issues, resolution and quality assurance)
9. Report on training (e.g., plan, content, attendance)
10. Independent audit report on system implementation (before and after go-live)
The frequency for submission of the reports which are periodic (e.g., progress/status reports) will be discussed during project inception.


[bookmark: _Toc521497310][bookmark: _Toc87273355]20.	Subcontracting (GCC Clause 20)
	GCC 20
	There are no Special Conditions of Contract applicable to GCC Clause 20.


[bookmark: _Toc521497311][bookmark: _Toc87273356]21.	Design and Engineering (GCC Clause 21)
	GCC 21.2
	The Contract shall be executed in accordance with the edition or the revised version of all referenced codes and standards current at the date as specified in the GCC.

	GCC 21.3.1
	The Supplier shall prepare and furnish to the Project Manager the following documents for which the Supplier must obtain the Project Manager’s approval before proceeding with work on the System or any Subsystem covered by the documents.  
· Detailed project plan (as per section 19. Project Plan)
· Project risk/assumptions/issues/dependencies management approach
· Project quality management approach
· Detailed work plan
· Critical success factors
· Fit-gap analysis (e.g., coverage of the functional and non-functional requirements defined in this document, against the off-the-shelf/customizable functionalities of the system(s) proposed by the Bidder)


[bookmark: _Toc521497312][bookmark: _Toc87273357]22.	Procurement, Delivery, and Transport (GCC Clause 22)
	GCC 22.4.3
	The Supplier shall be free to use transportation through carriers registered in any eligible country and shall obtain insurance from any eligible source country.

	GCC 22.5
	This Clause is not applicable.


[bookmark: _Toc521497313][bookmark: _Toc87273358]23.	Product Upgrades (GCC Clause 23)
	GCC 23.4
	The Supplier shall provide the Purchaser:  With all new versions, releases, and updates to all Standard Software during the Warranty Period, for free, as specified in the GCC.


[bookmark: _Toc521497314][bookmark: _Toc87273359]24.	Implementation, Installation, and Other Services (GCC Clause 24)
	GCC 24
	There are no Special Conditions of Contract applicable to GCC Clause 24.


[bookmark: _Toc521497315][bookmark: _Toc87273360]25.	Inspections and Tests (GCC Clause 25)
	GCC 25
	There are no Special Conditions of Contract applicable to GCC Clause 25.


[bookmark: _Toc521497316][bookmark: _Toc87273361]26.	Installation of the System (GCC Clause 26)
	GCC 26
	There are no Special Conditions of Contract applicable to GCC Clause 26.


[bookmark: _Toc521497317][bookmark: _Toc87273362]27.	Commissioning and Operational Acceptance (GCC Clause 27)
	GCC 27.2.1
	Operational Acceptance Testing shall be conducted in accordance with the functional and non-functional specifications detailed in Section V (Technical Requirements).

	GCC 27.2.2
	If the Operational Acceptance Test of the System, or Subsystem(s), cannot be successfully completed within 60 days from the date of Installation or any other period agreed upon by the Purchaser and the Supplier, then GCC Clause 27.3.5 (a) or (b) shall apply, as the circumstances may dictate.


[bookmark: _Toc521497318][bookmark: _Toc87273363]F.  Guarantees and Liabilities
[bookmark: _Toc521497319][bookmark: _Toc87273364]28.	Operational Acceptance Time Guarantee (GCC Clause 28)
	GCC 28.2
	Liquidated damages shall be assessed at one half of one (0.5) percent per week.  The maximum liquidated damages are ten (10) percent of the Contract Price, or relevant part of the Contract Price if the liquidated damages apply to a Subsystem.

	GCC 28.3
	Liquidated damages shall be assessed only with respect to achieving Operational Acceptance.


[bookmark: _Hlt495537202][bookmark: _Toc521497320][bookmark: _Toc87273365]29.	Defect Liability (GCC Clause 29)
	GCC 29.1
	For Software, exceptions or limitations to the Supplier’s warranty obligations shall be as follows: None

	GCC 29.3 (iii)
	The Supplier warrants that the following items have been released to the market for the following specific minimum time periods: All software and hardware must have been commercially available in the market for at least one (1) year.

	GCC 29.4
	The Warranty Period (N) shall begin from the date of Operational Acceptance of the System or Subsystem and extend for twelve (12) months for software. For hardware, the warranty period shall extend for thirty-six (36) months.

	GCC 29.10
	During the Warranty Period, the Supplier must commence the work necessary to remedy defects or damage within six (6) hours of notification.  


[bookmark: _Toc521497321][bookmark: _Toc87273366]30.	Functional Guarantees (GCC Clause 30)
	GCC 30
	There are no Special Conditions of Contract applicable to GCC Clause 30.


[bookmark: _Toc521497322][bookmark: _Toc87273367]31.	Intellectual Property Rights Warranty (GCC Clause 31)
	GCC 31
	There are no Special Conditions of Contract applicable to GCC Clause 31.


[bookmark: _Toc521497323][bookmark: _Toc87273368]32.	Intellectual Property Rights Indemnity (GCC Clause 32)
	GCC 32
	There are no Special Conditions of Contract applicable to GCC Clause 32.


[bookmark: _Toc521497324][bookmark: _Toc87273369]33.	Limitation of Liability (GCC Clause 33)
	GCC 33
	There are no Special Conditions of Contract applicable to GCC Clause 33.


[bookmark: _Toc521497325][bookmark: _Toc87273370]G.  Risk Distribution
[bookmark: _Toc521497326][bookmark: _Toc87273371]34.	Transfer of Ownership (GCC Clause 34)
	GCC 34
	There are no Special Conditions of Contract applicable to GCC Clause 34.


[bookmark: _Toc521497327][bookmark: _Toc87273372]35.	Care of the System (GCC Clause 35)
	GCC 35
	There are no Special Conditions of Contract applicable to GCC Clause 35.


[bookmark: _Toc521497328][bookmark: _Toc87273373]36.	Loss of or Damage to Property; Accident or Injury to Workers; Indemnification (GCC Clause 36)
	GCC 36
	There are no Special Conditions of Contract applicable to GCC Clause 36.


[bookmark: _Toc521497329][bookmark: _Toc87273374]37.	Insurances (GCC Clause 37)
	GCC 37.1 (c)
	The Supplier shall obtain Third-Party Liability Insurance in the amount of the Contract value. The insured Parties shall be the Supplier, its sub-contractors and employees. The Insurance shall cover the period from the time of signature of the Contract until the date of Operational Acceptance.

	GCC 37.1 (e)
	There are no Special Conditions of Contract applicable to GCC Clause 37.1 (e).


[bookmark: _Toc521497330][bookmark: _Toc87273375]38.	Force Majeure (GCC Clause 38)
	GCC 38
	There are no Special Conditions of Contract applicable to GCC Clause 38.


[bookmark: _Toc521497331][bookmark: _Toc87273376]H.  Change in Contract Elements
[bookmark: _Toc521497332][bookmark: _Toc87273377]39.	Changes to the System (GCC Clause 39)
	GCC 39
	There are no Special Conditions of Contract applicable to GCC Clause 39.


[bookmark: _Toc521497333][bookmark: _Toc87273378]40.	Extension of Time for Achieving Operational Acceptance (GCC Clause 40)
	GCC 40
	There are no Special Conditions of Contract applicable to GCC Clause 40.


[bookmark: _Toc521497334][bookmark: _Toc87273379]41.	Termination (GCC Clause 41)
	GCC 41
	There are no Special Conditions of Contract applicable to GCC Clause 41.


[bookmark: _Toc521497335][bookmark: _Toc87273380]42.	Assignment (GCC Clause 42)
	GCC 42
	There are no Special Conditions of Contract applicable to GCC Clause 42.
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Technical Requirements
[bookmark: _Toc521498248][bookmark: _Toc87273300]A.  Background
[bookmark: _Toc521498249][bookmark: _Toc87273301]0.1	The Purchaser
0.1.1	The Gambling Regulatory Authority (GRA) is a body corporate established in 2007 which operates under the aegis of the Ministry of Finance, Economic Planning and Development. The Authority operates under the mandate of the Gambling Regulatory Authority Act 2007 (GRA Act) and is administered and managed by a Gambling Regulatory Board. The objective of setting up the GRA was to bring under the control of a single Authority, all gambling and gaming activities with a view to better control and enhance monitoring within these sectors.
0.1.2	Over time, the GRA Act has been supplemented to cater for the evolutions in the gambling/gaming industries such as online gambling, promotion of fairness in gambling and promotion of responsible gambling amongst others. Its main operation relates to the licensing and monitoring of gaming/gambling activities in Mauritius. Through the Finance Act 2021, the mandate of the GRA was further supplemented with the establishment of the Horse Racing Division which is primarily responsible for the regulation, control and monitoring of the organization of horse racing activities under the oversight of a Horse Racing Committee.
0.1.3	The Gambling Regulatory Authority implemented a number of distinct information systems to support specific parts of its operations over time and these systems are described further below. Despite the use of these systems, the key processes of the Authority remained highly manual and paper intensive. In this respect, the Board appointed an external consultant in 2019, to undertake a process review, highlight pain points, identify improvement areas and define the functional/non-functional specifications for a target information system which emphasizes on integration, digitalization and automation.
0.1.4	The Board also established a Project Steering Committee and a Project Management Committee to provide oversight and manage the project respectively.
[bookmark: _Toc521498250][bookmark: _Toc87273302]0.2	Business Objectives of the Purchaser
0.2.1	The vision of the Authority is to establish a world class, forward looking, innovative and dynamic regulatory body based on fundamental principles of incorruptibility, meritocracy and impartiality. Its primary objective is to deliver prompt and efficient services to its stakeholders and to ensure that gambling and gaming activities are conducted in a fair and transparent manner. The mandate of the GRA is ultimately defined by the provisions of the GRA Act.
0.2.2	In addition to the recently established Horse Racing Division, the core operations of the Authority englobe the following functions and activities:
1. License Management: 
· Issue, renew, suspend or revoke licenses
· Issue directives to licensees and impose terms and conditions on licensees
· Issue guidelines to licensees
· Approve rules of gambling, lottery games, sweepstakes and lotteries
· Impose any financial penalty for non-compliance with the conditions of a license, rules, directives or guidelines
· Approve any event or contingency on which betting is to be conducted
· Register lottery retailers
2. Complaints Management:
· Receive and acknowledge complaints from any stakeholder
· Investigate complaints and take appropriate action
3. Inspection and Investigation:
· Undertake activities to ensure compliance with the provisions of the GRA Act, relevant conditions and rules issued
· Prevent gambling from being a source of crime or disorder
· Protect children and vulnerable persons from being harmed by gambling
· Conduct regular inspections at licensed premises
· Collaborate with the Police des Jeux (Mauritius Police Force) for enforcement and investigation
4. Supervision of Lottery Draws:
· Supervise promoters of lottery draws (e.g., obtain details of all prizes and eligible participants)
· Supervise lottery draws
5. Registration of Bookmaker Clerk and Gaming Technicians:
· Process applications for bookmaker clerks and gaming technicians
· Issue badges
0.2.3   The target information system is expected to bring the following benefits:
1. Streamline processes across functions/departments
2. Enable use of less paper, with the objective to become paper-less in the future
3. Enable sharing of information across functions/departments
4. Bring efficiency through automation of specific tasks which are currently performed manually
5. Provide a better experience for external stakeholders through enhanced transparency and visibility (e.g., through online accessible services)
6. Allow instant accessibility to information for decision making purposes
[bookmark: _Toc521498251]

0.2.4	Below is a summary of the departments of the GRA and the corresponding key functions/activities:
	No.
	Department
	Function
	Number of staffs

	1. 
	Information Technology (IT) Unit
	· IT infrastructure management
· End-user support
· Website management
	2

	2. 
	Administration and Human Resources (HR) Unit
	· Recruitment
· Attendance management
· Leaves management
· Time-off management
· Overtime processing
· Direct/indirect procurement
· Reception desk management
· Fuel consumption monitoring
· Transport allocation and usage
· Petty cash management
· Inventory management
· Preparation and scheduling of Board meetings
· Preparation and finalization of Board papers
· Finalization and distribution of Board minutes
· Routing of incoming correspondences
· Management of physical files
· Management of outgoing and incoming correspondences
	12

	3. 
	Legal Unit
	· Handling of court cases
· Preparation of responses to Parliamentary Questions
· Legal advice
· Amendments to GRA Act or other related laws/regulations
· Development of internal policies, procedures and codes of conduct
· Compliance monitoring
	2

	4. 
	Finance Unit
	· Accounts payable
· Security deposits processing
· Payroll
· Financial statements preparation
· Regulatory returns
· Bank reconciliation
· Fixed asset management
· Budget preparation and monitoring
· Processing of grants
	3

	5. 
	Integrity and Compliance Unit
	· Processing of Personal Management Licenses
· Investigations
· Sampling (Anti-doping)
· Inspection (Anti-doping)
· Review of applications
· Review of clearances for foreign jockeys
· Complaints and investigations
· Bet monitoring
· Intelligence monitoring
	5

	6. 
	Responsible Gambling and Communication Unit
	· Media monitoring
· Press review
· Support to problem gamblers
· Management of responsible gambling projects
· Media relationship and crisis management
· Complaints management
	1

	7. 
	Horse Racing Division
	As defined under the Finance Act 2021
	1 (current)
Expected number of staff: 30

	8. 
	Licensing and Inspectorate Unit
	· Processing of new operator license
· Processing of new gaming machine license
· Processing of new application for other lotteries
· Processing of new badge/registration certificate
· Processing of application for outlet relocation
· Processing of renewal of licenses
· Processing of suspension or revocation of licenses
· Processing of application for removal and/or disposal of gaming machines
· Processing of renewal for badge/registration certificate
· Processing of suspension or revocation of badge/registration certificate
· Change of ownership for badge/registration certificate
· Surrender of badge/registration certificate
· Complaints and investigations
· Supervision of lottery draws
· Lottery prize management
· Maintenance of horse racing database
	14

	9. 
	Anti-Money Laundering (AML) and Combatting Financing of Terrorism (CFT)
	· Due diligence
· Training delivery
· Reporting
	10





0.2.5	The existing information systems and IT tools/utilities are described below, and the current network architecture is shown in Attachment 1 (Existing Information Systems/Information Technologies). Hosting is performed in-house (except for Microsoft Exchange, the website and the GRA Betting Control System) and the server room is located within the Head Office. There is currently no disaster recovery site.
	No.
	Information system/tool
	Purpose

	1. 
	Sage Pastel
	Financials and accounting

	2. 
	Receipting and licensing software
	Processing of cash receipts (interfaced with Sage Pastel once per year) and recording of data for licenses

	3. 
	VB Star System
	Attendance and leaves management

	4. 
	GRA Betting Control System
	Hosted by the Mauritius Revenue Authority and records all bets in near real-time

	5. 
	Website
	Informative website (based on WordPress Content Management System) hosted by the Government Online Centre

	6. 
	Microsoft Excel
	Used as a repository by various departments and/or for report-building

	7. 
	Microsoft Word
	Correspondences and internal/external documentation

	8. 
	Microsoft Outlook/Exchange
	Internal and external communications



[bookmark: _Toc87273303]0.3	Acronyms Used in These Technical Requirements
	No.
	Term
	Description

	
	
	

	1. 
	AML
	Anti-Money Laundering

	2. 
	Authority
	Gambling Regulatory Authority

	3. 
	Board
	Gambling Regulatory Board

	4. 
	CFT
	Combatting Financing of Terrorism

	5. 
	GRA
	Gambling Regulatory Authority

	6. 
	GRA Act
	Gambling Regulatory Authority Act 2007

	7. 
	HR
	Human Resources

	8. 
	IPSAS
	International Public Sector Accounting Standards

	9. 
	IT
	Information Technology

	10. 
	KYC
	Know Your Customer due diligence

	11. 
	PRB
	Pay Research Bureau


[bookmark: _Toc521498252]
Note: Other acronyms or terms are defined in the other sections of this document.

[bookmark: _Toc87273304]B.  Business Function and Performance Requirements
[bookmark: _Toc521498253][bookmark: _Toc87273305]1.1	Business Requirements to Be Met by the System
1.1.1	The GRA is issuing this Invitation for Bids to prospect Bidders as part of its project to implement an end-to-end integrated information system to support its core and non-core organizational processes. This section presents the detailed functional and technical requirements expected from the information system.
1.1.2	Given the nature of the systems highlighted in 0.2.5 and their current limitations, the GRA expects that a complete overhaul is required such that inter-operability with these current systems is not required. The following sections summarize the main components for this tender.
1.1.3 	Fit gap analysis and/or requirements gathering: The Bidder must analyze gaps between the standard functionalities of the proposed information system (e.g., in case a customizable off-the-shelf information system is proposed) against the end-user requirements. The functional and non-functional requirements described in this document should be used as a basis for this analysis and complemented through discussions with end-users.
[bookmark: _Hlk85747996]1.1.4  	Hardware order and delivery: Due to the current disruptions with COVID-19, ordering of hardware should be planned and performed as early as possible, to avoid delays in delivery and consequently in the implementation plan. The proposed hardware must be sized according to the technical requirements described in sub-section C (Section V) (Technical Specifications). In addition to server hardware, additional hardware is required and further described in the abovementioned section.
1.1.5   Assessment of compatibility with the existing IT infrastructure: Although compatibility with the existing servers and information systems is not required, the Bidder must assess compatibility of other related components namely the current firewall, existing multi-function printers/scanners (e.g., integration with the document management system/module for scanned documents) and workstations (e.g., to support running of any client software if applicable). The technical specifications of existing hardware are included in Attachment 2 (Specifications of current hardware).
1.1.6   	Design, customization and/or configuration: Based on the outcome of the fit gap analysis/requirements gathering exercise, the information system design should be documented by the Bidder. Using the documented design which will be validated by the GRA, the information system should be aligned to the requirements (e.g., through configuration/parametrization). Custom development should be performed where required. 
[bookmark: _Hlk85746987]1.1.7 	Testing: The Bidder is expected to execute different types of testing and quality assurance activities, with support from the GRA where applicable. Refer to sub-section D (Section V) (Testing and Quality Assurance Requirements).


1.1.8 	Training: Instructor-led training must be delivered close to the go-live date and should be performed using a version of the information system, which incorporates all or most of the core requirements. The training content should be designed according to the needs of the different groups of end-users (e.g., system administration and security administration for end-users of the IT department, functional use for end-users of specific departments). Training will be conducted at the GRA unless otherwise agreed. The Bidder should indicate whether HRDC refund can be claimed on the proposed trainings.
1.1.9 	System and user manuals: The Bidder must define and/or customize manuals to supplement the training process. The manuals should be detailed (e.g., step-by-step instructions) and cover all relevant processes including both functional and technical aspects (e.g., system administration).
1.1.10	Data cleansing/enrichment and migration: The GRA currently holds data/information in several repositories including Microsoft Excel spreadsheets, database management systems of the specified applications and to a large extent, physical documents. The Bidder is expected to propose an adapted and efficient data migration strategy, including data cleansing/enrichment as part of the proposed approach and the support expected from the GRA. The Bidder must provide full support to the GRA during this phase.
1.1.11	Commissioning/Go-live: The Bidder must propose a well-defined approach for the go-live cutover, including the readiness assessment, independent audit clearance (refer to sub-section D) and establishment of contingency plans where required.
1.1.12	Warranty: The implemented information systems and other components (e.g., hardware) should be under warranty for the periods specified in the SCC. The relevant terms and conditions must be included in the proposal submission.
1.1.13	Post-warranty maintenance and support: The Bidder must cover services for maintenance and support on the proposed information system and the proposed hardware. Service levels (e.g., prioritization of incidents or change requests, resolution times according to priority) should be specified. The terms of the support and maintenance contract and/or service level agreement must be included in the proposal submission.
1.1.14	Software licensing: The Bidder should clearly indicate the licensing model for the proposed information system and sub-systems within if applicable. 
1.1.15	Implementation methodology: The GRA prefers the use of a waterfall model (i.e., sequential) given the nature of the information system. However, other system implementation models (e.g., agile) will also be considered.
1.1.16	System architecture: A three-tiered architecture (i.e., client, application and database) is preferred with a web-based front-end.


1.1.17	Website: In addition to the expected information system, the GRA expects the Bidder to propose its approach and costs for the re-design of its current website (https://gra.govmu.org), which will remain an informative website and provide a link to the Online Portal (which is described in section 1.3 below). New content will be developed and provided by the GRA for the recently established Horse Racing Division.
[bookmark: _Toc87273306]1.2	Functional Performance Requirements of the System
1.2.1   The following provides key performance-related and sizing requirements:
· Expected number of end-users: 60
· Anticipated number of end-users in 3 years: 125
1.2.2	The Bidder will have to configure all relevant software (e.g., operating system, database management system, security software) for the successful deployment of the proposed information system. Refer to sub-section C (Section V) (Technical Specifications) for additional details.
1.2.3	The Bidder should also quote for support and maintenance of all software and should ensure that the latest version of software is installed and is patched with the latest fixes (wherever applicable).
1.2.4	The Bidder should note that the effective start date of licenses for all software will be the date of start of warranty of the proposed system.
1.2.5	Any other items necessary for the proper functioning of the proposed system must be quoted for by the Bidders, inclusive of installation and commissioning, and should be accompanied with detailed justifications supported with documentary evidence wherever applicable.
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[bookmark: _Toc521498256]
[bookmark: _Toc87273307]1.3	Functional and Non-Functional Specifications and Requirements
This section defines the functional and non-functional requirements of the target information system The Bidder must specify whether the proposed solution satisfies each requirement by listing responses and comments for each requirement as specified below:
· Addressed: Supported as delivered out of the box (i.e., standard feature)
· Not addressed: Not available and cannot be developed through customization
· Partially addressed: Part of the requirement is supported but remaining part cannot be incorporated
· Customization: Supported through changes to the source code or other types of custom development

The Bidder must provide detailed comments for instances where requirements are partially addressed or where customization is required, to provide the GRA with a detailed understanding for evaluation purposes (e.g., which part of a requirement cannot be supported and the extent of customization required).

The priority of each requirement is indicated through the following:
· Critical (i.e., high priority)
· Essential (i.e., moderate priority) 
· Desirable (i.e., low priority)

The priority will be used during the evaluation process whereby critical requirements will be allocated a high weightage, essential requirements will be allocated a medium weightage and desirable requirements will be given a low weightage. In the event a Bidder has an alternative way to meet a requirement described in this document (e.g., considering best practices offered by an industry solution), the Bidder should elaborate the approach for meeting the requirement.

Additionally, each requirement has been categorized as a feature (i.e., a functionality which should be supported by the information system), a control (i.e., a functionality which supports a control activity) or a report (i.e., presentation of information). Note that some requirements (e.g., workflow, document management) are included in different sections for ease of readability and contextuality. 

Given the nature of the GRA which operates in a dynamic environment and is subject to directives from the Government of Mauritius, some of the requirements specified below may change according to emerging needs.


The conceptual components of the target system are illustrated below. Note that this is for representation only and Bidders can propose solutions which are structured differently (e.g., modules), as long as the requirements are met.

[image: ]



The requirements are categorized according to the following:

	No.
	Domain
	Sub-domains
	Number of requirements

	1. 
	General System Requirements
	Not applicable
	63

	2. 
	License and Badge Application Processing
	2.1. New License/Badge Application
	44

	3. 
	
	3.1. License/Badge Renewal
	37

	4. 
	
	4.1. License/Badge Suspension
	22

	5. 
	
	5.1. License/Badge Surrender
	20

	6. 
	
	6.1. License Amendment
	36

	7. 
	
	7.1. License Generation
	18

	8. 
	
	8.1. Gaming Machine Disposal/Removal from Gaming Floor
	29

	9. 
	
	9.1. Reporting
	16

	10. 
	Lottery Draw Management
	10.1. Lottery Draw Supervision
	13

	11. 
	
	11.1. Lottery Prize Management
	12

	12. 
	Integrity and Compliance
	12.1. Jockey Application
	28

	13. 
	
	13.1. Clearance for Foreign Jockeys
	30

	14. 
	
	14.1. Bet Monitoring
	11

	15. 
	
	15.1. Training Management
	23

	16. 
	
	16.1. Horse Racing Event Monitoring
	28

	17. 
	
	17.1. Inspection at Licensed Premises and Enforcement
	41

	18. 
	AML-CFT
	18.1. Risk Assessment and Remediation
	65

	19. 
	Administration
	19.1. Document Management
	106

	20. 
	
	20.1. Procurement
	57

	21. 
	
	21.1. Planning and Roster Management
	25

	22. 
	
	22.1. Tracking Management
	12

	23. 
	
	23.1. Stock Management
	16

	24. 
	Finance
	24.1. General Accounting Requirements
	43

	25. 
	
	25.1. Cash and Bank Management
	47

	26. 
	
	26.1. Budget Management
	26

	27. 
	
	27.1. Billing and Accounts Receivable
	14

	28. 
	
	28.1. Accounts Payable
	52

	29. 
	
	29.1. Fixed Assets Management
	36

	30. 
	
	30.1. Payroll
	13

	31. 
	
	31.1. Reporting
	4

	32. 
	Human Resources
	32.1. Human Resources Management
	25

	33. 
	
	33.1. Attendance Management
	12

	34. 
	
	34.1. Leaves Management
	19

	35. 
	
	35.1. Claims, Benefits and Deduction Management
	17

	36. 
	Online Portal
	Not applicable
	55

	37. 
	Master Data Management
	Not applicable
	80

	38. 
	Workflow
	Not applicable
	22

	39. 
	Legal Support
	Not applicable
	16

	40. 
	Problem Gamblers Tracking
	Not applicable
	13

	41. 
	Board Administration
	Not applicable
	2

	42. 
	Complaints Management
	Not applicable
	14

	43. 
	Data Privacy
	Not applicable
	7

	44. 
	Integration with Intelligence and Investigation System
	Not applicable
	1

	45. 
	Horse Racing Division
	Not applicable
	N/A





1. [bookmark: _Toc82071025][bookmark: _Toc252314495]General System Requirements
This section presents the general functional and non-functional attributes of the desired information system. These general requirements relate to the overall solution characteristics and operational requirements. They include the following: 
· Inter-operability principles and attributes required from the end-user perspective to enable both efficiency and productivity
· User interface i.e., the combination of menus, screen design, keyboard commands, command language and online help, which creates the way an end- user interacts with the system
· Security attributes aiming at protecting data maintained by the system from unauthorised access and corruption amongst others. All security requirements must meet all relevant legal requirements prevailing in Mauritius
· System performance/ reliability requirements

	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	GEN-01
	Data input
	Allow the definition of validation checks and range checks on specific fields.
	Control
	Critical
	

	GEN-02
	Data input
	Allow input only once in the system, no matter what the source.
	Feature
	Critical
	

	GEN-03
	Data search and view
	Provide basic search, sort, and filter facilities to the end-user when information is presented in the form of a data grid to facilitate viewing of data on screen.
	Feature
	Critical
	

	GEN-04
	Workflow customisation
	Allow the definition, customisation, and activation/deactivation of electronic workflows.
	Feature
	Critical
	

	GEN-05
	System operations 
	Support upload of documents in different formats which are commonly used (E.g., Microsoft Word, Microsoft Excel, Adobe Acrobat).
	Feature
	Critical
	

	GEN-06
	System operations 
	Provide auto back up features.
	Feature
	Desirable
	

	GEN-07
	System operations 
	Maintain standard and customisable templates (e.g., for license applications, correspondences)
	Feature
	Critical
	

	GEN-08
	System operations 
	Support the ability of specific end-users (with specific access rights) to reverse transactions, with relevant audit trails.
	Feature
	Critical
	

	GEN-09
	System operations 
	Support dashboarding features to provide a bird’s eye view of data in different modules.
	Feature
	Critical
	

	GEN-10
	Concurrent usage 
	Allow for concurrent end-users (i.e., one end-user may use different sessions at the same time with the number of concurrent sessions being configurable).
	Feature
	Critical
	

	GEN-11
	Archiving
	Allow selective archiving of old data based on user-defined parameters.
	Feature
	Critical
	

	GEN-12
	Archiving
	Support the generation of archived data in a usable format.
	Feature
	Critical
	

	GEN-13
	Archiving
	Allow authorised end-users (with specific access rights) to restore archived data.
	Control
	Critical
	

	GEN-14
	Archiving
	Secure handling, retrieval and/or restoration of archived data by password mechanisms.
	Control
	Critical
	

	GEN-15
	Data availability
	Allow non-archived data (i.e., live data) to be retained indefinitely or as per user defined period.
	Feature
	Critical
	

	GEN-16
	Database queries 
	Support easy-to-learn-and-use, flexible and comprehensive ad-hoc database query tool which provides multiple user-definable parameters for data retrieval.
	Feature
	Critical
	

	GEN-17
	Database queries
	Use data fields which have user friendly and intuitive naming (to facilitate identification of fields by end-users for report design purposes).
	Feature
	Critical
	

	GEN-18
	Database queries
	Be supported by relevant documentation (e.g., data dictionary, technical manuals).
	Feature
	Critical
	

	GEN-19
	Integrity of stored data 
	Have adequate safeguards that ensure protection and preservation of the integrity of the data stored in its database.
	Control
	Critical
	

	GEN-20
	Integrity of stored data 
	Enforce the maker-checker principle whereby information affecting pre-defined categories of data shall be approved before the modification is performed in the respective database.
	Control
	Critical
	

	GEN-21
	Integration 
	Allow seamless inter-operation and integration between the different modules and sub-modules. E.g., data should be input only once and accessible within other modules/sub-modules.
	Feature
	Critical
	

	GEN-22
	Integration 
	Synchronise with external systems (e.g., InfoHighway) at pre-defined intervals to capture updated or supplementary information.
	Feature
	Essential
	

	GEN-23
	Integration 
	Support the addition of interface with other organisations.
	Feature
	Essential
	

	GEN-24
	User interface
	Be consistent (in terms of user interface) and simple to learn/use across all modules.
	Feature
	Critical
	

	GEN-25
	User interface
	Support common user interface interactions across modules.
	Feature
	Critical
	

	GEN-26
	User interface
	Allow for user friendly data entry capabilities enabling a minimum of keystrokes for data capture.
	Feature
	Critical
	

	GEN-27
	User interface
	Provide easy and consistent access to context sensitive help facility.
	Feature
	Critical
	

	GEN-28
	User interface
	Support use of drop down input lists for all pre-defined choices or wherever possible.
	Feature
	Critical
	

	GEN-29
	Security
	Support user identification (through a username) and authentication (through a password) to log in.
	Control
	Critical
	

	GEN-30
	Security
	Support different accessibility levels.
	Feature
	Critical
	

	GEN-31
	Security
	Allow customisation of the initial logon screen according to different end-user categories.
	Feature
	Critical
	

	GEN-32
	Security
	Support the definition and customisation of user profiles (e.g., mapped to existing roles within the GRA).
	Control
	Critical
	

	GEN-33
	Security
	Support access rights (e.g., read/view, modify, delete, execute) at a granular level (e.g., screen, data field and/or functionality level) 
	Control
	Critical
	

	GEN-34
	Security
	Provide auditing/logging capabilities both on the application and database level, for traceability purposes. 
	Control
	Critical
	

	GEN-35
	Security
	Support audit trails which cannot be modified (except by end-users with specific access rights) and which covers the following information at a minimum:
· Username
· Type of change
· Date of change
· Time of change
· Previous value
· New value
	Control
	Critical
	

	GEN-36
	Security
	Have easy to use access management and database security tools.
	Feature
	Critical
	

	GEN-37
	Security
	Support a common approach for the authorisation of end-user access for all modules/sub-modules.
	Control
	Critical
	

	GEN-38
	Security
	Allow generation of a log of all changes made to the source code or key system components. Log details should include at a minimum the date on which the change was performed, change reference and the author etc.
	Control
	Essential
	

	GEN-39
	Security
	Support authentication security such as password restrictions, including configurable parameters (e.g., minimum password length, password complexity, account lockout).
	Control
	Critical
	

	GEN-40
	Performance and reliability
	Have a quick and reasonable response time to end-user actions.
	Feature
	Critical
	

	GEN-41
	Performance and reliability
	Support high reliability through appropriate fault tolerance, data integrity and automated recovery capabilities to minimise unscheduled system downtime.
	Control
	Critical
	

	GEN-42
	Performance and reliability
	Conform to current industry standard benchmarks to ensure maximum uptime (e.g., 100% availability during business hours).
	Control
	Critical
	

	GEN-43
	Performance and reliability
	Support automation of any maintenance functions and require minimal periodic scheduled downtime.
	Feature
	Critical
	

	GEN-44
	Reporting
	Provide personalised dashboards to end-users, showing user specific tasks (e.g., pending tasks in workflows awaiting approval).
	Feature
	Critical
	

	GEN-45
	Reporting
	Support extraction of reports according to user defined parameters and in all commonly used formats such as Microsoft Excel, Microsoft Word, and Adobe Acrobat amongst others.
	Feature
	Critical
	

	GEN-46
	Reporting
	Allow the generation of dynamic views according to user defined parameters and export to all commonly used formats such as Microsoft Excel, Microsoft Word, and Adobe Acrobat amongst others.
	Feature
	Critical
	

	GEN-47
	Reporting
	Provide a report generator which allows end-users to specify reports required and select data fields required, prior to report generation.
	Feature
	Critical
	

	GEN-48
	Reporting
	Allow (through the report generator) the end-user to specify graphical representations of the data required.
	Feature
	Critical
	

	GEN-49
	Reporting
	Allow generation of user-friendly reports for ease of reading and interpretation. E.g., reading across many data columns should be aided by a tabular format, column sizes in Microsoft Excel should be automatically sized during extraction to fit exported data.
	Feature
	Critical
	

	GEN-50
	Reporting
	Allow the length/number of periods which are reported upon, to be user adjusted/specified to suit different user requirements.
	Feature
	Critical
	

	GEN-51
	Reporting
	Present the following information on all generated reports in the header or footer:
· Title of the report (on all pages)
· Date and timestamp (on all pages)
· Username who generated the report (on all pages)
· Parameters or selection criteria used for extraction (on first page)
· Page number (on all pages)
	Report
	Critical
	

	GEN-52
	Reporting
	Support the generation of reports relating to audit trails for specific events (e.g., changes to specific fields).
	Report
	Critical
	

	GEN-53
	Reporting
	Support the viewing of reports on screen.  The report generator shall provide scrolling options when outputting to screen.
	Feature
	Critical
	

	GEN-54
	Reporting
	Allow generation of reports at any time (e.g., no restriction on timeframes such as after period-end procedures) and for any time period (for non-archived data).
	Feature
	Critical
	

	GEN-55
	Reporting
	Allow direct printing of reports generated and customisation of printing parameters by end-users.
	Feature
	Critical
	

	GEN-56
	Reporting
	Allow grouping of data into categories/sub-categories and compute totals/sub-totals where required and applicable.
	Feature
	Critical
	

	GEN-57
	Document management
	Maintain centrally all generated and uploaded documents, including linking with relevant data (e.g., master data).
	Feature
	Critical
	

	GEN-58
	Others
	Allow monetary thresholds/ranges to be set for authorisation functions, based on the type of transaction, and allocate user rights to each threshold or range
	Feature
	Critical
	

	GEN-59
	Others
	Comply with all applicable laws, regulations, and guidelines in Mauritius (e.g., Pay Research Bureau (PRB)).
	Feature
	Critical
	

	GEN-60
	Others
	Support remote access to the different modules/sub-modules using secure connections.
	Feature
	Critical
	

	GEN-61
	Others
	Allow customisation of the naming of automatically generated fields (e.g., unique identifiers).
	Feature
	Critical
	

	GEN-62
	Auditing for reports
	Create audit logs for all reports generated. 
	Control
	Critical
	

	GEN-63
	Configurability
	Support customisation through configurations/parameters, instead of hard coding parameters in source code.
	Feature
	Critical
	





2. License and Badge Application Processing

2.1. [bookmark: _Toc82071026]New License/Badge Application 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	NLB-01
	Data capture
	Allow end-users to generate and print different types of new license application forms, based on the type of license.
	Feature
	Critical
	

	NLB-02
	Data capture
	Allow the creation of new license applications/records by scanning paper-based application forms.
	Feature
	Critical
	

	NLB-03
	Data capture
	Allow the creation of new license applications/records based on applications received through the Online Portal. Refer to the Online Portal section.
	Feature
	Critical
	

	NLB-04
	Data capture
	Generate a unique identifier for each new license or badge application.
	Control
	Critical
	

	NLB-05
	Data capture
	Allow the capture of the minimum data fields detailed in the Master Data Management section. The system shall mark as mandatory, all fields corresponding to the minimum data required in each new license application.

The main license types include all licenses included in the Third Schedule and Part III A- Horse Racing Division of the GRA Act. This inter alia includes:
· Operator
· Place of business
· Gaming machine
· Casino
· Bookmaker
· Outlet
· Terminal
· Totalisator
· Badge holder
· Horse owner
· Jockey
· Apprentice
· Track rider
· Personal management license
· Registration certificate holder
· Equestrian centre
· Work out programmes/centres
· Stables
· Equine veterinarians
· Veterinary surgeon
	Feature
	Critical
	

	NLB-06
	Document management
	Allow end-users to view documents attached to existing license records for verification purposes.
	Feature
	Critical
	

	NLB-07
	Document management
	Support checklists of documentation/information required for each type of license. E.g., each application type may have different Know Your Customer (KYC) minimum requirements, associated license fees and security deposit amounts. Refer to the Master Data Management section for a sample of minimum information/documentation which need to be submitted for different applications for new/renewal of licenses.
	Feature
	Critical
	

	NLB-08
	Document management
	Allow end-users to upload documents to applications and support the mapping /linkage of the uploaded documents to checklist items.
	Feature
	Critical
	

	NLB-09
	Document management
	Support the user-friendly capture and recording of metadata fields when uploading and saving documents.
	Feature
	Critical
	

	NLB-10
	Document management
	Include validation checks to prevent uploading of duplicate documents (e.g., uploading one document multiple times for a suspension).
	Control
	Critical
	

	NLB-11
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	

	NLB-12
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	NLB-13
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	NLB-14
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	NLB-15
	Data capture
	Allow end-users to capture notes/comments to attached documents (e.g., notes following analysis of financial statements attached to license applications).
	Feature
	Critical
	

	NLB-16
	Data capture
	Allow the organisation of licenses in a hierarchical manner i.e., parent/main license consists of sub licenses).
	Feature
	Critical
	

	NLB-17
	Data capture
	Allow end-users to query information (including uploaded documents) relating to existing applicants or licensees.
	Feature
	Critical
	

	NLB-18
	Data capture
	Allow end-users to easily link a new application to an existing licensee.
	Feature
	Critical
	

	NLB-19
	Data capture
	Prevent the creation of duplicate records (e.g., licensee master data, licenses, applications etc.)
	Control
	Critical
	

	NLB-20
	Data capture
	Automatically populate relevant fields from existing licensee data available in the database.
	Feature
	Critical
	

	NLB-21
	Data capture
	Allow end-users to update existing applicant/ licensee master data when processing new applications.
	Feature
	Critical
	

	NLB-23
	Badge creation and conversion
	Allow the creation of temporary licenses/badges for specific types of licenses/badges.
	Feature
	Critical
	

	NLB-24
	Badge creation and conversion
	Restrict the number of temporary badges given to one person/entity based on the type of license. This limit should be configurable. E.g., one bookmaker license cannot have more than 10 temporary bookmaker clerk licenses active at the same time.
	Control
	Critical
	

	NLB-25
	Badge creation and conversion
	Support conversion of a temporary license into a permanent license without having to go through the whole process of new license creation.
	Feature
	Critical
	

	NLB-26
	Data capture
	Prevent the full processing of an application unless all mandatory requirements (as defined in the relevant checklists) are submitted.
	Control
	Critical
	

	NLB-27
	Correspondence generation
	Support the generation of a letter listing all missing information when an incomplete application is raised.
	Feature
	Critical
	

	NLB-28
	Correspondence generation
	Allow generation of various types of correspondences based on pre-defined and user-customisable templates, as part of application processing workflow (e.g., letters).
	Feature
	Critical
	

	NLB-29
	Priority management
	Allow assignment of priorities to suspension requests, based on pre-defined criteria/rules which need to be selected by end-users raising the requests.
	Feature
	Critical
	

	NLB-30
	Workflow
	Support the definition and customisation of workflows, for the review and approval of suspension requests.
	Feature
	Critical
	

	NLB-31
	Workflow
	Automatically update the status of amendment applications based on pre-defined rules. For example: 
· In Progress (awaiting input since partial information is available for an application)
· In Progress (inspection is in progress)
· Cancelled (application is cancelled)
· Approved (all approvals have been obtained)
· Rejected (application has been rejected)
· Finalised (process has been completed)
	Feature
	Critical
	

	NLB-32
	Workflow
	Allow end-users to define whether inspection process is required based on the type of license. Some licenses do not require an inspection.
	Feature
	Critical
	

	NLB-33
	Interface
	Automatically update inspection-related details in the Inspection module based on information captured in the new application.
	Feature
	Critical
	

	NLB-34
	Interface
	Maintain the following information for a new license application:
· Inspection identifier
· Inspection date
· Name of individual who performed the inspection
· Inspection form (with pre-defined fields and free-text comments)
· Inspection outcome
	Feature
	Critical
	

	NLB-35
	Correspondence generation
	Allow generation of correspondences to applicants with pre-defined content per type of license (e.g., approval decision, relevant fees, and security deposits).
	Report
	Critical
	

	NLB-36
	Interface
	Integrate workflow steps with finance-related functionalities, to process and record collection of dues (e.g., license fees, security deposits) and generate corresponding receipts. 
	Feature
	Critical
	

	NLB-37
	Interface
	Allow uploading and linking of relevant documents such as payment receipts to an application upon processing of related payment.
	Feature
	Critical
	

	NLB-38
	Finalisation
	Prevent the approval and issuance of a license/badge unless all relevant fees/deposits have been collected and recorded in the system.
	Control
	Critical
	

	NLB-39
	Reporting
	Provide a report of all applications not closed within a user-defined period.
	Report
	Critical
	

	NLB-40
	Reporting
	Provide a report of all licenses generated in a user-defined period per type of license.
	Report
	Critical
	

	NLB-41
	Reporting
	Provide a report of licenses issued per region.
	Report
	Critical
	

	NLB-42
	Reporting
	Provide a list of licenses nearing expiry per type of license.
	Report
	Critical
	

	NLB-43
	Reporting
	Provide a report on finalised and pending approvals.
	Report
	Critical
	

	NLB-44
	Reporting
	Provide reports allowing analysis of information along pre-defined/user-defined dimensions or criteria. 
	Report
	Critical
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2.2. License/Badge Renewal 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LBR-01
	Data capture
	Allow end-users to generate and print different types of license renewal forms, based on the type of license.
	Feature
	Critical
	

	LBR-02
	Data capture
	Prevent the renewal of specific licenses based on pe-defined criteria. E.g., temporary licenses shall not be renewed.
	Feature
	Critical
	

	LBR-03
	Data capture
	Allow the creation of license renewal applications by scanning paper-based application forms.
	Feature
	Critical
	

	LBR-04
	Data capture
	Allow requests for renewals to be initiated through the Online Portal  Refer to the Online Portal section.
	Feature
	Critical
	

	LBR-05
	Data capture
	Generate a unique identifier for each license renewal application.
	Feature
	Critical
	

	LBR-06
	Data capture
	Allow flexibility to renew all linked licenses in a single operation or to renew specific linked licenses (e.g. possibility to renew a main license without automatically renewing all the sub-licenses, or vice versa).
	Feature
	Critical
	

	LBR-07
	Data capture
	Allow the capture of the minimum data fields detailed in the Master Data Management section. The system shall mark as mandatory, all fields corresponding to the minimum data required in each license renewal application.
	Feature
	Critical
	

	LBR-08
	Data capture
	Support checklists of documentation/information required for renewal of each type of license. Each application type may have different requirements such as:
· Renewal fee
· Late renewal penalty fee
· Approval levels
· Security deposit
· Know-Your-Customer documents
· Approvals
· Clearance requirements from other authorities
	Feature
	Critical
	

	LBR-09
	Data capture
	Automatically populate the relevant fields from existing licensee data already available in the database.
	Feature
	Critical
	

	LBR-10
	Document management
	Allow end-users to easily query information (including uploaded documents) relating to existing applicants or licensees.
	Feature
	Critical
	

	LBR-11
	Document management
	Include validation checks to prevent uploading of duplicate documents (e.g., uploading one document multiple times for a suspension).
	Control
	Critical
	

	LBR-12
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	

	LBR-13
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	LBR-14
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	LBR-15
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	LBR-16
	Renewal period
	Allow end-users to input the license renewal frequency (e.g., yearly, half yearly and quarterly).
	Feature
	Critical 
	

	LBR-17
	Fee calculation
	Allow end-users to define whether a fee is required for the renewal of each type of license.
	Feature
	Critical
	

	LBR-18
	Fee calculation
	Automatically calculate the fee amount due based on the license renewal period chosen and other relevant pre-defined criteria (including late renewal penalty).
	Feature
	Critical
	

	LBR-19
	Fee calculation
	Allow the recording of the following minimum details when a late renewal penalty fee is applicable:
· Observation and remarks (captured by end-user)
· Processed by (system generated)
· Title of the officer
· Signature
· Date and time
	Feature
	Critical
	

	LBR-20
	Interface
	Integrate workflow steps with finance-related functionalities, to allow the Finance team to process and record the collection of dues (e.g., renewal fees, penalties, security deposits) and generate the corresponding acknowledgements. 
	Feature
	Critical
	

	LBR-21
	Interface
	Automatically update the relevant accounting records upon collection of fees.
	Feature
	Critical
	

	LBR-22
	Interface
	Automatically attach relevant documents such as payment receipts to a renewal record.
	Feature
	Critical
	

	LBR-23
	Correspondence generation
	Allow generation of various types of correspondences based on pre-defined and user-customisable templates, as part of processing workflow.
	Report
	Critical
	

	LBR-24
	Priority management
	Allow assignment of priorities to requests, based on pre-defined criteria/rules which need to be selected by end-users raising the requests.
	Feature
	Critical
	

	LBR-25
	Workflow
	Support the definition and customisation of workflows, for the review and approval of suspension requests.
	Feature
	Critical
	

	LBR-26
	Workflow
	Automatically update the status of amendment applications based on pre-defined rules. For example: 
· In Progress (awaiting input since partial information is available for an application)
· In Progress (inspection is in progress)
· Cancelled (application is cancelled)
· Approved (all approvals have been obtained)
· Rejected (application has been rejected)
· Finalised (process has been completed)
	Feature
	Critical
	

	LBR-27
	Workflow
	Allow end-users to define if inspection process is required based on the type of license. All license renewals do not require an inspection process.
	Feature
	Critical
	

	LBR-28
	Interface
	Automatically update inspection-related details in the Inspection module based on information captured in the renewal application.
	Feature
	Critical
	

	LBR-29
	Interface
	Maintain the following inspection details for a license renewal record:
· Inspection identifier
· Inspection date
· Name of individual who performed the inspection
· Inspection form (with pre-defined fields and free-text comments)
· Inspection outcome
	Feature
	Critical
	

	LBR-30
	Correspondence generation
	Support the generation of a letter listing all missing information when an incomplete application is raised. 
	Feature
	Critical
	

	LBR-31
	Finalisation
	Prevent the finalisation of an application if mandatory information/documents (as per the applicable checklist) have not been submitted.
	Control
	Critical
	

	LBR-32
	Finalisation
	Prevent the approval of renewal of a license/badge unless all relevant fees/deposits have been collected and recorded.
	Control
	Critical
	

	LBR-33
	License generation
	Automatically populate relevant fields once a complete application is recorded and trigger the appropriate workflow until the approved renewed license is issued from the system.
	Feature
	Critical
	

	LBR-34
	Reporting
	Provide a list of all late renewals processed per type of license, for a user defined period.
	Report
	Critical
	

	LBR-35
	Reporting
	Provide a list of all licenses with renewal due dates within a user defined period.
	Report
	Critical
	

	LBR-36
	Reporting
	Provide a list of all expired and non-renewed licenses with renewal dates within a user defined period.
	Report
	Critical
	

	LBR-37
	Reporting
	Provide the option to automatically send correspondences to applicants by email.
	Feature
	Critical
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2.3. License/Badge Suspension
	[bookmark: _Toc82071029]Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LSUS-01
	Data capture
	Allow end-users to process license and badge suspension requests.
	Feature
	Critical
	

	LSUS-02
	Data capture
	Allow requests for license/badge suspension to be initiated through the Online Portal  Refer to the Online Portal section.
	Feature
	Critical
	

	LSUS-03
	Data capture
	Generate a unique identifier for each license/badge suspension record.
	Feature
	Critical 
	

	LSUS-04
	Data capture
	Support suspension of all linked licenses/badges in a single operation or to selectively suspend specific linked licenses/badges. E.g., the system shall allow suspension of a sub-license or badge without automatically suspending all the sub-licenses/badges or the main/parent license.
	Feature
	Critical
	

	LSUS-05
	Data capture
	Automatically suspend all sub-licenses and badges linked to a main/parent license when the main/parent license is suspended.
	Feature
	Critical
	

	LSUS-06
	Data capture
	Allow the recording of relevant information at the time of suspension of a license/badge, such as:
· Suspension reason
· Suspension effective date
· Suspension approval status 
· Approval comments
· Penalties
	Feature
	Critical
	

	LSUS-07
	Document Management
	Include validation checks to prevent uploading of duplicate documents (e.g., uploading one document multiple times for a suspension). 
	Control
	Critical
	

	LSUS-08
	Document management
	Allow the end-user to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	

	LSUS-09
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	LSUS-10
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	LSUS-11
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	LSUS-12
	Fee calculation
	Allow end-users to define whether a fee is required for the suspension of each license/badge type.
	Feature
	Critical
	

	LSUS-13
	Fee calculation
	Automatically calculate the fee amount due based on pre-defined criteria.
	Feature
	Critical
	

	LSUS-14
	Interface
	Integrate workflow steps with finance-related functionalities, to process and record collection of dues (e.g., fees, penalties) and generate corresponding receipts.
	Feature
	Critical
	

	LSUS-15
	Interface
	Integrate workflow steps with finance-related functionalities, to allow the Finance team to process and record the release of security deposits and generate the corresponding acknowledgements.
	Feature
	Critical
	

	LSUS-16
	Interface
	Automatically update the relevant accounting records upon collection of fees/release of security deposits.
	Feature
	Critical
	

	LSUS-17
	Interface
	Automatically attach relevant documents such as receipts/security deposit release acknowledgements to a suspension record.
	Feature
	Critical
	

	LSUS-18
	Correspondence generation
	Allow generation of various types of correspondences based on pre-defined and user-customisable templates, as part of processing workflow.
	Report
	Critical
	

	LSUS-19
	Correspondence generation
	Provide end-users the possibility to select whether any correspondence should be sent to licensees/badge holders (e.g., to inform of the suspension, applicable penalty fees and other relevant information).
	Feature
	Critical
	

	LSUS-20
	Priority management
	Allow assignment of priorities to suspension requests, based on pre-defined criteria/rules which need to be selected by end-users raising the requests. 
	Feature
	Critical
	

	LSUS-21
	Workflow
	Support the definition and customisation of workflows, for the review and approval of suspension requests.
	Feature
	Critical
	

	LSUS-22
	Reporting
	Provide a list of all suspended licenses per type of license  within a user defined period.
	Report
	Critical
	




2.4. License/Badge Surrender 
	[bookmark: _Toc82071030]Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LSUR-01
	Data capture
	Allow end-users to process license and badge surrender applications.
	Feature
	Critical
	

	LSUR-02
	Data capture
	Allow requests for license/badge surrender to be initiated through the Online Portal  Refer to the Online Portal section.
	Feature
	Critical
	

	LSUR-03
	Data capture
	Generate a unique identifier for each license/badge surrender record.
	Control
	Critical 
	

	LSUR-04
	Data capture
	Support surrender of all linked licenses/badges in a single operation or to selectively surrender specific linked licenses/badges. E.g., the system shall allow surrender of a sub-license or badge without automatically surrendering all the sub-licenses/badges or the main/parent license.
	Feature
	Critical
	

	LSUR-05
	Data capture
	Automatically surrender all sub-licenses and badges linked to a main/parent license when the main/parent license is suspended.
	Feature
	Critical
	

	LSUR-06
	Data capture
	Allow the recording of relevant information at the time of surrendering of a license/badge such as:
· Surrender reason
· Surrender effective date
· Comments
	Feature
	Critical
	

	LSUR-07
	Data capture
	Allow end-users to upload documents relevant to the surrender process.
	Feature
	Critical
	

	LSUR-08
	Document management
	Include validation checks to prevent uploading of duplicate documents (e.g., uploading one document multiple times for a suspension). 
	Control
	Critical
	

	LSUR-09
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	

	LSUR-10
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	LSUR-11
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	LSUR-12
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	LSUR-13
	Interface
	Integrate workflow steps with finance-related functionalities, to process and record collection of dues (e.g., fees, penalties) and generate corresponding receipts. 
	Feature
	Critical
	

	LSUR-14
	Interface
	Integrate workflow steps with finance-related functionalities, to allow the Finance team to process and record the release of security deposits and generate the corresponding acknowledgements.
	Feature
	Critical
	

	LSUR-15
	Interface
	Automatically update the relevant accounting records upon collection of fees/release of security deposits.
	Feature
	Critical
	

	LSUR-16
	Interface
	Automatically attach relevant documents such as receipts/security deposit release acknowledgements to a surrender record.
	Feature
	Critical
	

	LSUR-17
	Correspondence generation
	Allow generation of various types of correspondences based on pre-defined and user-customisable templates, as part of processing workflow.
	Report
	Critical
	

	LSUR-18
	Correspondence generation
	Provide end-users the possibility to select whether any correspondence should be sent to licensees/badge holders (e.g., to inform of the suspension, applicable penalty fees and other relevant information).
	Feature
	Critical
	

	LSUR-19
	Finalisation
	Prevent the finalisation of the process until the previous license is returned to GRA and end-users scanned/documented the evidence of the returned original license.
	Control
	Critical
	

	LSUR-20
	Reporting
	Provide a list of all surrendered licenses per type of license within a user-defined period.
	Report
	Critical
	




2.5. License Amendment 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LAM-01
	Data capture
	Allow end-users to perform license amendments. Examples of scenarios include but are not limited to the following: 
· Amendment in licensee details (e.g., change of name, address and other details).
· Change in shareholding structure and directorship.
	Feature
	Critical
	

	LAM-02
	Data capture
	Allow the amendment of the license fee structure of an active license. E.g., if due to specific conditions/legislations, a licensee ceases its operations temporarily, no license fee shall be payable for the period of cessation of operation and the license fee already paid for that period shall be deducted from the license fee payable in a subsequent year (e.g., provisions of the COVID-19 Act 2020).
	Feature
	Critical
	

	LAM-03
	Data capture
	Allow amendment of the license fee structure by end-users with specific access rights.
	Control
	Critical
	

	LAM-04
	Data capture
	Allow requests for amendments to be initiated through the Online Portal  Refer to the Online Portal section.
	Feature
	Critical
	

	LAM-05
	Data capture
	Generate a unique identifier for each license amendment request.
	Control
	Critical
	

	LAM-06
	Data capture
	Provide the functionality to amend all linked licenses in a single operation, or to amend specific linked licenses (e.g., possibility to amend a main license without automatically renewing all the sub-licenses, or vice versa).
	Feature
	Critical
	

	LAM-07
	Data capture
	Maintain the minimum data fields detailed in the Master Data Management section.
	Feature
	Critical
	

	LAM-08
	Data capture
	Allow capture of the following minimum fields when processing a license amendment request:
· Unique application identifier (system generated)
· Application date
· Type of amendment request (e.g., change in licensee details, outlet location transfer, change in license ownership)
· License identifier which needs to be amended
· Field which needs to be amended
· New value(s) of field(s) which needs to be updated 
· Checklist for supporting mandatory documents
· Application status (e.g., in-progress, approved, rejected, finalised)
· Approval history (approvals received, pending, comments from approvers)
· Inspection status
	Feature
	Critical
	

	LAM-09
	Data capture
	Support checklists of documentation/information required for amendment based on each type of license. Non-exhaustive examples include:
· Old license identifier
· 
Amendment details

· Site Plan (applicable for outlet relocation)
	Feature
	Critical
	

	LAM-10
	Data capture
	Allow end-users to easily query information (including uploaded document) relating to existing applicants or licensees.
	Feature
	Critical
	

	LAM-11
	Data capture
	Automatically populate the relevant fields from existing licensee data already available in the database when the unique identifier is captured.
	Feature
	Critical
	

	LAM-12
	Document management
	Include validation checks to prevent uploading of duplicate documents (e.g., uploading one document multiple times for the same amendment).
	Control
	Critical
	

	LAM-13
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	

	LAM-14
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	LAM-15
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	LAM-16
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	LAM-17
	Fee calculation
	Allow end-users to define whether a fee is required for the amendment of each type of license.
	Feature
	Critical
	

	LAM-18
	Fee calculation
	Automatically calculate the fee amount due based on the license amendment details and other relevant pre-defined criteria.
	Feature
	Critical
	

	LAM-19
	Interface
	Integrate workflow steps with finance-related functionalities, to process and record collection of dues (e.g., amendment fees) and generate corresponding receipts.
	Feature
	Critical
	

	LAM-20
	Interface
	Automatically update the relevant accounting records upon collection of fees.
	Feature
	Critical
	

	LAM-21
	Interface
	Automatically attach relevant documents such as receipts upon processing of the related payment.
	Feature
	Critical
	

	LAM-22
	Priority management
	Allow assignment of priorities to requests, based on pre-defined criteria/rules which need to be selected by end-users raising the requests.
	Feature
	Critical
	

	LAM-23
	Workflow
	Support the definition and customisation of workflows, for the review and approval of suspension requests.
	Feature
	Critical
	

	LAM-24
	Workflow
	Automatically update the status of amendment applications based on pre-defined rules. For example: 
· In Progress (awaiting input since partial information is available for an application)
· In Progress (inspection is in progress)
· Cancelled (application is cancelled)
· Approved (all approvals have been obtained)
· Rejected (application has been rejected)
· Finalised (process has been completed)
	Feature
	Critical
	

	LAM-25
	Workflow
	Allow end-users to define if inspection process is required based on the type of license. All license amendments do not require an inspection process e.g., outlet relocation requires an inspection.
	Feature
	Critical
	

	LAM-26
	Interface
	Automatically update inspection-related details in the Inspection module based on information captured in the amendment application.
	Feature
	Critical
	

	LAM-27
	Correspondence generation
	Allow generation of various types of correspondences based on pre-defined and user-customisable templates, as part of processing workflow.
	Report
	Critical
	

	LAM-28
	Correspondence generation
	Allow generation of a letter listing all missing information when an incomplete application is submitted 
	Feature
	Critical
	

	LAM-29
	Finalisation
	Prevent the issuance of an amended license unless all relevant fees/deposits have been collected and recorded.
	Control
	Critical
	

	LAM-30
	Finalisation
	Prevent the issuance of an amended license unless the previous license has been returned to the GRA and the end-user has marked the return on the system.
	Control
	Critical
	

	LAM-31
	License generation
	Automatically deactivate/cancel the previous license once an amended license is issued. 
	Feature
	Critical
	

	LAM-32
	License generation
	Link all versions of the same license (original and amended ones) with the master records.
	Feature
	Critical
	

	LAM-33
	Reporting
	Provide a list of all license amendments processed per type of license within a user defined period.
	Report
	Critical
	

	LAM-34
	Reporting
	Provide a list of all licenses ownership transfers per type of license within a user defined period.
	Report
	Critical
	

	LAM-35
	Reporting
	Provide a list of all non-returned original license in case of license ownership transfers, within a user defined period.
	Report
	Critical
	

	LAM-36
	Reporting
	Provide a list of all outlet relocations per type of license within a user defined period.
	Report
	Critical
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2.6. License Generation 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LGEN-01
	License generation
	Allow generation of licenses based on pre-defined license templates per type of license.
	Feature
	Critical
	

	LGEN-02
	License generation
	Automatically generate unique license reference numbers/identifiers for each license, using pre-defined conventions that facilitate the identification of the type of license.
	Feature
	Critical
	

	LGEN-03
	License generation
	Allow generation and printing of licenses in different formats and sizes depending on the type of license type. E.g., badges for Bookmaker Clerks and Gaming Machine Technicians should be printed in a format and size, which the badge holder can conveniently wear on duty.
	Feature
	Critical
	

	LGEN-04
	License generation
	Allow the generation of licenses incorporating security features aiming at countering forgery/counterfeiting. The Bidders shall propose relevant options as per best practices.
	Control
	Critical
	

	LGEN-05
	License generation
	Automatically link licenses to all related master data, application(s), transactions and document(s) in the system in such a way that querying/reporting is made user-friendly and efficient.
	Feature
	Critical
	

	LGEN-06
	License generation
	Prompt end-users to print and link the latest set of applicable rules and conditions of license every time a license is generated.
	Feature
	Critical
	

	LGEN-07
	License generation
	Allow end-users to upload the signed license, rules of betting and conditions of license. These uploaded documents shall be linked to the relevant records (e.g., master record).
	Feature
	Critical
	

	LGEN-08
	License generation
	Prevent the generation of a license unless all mandatory requirements (as defined in the relevant checklists) are fully met.
	Control
	Critical
	

	LGEN-09
	License generation
	Prevent end-users to modify the contents of a license once it has been issued. All amendments shall be made at data source level and update of any license shall follow the license amendment workflow.
	Control
	Critical
	

	LGEN-10
	License generation
	Allow end-users with specific access rights to reprint an original license.
	Control
	Critical
	

	LGEN-11
	License generation
	Allow the definition of the maximum number of times a license can be printed. This shall be configurable.
	Control
	Critical
	

	LGEN-12
	Monitoring of financial statements
	Allow end-users to upload multiple versions of documents (e.g., annual financial statements of applicants/licensees) during the period of validity of license. GRA performs analysis of financial statements at least once a year for existing and new operators.
	Feature
	Critical
	

	LGEN-13
	Monitoring of financial statements
	Allow end-users to capture comments following analysis of documents attached to an application/license.
	Feature
	Critical
	

	LGEN-14
	Due diligence
	Allow end-users to capture results of due diligence checks performed on applicants and licensees. Due diligence is performed every time stakeholder structure of a licensee changes. Alternatively, GRA performs ad-hoc due diligence checks as part of internal control procedures.
	Feature
	Critical
	

	LGEN-15
	Due diligence
	Allow end-users to flag any matters requiring further investigation/approval further to due diligence performed.
	Feature
	Critical
	

	LGEN-16
	Due diligence
	Prompt end-users for the upload of updated due diligence documents each time due diligence results of a licensee are amended.
	Control
	Critical
	

	LGEN-17
	Interface
	Automatically store generated licenses in the document management system, with the relevant attributes/metadata.
	Control
	Critical
	

	LGEN-18
	Interface
	Allow the end-user to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
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2.7. Gaming Machine Disposal/Removal from Gaming Floor
	[bookmark: _Toc82071033]Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	GMR-01
	Data capture
	Allow end-users to generate application forms for a gaming machine disposal request or a request for removal of a gaming machine from a gaming floor.
	Feature
	Critical
	

	GMR-02
	Data capture
	Allow the creation of gaming machine disposal/removal requests in the system by scanning paper-based application forms.
	Feature
	Critical
	

	GMR-03
	Data capture
	Allow requests for gaming machine disposal/removal to be initiated through the Online Portal  Refer to the Online Portal section.
	Feature
	Critical
	

	GMR-04
	Data capture
	Generate a unique identifier for each new gaming machine disposal/removal request.
	Control
	Critical
	

	GMR-05
	Data capture
	Maintain the following minimum information for a gaming machine disposal/removal request:
· Licensee details
· Gaming machine license details
· Gaming machine details
· Inspection date and/or sealing date
· Inspection outcome
· Disposal type (Disposed, put off floor, sold)
· Disposal date
· Disposal report/outcome
	Feature
	Critical
	

	GMR-06
	Data capture
	Support distinct checklists to support documentation relating to gaming machine disposal/removal from gaming floor.
	Feature
	Critical
	

	GMR-07
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	GMR-08
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	GMR-09
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	GMR-10
	Data capture
	Automatically populate the relevant fields from existing licensee data  available in the database when the unique identifier is captured.
	Feature
	Critical
	

	GMR-11
	Document management
	Allow end-users to query information (including uploaded documents) relating to existing applicants or licensees.
	Feature
	Critical
	

	GMR-12
	Document management
	Include validation checks to prevent uploading of duplicate documents (e.g., uploading one document multiple times for a suspension).
	Control
	Critical
	

	GMR-13
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	

	GMR-14
	Correspondence generation
	Allow generation of pre-defined letters, listing all missing information when an incomplete application is submitted. 
	Feature
	Critical
	

	GMR-15
	Correspondence generation
	Allow generation of various types of correspondences based on pre-defined and user-customisable templates, as part of processing workflow.
	Report
	Critical
	

	GMR-16
	Priority management
	Allow assignment of priorities to requests, based on pre-defined criteria/rules which need to be selected by end-users raising the requests.
	Feature
	Critical
	

	GMR-17
	Workflow
	Support the definition and customisation of workflows, for the review and approval of suspension requests.
	Feature
	Critical
	

	GMR-18
	Interface
	Allow end-users to define if inspection process is required.
	Feature
	Critical
	

	GMR-19
	Interface
	Automatically update inspection-related details in the Inspection module based on information captured in the gaming machine disposal/removal process.
	Feature
	Critical
	

	GMR-20
	Sealing
	Allow end-users to capture details of the sealing process performed by GRA officers when disposing a gaming machine or removing a gaming machine from a gaming floor. Information required to be captured will be discussed during the implementation phase.
	Control
	Critical
	

	GMR-21
	Sealing
	Provide reports with details on the sealing process.
	Report
	Critical
	

	GMR-22
	Disposal
	Allow generation of pre-defined correspondences which will be addressed to applicants (e.g., requesting the operator to inform of the disposal date).
	Report
	Critical
	

	GMR-23
	Disposal
	Provide reports of all disposals planned over a user defined period. Non-exhaustive examples of information required are:
· Operator details
· Gaming machine license details
· Disposal date
	Report
	Critical
	

	GMR-24
	Disposal
	Automatically notify end-users of future disposal supervisions depending on user defined parameters.
	Feature
	Critical
	

	GMR-25
	Disposal
	Allow the generation and maintenance of gaming machine disposal/removal checklists and associated interventions. 
	Report
	Critical
	

	GMR-26
	Disposal
	Maintain a history of all versions of checklists used. The system shall keep track of the version used for a particular record. 
	Control
	Critical
	

	GMR-27
	Approval
	Allow generation of various types of reports about machine disposal /removal (including related inspections, sealing etc.) 
	Report
	Critical
	

	GMR-28
	Finalisation 
	Allow a gaming machine to be marked as disposed only after the relevant evidence of disposal is uploaded. Evidence of disposal for each disposal type can be as follows:
· Disposed: Certificate of disposal from organisation that destroyed the gaming machine.
· Put off floor: Report/confirmation obtained from officer conducting disposal supervision.
· Sold: Evidence of sales from operator
	Control
	Critical
	

	GMR-29
	Finalisation
	Automatically trigger the workflow to amend the related license(s) when the status of an active gaming machine is changed to disposed, put off floor or sold. 
	Feature
	Critical
	




2.8. Reporting
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	REP-01
	Reporting
	Provide capabilities for flexible querying and extraction of all data in the database.
	Report
	Critical
	

	REP-02
	Reporting
	Generate a list of all temporary badge holders which are valid and/or expired, for a user defined period of time.
	Report
	Critical
	

	REP-03
	Reporting
	Generate a list of all permanent badge holders which are valid and/or expired, for a user defined period of time.
	Report
	Critical
	

	REP-04
	Reporting
	Generate a list of operators per license type. The report should include the following information at a minimum:
· Receipt No
· Date of issue
· License number
· Client code
· Customer description
· Business address
· Date of application/reinstatement
· Type of license applied
· Date of clearance from Mauritius Police Force (if applicable)
· Date of approval from Board
· Date of first issue
· Validity
· Attached Conditions and Rules
· Remarks
	Report
	Critical
	

	REP-05
	Reporting
	Generate a list of all licenses due for renewal in a user defined period and per license type.
	Report
	Critical
	

	REP-06
	Reporting
	Generate checklists for inspections per license type.
	Report
	Critical
	

	REP-07
	Reporting
	Generate a list of terminals and/or gaming machines per operator and/or license type.
	Report
	Critical
	

	REP-08
	Reporting
	Generate a list of all licensing records with pending police clearance.
	Report
	Critical
	

	REP-09
	Reporting
	Generate a list of all licenses with all their linked licenses and their relevant validity/renewal details.
	Report
	Critical
	

	REP-10
	Reporting
	Generate a list of all complaints received and their outcome.
	Report
	Critical
	

	REP-11
	Reporting
	Generate a list of all incoming mails with the following minimum details: 
· Date
· Registration reference
· From
· To
· C.C
· GRA Inspector in copy
· Issues
· Action taken by GRA Inspector
· Remarks
· Board decisions
	Report
	Critical
	

	REP-12
	Reporting
	Allow end-users to view all approvals made on his/her behalf.
	Report
	Critical
	

	REP-13
	Reporting
	Generate a list of all incoming documents for a user defined period.
	Report
	Critical
	

	REP-14
	Reporting
	Generate a list of all outgoing documents for a user defined period.
	Report
	Critical
	

	REP-15
	Reporting
	Generate reports on the number of gaming machines and per licensee for a user defined period.
	Report
	Critical
	

	REP-16
	Reporting
	Generate reports on the number of outlets and per licensee for a user defined period.
	Report
	Critical
	

	REP-17
	Reporting
	Generate reports on the number of licensed operators (categorised by type such as lottery, horseracing, football etc.)
	Report
	Critical
	

	REP-18
	Reporting
	Allow end-users to extract all historical data of licenses.
	Report
	Critical
	





3. Lottery Draw Management

3.1. [bookmark: _Toc82071034]Lottery Draw Supervision 
	[bookmark: _Toc82071035]Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LDS-01
	Planning
	Allow the scheduling of lottery draw supervision visits on specified frequencies (e.g., periodic, ad-hoc) for a place of business. Lottery draws shall be applicable based on the license type e.g., lottery licenses shall have the process of supervising lottery draws.
	Feature
	Critical
	

	LDS-02
	Lottery draw supervision
	Allow end-users to remotely access and update details regarding the supervision activities.
	Feature
	Critical
	

	LDS-03
	Lottery draw supervision
	Allow end-users to upload documents (including video footages) to a supervision record.
	Feature
	Critical
	

	LDS-04
	Lottery draw supervision
	Allow linkage of supervision records to the relevant master record or license.
	Feature
	Critical
	

	LDS-05
	Lottery draw supervision
	Allow generation of a supervision result/outcome report for each supervision performed.
	Feature
	Critical
	

	LDS-06
	Lottery draw supervision
	Allow supervision reports to be linked to the supervision record and the document management system.
	Feature
	Critical
	

	LDS-07
	Lottery draw supervision
	Generate reports with supervision details for Board approval.
	Report
	Critical
	

	LDS-08
	Lottery draw supervision
	Allow the definition and customisation of the approval workflows for all supervision records.
	Feature
	Critical
	

	LDS-09
	Interface
	Integrate with the Planning and Roster Management module and automatically create a task in the work plan of the relevant GRA officers upon the scheduling of a supervision visit.
	Feature
	Essential
	

	LDS-10
	Lottery draw supervision
	Allow the user to capture details pertaining to lottery draws.
	Feature
	Critical
	

	LDS-11
	Lottery draw supervision
	Allow the following minimum information to be captured and maintained for a lottery draw supervision record:
· Lottery draw date
· Draw type
· Draw frequency
· Draw location
· License details (linked from Licensing module)
· Checklist of all documents to be uploaded such as the list of participants, list of winners, details of sweepstake cards/scratch cards, official draw results, etc.
· Inspection checklist of draw machines
· Newspaper publication completion flag
· Prize details
· Total prize amount
· Security deposit status (e.g., received, released)
· Total claimed prize amount
· Total unclaimed prize amount
· Payment of National Solidarity Fund status (e.g., not required, to be effected, effected)
· Payment amount for National Solidarity Fund
· Delay to claim prize
· Draw supervision comments 
· Lottery numbers drawn
	Feature
	Critical
	

	LDS-12
	Lottery draw supervision
	Support several checklists and document criteria based the type of lottery license and the type of draw.


Checklist for weekly draws (sweepstakes) 
· 
Intervention sheet
· 
Verification of draw machines and vault

· No of unsold tickets 
· 
Results of verification of unsold tickets 
· 
Number of record lots drawn
· Counter verification of draw results 

· Collection official racing cards (racing cards collected shall be uploaded to the supervision record)
· Official winning list (which will be uploaded) 
· Draw calculation sheet
· Draw report

· GRA Inspector name(s) (Note: More than one Inspector may attend a draw)
· Details of the Lottery Draw Manager, Representative of the Lottery Operator, Draw Manager of Mauritius Turf Club
· GRA Inspector comments
· Officer who collected the draw keys and tablet
· Date of collection 
· 
Officer who returned the draw keys and tablet

· Date of return
	Feature
	Critical
	

	LDS-13
	Lottery draw supervision
	Allow the definition of several draw instances for one license. One lottery has several draw dates and hence requires different draw supervision checklists/records for each.
	Feature
	Critical
	




3.2. Lottery Prize Management 
	[bookmark: _Toc82071036]Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LPM-01
	Prize management
	Allow the end-user to upload documents evidencing prize distribution to winners.
	Feature
	Critical
	

	LPM-02
	Unclaimed prize
	Provide parameters at license master data level to define the delay to claim a prize. E.g., delay for claiming a lottery prize is 6 months, delay for claiming a scratch card prize is 3 months.
	Feature
	Critical
	

	LPM-03
	Unclaimed prize
	Allow the GRA to extract reports with details of all prizes not claimed in a user defined period.
	Report
	Critical
	

	LPM-04
	Unclaimed prize
	Allow the end-user to upload lists of unclaimed prizes received from licensees.
	Feature
	Critical
	

	LPM-05
	Unclaimed prize
	Allow the end-user to upload National Solidarity Fund payment receipts, received from licensees.
	Feature
	Critical
	

	LPM-06
	Unclaimed prize
	Allow the end-user to indicate whether the National Solidarity Fund payment receipts, reconcile with the list of unclaimed prizes.
	Feature
	Critical
	

	LPM-07
	Lost winning ticket
	Allow the GRA to mark tickets as lost or lost but prize has been offered to the winner/claimant.
	Feature
	Critical
	

	LPM-08
	Lost winning ticket
	Require end-users to upload documents in cases of lost tickets but where the prizes were offered to winners/claimants.
	Feature
	Critical
	

	LPM-09
	Interface with other modules
	Allow end-users to link a breach record to a particular supervision record if required.
	Feature
	Essential
	

	LPM-10
	Interface with other modules
	Flag master record/license details automatically based on the supervision outcome (if required).
	Feature
	Critical
	

	LPM-11
	Interface with other modules
	Allow upload of documents which can be linked to the relevant files. Refer to the Document Management section.
	Feature
	Critical
	

	LPM-12
	Interface with other modules
	Allow the end-user to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	





4. Integrity and Compliance

4.1. Jockey Application
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	NJL-01
	Data capture
	Allow end-users to generate jockey application forms.
	Feature
	Critical
	

	NJL-02
	Data capture
	Allow the creation of new license applications based on paper-based application forms received.
	Feature
	Critical
	

	NJL-03
	Data capture
	Automatically create new license applications when a new license application is submitted through the Online Portal. Refer to the Online Portal section.
	Feature
	Critical
	

	NJL-04
	Data capture
	Generate a unique identifier for each new license application. Naming convention for unique identifier will be determined by the GRA.
	Feature
	Critical
	

	NJL-05
	Data capture
	Allow end-users to input the minimum information per license type as listed in the Master Data Management section, when creating a new license application.
	Feature
	Critical
	

	NJL-06
	Document management
	Allow end-users to view documents previously attached with any existing license records.
	Feature
	Critical
	

	NJL-07
	Document management
	Support the definition of different requirements checklists. 
	Feature
	Critical
	

	NJL-08
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files
	Feature
	Critical
	

	NJL-09
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	NJL-10
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	NJL-11
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	NJL-12
	Data capture
	Allow end-users to query existing applicants or jockeys while inputting information for new licenses.
	Feature
	Critical
	

	NJL-13
	Data capture
	Allow linkage of  existing jockey records to new applications.
	Feature
	Critical
	

	NJL-14
	Data capture
	Prevent the creation of duplicate licenses for jockeys. A jockey may have requested a license while he already surrendered a license previously.
	Control
	Critical
	

	NJL-15
	Data capture
	Allow end-users to update existing jockey master information in case of changes. Refer to Master Data Management section.
	Feature
	Critical
	

	NJL-16
	Data capture
	Prevent end-users to submit applications where all mandatory information has not been captured. The system shall allow to save the application in draft.
	Feature
	Critical
	

	NJL-17
	Correspondence generation
	Provide end-users with the choice to generate a letter with details on missing information for the completion of an application. Letter shall not be generated in case all required details have been captured.
	Report
	Critical
	

	NJL-18
	Correspondence generation
	Allow generation of correspondences to applicants and other authorities e.g., to the Commissioner of the Mauritius Police Force for requests relating to police clearance.
	Report
	Critical
	

	NJL-19
	Correspondence template
	Allow end-users to choose whether the correspondences shall be printed and despatched, or shall be emailed to specified recipients.
	Feature
	Critical
	

	NJL-20
	Priority assignment
	Allow end-users (with specific access rights) to assign a priority to an application.
	Feature
	Critical
	

	NJL-21
	Priority assignment
	Allow end-users (with specific access rights) to override assigned priorities and input the reason for the override.
	Feature
	Critical
	

	NJL-22
	Interface
	Allow the update of due diligence details and upload of relevant documents.
	Feature
	Critical
	

	NJL-23
	Interface
	Automatically update the status and relevant inspection details in the new license application record once relevant inspection has been completed.
	Feature
	Critical
	

	NJL-24
	Workflow
	Support the definition and customisation of a review and approval workflow for the finalisation of the clearance process.
	Feature
	Critical
	

	NJL-25
	Reporting
	Allow generation of reports with clearance results once approved.
	Report
	Critical
	

	NJL-26
	Document management
	Allow all documents pertaining to license applications, to be linked to the relevant licensee master records and stored in the document management system. Refer to the Master Data Management and Document Management sections.
	Feature
	Critical
	

	NJL-27
	Reporting
	Allow generation of a report of all applications not closed within a user defined period of time.
	Report
	Critical
	

	NJL-28
	Reporting
	Allow generation of a report with all clearances provided in a user defined period of time and per license type.
	Report
	Critical
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4.2. Clearance for Foreign Jockeys 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	JCF-01
	Data capture
	Allow end-users to query existing jockey records and create a clearance request to surrender the jockey license.
	Feature
	Critical
	

	JCF-02
	Data capture
	Allow end-users to upload relevant documents received from stakeholders requesting the clearance.
	Feature
	Critical
	

	JCF-03
	Data capture
	Automatically create a clearance request when a request is submitted through the Online Portal. Refer to the Online Portal section.
	Feature
	Critical
	

	JCF-04
	Data capture
	Support the definition and customisation of a clearance checklist.
	Feature
	Critical
	

	JCF-05
	Data capture
	Allow end-users to view documents previously attached with the existing license records.
	Feature
	Critical
	

	JCF-06
	Data capture
	Provide the possibility of defining mandatory and non-mandatory fields.
	Control
	Critical
	

	JCF-07
	Data capture
	Allow end-users to record verbatims from any telephone communications with stakeholders/applicants.
	Feature
	Critical
	

	JCF-08
	Data capture
	Perform validation checks on key data input fields, to ensure accurate data is input.
	Control
	Critical
	

	JCF-09
	Data capture
	Allow end-users to view documents submitted through the Online Portal and accept/reject the documents. Refer to Online Portal section.
	Feature
	Critical
	

	JCF-10
	Document management
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files
	Feature
	Critical
	

	JCF-11
	Data capture
	Allow amendments to be performed by end-users with specific access rights.
	Control
	Critical
	

	JCF-12
	Data capture
	Provide audit trails of all amendments.
	Control
	Critical
	

	JCF-13
	Correspondence generation
	Allow generation of correspondences to applicants and other authorities.
	Report
	Critical
	

	JCF-14
	Correspondence template
	Allow end-users to choose whether the correspondences shall be printed and despatched, or shall be emailed to specified recipients.
	Feature
	Critical
	

	JCF-15
	Priority assignment
	Allow end-users (with specific access rights) to assign a priority to an application.
	Feature
	Critical
	

	JCF-16
	Priority assignment
	Allow end-users (with specific access rights) to override assigned priorities and input the reason for the override.
	Feature
	Critical
	

	JCF-17
	Interface
	Automatically update the status and relevant jockey records once clearance has been obtained.
	Feature
	Critical
	

	JCF-18
	Workflow
	Support the definition and customisation of a review and approval workflow for the finalisation of the clearance process.
	Feature
	Critical
	

	JCF-19
	Reporting
	Allow generation of reports with clearance results once approved.
	Report
	Critical
	

	JCF-20
	Document management
	Allow all documents pertaining to the request, to be linked to the relevant licensee master records and stored in the document management system. Refer to the Master Data Management and Document Management sections.
	Feature
	Critical
	

	JCF-21
	Reporting
	Allow generation of a report of all applications not closed within a user defined period of time.
	Report
	Critical
	

	JCF-22
	Reporting
	Allow generation of a report of all clearances provided in a user defined period of time and per license type.
	Report
	Critical
	

	JCF-23
	Application review
	Allow end-user to upload applications received from the Mauritius Turf Club (MTC).
	Feature
	Desirable
	

	JCF-24
	Application review
	Maintain the following information for each application from Mauritius Turf Club (MTC):
· Analysis with respect to previous years racing fixtures
· Number of horses imported
· Race card strength
· Turnover of bookmakers
	Feature
	Desirable
	

	JCF-25
	Workflow
	Support the definition and customisation of a review and approval workflow for the finalisation of the process.
	Feature
	Desirable
	

	JCF-26
	Reporting
	Allow generation of reports with clearance results once approved.
	Report
	Desirable
	

	JCF-27
	Application review
	Allow end-users to upload documents related to a review.
	Feature
	Desirable
	

	JCF-28
	Horse racing fixtures
	Provide stable licensees the option to upload horse entries (for fixtures). 
	Feature
	Desirable
	

	JCF-29
	Horse racing fixtures
	Allow end-users to upload horse entries received from stables.
	Feature
	Desirable
	

	JCF-30
	Horse racing fixtures
	Allow end-users to generate and maintain horse racing fixtures.
	Feature
	Critical
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4.3. Bet Monitoring 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	BET-01
	Bet monitoring
	Maintain the following information for horses, in addition to the requirements in the Master Data Management section:
· Horse ratings and barrier draws
· Distance covered
· Analysis of race card
· Number of races conducted

Additional fields will be defined by GRA during the implementation phase.
	Feature
	Critical
	

	BET-02
	Bet monitoring
	Generate analytical reports on the rates assigned to horses and any discrepancies.
	Feature
	Critical
	

	BET-03
	Bet monitoring
	Maintain the history of the trainings performed by each horse in the database.
	Feature
	Critical
	

	BET-04
	Bet monitoring
	Allow end-users to monitor horse racing bets received from the Mauritius Revenue Authority on a weekly basis.
	Feature
	Critical
	

	BET-05
	Bet monitoring
	Allow capture of the following illustrative information for each monitoring process:
· Suspicious movement in odds
· Betting abnormalities
· Summary of betting patterns
· Results
· Observations
· Disciplinary actions
	Feature
	Critical
	

	BET-06
	Bet monitoring
	Allow the upload of supporting documents to each monitoring process.
	Feature
	Critical
	

	BET-07
	Bet monitoring
	Provide reports determining the odds and betting patterns of a race.
	Report
	Critical
	

	BET-08
	Bet monitoring
	Interface with the third-party systems to pull bookmaker terminal details for each monitoring process.
	Feature
	Critical
	

	BET-09
	Bet monitoring
	Allow end-users to generate reports in specific format covering the abovementioned information regarding monitoring processes.
	Report
	Critical
	

	BET-10
	General
	Support workflow features. Refer to the Workflow section.
	Feature
	Critical
	

	BET-11
	Interface
	Support integration through two-way transfer of data with the Intelligence and Investigation System, such that data does not need to be re-input once captured in either system. Refer to the Integration with Intelligence and Investigation System section.
	Feature
	Essential
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4.4. Training Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	 
	System shall:
	 
	 
	

	TRA-01
	Training planning
	Allow end-users to define training plans across departments.
	Feature
	Critical
	

	TRA-02
	Data capture
	Allow capture and maintenance of the following minimum details for each training organised and delivered as part of the defined training plan:
· Subject matter 
· Training date(s)
· Type (e.g., classroom style, e-learning, seminars, webinars)
· Frequency (e.g., monthly, quarterly, yearly)
· Trainee group or type of audience
· Costs
· Fees
· Trainer details
· Maximum number of participants/trainees per training session
· Training materials (e.g., presentation, handouts, flyers)
· Participant details which includes type of participant (e.g., employee, licensee, public, stakeholders in gambling sector), name of participant, attendance dates
· Attendance sheets and certificates
· Means of training delivery (e.g., classroom based, e-learnings)
· Status (e.g., planned, scheduled, delivered, cancelled)
· Feedback received from participants
	Feature
	Critical
	

	TRA-03
	Training management
	Allow end-user to define and manage classroom style trainings, e-learning, seminars, webinars, etc.
	Feature
	Critical
	

	TRA-04
	Training management
	Allow end-users to define and manage seminars and webinars etc.
	Feature
	Desirable
	

	TRA-05
	Training management
	Generate training invitations including training information and participant details where available (e.g., when a training is planned for employees or licensees).
	Feature
	Critical
	

	TRA-06
	Training management
	Allow assignment of trainings to licensees or employees.
	Feature
	Critical
	

	TRA-07
	Training management
	Allow employees to enrol in courses defined in the training plan.
	Feature
	Essential
	

	TRA-08
	Training management
	Allow end-users to view licensee details (from licensing module) and add licensee in training programmes.
	Feature
	Critical
	

	TRA-09
	Training management
	Provide an e-learning platform where e-learnings can be prepared and published.
	Feature
	Desirable
	

	TRA-10
	Training management
	Allow end-users to capture and monitor the attendance and success rates of trainings.
	Feature
	Critical
	

	TRA-11
	Reporting
	Allow end-users to generate and print training completion certificates.
	Report
	Critical
	

	TRA-12
	Training management
	Allow licensees to access their training records and e-learning materials through the online portal. Refer to Online Portal section.
	Feature
	Desirable
	

	TRA-13
	Training management
	Allow end-users to generate and print attendance certificates. 
	Report
	Desirable
	

	TRA-14
	Reporting
	Allow end-users to generate reports of number of trainings provided with the following minimum details: Training type, maximum audience, total attendance etc.
	Report
	Critical
	

	TRA-15
	Reporting
	Allow end-users to generate reports on number of outreaches provided with related details e.g., type which includes face to face or Visio conference.
	Report
	Critical
	

	TRA-16
	Reporting
	Allow end-users to generate reports on number of participants who attended trainings and outreach in a defined period, per training or training type.
	Report
	Critical
	

	TRA-17
	Reporting
	Allow end-users to generate reports of licensees who have not attended assigned trainings in a defined period and per training.
	Report
	Critical
	

	TRA-18
	Interface
	Integrate with the Human Resource module such that relevant information (e.g., employees’ details) is automatically interfaced.
	Feature
	Essential
	

	TRA-19
	Interface
	Integrate with the Human Resource module such that employees’ records are updated with the trainings attended. Refer to Human Resources section.
	Feature
	Essential 
	

	TRA-20
	Interface
	Integrate with the online portal so that licensees can view their training records and access relevant training materials. Refer to Online Portal section.
	Feature
	Desirable
	

	TRA-21
	Interface
	Interface with the document management system such that all documents are stored centrally.
	Feature
	Critical
	

	TRA-22
	Interface
	Interface with the licensing module so that licensees’ details can be automatically pulled.
	Feature
	Critical
	

	TRA-23
	Interface
	Allow linkage of all documents/records as per above, to the relevant master records.
	Feature
	Critical
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4.5. Horse Racing Event Monitoring
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	 
	System shall:
	 
	 
	

	HRE-01
	Data capture
	Allow the creation and maintenance of a database for all horse racing events organised in Mauritius. 
	Feature
	Critical
	

	HRE-02
	Data capture
	Automatically create horse racing event unique identifiers for each horse racing event record created in the database.
	Control
	Critical
	

	HRE-03
	Data capture
	Allow end-users with specific access rights, to create, amend and delete horse racing records.
	Control
	Critical
	

	HRE-04
	Data capture
	Allow the creation of several races per race event.
	Feature
	Critical
	

	HRE-05
	Data capture
	Allow the capture and maintenance of the following minimum details for horse racing events:

Horse racing event:
· Race event identifier
· Race event date
· Race event number

Races during the event:
· Race number
· Race time
· Race name
· Race distance
· Race benchmark

For each race:
· Horse identifiers and names of participating horses

For each participating horse:
· Stable identifier and name
· Horse age
· Applicable horse equipment 
· Proposed weight horse has to carry 
· Weight reductions applicable
· Actual weight horse has to carry
· Substances provided to horse before race
· Jockey name and identifier
· Race line of horse
	Feature
	Critical
	

	HRE-06
	Data capture
	Allow end-users to upload and capture complementary data on horse racing event, for each racing event. The minimum data to be maintained for event results are:
· Participating horse identifier

For each horse:
· Jockey identifier
· Final weight carried
· List of equipment
· Rank of horse
· Time difference between horse and winner
· Length measurements (measurement between horses)
· Odds of the race
· Favourite of the race (Yes/No)
	Feature
	Critical
	

	HRE-07
	Data capture
	Allow end-users to upload third-party reports and automatically update horse racing events.
	Feature
	Critical
	

	HRE-08
	Data maintenance
	Allow end-users to complement horse racing event details where same is not available in third-party reports.
	Feature
	Critical
	

	HRE-09
	Data maintenance
	Allow the linking of several horse identifiers per race.  Refer to the Master Data Management section for horse-related master data.
	Feature
	Critical
	

	HRE-10
	Data maintenance
	Allow the linking of jockey identifiers for each horse. Refer to the Master Data Management section for jockey-related master data.
	Feature
	Critical
	

	HRE-11
	Data maintenance
	Allow maintenance of horse racing event details:
· Pre-race event assignments (where event details are not yet finalised)
· Final race event assignments (where event details are finalised)
· Last minute race event changes (where event details are to be changed due to unforeseen situations, e.g., unfit jockey or horse has to be replaced or withdrawn)
· Race result - where event details are to be updated as per final race results
	Feature
	Critical
	

	HRE-12
	Data maintenance
	Track and allow viewing of all changes made for a horse racing event.
	Control
	Critical
	

	HRE-13
	Data maintenance
	Provide audit trails for changes to horse event details in the following scenarios:
· Pre-race event assignments (where event details are not yet finalised)
· Final race event assignments (where event details are finalised)
· Last minute race event changes (where event details are to be changed due to unforeseen situations, e.g., unfit jockey or horse has to be replaced or withdrawn)
· Race result (where event details are to be updated as per final race results)
	Control
	Desirable
	

	HRE-14
	Data maintenance
	Allow master data to be updated only after authorised end-users (with specific access rights) has approved the final Program.
	Control
	Critical
	

	HRE-15
	Data maintenance
	Allow end-users to upload documents received from third parties to the relevant horse racing event.
	Feature
	Critical
	

	HRE-16
	Data maintenance
	Allow generation of reports in user friendly format with the possibility to apply filters.
	Feature
	Critical
	

	HRE-17
	Reporting
	Generate report per horse identifier with details of previous racing ranks for a defined period of time. The minimum details in the report shall include: 
· Horse identifier
· Horse name
· Race event date
· Race number
· Racing rank per race etc. 
	Report
	Critical
	

	HRE-18
	Reporting
	Generate history per horse identifier with the following minimum details:
· Date of last run for a race
· Rank from last race
· Distance and race details of last run
· Rating of last race run
· Last test details and results
· Videos of last race
	Report
	Critical
	

	HRE-19
	Reporting
	Allow end-users to query and retrieve (e.g., export in commonly used formats) all horses which ran races as per specific race distance, rating, or other user defined race details.
	Feature
	Critical
	

	HRE-20
	Reporting
	Allow query and retrieval (e.g., export in commonly used formats) of all horse details per stable identifiers.
	Report
	Critical
	

	HRE-21
	Reporting
	Allow query and retrieval (e.g., export in commonly used formats) of samples and test details performed on user selected horse identifier/name.
	Report
	Critical
	

	HRE-22
	Reporting
	Allow query and retrieval (e.g., export in commonly used formats) of samples and test details performed on user selected jockey identifier/name.
	Report
	Critical
	

	HRE-23
	Reporting
	Allow query and retrieval (e.g., export in commonly used formats) of inspection details performed on user selected stable identifier/name.
	Report
	Critical
	

	HRE-24
	Reporting
	Allow query and retrieval (e.g., export in commonly used formats) of sample details performed for centres with the following minimum details:
· All sampling performed for each centre
· Sampling type and details (including sampling date)
· Horse details on which sampling was performed (e.g., horse identifier, name)
	Report
	Critical
	

	HRE-25
	Reporting
	Allow query and retrieval (e.g., export in commonly used formats) of sampling details as per sampling type performed.
	Report
	Critical
	

	HRE-26
	Interface
	Allow seamless information flow across the different modules/sub-modules (e.g., master data management, document management).
	Feature
	Critical
	

	HRE-27
	Interface
	Allow linkage of all documents/records as per above, to the relevant master records.
	Feature
	Critical
	

	HRE-28
	Alert
	Flag horse racing event records when sampling have indicated positive test results.
	Feature
	Critical
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4.6. Inspection at Licensed Premises and Enforcement
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	INS-01
	Inspection
	Allow end-users to define different types of inspections for different scenarios. Inspection and monitoring process is carried out in the below scenarios:
· Before issuing a new license, the place of business is inspected.
· Before approving an outlet relocation request, the new place of business is inspected.
· Regular inspections are performed for places of business, gaming machines and on racing days.
· Inspection and sampling are performed for horses, stables, and jockeys.
· During the investigation of a complaint.
	Feature
	Critical
	

	INS-02
	Inspection
	Allow end-users to schedule inspection visits on defined frequencies (e.g., periodic, ad-hoc).
	Feature
	Critical
	

	INS-03
	Inspection
	Allow pre-population of the next inspection date based on pre-defined inspection frequency rules defined by end-users.
	Feature
	Essential
	

	INS-04
	Inspection
	Maintain the following minimum information for each inspection:
· Inspectorate officer conducting the inspection
· Inspection date
· Inspection status
· Approver comments
· Inspection outcome
· Breaches identified
· Follow up actions and corresponding completion timeframes
	Feature
	Critical
	

	INS-05
	Inspection
	Allocate an inspection status to each inspection. Possible status includes:
· Not started
· In progress
· Completed
· Sent for approval
· Results Approved
	Feature
	Critical
	

	INS-06
	Inspection
	Define different inspection checklists based on the type of application/license and the inspection objectives. These checklists will be completed by end-users during inspections and documented on the system. Some examples are provided below.

1. Inspection checklist for a new Bookmaker License should include the following fields:
· Locus and dimension of proposed premises
· Whether there are any places of worship nearby
· Whether there are schools or colleges nearby
· Verbatims and inspection conclusion
· Comments on any breach identified

2. Inspection checklist for an AML/CFT check:
· Refer to AML-CFT requirements

3. Inspection checklist at Licensed Premises should include the following fields:
· Validity of licenses (Operators, clerks/technicians, gaming machines, registration certificates)
· CCTV footage investigation comments
· Verbatims of interviews conducted
· Inspection conclusion
· Comments on any breach identified

4. Inspection checklist for a new Casino should include the following fields:
· Validity of operator license
· Validity of gaming machine license
· Validity of gaming machine technician licenses
· Number of total machines on the floor tallies with GRA records
· Rules of games have been affixed clearly
· Verbatims and inspection conclusion
· Comments on any breach identified

5. Inspection checklist for gaming machine inspection should include the following fields:
· Validity of operator license
· Validity of gaming machine license
· Validity of gaming machine technician licenses
· Number of total machines on the floor tallies with GRA records
· Rules of games have been affixed clearly
· Results of prize verification
· Verbatims and inspection conclusion
· Comments on any breach identified

6. Inspection checklist for gaming machine removal should include the following fields: 
· Inspection carried out in the presence of 
· Machine Serial number
· Hard meter readings
· Soft meter readings
· Inspected by
· Inspection outcome/comments
· Machine to be disposed/sold/kept inactive
· Disposal date
· Name of GRA officer who signed seal
· Name of operator/personnel who signed the seal
· Verbatims and comments
	Feature
	Critical
	

	INS-07
	Inspection
	Allow end-users to remotely access and update details (e.g., through mobile devices such as tablets) regarding the inspection activities.
	Feature
	Critical
	

	INS-08
	Inspection
	Allow end-users to upload documents (including video recordings) for an inspection record.
	Feature
	Critical
	

	INS-09
	Sampling
	Allow end-users to record sampling and/or investigations performed on horses, jockeys, and horse feeds.

Note: Sampling refers to the action of taking human or equine samples of either urine, blood, hair, saliva, etc., for analysis of prohibited or illicit substances.
	Feature
	Critical
	

	INS-10
	Sampling
	Allow end-users to maintain sample details for different sampling scenarios such as:
· Pre-race and post-race samples of horse's blood, urine, water etc.
· Pre-race and post-race samples of jockey's blood, urine, water etc.
· Horse feeds
· Unknown substances
· Out of competition samples of horse's blood, urine, hair, water, etc.
	Feature
	Critical
	

	INS-11
	Sampling
	Allow end-users to update the due diligence details of a jockey and upload relevant documents.
	Feature
	Critical
	

	INS-12
	Sampling
	Maintain the following minimum details for each sample:
· Sampling date
· Sample reference numbers
· Sampling category (A/B)
· Type of sampling 
· Details on sampling collected (e.g., location, stable)
· Seal number 
· Sampling despatch details (date of despatch, laboratory to which sample was despatched)
· Sample transfer details (refer to INS-15)
· Sampling results
· Details on the opening of samples (date, comments)
· Details on euthanised horses (date and veterinarian)
· GRA officer comments and flags
Refer to the Master Data Management section for additional details.
	Feature
	Critical
	

	INS-13
	Sampling
	Maintain the following minimum details for sample transfers: 
· Date of transfer
· Start time of transfer
· End time of transfer
· Officers present during despatch
· Flag confirming sample verification
· Number of samples taken
· Seal numbers of samples
· Registration number of vehicle conveying samples
· Registration of vehicle escorting samples
· Departure location
· Departure time and date
· Arrival date and time at laboratory
· Name of receiver at laboratory
· Discrepancies and relevant amendment details
	Feature
	Critical
	

	INS-14
	Sampling
	Allow the generation of different sample collection checklists per sample category and type collected. 
	Report
	Critical
	

	INS-15
	Sampling
	Generate sample transfer reports which are based on the category and type of sample transferred. 
	Report
	Critical
	

	INS-16
	Sampling
	Allow end-users to approve sample transfers within the system.
	Control
	Critical
	

	INS-17
	Sampling
	Allow end-users to generate a list of all out of competition racehorses, corresponding sampling, and test results.
	Report
	Critical
	

	INS-18
	Sampling
	Allow end-users to generate and maintain checklists for the opening of sample cards.
	Report
	Critical
	

	INS-19
	Sampling
	Allow the generation or viewing of a list of all sampling exercise performed during a user defined period.
	Report
	Critical
	

	INS-20
	Sampling
	Allow linking the sampling details and results with the master database.
	Feature
	Critical
	

	INS-21
	Second inspection or sampling
	Allow end-users to capture details of inspections or  samplings performed to confirm the outcome of previous inspections or samplings. Sampling is performed again in case of positive results during the first sample and investigation.
	Feature
	Critical
	

	INS-22
	Stable inspections
	Allow capture of the following minimum information for stable inspections performed by GRA officers:
· Licensed trainer details
· Date
· Time
· Location
· Vitamins and medicines
· Tack room
· Feed room
· Inspection of horses
· Bedding condition
· Specimen taken
· Witness name
· Specimen collector
· General comments
· Number of horses
· Treatment logbook
· Persons interviewed 
· Comments
	Feature
	Critical
	

	INS-23
	Sampling
	Allow end-users to maintain details on horse feed sampling and tests.
	Feature
	Critical
	

	INS-24
	Reporting
	Allow end-users to generate sampling/inspection outcome reports for each inspection/sampling performed.
	Report
	Critical
	

	INS-25
	Reporting
	Generate Board papers with inspection and/or sampling details for offline approval.
	Report
	Critical
	

	INS-26
	Workflow
	Allow the definition and customisation of workflows (e.g., automatic routing to specific end-user or group of end-users, multi-level approvals as per the requirements of the license type) for an inspection or sampling.
	Control
	Critical
	

	INS-27
	Workflow
	Allow end-users to approve and capture comments for approvals/rejections.
	Feature
	Critical
	

	INS-28
	Workflow
	Allow end-users to upload approval evidence in case of offline approval.
	Feature
	Critical
	

	INS-29
	Workflow
	Provide fields to indicate the final outcome of an inspection or sampling.
	Feature
	Critical
	

	INS-30
	Reporting
	Allow end-users to generate reports of licensees where inspection has been carried out within a user defined period of time.
	Report
	Critical
	

	INS-31
	Reporting
	Allow end-users to generate reports of licensees where inspections need to be performed based on the following parameters:
· License type
· Date range for last inspection date
· Licensee region

The report should include following minimum details:
· Licensee details
· Last inspection date
· Last inspection results/outcomes
· Name of person who performed last inspection
· Linked licenses
	Report
	Critical
	

	INS-32
	Reporting
	Allow end-users to generate a report of all planned inspections within a user defined period.
	Report
	Critical
	

	INS-33
	Reporting
	Allow end-users to generate a list of all horses not sampled within a user defined period.
	Report
	Critical
	

	INS-34
	Reporting
	Allow end-users to generate a list of all jockeys not sampled within a user defined period.
	Report
	Critical
	

	INS-35
	Reporting
	Allow end-users to generate a list of all sampling and investigations performed within a user defined period.
	Report
	Critical
	

	INS-36
	Interface with other modules
	Integrate with the Planning and Roster Management module and automatically create a task in the work plan of the relevant GRA officers upon the scheduling of an inspection/sampling visit.
	Feature
	Essential
	

	INS-37
	Interface with other modules
	Allow linking of inspection/sampling records to the relevant master records, license records or complaints (where applicable).
	Feature
	Critical
	

	INS-38
	Interface with other modules
	Allow end-users to link a breach record to a particular inspection/sampling record if required.
	Feature
	Critical
	

	INS-39
	Interface with other modules
	Flag master/license records (e.g., in other modules) based on the inspection/sampling outcomes.
	Feature
	Critical
	

	INS-40
	Interface with other modules
	Allow upload of documents which can be linked to the relevant files. Refer to the Document Management section.
	Feature
	Critical
	

	INS-41
	Interface with other modules
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
	




5. AML-CFT

5.1. Risk Assessment and Remediation
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	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	AML-01
	Risk assessment 
	Maintain the following fields for a risk assessment questionnaire for a licensee:
· Year (risk assessments are performed on a yearly basis)
· Date on which the risk assessment questionnaire was shared with the licensee
· Submission deadline
· Date on which the risk assessment questionnaire was returned to the GRA
· Medium through which the questionnaire was received by the GRA (e.g., by postal service or by the online portal)
· Date on which the GRA officer reviewed and amended the risk assessment
· Overall risk rating (based on pre-defined calculation involving the cumulative of all risk ratings per questions
· Questionnaire status (e.g., sent to licensee, response received, non-responsive, under review, sent for approval, approved)
	Feature
	Critical
	

	AML-02
	Risk assessment 
	Allow the definition and customisation of a set of questions for the risk assessment questionnaire.
	Feature
	Critical
	

	AML-03
	Risk assessment 
	Maintain the following minimum details for each question in the questionnaire:
· Answer by licensee before inspection
· Risk ratings pre-inspection
· Risk outcome pre-inspection
· Reviewed by GRA post-inspection
· Risk ratings post-inspection
· Risk outcome post-inspection
· Comments and/or justifications
· Information received from other authorities (e.g., such as Independent Commission Against Corruption Mauritius, Mauritius Revenue Authority)
· Desktop review comments and results
	Feature
	Critical
	

	AML-04
	Risk assessment 
	Allow generation of AML risk assessment questionnaires in commonly used formats (e.g., Microsoft Word)
	Feature
	Critical
	

	AML-05
	Risk assessment 
	Allow the risk assessment questionnaire to be accessible and completed through the Online Portal. Refer to the Online Portal section.
	Feature
	Critical
	

	AML-06
	Risk assessment 
	Allow end-user to differentiate between responses received through the Online Portal and through email or in hard copy.
	Feature
	Critical
	

	AML-07
	Risk assessment 
	Allow the definition of timeframes (per licensee) during which the completed questionnaires should be submitted to the GRA.
	Feature
	Critical
	

	AML-08
	Risk assessment 
	Automatically update the status to ‘non-responsive’ in case of non-timely submission of questionnaires (i.e., after the expiry of the set timeframe).
	Feature
	Critical
	

	AML-09
	Risk assessment 
	Allow generation of reports of all licensees who have not submitted their completed questionnaires before the submission deadlines.
	Report
	Critical
	

	AML-10
	Risk assessment 
	Alert end-users regarding specific events (e.g., questionnaire not submitted within deadline).
	Feature
	Critical
	

	AML-11
	Risk assessment 
	Allow end-users to update the questionnaire details in case response was received via email or in paper-based form (e.g., post).
	Feature
	Critical
	

	AML-12
	Risk assessment 
	Allow the upload and linking of all documents received from the licensees to the risk assessment questionnaire.
	Feature
	Critical
	

	AML-13
	Risk assessment 
	Allow the linkage of the risk assessments to the relevant licensee master data.
	Feature
	Critical
	

	AML-14
	Risk assessment 
	Maintain a risk rating, risk impact and risk likelihood and the risk outcome (e.g., low to high) for each question of the risk assessment questionnaire prior inspection and post inspection/assessment.
	Feature
	Critical
	

	AML-15
	Risk assessment 
	Allow end-users to update the risks for each risk assessment question.
	Feature
	Critical
	

	AML-16
	Risk assessment 
	Automatically calculate the overall risk rating and outcome based on the individual risk ratings captured for each question.
	Feature
	Critical
	

	AML-17
	Risk assessment 
	Allow more than one end-user to work on a risk assessment record concurrently.
	Feature
	Essential
	

	AML-18
	Risk assessment 
	Maintain audit trails of changes to the risk assessment questionnaires.
	Control
	Critical
	

	AML-19
	Risk assessment 
	Generate information request emails/letters, addressed to other authorities (e.g., such as Independent Commission Against Corruption Mauritius, Mauritius Revenue Authority).
	Report
	Critical
	

	AML-20
	Risk assessment 
	Allow the upload of documents received during the risk assessment from licensees and from other authorities.
	Feature
	Critical
	

	AML-21
	Risk assessment 
	Maintain a risk assessment status for each licensee per year. Risk assessments are performed every year.
	Feature
	Critical
	

	AML-22
	Inspection
	Allow end-users to indicate if an onsite or offsite inspection is required. The need to perform inspections is based on a case to case assessment and as per the overall risk rating.
· For all medium and low risk ratings: An offsite inspection is performed
· For high and very risk ratings: An onsite inspection is performed.
	Feature
	Critical
	

	AML-23
	Inspection
	Maintain the following minimum information for onsite inspections:
· Inspection date
· GRA officers who performed the inspection
· Inspection checklist
· Inspection comments against the relevant risk assessment questions
· Interview comments and interviewee details
	Feature
	Critical
	

	AML-24
	Inspection
	Cater for more than one onsite inspection instance for each risk assessment i.e., one before recommendations are issued and one to verify if recommendations have been implemented. 
	Feature
	Critical
	

	AML-25
	Reporting
	Allow the generation of pre-defined reports based on the completed questionnaires.
	Report
	critical
	

	AML-26
	Remediation tracking
	Allow the creation of a remediation plan for licensees with identified risks and maintain the following minimum details for each plan:
· Remediation plan start date
· Plan duration (typically 1 to 3 months)
· Remediation activities
· Remediation plan status:
· In draft (Pending communication for approval)
· In review (Plan has been sent for approval)
· Approved (Plan has been approved by all stakeholders)
· Rejected (Plan has been rejected)
· Under Implementation (Plan has been shared with licensee and is being implemented)
· Not Acknowledged (Plan has not been acknowledged and accepted by licensee)
· Implemented (Plan has been implemented and closed)
· Defaulted (Licensee has not implemented the plan in the prescribed implementation period)
	Feature
	Critical
	

	AML-27
	Remediation tracking
	Allow end-users to generate a compliance letter with the remediation plan.
	Report
	Critical
	

	AML-28
	Remediation tracking
	Allow identified users to approve the examinations report and the compliance letter.
	Control
	Critical
	

	AML-29
	Remediation tracking
	Support the definition and customisation of workflows for the review and approval of reports.
	Feature
	Critical
	

	AML-30
	Remediation tracking
	Allow end-users to generate pre-defined reports based on the captured data (e.g., intended for Committees).
	Report
	Critical
	

	AML-31
	Remediation tracking
	Restrict the access to amend approval status to end-users with specific access rights.
	Control
	Critical
	

	AML-32
	Remediation tracking
	Allow end-users with the means to update approval/approval comments or upload relevant evidence (e.g., for offline approvals).
	Feature
	Critical
	

	AML-33
	Remediation tracking
	Allow end-users to indicate whether the compliance letter has been despatched to relevant stakeholders and record the date of despatch.
	Feature
	Critical
	

	AML-34
	Remediation tracking
	Allow the definition of a maximum period during which a licensee can acknowledge the receipt of the compliance letter.
	Feature
	Critical
	

	AML-35
	Remediation tracking
	Allow end-users to indicate that an acknowledgement (to the compliance letter) has been received from the licensee. The system shall maintain the date at which the acknowledgement is received. 
	Feature
	Critical
	

	AML-36
	Remediation tracking
	Alert end-users of instances of missed acknowledgements from licensees.
	Feature
	Critical
	

	AML-37
	Remediation tracking
	Generate convocation letters for licensees who have not acknowledged receipt of the compliance letter.
	Report
	Critical
	

	AML-38
	Remediation tracking
	Allow the maintenance of details relating to follow ups and discussions with the licensee who has not acknowledged the compliance letter. 
	Feature
	Critical
	

	AML-39
	Remediation tracking
	Allow end-users to capture any representations/counter propositions relating to the remediation plan (including uploading of relevant documents), by the licensee.
	Feature
	Critical
	

	AML-40
	Remediation tracking
	Allow the amendment of the remediation plan (including changes to the timeframes) based on approved representations/counter propositions.
	Feature
	Critical
	

	AML-41
	Remediation tracking
	Allow end-users to document regular follow-ups on the progress of implementation of the remediation plan.
	Feature
	Critical
	

	AML-42
	Remediation tracking
	Allow end-users to upload any documentation received against the remediation plan.
	Feature
	Critical
	

	AML-43
	Remediation tracking
	Alert end-users of instances where the remediation plans have not been completed within the defined timeframe.
	Feature
	Critical
	

	AML-44
	Remediation tracking
	Support planning of follow-up inspections and maintain the following minimum inspection details:
· Inspection date
· GRA officers who performed the inspection
· Inspection checklist
· Inspection comments against relevant risk assessment questions.
· Interview comments and interviewee details
	Feature
	Critical
	

	AML-45
	Remediation tracking
	Allow end-users to re-assess and rate the risks identified during the initial assessment and indicate the extent of implementation of the remediation plan/activities.
	Feature
	Critical
	

	AML-46
	Remediation tracking
	Enforce workflow-based approvals for amendments to the remediation plans. 
	Control
	Critical
	

	AML-47
	Remediation tracking
	Allow end-users to capture the actions after follow-ups (e.g., license should be revoked or a fine should be issued).
	Feature
	Critical
	

	AML-48
	Remediation tracking
	Generate pre-defined letters for the request documents to support implementation of remediation actions from the licensee.
	Report
	Critical
	

	AML-49
	Remediation tracking
	Before closing a risk assessment, all findings, recommendations should be approved. At present, approval is required from head of department, internal GRA Committee and Board.
	Control
	Critical
	

	AML-50
	Remediation tracking
	Flag licensee records when a remediation plan is ongoing or in case of non-compliance/fine, which has been approved. The system shall flag licensee records such that end-users can provide additional considerations during processing (e.g., license renewal).
	Control
	Critical
	

	AML-51
	Interface
	Interface with the document management system so that all documents generated and uploaded, are stored in a central location. 
	Feature
	Critical
	

	AML-52
	Interface
	Allow end-users to view relevant licensee documents from the licensing module, master data and/or the document management system.
	Feature
	Critical
	

	AML-53
	Interface
	Interface with the licensing module such that all information and mark ups/flags pertaining to licensee master data are reflected in the master database.
	Feature
	Critical
	

	AML-54
	Interface
	Interface with the InfoHighway so that licensee information can be retrieved directly. The specific information will be defined during the implementation phase.
	Feature
	Critical
	

	AML-55
	Reporting
	Allow the generation of a list of all active licenses per license type. Report should at minimum include the following:
· Licensee reference
· Name
· Contact details
· Main license details
· Attached license details
	Report
	Critical
	

	AML-56
	Reporting
	Generate report on the number of inspections conducted in a user defined period.
	Report
	Critical
	

	AML-57
	Reporting
	Generate reports on the type of inspections conducted in a user defined period.
	Report
	Critical
	

	AML-58
	Reporting
	Generate report on the number of sanctions provided in a user defined period.
	Report
	Critical
	

	AML-59
	Reporting
	Generate report on the number of breaches logged in a user defined period.
	Report
	Critical
	

	AML-60
	Reporting
	Generate report on the type of breaches logged in a user defined period.
	Report
	Critical
	

	AML-61
	Reporting
	Generate report on the type of sanctions given in a user defined period.
	Report
	Critical
	

	AML-62
	Reporting
	Generate report on the number of remedial plans provided in a user defined period.
	Report
	Critical
	

	AML-63
	Reporting
	Generate report on number of communications issued in a user defined period.
	Report
	Critical
	

	AML-64
	Reporting
	Generate report on the number and name of licensees who submitted their annual reports.
	Report
	Critical
	

	AML-65
	Reporting
	Generate report on the licensee/entities per risk rating (e.g., very high, high, medium, low and very low)
	Report
	Critical
	





6. [bookmark: _Toc82071044]Administration

6.1. Document Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	EDMS-01
	General
	Have multi-organisation capabilities using a single instance (i.e., separate document/record management for different entities).
	Feature
	Essential
	

	EDMS-02
	General
	Support a folder structure (i.e., file plan, file classification scheme or file index) which allows the setting up of a structured folder hierarchy, which will be defined by the GRA. There shall be no limitations on the number of levels in the hierarchy. An example of hierarchy (for illustrative purposes only) is:
- Level 1: Finance
    - Level 2: Accounts Payable
       - Level 3: Vendor A
         - Level 4: File A (e.g. Project Name)
            - Level 5; Volume 1
               - Level 6: Record X/Document X
	Feature
	Critical
	

	EDMS-03
	General
	Allow the creation of the following under the folder structure (as per above):
· File: Represents one or more volumes, which are inter-related and linked
· Volume: Represents a physical file. A file can consist of multiple and inter-related volumes
	Feature
	Critical
	

	EDMS-04
	Document capture
	Integrate with different brands of scanners.
	Feature
	Critical
	

	EDMS-05
	Document capture
	Integrate with different brands of Optical Character Recognition (OCR)/Intelligent Character Recognition (ICT) readers (software or hardware) or provide in-built OCR/ICR features (which can effectively read from at a minimum 250 dpi scanned documents).
	Feature
	Critical
	

	EDMS-06
	Document capture
	Allow automatic extraction of text from specific sections of documents (which will be defined by the GRA) and capture on system.
	Feature
	Essential
	

	EDMS-07
	Document capture
	Allow automatic creation of full-text searchable documents generated from scanned images (e.g., letters, memos).
	Feature
	Essential
	

	EDMS-08
	Document capture
	Support bar code recognition for scanned images.
	Feature
	Desirable
	

	EDMS-09
	Document capture
	Allow simultaneous capture from at least 2 scanners/OCRs.

Note: This does not apply during migration activities where a high volume of scanning/capture is expected, and mass import is expected.
	Feature
	Critical
	

	EDMS-10
	Document capture
	Allow end-users to configure the maximum size of documents/records which will be attached on the system (with a maximum of 1 GB per file).
	Feature
	Critical
	

	EDMS-11
	Document capture
	Provide the option to upload individual documents and in bulk (e.g., capture many documents in a directory simultaneously).
	Feature
	Critical
	

	EDMS-12
	Document capture
	Integrate with other common business applications/technologies (e.g., through Application Programming Interfaces or connectors) to allow exchange of data or capture of documents/records.
	Feature
	Essential
	

	EDMS-13
	Document capture
	Support integration with an electronic signature system.
	Feature
	Desirable
	

	EDMS-14
	Document capture
	Capture all types of documents/records in their native formats. Illustrative examples (non-exhaustive) of typical formats are:
- Microsoft Office files (e.g. Microsoft Word, Microsoft Excel, Microsoft PowerPoint, Microsoft Outlook)
- Images and pictures (e.g. jpg, jpeg, gif, bmp, tiff)
- Adobe Acrobat (i.e. pdf)
- Multimedia (e.g. mpeg, mp4, mp3)

System shall also support new file formats.
	Feature
	Critical
	

	EDMS-15
	Document capture
	Allow the capture of documents/records even if the generating application is not present.
	Feature
	Critical
	

	EDMS-16
	Document capture
	Integrate with desktop applications and allow users to save documents/records straight from the native applications in which they were created.
	Feature
	Essential
	

	EDMS-17
	Document capture
	Allow unlimited number of documents/records to be saved under a volume or file. The system shall allow end-users (with specific access rights) to configure this parameter.
	Feature
	Critical
	

	EDMS-18
	Registration
	Automatically assign a unique identifier to uploaded document/record. The system shall allow customisation of the convention used for the unique identifier by the GRA.
	Control
	Critical
	

	EDMS-19
	Registration
	Allow categorisation of an uploaded document as either a document or a record.
	Feature
	Critical
	

	EDMS-20
	Registration
	Allow marking documents/records as draft or final. The system shall prevent amendments to final documents/records, unless overridden by end-users with specific access rights.
	Control
	Critical
	

	EDMS-21
	Registration
	Support the linking of inter-related documents/records so that they can be managed as a single component.
	Feature
	Critical
	

	EDMS-22
	Registration
	Enforce the use of a naming convention for documents/records, which will be defined by the GRA.
	Feature
	Essential
	

	EDMS-23
	Registration
	Prompt end-users if there is an attempt to register a document/record with a name/description that already exists.
	Control
	Critical
	

	EDMS-24
	Registration
	Automatically populates specific metadata (refer to the requirements relating to metadata in this section).
	Feature
	Critical
	

	EDMS-25
	Registration
	Allow end-users to capture specific metadata (refer to the requirements relating to metadata in this section).
	Feature
	Critical
	

	EDMS-26
	Registration
	Prompt end-users upon successful upload of documents/records and notify end-users with an error message in case of failure.
	Feature
	Critical
	

	EDMS-27
	Registration
	Enforce that uploaded documents/records are assigned to at least one file/volume upon registration.
	Feature
	Critical
	

	EDMS-28
	Registration
	Allow the creation of a placeholder/shell for a document/record (e.g., for instance where a document has not been scanned), with the relevant document/record uploaded and linked at a later stage.
	Feature
	Essential
	

	EDMS-29
	Registration
	Capture incoming and outgoing emails and attachments either automatically or as selected by end-users.
	Feature
	Critical
	

	EDMS-30
	File and volume creation
	Automatically assign a unique identifier to each folder in the hierarchy, including the file and volume. The convention shall be defined by the GRA.
	Control
	Critical
	

	EDMS-31
	File and volume creation
	Allow the creation, renaming and deletion of folders within the hierarchy.
	Feature
	Critical
	

	EDMS-32
	File and volume creation
	Automatically create a new volume when a new file is created.
	Feature
	Critical
	

	EDMS-33
	File and volume creation
	Allow multiple files and volumes to be opened simultaneously by an end-user (e.g., through different windows).
	Feature
	Essential
	

	EDMS-34
	Legal hold
	Support the enforcement of a legal hold on a record/document and/or a group of records/documents (e.g., at file/folder level).
	Feature
	Critical
	

	EDMS-35
	Legal hold
	Allow the enforcement of multiple legal holds on a record/document and/or a group of records/documents, without the need to make copies.
	Feature
	Desirable
	

	EDMS-36
	Legal hold
	Allow the removal of a legal hold on a record by end-users with specific access rights.
	Feature
	Critical
	

	EDMS-37
	Legal hold
	Prevent disposal of records/documents under legal holds.
	Control
	Critical
	

	EDMS-38
	Document assembly and Templates
	Support the creation of standard documents (e.g. letters, forms, contracts, licenses) through the use of pre-defined templates, standard paragraphs and metadata.
	Feature
	Essential
	

	EDMS-39
	Metadata
	Allow end-users to dynamically define and remove metadata components for documents, records, files and volumes. Non-exhaustive examples of metadata are:
· Type (e.g., correspondence, contract, invoice, KYC)
· Unique identifier
· Description
· Keywords
· Source (e.g., despatch, internal)
· Date received (if incoming)
· Date generated (if internally generated)
· Date of correspondence (e.g., if letter)
· Registration date
· File identifier
· File creation date
· File first record date
· File last record date
· Volume first record date
· Volume last record date
· Expiry date (e.g., for Know Your Customer documents which are valid for specific periods)
· Physical file reference
· Physical file location
· Priority
· Retention period
· Retention reasons (e.g., comments in case retention is extended)
	Feature
	Critical
	

	EDMS-40
	Metadata
	Automatically capture metadata directly from an authoring application, operating system or generated by the system itself.
	Control
	Critical
	

	EDMS-41
	Metadata
	Allow end-users to configure the metadata components which are mandatory and optional.
	Feature
	Critical
	

	EDMS-42
	Metadata
	Allow manual capture of metadata where the data is not automatically captured by the system.
	Feature
	Critical
	

	EDMS-43
	Metadata
	Support a data classification mechanism such that documents/records can be categorised into different levels (e.g., confidential, controlled, public), which entail different security levels.
	Feature
	Essential
	

	EDMS-44
	Metadata
	Store metadata in searchable format.
	Feature
	Critical
	

	EDMS-45
	Metadata
	Store all metadata (including for disposed documents/records) unless expressly archived or deleted by end-user with specific access rights.
	Feature
	Critical
	

	EDMS-46
	Concurrency control
	Support check-in and check-out features so as to prevent modifications of documents/records by different users simultaneously.
	Feature
	Critical
	

	EDMS-47
	Concurrency control
	Identify and prompt conflicts whenever a single record/document has been checked-out at the same time, modified and checked-in later.
	Feature
	Critical
	

	EDMS-48
	Management
	Allow the assignment of an owner (i.e., an end-user) for a record, document, file, and volume.
	Feature
	Critical
	

	EDMS-49
	Management
	Allow an owner to assign owned records/documents/files/volumes to other end-users or groups of end-users (e.g., for viewing, update).
	Feature
	Critical
	

	EDMS-50
	Management
	Automatically generate an email to assigned end-users once a record/document/file/volume has been assigned.
	Feature
	Desirable
	

	EDMS-51
	Management
	Allow files to be viewed within the system through in-built viewers.
	Feature
	Critical
	

	EDMS-52
	Management
	Support end-users to work on documents/records offline (i.e., without being connected to the system). This can be done through the provision of options to select the documents/records which should be available offline.
	Feature
	Desirable
	

	EDMS-53
	Management
	Prevent the export of documents/records outside the system when working offline.
	Feature
	Desirable
	

	EDMS-54
	Management
	Allow sharing of references/links to documents/records from within the system, without the need to send the documents by email.
	Feature
	Critical
	

	EDMS-55
	Management
	Allow re-assignment of records/documents from one folder to another folder.
	Feature
	Critical
	

	EDMS-56
	Management
	Allow the copying of a document/record in different folders/files by providing the following options:
· Duplicating the document/record
· Without duplicating (i.e., maintaining a single document/record)
	Feature
	Critical
	

	EDMS-57
	Management
	Keep deleted documents/records for a period of time which can be configured by end-users with specific access rights. Within the specified period of time, the deleted documents can be restored by assigned users.
	Feature
	Desirable
	

	EDMS-58
	Management
	Prevent captured records from being deleted unless by the owner or by end-users with specific access rights during disposal.
	Control
	Critical
	

	EDMS-59
	Management
	Allow an owner to mark a folder as closed, after which no documents/records can be added, modified, removed (other than end-users with specific access rights). Documents/records should nevertheless remain accessible.
	Feature
	Critical
	

	EDMS-60
	Physical storage
	Support management of physical documents/records by allowing the following:
· Setting up of a hierarchical storage model (e.g., filing shelves, cabinet, archiving)
· Setting up of shelving layouts
	Feature
	Desirable
	

	EDMS-61
	Physical storage
	Provide the option to check in and check out physical files by capturing the following information:
· Physical file reference
· Check-out date
· Check-out by
· Purpose of check-out
· Check-in date
· Check-in by
	Feature
	Critical
	

	EDMS-62
	Physical storage
	Support box/container management functions such as calculating the eligible disposition date for the box/container based on the longest retention period in the box.
	Feature
	Desirable
	

	EDMS-63
	Physical storage
	Support the use of physical file tracking systems (e.g., bar codes or file labels).
	Feature
	Desirable
	

	EDMS-64
	Annotation and redaction
	Allow comments to be posted on documents/records.
	Feature
	Essential
	

	EDMS-65
	Annotation and redaction
	Provide the ability to mark-up documents/records (e.g., coloured marks, text annotations, sticky notes).
	Feature
	Essential
	

	EDMS-66
	Annotation and redaction
	Allow authorised end-users to make a copy of a document/record for redaction (e.g., to remove sensitive information), without affecting the original document/record.
	Feature
	Desirable
	

	EDMS-67
	Annotation and redaction
	Provide the ability to remove or hide sensitive information (e.g., removal of individual pages, addition of opaque rectangles) or integrate with software that performs such functions.
	Control
	Desirable
	

	EDMS-68
	Workflow and collaboration
	Be accessible from mobile devices (e.g., tablets, smartphones).
	Feature
	Desirable
	

	EDMS-69
	Workflow and collaboration
	Support configurable workflows (e.g. rules-based) which can be used to model organisational flows around document management. 
	Feature
	Critical
	

	EDMS-70
	Workflow and collaboration
	Allow integration of workflows with other applications (e.g., automatic approval subject to acknowledgement of fee payment recorded in Finance module).
	Feature
	Critical
	

	EDMS-71
	Workflow and collaboration
	Support a graphical user interface for creation and modification of workflows.
	Feature
	Essential
	

	EDMS-72
	Workflow and collaboration
	Support template-based workflow creation.
	Feature
	Essential
	

	EDMS-73
	Workflow and collaboration
	Support sequential routing, parallel routing, and decision branching.
	Feature
	Critical
	

	EDMS-74
	Workflow and collaboration
	Support workflows consisting of a number of steps with each step representing the movement of a document/record. There shall not be a limit on the number of steps in a workflow.
	Feature
	Critical
	

	EDMS-75
	Workflow and collaboration
	Support the assignment of workflow tasks/steps to an individual end-user or groups of end-users. The system shall provide the option to alert the end-user(s) to which actions are required, by email.
	Feature
	Critical
	

	EDMS-76
	Workflow and collaboration
	Allow authorisation and approvals of workflow tasks.
	Control
	Critical
	

	EDMS-77
	Workflow and collaboration
	Support the viewing of workflow queues (e.g., tasks assigned to specific end-users) and progress of documents/records through a workflow.
	Feature
	Essential
	

	EDMS-78
	Workflow and collaboration
	Support manual routing of documents/records (e.g., overriding a workflow if an assigned end-user is not available).
	Feature
	Critical
	

	EDMS-79
	Workflow and collaboration
	Support the creation of customised forms as part of the workflow steps.
	Feature
	Essential
	

	EDMS-80
	Version control and tracking
	Keep multiple versions of the same document/record (with the latest displayed in the default view) and allow end-users with specific access rights to access previous versions.
	Feature
	Critical
	

	EDMS-81
	Version control and tracking
	Provide the ability to track the metadata relating to all maintained versions.
	Feature
	Critical
	

	EDMS-82
	Version control and tracking
	Allow comparison of different versions of the same document/record, without the need to save on the local drive.
	Feature
	Desirable
	

	EDMS-83
	Search and retrieval
	Provide search facilities based on user-defined parameters and using all available metadata. The search features shall be within and across specified folders, documents and records.
	Feature
	Critical
	

	EDMS-84
	Search and retrieval
	Support the construction of searches using one or a combination of parameters (e.g., Boolean parameters).
	Feature
	Critical
	

	EDMS-85
	Search and retrieval
	Support advanced search mechanisms (e.g., fuzzy searching).
	Feature
	Desirable
	

	EDMS-86
	Search and retrieval
	Allow users to refine and narrow searches using the results of a previous search.
	Feature
	Essential
	

	EDMS-87
	Search and retrieval
	Support the configuration of search display formats e.g., order of presentation, number of hits per view.
	Feature
	Essential
	

	EDMS-88
	Search and retrieval
	Provide a search preview for selected files.
	Feature
	Essential
	

	EDMS-89
	Search and retrieval
	Allow export of documents/records or folders (e.g., in a compressed file).
	Feature
	Essential
	

	EDMS-90
	Search and retrieval
	Display all captured documents/records in a user-friendly view.
	Feature
	Critical
	

	EDMS-91
	Search and retrieval
	Allow printing of one or more documents/records in a folder in one operation.
	Feature
	Critical
	

	EDMS-92
	Search and retrieval
	Provide the option to affix a watermark during printing from the system.
	Control
	Desirable
	

	EDMS-93
	Security
	Maintain an unalterable audit trail which automatically captures information about actions that are performed by all end-users (including administrators). All events which occur on the system (relating to folders, documents, records and configurations) shall be audited.
	Control
	Critical
	

	EDMS-94
	Security
	Apply security access permissions (e.g., view, modify, create, print and delete) at different levels including at document, record, folder and configuration level.
	Control
	Critical
	

	EDMS-95
	Retention and disposal
	Provide the ability to retain documents/records according to their retention period and provide the following options after lapse of the retention period:
· Deletion/disposal (which needs to be triggered by end-users with specific access rights)
· Archiving and transfer to offline storage
· Extend the retention period
	Feature
	Critical
	

	EDMS-96
	Retention and disposal
	Secure all documents/records with legal holds from disposal or modifications.
	Feature
	Critical
	

	EDMS-97
	Retention and disposal
	Support the definition of a retention schedule using different triggers which can be defined by the GRA. Illustrative triggers are:
· Date of document/record registration
· Date of last retrieval of document/record
· Closing date of a folder
	Feature
	Critical
	

	EDMS-98
	Retention and disposal
	Automatically notify the designated end-users of documents/records which have reached their retention period. The system shall not automatically delete or archive documents/records.
	Feature
	Critical
	

	EDMS-99
	Retention and disposal
	Allow disposal of documents/records only by end-users with specific access rights (e.g., administrator).
	Control
	Critical
	

	EDMS-100
	Retention and disposal
	Automatically create records of disposal (e.g., documents/records destroyed, user, date, time) in case disposal is used.
	Feature
	Critical
	

	EDMS-101
	Retention and disposal
	Maintain metadata of disposed documents/records even after disposal, for future reference.
	Feature
	Critical
	

	EDMS-102
	Reporting
	Provide flexible and user-centric reporting capabilities which allow dynamic reporting based on available metadata. Illustrative reports (non-exhaustive) which shall be available are:
· Physical files which have been checked out but not checked in
· Statistical details (e.g., total number of records/documents, size)
· Audit trail activities for user specified timeframes
· Security reports relating user access rights and activities
· Documents/records which have neared their retention period
· Documents/records which have been deleted or archived within a user specified period
	Feature
	Critical
	

	EDMS-103
	Reporting
	Provide relevant reports which are aligned to the access rights of end-users.
	Feature
	Critical
	

	EDMS-104
	Standards
	Be compliant with general data privacy requirements (e.g., European Union General Data Protection Regulation).
	Feature
	Desirable
	

	EDMS-105
	Reporting
	Be certified with relevant ISO standards relating to records management (e.g., ISO 15489, ISO 16175).
	Feature
	Desirable
	

	EDMS-106
	Interface
	Allow end-users to indicate documents uploaded on the system but not yet filed in physical files
	Feature
	Critical
	





6.2. Procurement  
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	PRC-01
	General
	Support compliance with all the requirements of the Public Procurement Policy Office (e.g., procurement plan, Return on procurement activities, e-procurement)
	Feature
	Critical
	

	PRC-02
	Purchase requests
	Allow end-users to manage maintenance requests from departments.
	Feature
	Critical
	

	PRC-03
	Purchase requests
	Provide reports detailing all maintenance requests approved and converted into purchase orders.
	Report
	Critical
	

	PRC-04
	Purchase requests
	Allow end-users to create purchase requests.
	Feature
	Critical
	

	PRC-05
	Purchase requests
	Verify the availability of budget and alert end-users when raising purchase requests.
	Feature
	Critical
	

	PRC-06
	Purchase requests
	Provide end-users the possibility to initiate additional budget request or a grant request, in case of insufficient budget.
	Feature
	Critical
	

	PRC-07
	Purchase requests
	Allow the uploading of documents for a purchase request.
	Feature
	Critical
	

	PRC-08
	Purchase requests
	Support workflows for the review and approval of purchase requests. 
	Control
	Critical
	

	PRC-09

	Direct procurement (Acknowledgment of services)
	Allow end-users who initiated purchase requests, to acknowledge delivery from suppliers so that payment can be made by Finance. The same feature shall be supported for maintenance requests.
	Feature
	Critical
	

	PRC-10
	Indirect procurement - Purchase requisition
	Maintain purchase requisitions with the following minimum details:
· Date of creation of purchase requisition (system generated)
· User account creating purchase requisition (system generated)
· System generated unique purchase requisition number (alphanumeric with format to be defined by GRA)
· Selection of supplier through a drop down menu. Supplier information shall be automatically pulled from the supplier database upon selection of the supplier code or name/initial 
· Selection of product through a drop down menu. Product information shall be automatically pulled from the product database upon selection of the product code or description
· Quantity of product (including batching if delivery is expected in batches)
· Total purchase requisition amount which shall be system generated (with and without Value-Added-Tax)
· Value-Added-Tax amount which shall be system generated
· Purchase requisition status (pending approval, approved, cancelled).
	Feature
	Critical
	

	PRC-11
	Indirect procurement - Purchase requisition
	Allow end-users to view purchase requisitions which are not approved, so that follow-ups can be performed.
	Feature
	Critical
	

	PRC-12
	Indirect procurement - Purchase requisition
	Automatically route purchase requisitions using workflows to the relevant end-users for approval. There are multiple levels of review and approval for a purchase requisition. E.g.,:
· Purchase requisition is raised by Human Resources  Officer
· The requisition is recommended by the Accountant.
· The requisition is approved by either the Chief Executive or the Administration and Human Resources Manager.
	Feature
	Critical
	

	PRC-13
	Indirect procurement - Purchase order
	Create a purchase order after the approval of a purchase requisition.
	Feature
	Critical
	

	PRC-14
	Indirect procurement - Purchase order
	Maintain purchase orders with the following minimum details:
· Date of creation of purchase order (system generated)
· System generated unique purchase order number (alphanumeric with format to be defined by GRA)
· Supplier information (based on purchase requisition)
· Product information (based on purchase requisition)
· Quantity of product (based on purchase requisition)
· Total purchase order amount which is based on the purchase requisition (with or without Value-Added-Tax)
· Value-Added-Tax amount (based on purchase requisition)
· Purchase order status (pending approval, approved levels, cancelled)
· Delivery plan (for example one purchase order may require the ordered goods to be delivered in multiple batches and/or at different points in time)
· Purpose of the purchase
	Feature
	Critical
	

	PRC-15
	Indirect procurement - Purchase order
	Allow the definition and customisation of review and approval workflows for purchase orders. 

Note: The contractual terms and payment quantum should be approved for each PO as applicable.
	Feature
	Critical
	

	PRC-16
	Indirect procurement - Purchase order
	Allow printing of purchase orders once they are approved. 
	Feature
	Critical
	

	PRC-17
	Indirect procurement - Purchase order
	Allow the sending of a purchase order to the selected supplier by email, upon finalisation.
	Feature
	Critical
	

	PRC-18
	Indirect procurement - Purchase order
	Allow end-users to define specific GRA employees who need to be copied in each email sent to suppliers. 
	Feature
	Critical
	

	PRC-19
	Indirect procurement - Purchase order
	Prevent amendments to a purchase order once it has been finalised.
	Control
	Critical
	

	PRC-20
	Indirect procurement - Purchase order
	Restrict access to cancel a purchase order to end-users with specific access rights.
	Control
	Critical
	

	PRC-21
	Indirect Procurement - Receipting
	Allow end-users to perform matching of the goods received and the purchase order, and approve the receipt of goods.
	Feature
	Critical
	

	PRC-22
	Indirect Procurement - Receipting
	Allow the flagging of discrepancies identified during the matching process.
	Feature
	Critical
	

	PRC-23
	Indirect Procurement - Receipting
	Support the definition and customisation of workflows to approve all discrepancies (identified during the matching process).
	Control
	Critical
	

	PRC-24
	Indirect Procurement - Receipting
	Allow the generation of Goods Received Notes.
	Report
	Critical
	

	PRC-25
	Indirect Procurement - Receipting
	Automatically update the relevant inventory details, once the receipting has been approved 
	Feature
	Critical
	

	PRC-26
	Interface
	Prompt end-users for the update of the Fixed Asset Register when a Goods Received Note is generated for a fixed asset item.
	Feature
	Critical
	

	PRC-27
	Indirect Procurement - Receipting
	Allow the upload of delivery notes and invoices received from suppliers.
	Feature
	Critical
	

	PRC-28
	Indirect Procurement - Receipting
	Allow end-users (in Finance Unit) to identify payments due once a Goods Received Note is approved and the corresponding supplier invoice has been received.
	Feature
	Critical
	

	PRC-29
	Indirect Procurement - Receipting
	Allow the processing of partial goods receipts.
	Feature
	Critical
	

	PRC-30
	Indirect Procurement - Receipting
	Allow the processing of blanket purchase orders.
	Feature
	Critical
	

	PRC-31
	Indirect Procurement - Receipting
	Cater for discount after delivery by allowing override of the purchase order amount by end-users (with specific access rights), to match with the invoice amount at the time of payment. Purchase order shall then be rerouted through the appropriate approval workflow.
	Feature
	Critical
	

	PRC-32
	Supplier creation and maintenance
	Maintain a centralised supplier database which consists of the following information at minimum:
· System generated unique code for each supplier
· Supplier name (mandatory)
· Address (mandatory)
· Contact (e.g., name of sales representatives)
· Business Registration Number (mandatory for local suppliers)
· Email address
· Telephone number(s)
· Fax number (s)
· Supplier classification (type of products/services offered)
· List of products/services provided by supplier
· Supplier status (active, inactive, blacklisted)
· Terms of payment (number of days payment is due after date of invoice) (mandatory for each type of product/service)
· Supplier bank details (mandatory)
· Supplier rating
· Internet banking details
· Value-Added-Tax number (if VAT registered)
· Indicator of compliance/non-compliance to checklists/criteria used by GRA at the time of evaluation of a supplier. The checklists should not be hard-coded. The end-user shall be able to amend the checklists.
	Feature
	Critical
	

	PRC-33
	Supplier creation and maintenance
	Allow recording and reporting of supplier performance in line with leading practices.
	Report
	Critical
	

	PRC-34
	Supplier creation and maintenance
	Allow end-users to link complaints received to supplier records.
	Feature
	Critical
	

	PRC-35
	Supplier creation and maintenance
	Allow generation of reports about historical performance of suppliers.
	Report
	Critical
	

	PRC-36
	Supplier creation and maintenance
	Allow generation of reports of complaints per supplier.
	Report
	Critical
	

	PRC-37
	Supplier creation and maintenance
	Provide analysis reports for suppliers (e.g., spend analysis).
	Report
	Essential
	

	PRC-38
	Supplier creation and maintenance
	Link all correspondences (e.g., request for quotes, invoices) sent to suppliers to the corresponding master records.
	Feature
	Critical
	

	PRC-39
	Supplier creation and maintenance
	Allow the definition of mandatory fields and documents when creating and amending a supplier record.
	Control
	Critical
	

	PRC-40
	Supplier creation and maintenance
	Allow end-users to define multiple supplier payment schedules.
	Feature
	Critical
	

	PRC-41
	Product creation and maintenance
	Maintain a centralised product database which consists of the following attributes at minimum:
· System generated unique code for each product
· Product name (mandatory)
· Product category
· Validity period (date from and date to, for which a particular price of product is valid) (mandatory)
· Unit price (with and without Value-Added-Tax)
· Metric (Kilograms, Litres, Unites)
· Currency
	Feature
	Critical
	

	PRC-42
	Product creation and maintenance
	Prevent creation of duplicate products based on pre-defined criteria (e.g., duplicate product names).
	Control
	Critical
	

	PRC-43
	Product creation and maintenance
	Prevent deletion of products from the master database. Products shall be deactivated instead.
	Control
	Critical
	

	PRC-44
	Product creation and maintenance
	Generate report of all changes effected to product data for a user specified period. For each change, the following shall be included at a minimum:
· Date and time of change
· Old value 
· New value
· Identification of end-user who performed the change
	Report
	Critical
	

	PRC-45
	Product creation and maintenance
	Allow end-users to create services provided by suppliers.
	Feature
	Critical
	

	PRC-46
	Supplier creation and maintenance
	Allow linkage of one supplier to multiple products.
	Feature
	Critical
	

	PRC-47
	Reporting
	Allow generation of reports with purchase price history per supplier.
	Report
	Critical
	

	PRC-48
	Reporting
	Allow generation of list of expenses over a user-specified period.
	Report
	Critical
	

	PRC-49
	Reporting
	Allow generation of list of expenses per item code.
	Report
	Critical
	

	PRC-50
	Reporting
	Allow generation of list of expenses per supplier.
	Report
	Critical
	

	PRC-51
	Fuel replenishment request
	Allow end-users to process fuel replenishment requests submitted by GRA drivers.
	Feature
	Critical
	

	PRC-52
	Fuel replenishment request
	Allow end-users to capture the following minimum details for a fuel replenishment request:
· Fuel at close
· Mileage at close
	Feature
	Critical
	

	PRC-53
	Fuel replenishment request
	Allow monitoring of fuel consumption by maintaining the following:
· Fuel at start
· Fuel at close
· Fuel used
· Fuel issued
· Mileage at start
· Mileage at close
· Kilometres travelled
· Litres of fuel consumed in total
	Feature
	Critical
	

	PRC-54
	Fuel replenishment request
	Allow exception reporting around fuel consumption/replenishment requests based on criteria and rules to be defined by GRA.
	Report
	Critical
	

	PRC-55
	Fuel replenishment request
	Allow end-users to attach relevant documents and process payments, on receipt of purchase invoice and purchase order from the fuel provider at month-end.
	Feature
	Critical
	

	PRC-56
	Fuel replenishment request
	Provide reports to oversee the fuel requested and consumed for each vehicle.
	Report
	Critical
	

	PRC-57
	Workflow
	Support workflows for the review and approval of purchase orders.
	Feature
	Critical
	





6.3. Planning and Roster Management 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	PL-01
	Plan creation and maintenance
	Allow the planning of the workforce for:
· Roster planning for receptionist
· Inspection planning (performed by more than one team e.g., inspections are planned for each license type)
· Transport allocation planning
	Feature
	Critical
	

	PL-02
	Master calendar
	Provide a master calendar giving managers and supervisors an immediate view on employees’ status and availability.
	Feature
	Critical
	

	PL-03
	Interface
	Interface with the relevant modules/systems to have the availability (e.g., taking into account leaves, holidays or already planned interventions) of GRA officers when preparing a plan.
	Feature
	Critical
	

	PL-04
	Interface
	Interface with the Human Resource module/system for payroll and accurate employee records.
	Feature
	Critical
	

	PL-05
	Plan creation and maintenance
	Notify officers by email when they have been added on a plan.
	Feature
	Critical
	

	PL-06
	Plan creation and maintenance
	Notify officers by email before their assigned task is due within defined notification period.
	Feature
	Critical
	

	PL-07
	Plan creation and maintenance
	Allow the cancellation of a plan by end-users with defined access rights.
	Control
	Critical
	

	PL-08
	Plan creation and maintenance
	Allow end-users with specific access rights to amend plans.
	Control
	Critical
	

	PL-09
	Plan creation and maintenance
	Provide reports showing the working time and statistics at all levels.
	Report
	Critical
	

	PL-10
	Plan creation and maintenance
	Adhere to working time principles governed by the GRA regulations and other regulations followed by the GRA.
	Feature
	Critical
	

	PL-11
	Plan creation and maintenance
	Define access rights governing read, write, amend, delete transactions.
	Control
	Critical
	

	PL-12
	Transport request and allocation
	Allow end-users (requesting transport) to view the planner before requesting transport.
	Feature
	Critical
	

	PL-13
	Transport request and allocation
	Define customisable workflows for the approval of all transport requests. E.g., all requests should be approved by the head of department of the requestor and the HR officer.
	Control
	Critical
	

	PL-14
	Transport request and allocation
	Notify or prompt the requestor in case no transport is available on the dates requested.
	Feature
	Critical
	

	PL-15
	Transport request and allocation
	Allow end-users (with specific access rights) to assign a priority to tasks/trips and amend/cancel where required. The system shall not automatically reject transport requests based on unavailability of resources.
	Control
	Critical
	

	PL-16
	Transport request and allocation
	Allow end-users (with specific access rights) to approve or reject requests, through a second level approval prior to finalising the planning.
	Feature
	Critical
	

	PL-17
	Transport request and allocation
	Automatically notify the end-users (who initiated the requests) when their requests are approved or rejected.
	Feature
	Critical
	

	PL-18
	Transport request and allocation
	Allow end-users to maintain a planner for the office transport.
	Feature
	Critical
	

	PL-19
	Transport request and allocation
	Allow end-users to request transport. The request shall contain the following minimum information:
· Name of requester
· Post held
· Contact number
· Vehicle required on
· Whether overtime involved
· Itinerary
· Reason for trip
· Whether eligible for official car
· Reasons if not eligible
· Whether accompanied by other officers. If yes, capture name(s), job title and eligibility of travel grant
· Recommended
· Approved/Not approved
· Notification of driver
	Feature
	Critical
	

	PL-20
	Transport request and allocation
	Consider the driver's availability (taking into account leaves, holidays already booked) when finalising a request and alert the end-user in case of unavailability of driver at requested time.
	Feature
	Critical
	

	PL-21
	Transport request and allocation
	Allow the requestor to confirm the trip has been completed with remarks option.
	Feature
	Critical
	

	PL-22
	Transport request and allocation
	Generate reports with the number of trips and kilometres travelled per driver for user defined periods.
	Report
	Critical
	

	PL-23
	General
	Allow end-users to print roster or planning reports.
	Report
	Critical
	

	PL-24
	General
	Allow end-users to extract the roster in Adobe Acrobat and Microsoft Excel format.
	Report
	Critical
	

	PL-25
	Roster and inspection planning
	Integrate with other modules so that planned inspection details captured in the planner, correspond to valid inspection records .
	Feature
	Critical
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6.4. Tracking Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LOG-01
	Visitor logging
	Maintain a log of all visitors to GRA premises and capture the following details amongst others for all visitors: 
· Full name
· Date of visit
· Time of visit (arrival and departure)
· Purpose of visit
· Company/Employer name
	Feature
	Desirable
	

	LOG-02
	Visitor logging
	Allow extraction of reports on visitors based on user defined parameters such as:
· Visitors per date
· Visitors per purpose of visit
· Visitors per employer name
· Total time spent in GRA Premises
	Report
	Desirable
	

	LOG-03
	Incoming and outgoing call
	Allow the maintenance of a log of all incoming and outgoing calls.
	Feature
	Desirable
	

	LOG-04
	Incoming and outgoing call
	Allow extraction of reports on calls received or made by GRA officers per date.
	Report
	Desirable
	

	LOG-05
	Incoming and outgoing document
	Record all incoming postal mails received by the receptionist before forwarding to the Registry function.
	Feature
	Critical
	

	LOG-06
	Incoming and outgoing document
	Maintain a despatch record and allow end-users to update the despatch records, with the date, time, and despatch proof amongst other (when the despatch has been completed).
	Feature
	Critical
	

	LOG-07
	Incoming and outgoing document
	Update all relevant records when despatch has been completed. E.g., when a payment cheque has been despatched, the relevant payment voucher record shall be updated.
	Feature
	Critical
	

	LOG-08
	Incoming and outgoing document
	Generate lists of all documents despatched during a specified user period, per officer, per document type or other user defined criteria.
	Report
	Critical
	

	LOG-09
	Incoming and outgoing document
	Flag the relevant documents as despatched in the document management system (refer to Administration and Registry section), once the signed cheque/banking instructions are despatched.
	Feature
	Critical
	

	LOG-10
	Incoming and outgoing document
	Prevent the completion of a document despatch until the despatch evidence is attached to the relevant record.
	Control
	Critical
	

	LOG-11
	Incoming and outgoing document
	Notify the despatch requestor by email once a document has been despatched.
	Feature
	Critical
	

	LOG-12
	Training
	Maintain a register of all trainings provided or attended by to employees and update the employee file.
	Feature
	Critical
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6.5. Stock Management 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	STR-01
	Stock items database
	Allow end-users to create stock items with the following information at a minimum:
· System generated unique code for each item (alphanumerical code)
· Category
· Item details
· Minimum acceptable stock level (reorder level)
	Feature
	Critical
	

	STR-02
	Stock items database
	Restrict access to add/modify stock item data to end-users with defined access rights.
	Control
	Critical
	

	STR-03
	Re-order level
	Prompt end-users when re-order level of stock items is reached.
	Feature
	Critical
	

	STR-04
	Stock item request
	Allow end-users to submit requests for stock items through a pre-defined form.
	Feature
	Critical
	

	STR-05
	Stock item request
	Support workflows for the approval of stock item request by the head of department of the end-user submitting the request, and the authorising officer before the request is processed.
	Control
	Critical
	

	STR-06
	Stock item request
	Allow the definition of the approval workflows with the following main steps for the approval of a stock item request:
· A system generated email shall be sent to the approver requesting approval
· Approver shall "accept" or "reject" request
· A notification email shall be sent to the relevant users (requestor, storekeeper) notifying him/her of the approval status
· Status of request shall be amended automatically by the system.
	Feature
	Critical
	

	STR-07
	Stock issue
	Allow the storekeeper to issue stock items and capture details of the end-user to whom the stock item has been issued.
	Feature
	Critical
	

	STR-08
	Stock issue
	Automatically update stock levels upon a stock issue.
	Control
	Critical
	

	STR-09
	Stock issue
	Alert user if at time of stock issue, stock reorder has been reached.
	Feature
	Critical
	

	STR-10
	Stock receipt
	Automatically update stock levels upon receipt of stock items.
	Control
	Critical
	

	STR-11
	Stock returns
	Allow end-users to process stock returns and automatically update stock levels accordingly.
	Feature
	Critical
	

	STR-12
	Stock count 
	Generate stock count sheets to allow end-users to perform stock counts.
	Feature
	Critical
	

	STR-13
	Stock count 
	Allow end-users to upload stock count sheets and highlight discrepancies in physical and system stock counts.
	Control
	Critical
	

	STR-14
	Stock count 
	Allow end-users with specific access rights to adjust stock counts.
	Control
	Critical
	

	STR-15
	Multi-organisation
	Allow multi-organisation stock maintenance processes.
	Feature
	Critical
	

	STR-16
	Document Management
	Allow the uploading and storage of relevant hard copy documents. Refer to the Document Management section.
	Feature
	Critical
	





7. Finance

7.1. General Accounting Requirements
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	GAR-01
	General
	Have multi-organisation capabilities using a single instance (i.e., maintain separate set of accounts for different sub-organisations or entities).
	Feature
	Critical
	

	GAR-02
	General
	Align with all the requirements of the International Public Sector Accounting Standards (IPSAS).
	Feature
	Critical
	

	GAR-03
	Chart of account
	Support parent-child hierarchy in the chart of account. 
	Feature
	Critical
	

	GAR-04
	Ledgers and account codes
	Allow creation, modification, and deactivation of account codes through defined workflows with electronic approvals.
	Control
	Critical
	

	GAR-05
	Ledgers and account codes
	Prevent posting of transactions to deactivated account accounts.
	Control
	Critical
	

	GAR-06
	Accounting periods
	Support the use of the accounting books of the previous year in parallel with the current year, until the previous year is closed by authorised end-users.
	Control
	Critical
	

	GAR-07
	Accounting periods
	Restrict the opening and closure of financial years to end-users with specific access rights.
	Control
	Critical
	

	GAR-08
	Accounting periods
	Restrict the creation, modification, and closure of accounting periods to end-users with specific access rights.
	Control
	Critical
	

	GAR-09
	Accounting periods
	Support the use of more than one active accounting period at a time. The GRA requires at least three active accounting periods to enable processing of payment vouchers after termination of one financial year.
	Control
	Critical
	

	GAR-10
	Accounting periods
	Restrict the posting of transactions to closed financial years or closed accounting periods, to only end-users with specific access rights.
	Control
	Critical
	

	GAR-11
	Accounting periods
	Cater for automatic roll over of closing balances to opening balances upon closure of an accounting period or financial year.
	Control
	Critical
	

	GAR-12
	Reporting periods 
	Allow the length and number of periods to be adjusted to suit different requirements.
	Feature
	Critical
	

	GAR-13
	Reporting periods 
	Allow multitude of reporting periods to be opened at any time indicating the opening balance, transactions for the period and the closing balance when drilling down on specific codes.
	Feature
	Critical
	

	GAR-14
	Reporting periods 
	Allow configuration of the end of reporting periods.
	Feature
	Critical
	

	GAR-15
	Reconciliation
	Allow end-users to reconcile General Ledger balances with amounts for payroll, fee collection, payments effected, asset depreciation, stock value, etc.
	Feature
	Critical
	

	GAR-16
	Reconciliation
	Allow the generation of exception report(s) for all unreconciled items.
	Report
	Critical
	

	GAR-17
	Journal entries
	Allow the following to be recorded for each journal entry:
· General Ledger account codes impacted (selected from drop down menu)
· Amount
· Journal type (accounts payable, accounts receivable, general ledger, fixed assets, etc.)
· Expense type code (from drop down menu)
· Description of transaction
	Feature
	Critical
	

	GAR-18
	Journal entries
	Generate and assign a unique and sequential journal reference number for each journal entry.

Note: The journal reference number shall differentiate between standard journal entries and non-standard journal entries.
	Feature
	Critical
	

	GAR-19
	Journal entries
	Allow the creation and posting of standard journal entries such as reversal journals, recurring journals, template journals, accrual journals etc.
	Feature
	Critical
	

	GAR-20
	Journal entries
	Restrict access to create and post journal entries to end-users with specific access rights.
	Control
	Critical
	

	GAR-21
	Journal entries
	Allow the electronic approval of journal entries and by end-users with specific access rights.
	Feature
	Critical
	

	GAR-22
	Journal entries
	Enforce segregation of duties for the creation and approval of journal entries (i.e., different users have to input and approve journal entries).
	Control
	Critical
	

	GAR-23
	Journal entries
	Allow end-users to approve more than one journal entry at one time.
	Feature
	Desirable
	

	GAR-24
	Journal entries
	Automatically update the relevant ledger accounts once a journal entry is approved.
	Feature
	Critical
	

	GAR-25
	Journal entries
	Allow the generation of reports of journals created and posted with the following minimum details:
· Date (period)
· Debit and credit entries
· End-user who raised the journal entry
· End-user who approved the journal entry
· Nature of transaction
· Type of journal (standard/non-standard to be driven by the codification of journals)
· Reporting period
· Amount
	Report
	Critical
	

	GAR-26
	Interfaces
	Allow for automatic reconciliation of figures pulled from all modules.
	Feature
	Desirable
	

	GAR-27
	Interface
	Interface with the fixed assets register on a real time basis.
	Feature
	Critical
	

	GAR-28
	Interface
	Automatically reconcile closing balances of fixed assets, accumulated depreciation, capital work-in-progress etc. as per the fixed assets register with balances as per the General Ledger at the end of each month.
	Feature
	Critical
	

	GAR-29
	Reporting
	Allow end-users to generate the following reports for any user defined period:
· Fixed assets register showing closing balances of fixed assets, accumulated depreciation, capital work-in-progress etc.
· Closing balances as per General Ledger
	Report
	Critical
	

	GAR-30
	Interface
	Interface with all the relevant modules.  
	Feature
	Critical
	

	GAR-31
	Multi-currency
	Support multi-currency functionalities including input and reporting. The following currencies are currently used although the system shall support other currencies:
· Mauritian rupees
· US dollars
· Euro
· Pound sterling
	Feature
	Critical
	

	GAR-32
	Multi-currency
	Cater for revaluation of currencies based on defined exchange rates.
	Feature
	Critical
	

	GAR-33
	Multi-currency
	Automatically convert the following into the reporting currency, based on the revised exchange rates input into the system:
· Foreign exchange transactions (income statement items) at the rate applicable at the date of the transaction
· Foreign exchange assets/liabilities balances (balance sheet items) at the rate applicable at the reporting date

The system shall automatically calculate and book the resulting foreign exchange gains/losses.
	Feature
	Critical
	

	GAR-34
	Multi-currency
	Generate report of changes to exchange rates for any user defined period.
	Report
	Critical
	

	GAR-35
	Reporting
	Allow end-users to extract the General Ledger and trial balance for any user defined period in commonly used formats (e.g., Microsoft Excel, Adobe Acrobat).
	Report
	Critical
	

	GAR-36
	Reporting
	Allow end-users to extract management accounts and financial statements in line with IPSAS for user defined periods. Financial Statements shall include schedules on end of year creditors and debtors, schedules of sick leaves, vacation leaves, passage benefits, depreciation, fixed assets, refundable deposits, payroll, etc. 
	Report
	Critical
	

	GAR-37
	Reporting
	Allow the definition and customisation of workflows for the review and approval of financial statements.
	Feature
	Desirable
	

	GAR-38
	Reporting
	Keep track of all comments captured by the reviewers and approvers during the approval workflow.
	Feature
	Desirable
	

	GAR-39
	Reporting
	Allow generation of statutory reports such as Tax Deduction at Source, Income Tax, etc.
	Report
	Critical
	

	GAR-40
	Reporting
	Generate transaction listings by account, date, voucher number, end-user, etc.
	Report
	Critical
	

	GAR-41
	Reporting
	Provide standard accounting reports such as exception reports, adjustment reports, transaction journal and account listings.
	Report
	Critical
	

	GAR-42
	Reporting
	Support the following comparison in reports:
· Current month: Actual figures v/s budget figures v/s actual figures for prior year
· Year to date: Actual figures v/s budget figures v/s actual figures for prior year
· Current year: Budget figures v/s actual figures for prior year 
	Feature
	Desirable
	

	GAR-43
	Reporting
	Allow end-users to generate reports of expenses and revenues for at least the previous 7 years.
	Report
	Critical
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7.2. Cash and Bank Management 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	CBM-01
	Data capture
	Allow the recording and maintenance of standing data of bank accounts (e.g., current, overdraft, savings, deposits).

 For each bank account, the following shall be recorded:
· 
Bank name
· Branch address
· Account name
· Account number
· Swift code
· 
IBAN reference
· 
Intermediary and corresponding bank account
· Maturity of deposits
· 
Bank signatories
· 
Type of account (current, savings, fixed deposits)
· 
Applicable rate
· 
Description of any interest rates applicable
· 
Description of any specific terms applicable (such as collateral obligations which is flagged)
· Description of any bank charges applicable
	Feature
	Critical
	

	CBM-02
	Master data
	Allow the use and management of more than one bank account.
	Feature
	Critical
	

	CBM-03
	Master data
	Restrict the access to update master data of bank accounts to end-users with specific access rights.
	Control
	Critical
	

	CBM-04
	Master data
	Provide a report of master data of bank accounts. The end-users shall be allowed to select specific bank(s) while retrieving the report of master data.
	Report
	Critical
	

	CBM-05
	Master data
	Allow the end-user to retrieve a report of all changes made to the master data of bank accounts over any user specified period.
 For each change, the following shall be provided:
· 
Date of change
· Previous data
· New data
· Identification of end-user who performed change
	Report
	Critical
	

	CBM-06
	Compatibility with banking system
	Be compatible and interface with the banking systems for the following purposes:
· Internet banking facilities
· Automatic downloading and upload of bank statements
	Feature
	Critical
	

	CBM-07
	Bank reconciliation
	Allow end-users to perform bank reconciliations.
	Feature
	Critical
	

	CBM-08
	Bank reconciliation
	Allow end-users to select more than one code for splitting and allocation of a single bank transaction to several accounts.
	Feature
	Critical
	

	CBM-09
	Bank reconciliation
	Allow the upload of cashbook total balance with the total cash movement balance from the bank statement, even if individual transactions have not yet been posted to relevant accounts. Temporary clearing account shall be created to record unallocated bank transactions, to be cleared at a later time.
	Feature
	Critical
	

	CBM-10
	Bank reconciliation
	Provide lists of uncleared bank transactions for any user specified period with the following minimum details:
· Bank
· Transaction detail
· Amount
· Date
	Feature
	Critical
	

	CBM-11
	Bank reconciliation
	Capture all bank statements uploaded.
	Feature
	Critical
	

	CBM-12
	Bank reconciliation
	Automatically generate bank reconciliation report at the end of the reconciliation process which are attached to the corresponding bank statements.
	Report
	Critical
	

	CBM-13
	Bank reconciliation
	Support the definition and customisation of workflows for the review and approval of bank reconciliations.
	Feature
	Essential
	

	CBM-14
	Banking limits
	Highlight the limits available with each bank account, and indicate balance and available limit.
	Feature
	Critical
	

	CBM-15
	Banking limits
	Alert end-users when limit is reached.
	Feature
	Critical
	

	CBM-16
	Banking reports
	Allow the identification of the highest bank balance reached on a bank account during a financial year including date, amount and details of transaction.
	Report
	Critical
	

	CBM-17
	Fixed deposits
	Allow end-users to monitor fixed deposits details through the following information:
· Deposit amount
· Currency
· Maturity
· Interest rates
· Other terms
	Feature
	Critical
	

	CBM-18
	Fixed deposits
	Provide alerts when fixed deposits are reaching their maturity dates.
	Feature
	Critical
	

	CBM-19
	Fixed deposits
	Allow the generation of reports of all fixed deposits reaching maturity date or matured fixed deposits with the following minimum details:
· Deposit amount
· Currency
· Maturity date
· Interest rates
	Report
	Critical
	

	CBM-20
	Cash management
	Allow end-users to perform standard cash management functions.
	Feature
	Critical
	

	CBM-21
	Cash management
	Allow end-users perform standard petty cash management functions.
	Feature
	Critical
	

	CBM-22
	Cash management
	Allow generation of weekly cash reports showing weekly closing and opening bank balances and total of movements in funds.
The weekly cash report shall provide an updated bank balance, even if individual bank transactions have not been posted to relevant accounts.
	Report
	Critical
	

	CBM-23
	Cash management
	Provide reports showing the sources and uses of funds recorded in the cash book with the following minimum details: Categorisation of funds movement by TB code, such as investment, expenses, dividend, tax, etc.
	Report
	Critical
	

	CBM-24
	Cash management
	Allow definition of petty cash maximum limit and minimum replenishment limits by end-users with specific access rights.
	Feature
	Critical
	

	CBM-25
	Cash management
	Alert end-users when the petty cash replenishment level is reached.
	Feature
	Critical
	

	CBM-26
	Cash management
	Generate reports of expenses paid by petty cash from the 'Petty Cash Account' over any user specified period.
	Report
	Critical
	

	CBM-27
	Cash management
	Allow end-users to view all transactions effected since the last replenishment and cross verify the payment evidences before granting petty cash replenishment.
	Control
	Critical
	

	CBM-28
	Cash management
	Allow end-users with specific access rights to perform inter-bank transfers to replenish the petty cash account.
	Control
	Critical
	

	CBM-29
	Cash management
	Allow end-users to request for petty cash.
	Feature
	Critical
	

	CBM-30
	Cash management
	Allow the automatic closing of petty cash requests when corresponding payments are confirmed in the system (along with upload of relevant documentation/evidence).
	Control
	Critical
	

	CBM-31
	Cash management
	Produce cash flow statement based on expected receipts of funds and payments earmarked in multicurrency.
	Report
	Critical
	

	CBM-32
	Security deposit
	Allow end-users to create security deposits received from licensees.
	Feature
	Critical
	

	CBM-33
	Security deposit
	Support 3 types of security deposits namely cash, cheque and bank guarantee.
	Feature
	Critical
	

	CBM-34
	Security deposit
	Allow end-users to bank the amount in a dedicated bank account and automatically record the transactions in the appropriate internal account, when the security deposit is made by cash or cheque payment.
	Feature
	Critical
	

	CBM-35
	Security deposit
	Allow end-users to upload scanned bank instructions or evidence of banked cash/cheque deposits to the relevant security deposits.
	Feature
	Critical
	

	CBM-36
	Security deposit
	Allow the capture of the following minimum information on the security deposits:
· Deposit amount
· Deposit type
· Expiry of  bank guarantees

Additional information requirements shall be defined during the implementation phase.
	Feature
	Critical
	

	CBM-37
	Security deposit
	Alert end-users when bank guarantees near their expiry dates.
	Feature
	Critical
	

	CBM-38
	Security deposit
	Allow end-users to release security deposits based on requests from the Licencing Unit.
	Feature
	Critical
	

	CBM-39
	Security deposit
	Support the definition and customisation of a review and approval workflow for releases of security deposits.
	Feature
	Critical
	

	CBM-40
	Security deposit
	Prevent the release of a security deposit payment unless the corresponding request have been approved by all relevant end-users (as part of the workflow).
	Feature
	Critical
	

	CBM-41
	Security deposit
	Allow generation of bank instruction letters with details on the security deposits to be released in case the security was provided as a bank guarantee.
	Feature
	Critical
	

	CBM-42
	Security deposit
	Allow the recording of acknowledgement of receipt of returned security deposits/corresponding bank instruction letters to licensees.
	Feature
	Critical
	

	CBM-43
	Security deposit
	Allow end-users to record returns of security deposits through interbank transfer when the security deposit was initially made in cash or by cheque.
	Feature
	Critical
	

	CBM-44
	Security deposit
	Allow workflow-based approval and automatic printing of cheques once the payment voucher has been approved.
	Feature
	Critical
	

	CBM-45
	Security deposit
	Allow end-users to record evidence of delivery of the cheque to the licensee (e.g., uploading of scanned acknowledgement of receipt, signed acknowledgement by the recipient).
	Feature
	Critical
	

	CBM-46
	Security deposit
	Allow automated/semi-automated bank reconciliations, including reconciliation of internal records of license fees and security deposits collected against bank statements.
	Feature
	Critical
	

	CBM-47
	Security deposit
	Allow generation of list of security deposits accepted and released during a user defined period.
	Report
	Critical
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7.3. Budget Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	BUD-01
	Budget preparation and forecast
	Provide a standard template to capture the budget of each department. 
	Feature
	Critical
	

	BUD-02
	Budget preparation and forecast
	Support the following minimum characteristics for each budget template:
· Provide a standard budgeted income statement and cash flow statement. Format shall be agreed with GRA during implementation.
· Present previous year actuals and current year budgets separately.
· Provide the total figures for the year and monthly figures for the year for both budget and actual previous year.
· Automatically populate previous year actuals before input of current year budgets by end-users.
	Feature
	Critical
	

	BUD-03
	Budget preparation and forecast
	Provide pre-defined budget classifications for end-users to populate. Classifications will be defined by GRA during implementation.
	Feature
	Critical
	

	BUD-04
	Budget preparation and forecast
	Support quarterly and yearly budget refresh cycles.
	Feature
	Critical
	

	BUD-05
	Budget preparation and forecast
	Allow the preparation and approval of budgets per department.
	Control
	Critical
	

	BUD-06
	Budget preparation and forecast
	Allow end-users (within Finance Unit) to consolidate all department-level budgets into one consolidated budget.
	Feature
	Critical
	

	BUD-07
	Budget preparation and forecast
	Support the definition and customisation of review and approval workflows, for the finalisation of the consolidated budget.
	Control
	Critical
	

	BUD-08
	Budget preparation and forecast
	Allow generation of budget reports in pre-designed formats.
	Report
	Critical
	

	BUD-09
	Budget preparation and forecast
	Allow uploading of document to support approvals (e.g., offline approvals obtained from the Board).
	Feature
	Critical
	

	BUD-10
	Budget preparation and forecast
	Allow end-users with specific access rights to amend the budgets.
	Feature
	Critical
	

	BUD-11
	Budget preparation and forecast
	Allow end-users to print the budgets and associated details (including review comments and approval trails).
	Report
	Critical
	

	BUD-12
	Budget monitoring
	Allow end-users with specific access rights to view the budget allocated to their departments and per category.
	Feature
	Critical
	

	BUD-13
	Budget monitoring
	Alert end-users when actual expenses are nearing budget.  The thresholds for the notifications shall be configurable.
	Feature
	Critical
	

	BUD-14
	Budget monitoring
	Allow generation of actual v/s budget variance reports as per user specified parameters, with the following minimum details:
· Actuals; 
· Budgeted amounts (original and re-actualised)


Notes: 
· Report shall be exported to Microsoft Excel and underlying explanation for variances provided.
· Report shall be split by month and cumulative.
	Report
	Critical
	

	BUD-15
	Budgetary control
	Provide consolidated forecasts based on actual figures and historical data (budget v/s actual).
	Report
	Critical
	

	BUD-16
	Budget re-actualising
	Allow end-users with specific access rights to re-actualise the budget figures.
	Feature
	Critical
	

	BUD-17
	Re-actualising Budget
	Allow retrieval of re-actualised budgeted figures. This shall include the following:
· Date of change
· Previous budgeted figure
· Amended budgeted figure
· Identification of end-user who performed the change
	Report
	Critical
	

	BUD-18
	Budget roll-over
	Allow end-users to process budget roll overs, through review and approval workflows.
	Feature
	Critical
	

	BUD-19
	Budget management
	Allow end-users to process budget freezes, through review and approval workflows.
	Feature
	Critical
	

	BUD-20
	Reporting 
	Provide reports showing expenses per budget source.
	Report
	Critical
	

	BUD-21
	Reporting 
	Provide budget variance reports.
	Report
	Critical
	

	BUD-22
	Grant management
	Allow end-users to process requests for grants.
	Feature
	Critical
	

	BUD-23
	Grant management
	Allow preparation of quarterly consolidated expenditure reports per department.
	Feature
	Critical
	

	BUD-24
	Grant management
	Allow preparation of the budget forecast for the next quarter(s).
	Feature
	Critical
	

	BUD-25
	Grant management
	Support the definition and customisation of workflows for the review and approval of grant requests.
	Control
	Critical
	

	BUD-26
	Grant management
	Allow end-users with specific access to modify the grant requests.
	Control
	Critical
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7.4. Billing and Accounts Receivable 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	BAR-01
	Fee payment processing
	Allow end-users to accept and process fees such as the following amongst others:
· New license application fees
· License renewal fees
· Penalty fees
· Appeal Committee Fees
· Miscellaneous (e.g., advertisement fees)
	Feature
	Critical
	

	BAR-02
	Fee payment processing
	Automatically query relevant details from the Licensing module and update the payment details when processing transactions related to new license fee, penalty fees, security deposits etc.
	Feature
	Critical
	

	BAR-03
	Fee payment processing
	Allow end-users to view the list and details of licenses with outstanding fee payments and security deposits.
	Report
	Critical
	

	BAR-04
	Fee payment processing
	Allow generation of receipts upon collection of fees.
	Report
	Critical
	

	BAR-05
	Fee payment processing
	Automatically assign a unique system generated identifier to each receipt.
	Control
	Critical
	

	BAR-06
	Fee payment processing
	Support several modes of payment including cash, card, bank transfer, online payment, etc.
	Feature
	Critical
	

	BAR-07
	Security deposit
	Allow end-users to process security deposits.
	Feature
	Critical
	

	BAR-08
	Security deposit
	Allow end-users to raise requests to release security deposits and auto populate fields where information is already recorded in the system. Fields to be provided at minimum include:
· Request identifier
· Request status
· Date request was received
· Date request was approved
· Approval details (approved by whom and approval dates)
· Payment details (e.g., date effected, amount paid)
· Date applicant collected cheque/bank guarantee
	Feature
	Critical
	

	BAR-09
	Security deposit
	Allow end-users to view license and security deposit details from the licensing module.
	Feature
	Critical
	

	BAR-10
	Security deposit
	Allow the upload of documents pertaining to requests for release of security deposits.
	Feature
	Critical
	

	BAR-11
	Security deposit
	Generate receipts for all security deposit collections, irrespective of the mode of payment.
	Feature
	Critical
	

	BAR-12
	Interface
	Automatically link supporting payment documents such as payment receipts, payment vouchers to an application (during processing as part of Licensing module) upon processing of the related payment(s).
	Feature
	Critical
	

	BAR-13
	Interface
	Automatically update relevant accounts upon collection of money.
	Feature
	Critical
	

	BAR-14
	Reporting
	Allow the generation of reports detailing the total receipts in terms of license fees and penalty fees in a user specified period.
	Report
	Critical
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7.5. Accounts Payable
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	PAP-01
	Data capture
	Maintain the following minimum information for supplier invoices:
· Invoice number
· Invoice date
· Purchase order (PO) number (if invoice is recorded as a PO Invoice)
· Supplier number from drop down menu
· Supplier Business Registration number
· Value-Added-Tax number
· Supplier name
· Quantity of item and unit price
· Invoice amount
· Due date for payment from drop-down calendar
	 Feature
	Critical 
	

	PAP-02
	Data capture
	Allow end-users to attach an invoice received from supplier, when capturing a new invoice.
	Feature
	Critical
	

	PAP-03
	Data capture
	Automatically link and match the corresponding purchase order to the invoice, in the case of a PO invoice.
	Feature
	Critical
	

	PAP-04
	Data capture
	Enforce categorisation of invoices as PO or Non-PO invoice at the time of capture. 
	Feature
	Critical
	

	PAP-05
	Data capture
	Reject capture of an invoice if the invoice number already exists for the same supplier.
	Feature
	Critical
	

	PAP-06
	Data capture
	Restrict access to process a supplier invoice to end-users with specific access rights.
	Control
	Critical
	

	PAP-07
	Data capture
	Restrict changes to a purchase order once an invoice has been processed against it.
	Control
	Critical
	

	PAP-08
	Data capture
	Generate alerts if the 3-way match fails (i.e., quantity/value of items ordered in the purchase order differs from quantity/value received and from quantity /value captured as per invoice).
	Control
	Critical
	

	PAP-09
	Data capture
	Restrict the processing of an invoice where the amount/quantity does not match the corresponding purchase order, to end-users with specific access rights.
	Control
	Critical
	

	PAP-10
	Data capture
	Allow generation of exception reports of all invoices with amount/quantity not matching with the amount/quantity in the corresponding purchase order.
	Report
	Essential
	

	PAP-11
	Data capture
	Allow end-users to review and approve the automated 3-way matching performed.
	Control
	Critical
	

	PAP-12
	Data capture
	Allow processing of invoices for partial receipts (i.e., part of the purchase order has been received).
	Feature
	Critical
	

	PAP-13
	Data capture
	Allow end-users to link partial payment invoices to the corresponding goods receipt note(s).
	Feature
	Critical
	

	PAP-14
	Data capture
	Allow end-users processing an invoice, to view the corresponding approvals and comments relating to the purchase request, purchase order, contractual payment terms etc.
	Feature
	Critical
	

	PAP-15
	Data capture
	Allow end-users to process Non-PO invoices such as utility bills.
	Feature
	Critical
	

	PAP-16
	Workflow
	Support the definition and customisation of workflows for review and approval of invoices.
	Control
	Critical
	

	PAP-17
	Workflow
	Define separate processing and approval workflows for PO and Non-PO invoices respectively.
	Feature
	Critical
	

	PAP-18
	Payment voucher
	Allow generation of payment vouchers in the invoice processing workflow, after all invoice verification steps have been marked as complete.
	Feature
	Critical
	

	PAP-19
	Payment voucher
	Allow grouping of invoices for payment processing and linking them to one payment voucher.
	Feature
	Critical
	

	PAP-20
	Payment voucher
	Allow end-users to create payment vouchers for part payment of supplier invoices.
	Feature
	Critical
	

	PAP-21
	Payment voucher
	Allow payments to be made by cheque and by bank instruction.
	Feature
	Critical
	

	PAP-22
	Payment voucher
	Support definition and customisation of workflows for the review and approval of payment vouchers, taking into account monetary thresholds.
	Control
	Critical
	

	PAP-23
	Payment voucher
	Allow end-users to upload scanned copies of signed cheques or banking instructions against a payment voucher.
	Feature
	Critical
	

	PAP-24
	Payment voucher
	Allow printing of supplier invoices and payment vouchers.
	Report
	Critical
	

	PAP-25
	Payment by cheque
	Allow automatic generation and printing of cheques once payment vouchers have been approved.
	Feature
	Critical
	

	PAP-26
	Payment by cheque
	Support electronic signature capabilities for all cheques printed in the system.
	Feature
	Essential
	

	PAP-27
	Payment by cheque
	Assign unique sequential numbers to each cheque according to pre
	Control
	Critical
	

	PAP-28
	Payment by cheque
	Allow end-users to schedule the update of Accounts Payable ledger and cashbook once cheques are generated  i.e., Updates should not be performed automatically in order to cater for the time delay between processing a payment and getting the required approval(s).
	Control
	Critical
	

	PAP-29
	Payment by cheque
	Allow reversal of cheque payments (e.g., if cheques are not approved, are cancelled, or returned) and automatically book corresponding accounting records in the cashbook and the Accounts Payable ledger.
	Feature
	Critical
	

	PAP-30
	Payment by cheque
	Provide list of payments by cheque but not yet approved and posted to the cashbook and the Accounts Payable ledger, for any user specified period.
	Report
	Critical
	

	PAP-31
	Payment by cheque
	Provide list of reversed/cancelled cheques for a user specified period. The following shall be included:
· Date of cancellation
· Cheque reference
· Amount
· Identification of end-user who processed the transaction
	Report
	Critical
	

	PAP-32
	Payment via bank instruction
	Allow automatic generation of the bank instruction once a payment voucher has been approved (in case the payment method is via Bank Instruction)
	Feature
	Critical
	

	PAP-33
	Payment via bank instruction
	Assign a sequential number to the bank instruction letter and link the instruction to the payment voucher.
	Control
	Critical
	

	PAP-34
	Payment via bank instruction
	Allow end-users to schedule the update of Accounts Payable ledger and cashbook once bank instructions are generated  i.e., Updates should not be performed automatically in order to cater for the time delay between processing a payment and getting the required approval(s).
	Control
	Critical
	

	PAP-35
	Payment via bank instruction
	Restrict access to modify bank instruction letter templates to end-users with specific access rights.
	Control
	Critical
	

	PAP-36
	Payment via bank instruction
	Allow reversal of bank instructions and automatically book corresponding accounting records in the cashbook and the Accounts Payable ledger.
	Feature
	Critical
	

	PAP-37
	Payment via bank instruction
	Provide list of payments by bank instructions but not yet approved and posted to the cashbook and Accounts Payable ledger for any user specified period.
	Report
	Critical
	

	PAP-38
	Payment via bank instruction
	Provide list of reversed/cancelled bank instructions for a user specified period. The following shall be included:
· Date of cancellation
· Bank instruction letter reference
· Amount
· Identification of end-user who processed the transaction
	Report
	Critical
	

	PAP-39
	Debit notes
	Restrict access to raise debit notes to end-users with specific access rights.
	Control
	Critical
	

	PAP-40
	Debit notes
	Allow end-users to capture the following minimum details for debit notes:
· Corresponding invoice number
· Name of vendor
· Amount
· Underlying reason
	Feature
	 Critical
	

	PAP-41
	Debit notes
	Allow generation of list of debit notes raised for any user specified period, with the accompanying explanations captured in the system at the time the debit notes were raised.
	Report
	Critical
	

	PAP-42
	Debit notes
	Prevent printing of debit notes as final unless they are fully approved within the system. Draft debit notes should systematically carry a watermark (to indicate they are draft).
	Control
	Critical
	

	PAP-43
	Creditors ageing
	Allow the generation of creditors ageing reports covering any user specified period. Ageing buckets shall be configurable such as:
· Due within 1 month
· Due within 1 – 3 months
· Due within 3 – 6 months
· Due within 6 – 12 months
· Due in more than 12 months

End-users shall be able to drill down to view details of the invoices (organised by date) which make up the total balances as per the creditors ageing report.
	Report
	Critical
	

	PAP-44
	Interface
	Allow the uploading of scanned copies of signed cheques and banking instructions.
	Feature
	Critical
	

	PAP-45
	Interface
	Allow end-users to link despatch record reference to the payment record once the cheque/banking instruction has been despatched.
	Feature
	Desirable
	

	PAP-46
	Reporting
	Allow generation of reports of unmatched purchase orders and invoices for any user specified period.
	Report
	Essential
	

	PAP-47
	Reporting
	Provide report of Non-PO invoices generated for any user specified period.
	Report
	Essential
	

	PAP-48
	Reporting
	Provide reports of potentially duplicate invoices for any period specified by the user.  The user shall be allowed to extract the report based on identical amounts, identical invoice number, identical PO number, etc. 
	Report
	Critical
	

	PAP-49
	Reporting
	Allow generation of a history of all payments made, with corresponding invoice numbers, for a user specified period.
	Feature
	Critical
	

	PAP-50
	Reporting
	Allow generation of payment reports with at minimum the following details:
· Mode of payment (Cheque, bank instruction letter)
· Amount
· Details of supplier
· Invoice number
	Report
	Critical
	

	PAP-51
	Reporting
	Allow generation of reports using the following criteria:
· Per supplier
· Per item code/expense code
· Per payment mode (cheque, bank instruction letter)
· Per amount range (e.g., purchases below Rs 200,000 and above Rs 100,000)
End-users shall be able to drill down to view details of invoices which make up the total payment amount.
	Report
	Critical
	

	PAP-52
	Document management
	Allow the end-user to indicate documents uploaded on the system but not yet filed in physical files. Refer to Document Management section.
	Feature
	Critical
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7.6. Fixed Asset Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	FAM-01
	Data capture

	Allow capture of the following details for each fixed asset:
· System generated unique code for each fixed asset item
· Name
· Description
· Category code (e.g., pre-defined list from drop down menu)
· On input of the category, automatic system update of depreciation code
· Anticipated life (in line with depreciation policy)
· Supplier code (from drop down menu)
· Purchase date
· Cost
· Net book value
· History of movement in asset value (e.g., disposal, revaluation, repairs)
· Anticipated residual value
· Code of department who owns the asset
· Lease details of the asset (where applicable)
· Insurance details of the asset (where applicable)
· Make and model
· Location
· Life span
· Custodian
	Feature
	Critical
	

	FAM-02
	Data capture
	Automatically allocate a unique identifier to each asset created as per a pre-defined convention.
	Feature
	Critical
	

	FAM-03
	Data capture
	Automatically define the relevant criteria (e.g., applicable accounting policies) in line with the selected category code.
	Feature
	Critical
	

	FAM-04
	Access rights
	Restrict access of end-users to modify master data relating according to pre-defined access rights.
	Control
	Critical
	

	FAM-05
	Multi-organisation support
	Allow multi-organisation fixed asset management processes.
	Feature
	Critical
	

	FAM-06
	Reporting
	Provide a report of changes effected to master data during a user specified period. For each change, the following should be included: 
· Date of change 
· Previous value
· New value
· Identification of end-user who performed the change
	Report
	Critical
	

	FAM-07
	Accounting policies
	Allow application of GRA’s accounting policies for each category of fixed assets.
	Feature
	Critical
	

	FAM-08
	Accounting policies
	Automatically calculate the depreciation of each fixed asset item in line with the depreciation code specified in the master data, in line with the applicable accounting policies.
	Feature
	Critical
	

	FAM-09
	Accounting policies
	Automatically update the fixed asset register and relevant General Ledger accounts once depreciation is calculated.
	Feature
	Critical
	

	FAM-10
	Accounting policies
	Provide a report of all assets for which depreciation has not been booked.
	Report
	Critical
	

	FAM-11
	Asset movement
	Allow end-users to process an asset movement from one custodian to another, or from one location to another.
	Feature
	Critical
	

	FAM-12
	Asset disposal
	Generate a unique number for each request of disposal, transfer or scrapping of fixed assets.
	Feature
	Critical
	

	FAM-13
	Asset disposal
	Allow end-users to process an asset disposal.
	Feature
	Critical
	

	FAM-14
	Asset disposal
	Allow end-users to process part disposal of assets.
	Feature
	Critical
	

	FAM-15
	Asset disposal
	Automatically calculate profit/loss on disposal of fixed assets and update relevant General Ledger accounts.
	Feature
	Critical
	

	FAM-16
	Asset disposal
	Force end-users to include comments (to support disposal) when processing an asset disposal.
	Feature
	Critical
	

	FAM-17
	Asset disposal
	Allow generation of reports of additions and disposals/scrapping over any user specified period.
	Report
	Critical
	

	FAM-18
	Asset re-instatement
	Allow the re-instatement of assets by end-users with specific access rights.
	Feature
	Critical
	

	FAM-19
	Asset count
	Allow end-users to perform asset counts on a defined frequency.
	Feature
	Critical
	

	FAM-20
	Asset count
	Generate asset count sheets.
	Report
	Critical
	

	FAM-21
	Asset count
	Allow end-user to upload asset count sheets and automatically highlight discrepancies between actual count results and system records.
	Feature
	Critical
	

	FAM-22
	Asset count
	Restrict access to correct discrepancies in asset counts to end-users with specific access rights.
	Control
	Critical
	

	FAM-23
	Asset count
	Allow generation of asset count discrepancy and adjustment reports.
	Report
	Critical
	

	FAM-24
	Capital allowance
	Automatically calculate the capital allowance based on tax rules specified by the GRA.
	Feature
	Critical
	

	FAM-25
	Capital allowance
	Restrict access to update the tax rules to end-users with specific access rights.
	Control
	Critical
	

	FAM-26
	Capital allowance
	Provide a report of changes effected to tax rules during a user specified period. For each change, the following should be included: 
· Date of change 
· Previous value
· New value
· Identification of end-user who performed the change
	Report
	Critical
	

	FAM-27
	Capital allowance
	Provide a report of capital allowance per asset category over user defined period.
	Report
	Critical
	

	FAM-28
	Interface
	Automatically update the fixed asset register and relevant General Ledger accounts when relevant transactions (e.g., acquisition, depreciation, disposal) are performed on a fixed asset.
	Feature
	Critical
	

	FAM-29
	Reconciliation
	Allow the generation of reconciliation report with the figures from the General Ledger and the fixed asset register per asset category and with the following minimum details:
· Costs
· Accumulated depreciation
· Net book value
	Report
	Critical
	

	FAM-30
	Reconciliation
	Allow end-users to drill down on each asset category where differences are noted between the fixed asset register and the General Ledger.
	Feature
	Critical
	

	FAM-31
	Master record
	Provide a report highlighting the following details for each incomplete record in the fixed asset register:
· Description of fixed asset item
· Purchase date of fixed asset
· Anticipated residual value of fixed asset (mandatory)
· Lifespan
· Location
	Report
	Critical
	

	FAM-32
	Reporting
	Allow definition of Fixed Asset Schedule in line with applicable IFRS and IPSAS requirements, which should contain at minimum the following:

Costs brought forward:
· Additions
· Disposals/transfers/scrapping
· Costs carried forward
Depreciation:
· Accumulated depreciation brought forward
· Depreciation charge
· Adjustments for disposals/transfers/scrapping
· Accumulated depreciation brought forward
Net Book Value:
· Net book value brought forward
· Net book value carried forward
	Report
	Critical
	

	FAM-33
	FAM-32
	Provide fixed asset balances as follows:
· Per category of assets
· Per individual asset item
	Report
	Critical
	

	FAM-34
	FAM-32
	Provide a report of all negative net book values.
	Report
	Critical
	

	FAM-35
	Multi-organisation support
	Support asset movement across departments and across organisations.
	Feature
	Critical
	

	FAM-36
	Workflow
	Support customisable workflows for the review and approval of different processes such as creation of new fixed assets, asset movement and disposal amongst others.
	Control
	Critical
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7.7. Payroll 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	PAY-01
	Payroll run
	Support the calculation of the payroll taking into consideration all relevant parameters such as claims, overtime and deductions. The system shall be aligned to all the prevailing requirements such as per the recommendations from the Pay Research Bureau (PRB).
	Feature
	Critical
	

	PAY-02
	Payroll run
	Allow end-users (with specific access rights) to review and approve the payroll.
	Control
	Critical
	

	PAY-03
	Payroll run
	Allow end-users to prepare bank instructions as per the payroll run.
	Feature
	Critical
	

	PAY-04
	Payroll run
	Automatically apply the relevant accounting entries on the sub-ledger (e.g., payroll sub-ledger) and the general ledger, once the payroll run has been approved.
	Feature
	Critical
	

	PAY-05
	Payslips
	Automatically generate payslips following the pay run.
	Report
	Critical
	

	PAY-06
	Payslips
	Allow communication of payslips by email to GRA employees.
	Feature
	Critical
	

	PAY-07
	Payslips
	Allow the printing of payslips.
	Report
	Critical
	

	PAY-08
	Payslips
	Allow end-users (employees) to view their pay history.
	Feature
	Critical
	

	PAY-09
	Payslips
	Allow end-users (employees) to print their respective payslips.
	Report
	Critical
	

	PAY-10
	Statement of emoluments
	Generate statement of emoluments for each employee.
	Report
	Critical
	

	PAY-11
	Statement of emoluments
	Allow communication of the statement of emoluments by email to GRA employees.
	Feature
	Critical
	

	PAY-12
	Statement of emoluments
	Allow end-users to print their statement of emoluments.
	Report
	Critical
	

	PAY-13
	Remuneration for Board members
	Allow the payment of fees for Board members (including the payslips and statement of emoluments).
	Feature
	Critical
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7.8. Reporting
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	REP-01
	Reporting
	Provide reports on capital expenditure with options to view report on screen, print or export to Microsoft Excel.
	Report
	Critical
	

	REP-02
	Reporting
	Provide reports on recurrent expenditure with options to view report on screen, print or export to Microsoft Excel.
	Report
	Critical
	

	REP-03
	Reporting
	Generate returns in format specifically requested by authorities.

Note that returns are shared on a monthly, quarterly, or yearly basis with different authorities such as the Mauritius Revenue Authority, Statistics Mauritius and the Public Procurement Office amongst others. Some examples include:
· Monthly returns (e.g., Pay-As-You-Earn, Tax Deduction at Source, pension) are submitted to the Mauritius Revenue Authority.
· Return of employees and statement of goods and services are submitted annually to the Mauritius Revenue Authority.
· Returns on activities are submitted to Statistics Mauritius every quarter. 
· Return on procurement activities is submitted to the Public Procurement Office every year. 
Submissions may also be required to the relevant authorities on an ad-hoc basis (e.g., upon request).
	Report
	Critical
	

	REP-04
	Reporting
	Allow the definition of customisable review and approval workflows for the finalisation of reports for the abovementioned returns.
	Feature
	Essential
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8. Human Resources 

8.1. [bookmark: _Toc82071058]Human Resources Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	HRM-01
	Job position database
	Maintain a posts database containing the following information at a minimum:
· System generated unique code for each post (alphanumerical code)
· Post name (mandatory)
· Department (mandatory)
· Level
· Scheme-of-Service (refer to the website of the Ministry of Public Service, Administrative and Institutional Reforms for definition)
· Salary Scale
· Status (occupied or vacant)
· Funded/Not funded
· Comments
	Feature
	Critical
	

	HRM-02
	Job position database
	Allow the creation and maintenance of Scheme-of-Service (similar to job roles and responsibilities). Each Scheme-of-Service should be assigned a system generated unique code.
	Feature
	Critical
	

	HRM-03
	Job position database
	Allow the association of one job position to one or more Scheme-of-Service.
	Feature
	Critical
	

	HRM-04
	Vacancy
	Allow end-users to create post vacancies.
	Feature
	Critical
	

	HRM-05
	Vacancy
	Assign minimum criteria that need to be met by applicants. Criteria include the following at a minimum: 
· Qualification level (based on the National Qualifications Framework)
· Years of experience
· Professional qualification and/or certification (e.g., ACCA)
	Feature
	Critical
	

	HRM-06
	Vacancy
	Support a workflow for the review and approval of a vacancy. Refer to the Workflow section.
	Feature
	Critical
	

	HRM-07
	Vacancy
	Allow end-users to capture details such as the deadlines for application and medium of applications.
	Feature
	Critical
	

	HRM-08
	Selection
	Maintain a selection criteria and remarks form (consisting of qualitative and quantitative criteria) which is used to grade candidates.
	Feature
	Critical
	

	HRM-09
	Candidate database
	Maintain a candidate database containing the following information at a minimum:
· System generated unique code for each candidate (alphanumerical code)
· Name (mandatory)
· National Identity Card number (mandatory)
· Date of birth
· Address (mandatory)
· Contact details (email address and telephone number)
· Academic qualifications
· Professional qualifications
· Experience
· References details
	Feature
	Critical
	

	HRM-10
	Interface
	Allow candidates to submit applications (including uploading of relevant documents such as resumes) through the Online Portal. Refer to Online Portal section.
	Feature
	Critical
	

	HRM-11
	Recruitment
	Automatically categorise applications based on pre-defined parameters.
 E.g., if a post requires a minimum of three years of experience, the system shall automatically flag the application as not meeting the minimum requirements (based on data input by the candidate on the Online Portal).
	Feature
	Desirable
	

	HRM-12
	Recruitment
	Support a workflow for the review and approval of a candidate selection. Refer to the Workflow section.
	Feature
	High
	

	HRM-13
	Recruitment
	Allow end-users to generate and print interview invitation letters for shortlisted candidates.
	Feature
	Desirable
	

	HRM-14
	Recruitment
	Allow end-users to indicate candidates who have succeeded the interview phase.
	Feature
	Critical
	

	HRM-15
	Recruitment
	Allow end-users to upload all relevant documents (e.g., correspondences received from applicants such as acceptance letters, medical reports etc.).
	Feature
	Critical
	

	HRM-16
	Recruitment
	Support the generation of multiple employment contracts for a selected candidate:
· Probational contract (first 6 months)
· Probational contract (extended for subsequent 6 months)
· Permanent employment contract (after 12 months)
	Feature
	Critical
	

	HRM-17
	Recruitment
	Allow end-users to capture employee evaluation details. Employees on probational contracts are evaluated every 6 months. 
	Feature
	Critical
	

	HRM-18
	Employee database
	Maintain an employee database containing the following information at a minimum:
· System generated unique code for each employee (alphanumerical code)
· Name (mandatory)
· National Identity Card number (mandatory)
· Date of birth
· Address (mandatory)
· Contact details (email address and telephone numbers)
· Department
· Joining date
· Leaving date
· Working time
· Employee confirmed in his/her post
· Mode of employment
· Qualification details
· Working experience
· Category (mandatory)
· Employee type (probational (6 months), probational (12 months), permanent)
· Post occupied
· Basic salary of employee (mandatory)
· Benefits (e.g., travel allowance rate)
· Overtime rate
· Tax Account Number (TAN) number
· Deductions (e.g., statutory deductions, catastrophe insurance)
· Banking details
	Feature
	Critical
	

	HRM-19
	Employee database
	Restrict access to view, create, amend, or delete employee data to end-users with specific access rights.
	Control
	Critical
	

	HRM-20
	Employee database
	Provide a report of all posts occupied by an employee for a user defined period.
	Report
	Critical
	

	HRM-21
	Performance management
	Allow end-users to capture performance assessment details (including uploading of relevant supporting documentation) for employees, for a user defined period.
	Feature
	Critical
	

	HRM-23
	Performance management
	Allow end-users with specific access rights to view the performance assessment history of each employee, for a user defined period.
	Feature
	Critical
	

	HRM-24
	Performance management
	Maintain the history of promotions of each employee and allow viewing/extraction.
	Feature
	Critical
	

	HRM-25
	Reporting
	Generate the following reports as per required formats:
· Pay As You Earn (PAYE) 
· National Pensions Fund (NPF)
· Levy 
· National Solidarity Fund (NSF)
	Report
	Critical
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8.2. Attendance Management 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	AM-01
	Hardware and interface
	Provide attendance readers which allow the capture of time in and time out for employees, and which are interface with the Attendance Management System. Refer to section C (Technical Specifications) for the number of expected readers.
	Feature
	Critical
	

	AM-02
	Attendance management
	Provide a report of the time in and time out by each employee.
	Report
	Critical
	

	AM-03
	Attendance management
	Allow end-users to capture the time spent by officers on site visits.
	Feature
	Critical
	

	AM-04
	Attendance management
	Allow end-users with specific access rights to modify the time GRA officers have clocked in and clocked out.
	Control
	Critical
	

	AM-05
	Attendance management
	Cater for the calculation of overtime based on pre-set parameters as per the PRB and upon input of approved overtime hours.
	Feature
	Critical
	

	AM-06
	Attendance management
	Provide the option to allocate monetary benefits (which will be paid during payroll) or time-offs (leaves) against overtime performed by GRA officers.
	Feature
	Critical
	

	AM-07
	Attendance management
	Provide a report of attendance and overtime per employee over a user specified period.
	Report
	Critical
	

	AM-08
	Attendance management
	Interface with the leaves management module to provide reports on unapproved absences. Such scenarios will arise for instance, for sick leaves, urgent local leaves or a GRA officer is working offsite (for some time during the day/whole day). In these instances, the GRA officer will not apply for a leave in advance and be marked as absent on the system.
	Feature
	Critical
	

	AM-09
	Attendance management
	Provide alerts to designated end-users or provide a report when an employee has been absent for a defined number of consecutive days without a reason or without documentation attached (e.g., sickness, offsite work).
	Feature
	Critical
	

	AM-10
	Attendance management
	Allow end-users to document against absences or leaves (e.g., a medical certificate).
	Feature
	Critical
	

	AM-11
	Attendance management
	Allow end-users with specific access rights to update absences in cases where GRA officers are not in office but are at the premises of a licensee.
	Feature
	Critical
	

	AM-12
	Attendance management
	Cater for attendance computation based on lateness, early arrival and temporary absence within office hours in compliance with parameters mandated by the PRB.
	Feature
	Critical
	





8.3. [bookmark: _Toc82071060]Leaves Management 
	[bookmark: _Hlk82011806]Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	LM-01
	Leaves management 
	Support the definition of the following types of leaves at a minimum as per the public sector policies:
· Time-off /leave against overtime approved for GRA Officers
· Local leave
· Sick leave
· Vacation
· Study
· Full day
· Half day leave
· Maternity leave
· Paternity leave
· Leave without pay
	Feature
	Critical
	

	LM-02
	Leaves management 
	Allow application for leaves through a self-service portal.
	Feature
	Critical
	

	LM-03
	Leaves management 
	Notify the end-user in case there is no leave balance or insufficient leave balance at the time of leave application.
	Feature
	Critical
	

	LM-04
	Leaves management 
	Allow end-users to apply for time-off leaves.
	Feature
	Critical
	

	LM-05
	Leaves management 
	Allow end-users (with specific access rights) to create a leave application/entry in the system. E.g., in case an employee has taken an urgent leave or a sick leave.
	Feature
	Critical
	

	LM-06
	Leaves management 
	Allow end-users to mark days on which they shall not be working in the GRA offices (e.g., to conduct inspections).
	Feature
	Critical
	

	LM-07
	Leaves management 
	Allow end-users to upload documents while applying for leaves. E.g., documentation such as medical certificates or educational documents.
	Feature
	Critical
	

	LM-08
	Leaves management 
	Automatically calculate overtime based on employee overtime eligibility as per the PRB and based on the number of hours during which work outside of normal working time (i.e., outside of 09:00 a.m. to 16:00 p.m. from Monday to Friday).
	Feature
	Critical
	

	LM-09
	Leaves management 
	Support customisable workflows for the approval of overtime hours by relevant head of departments and HR Officer.
	Control
	Critical
	

	LM-10
	Leaves management 
	Automatically calculate the time off to be allocated to an employee based on the amount of overtime.
	Feature
	Critical
	

	LM-11
	Leaves management 
	Support workflows which are dependent on the type of leave application. Examples:
· Leave applications for all staff below head of department level is approved by the relevant head of department
· Leave applications for head of department are approved by the Chief Executive
	Control
	Critical
	

	LM-12
	Leaves management 
	Provide email alerts to relevant end-users (e.g., to the approver when a new leave application is submitted by a requestor, to the requestor when a leave application has been approved or rejected).
	Feature
	Critical
	

	LM-13
	Leaves management 
	Allow the cancellation of leaves already approved by authorised end-users.
	Feature
	Critical
	

	LM-14
	Leaves management 
	Allow the definition of rules governing the carry forward of leaves.
	Feature
	Critical
	

	LM-15
	Leaves management 
	Provide a report of all leaves (per officer) over any period of time specified by the end-user.
	Report
	Critical
	

	LM-16
	Leaves management 
	Provide the leaves balance per employee.
	Report
	Critical
	

	LM-17
	Leaves management 
	Allow the capture of the type of sickness in case of sick leave. 
	Feature
	Critical
	

	LM-18
	Leaves management 
	Prevent an end- user to apply for leaves more than available in his/her leave balance.
	Control
	Critical
	

	LM-19
	Interface
	Support interfacing of leaves’ details in the Attendance system
	Feature
	Critical
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8.4. Claims, Benefits and Deduction Management 
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	CBD-01
	Claims, benefits, and deduction management
	Allow end-users to submit claims.
	Feature
	Critical
	

	CBD-02
	Claims, benefits, and deduction management
	Allow the processing of different types of claims such as:
· Mileage claims
· Travelling claims
· Gratuity and Passage Benefit Claims
· Allowance Claims.
	Feature
	Critical
	

	CBD-03
	Claims, benefits, and deduction management
	Support customisable workflows for the approval of claims. All claims are approved by defined end-users in HR.
	Control
	Critical
	

	CBD-04
	Claims, benefits, and deduction management
	Restrict access to input and modify parameters relevant to all payments, deductions and working calendar to authorised users.
	Control
	Critical
	

	CBD-05
	Claims, benefits, and deduction management
	Support the calculation of employees benefits in compliance with parameters mandated by the PRB (e.g., pensions, compensations).
	Feature
	Critical
	

	CBD-06
	Claims, benefits, and deduction management
	Allow the transfer of passage benefits for employees transferring from other public institutions.
	Feature
	Critical
	

	CBD-07
	Claims, benefits, and deduction management
	Allow the calculation of employee deductions in compliance with parameters mandated by the PRB and other applicable regulations.
	Feature
	Critical
	

	CBD-08
	Claims, benefits, and deduction management
	Allow the update of claims, benefits/deduction parameters (e.g., tax deduction percentage) further to updates in laws and regulations. 
	Feature
	Critical
	

	CBD-09
	Claims, benefits, and deduction management
	Support calculation of allowance in line with PRB and GRA regulations.
	Feature
	Critical
	

	CBD-10
	Claims, benefits, and deduction management
	Automatically calculate allowances based on variables defined by the GRA. E.g., a staff may receive an allowance per tasks completed or a member may receive allocation based on the number of committees and sub committees attended.
	Feature
	Critical
	

	CBD-11
	Claims, benefits, and deduction management
	Interface with the Board Administration/Management solution, to capture the attendance of each board member on the different committees and automatically calculate the eligible allowances. Refer to the Board Administration section for information on the Board Administration/Management.
	Feature
	Critical
	

	CBD-12
	Claims, benefits, and deduction management
	Define validation checks such that there shall be maximum number of committee attendance against which an allowance can be allocated.
	Control
	Critical
	

	CBD-13
	Claims, benefits, and deduction management
	Provide a report of the following (at a minimum) over a user specified period of time:
· Opening balance of passage benefits
· Passage benefits taken
· Closing balance of passage benefits
	Report
	Critical
	

	CBD-14
	Claims, benefits, and deduction management
	Automatically compute the Pay As You Earn (PAYE) tax deductions and national solidarity deductions as per the prevailing tax rules and regulations. 
	Control
	Critical
	

	CBD-15
	Claims, benefits, and deduction management
	Automatically update the relevant employee details once all claims, benefits, allowances and deductions are approved.
	Control
	Critical
	

	CBD-16
	Claims, benefits, and deduction management
	Provide a report of allowances (e.g., overtime paid, uniform, photocopy), employee benefits and employee deductions over a period specified by the end-user.
	Report
	Critical
	

	CBD-17
	Claims, benefits, and deduction management
	Provide reports detailing all claims processed during a user defined period per claim type.
	Report
	Critical
	








9. Online Portal
This section defines the functional and technical requirements for the Online Portal, which will be the public electronic channel accessible to external stakeholders (e.g., stakeholders in the gambling industry, licensees, and problem gamblers amongst others). External end-users of the Online Portal (i.e., which are not internal GRA end-users) are referred to as ‘portal end-users’ in this section.

	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	OP-01
	Online application
	Allow portal end-users to perform the following through the Online Portal:
· Application for new licenses or badges (all types)
· Application for renewal of licenses or badges (all types)
· Application for suspension of licenses or badges (all types)
· Application for surrender of licenses or badges (all types)
· Application for amendments to licenses (all types)
· Application for disposal or removal of gaming machine
· Application for jockey
· Submission of complaints
· Submission of AML-CFT risk assessment questionnaires
· Submission of requests relating to problem gambling
· Application for vacant positions

The main license types include all licenses included in the Third Schedule and Part III A- Horse Racing Division of the GRA Act. This inter alia includes:
· Operator
· Place of business
· Gaming machine
· Casino
· Bookmaker
· Outlet
· Terminal
· Totalisator
· Badge holder
· Horse owner
· Jockey
· Apprentice
· Track rider
· Personal management license
· Registration certificate holder
· Equestrian centre
· Work out programmes/centres
· Stables
· Equine veterinarians
· Veterinary surgeon
	Feature
	Critical
	

	OP-02
	Link on website
	Link the Online portal to the website of the GRA.
	Feature
	Critical
	

	OP-03
	Online application
	Allow the capture of the minimum information for all types of applicable master records as defined in the Master Data Management section or other relevant sections in this document.
	Feature
	Critical
	

	OP-04
	Online application
	Provide a user friendly way where portal users can view the list of requirements and tasks that apply (depending on the type of operation performed), and the corresponding status (e.g., not started, in progress, completed).
	Feature
	Critical
	

	OP-05
	Online application
	Allow the portal users to send messages for the attention of the GRA. These messages shall be directed to specific GRA end-users or groups of end-users.
	Feature
	Critical
	

	OP-06
	Online application
	Support the definition of mandatory and optional data fields or documentation.
	Feature
	Critical
	

	OP-07
	Online application
	Support the upload of relevant documentation by portal users.
	Feature
	Critical
	

	OP-08
	Online application
	Prevent portal users to submit information (e.g., for applications) in case mandatory fields/documents have not been completed or uploaded.
	Feature
	Critical
	

	OP-09
	Online application
	Allow portal users to save transactions in draft and resume at a later stage.
	Feature
	Critical
	

	OP-10
	Online application
	Allow portal users to request updates to relevant information (e.g., in case of changes to names, address). These requests shall be validated by GRA end-users prior to amendment of the relevant master records.
	Feature
	Critical
	

	OP-11
	Electronic payment
	Support the use of electronic payment (e.g., fees) through the Online Portal.
	Feature
	Critical
	

	OP-12
	Online application
	Generate a unique identifier for all transactions according to a convention which will be defined by GRA.
	Feature
	Critical
	

	OP-13
	Online application
	Support the review and approval of transactions submitted through the Online Portal, through workflows.
	Feature
	Critical
	

	OP-14
	Reporting 
	Provide reports on all transactions, their corresponding status, date/time initiated, data/time submitted etc.
	Report
	Critical
	

	OP-15
	Compliance with Data Protection Act 2017
	Comply with all data privacy principles and requirements in adherence to the Mauritius Data Protection Act 2017. Non-exhaustive examples include:
· Privacy notice (to fulfil the right to be informed)
· Consent
· Exclusion of tracking cookies
	Feature
	Critical
	

	OP-16
	Security
	Implement the latest versions of software/technologies to address latest security vulnerabilities and threats.
	Control
	Critical
	

	OP-17
	Security
	Enforce authentication of portal users through usernames, passwords, and CAPTCHA before they are granted access.
	Control
	Critical
	

	OP-18
	Security
	Use secure transmission protocols such as the Transport Layer Security (TLS) as per industry best practices.
	Control
	Critical
	

	OP-19
	Security
	Store and transmit passwords in protected (e.g., encrypted or hashed) form as per prevailing industry best practices.
	Control
	Critical
	

	OP-20
	Security
	Mask passwords when being input by portal users on the login screen.
	Control
	Critical
	

	OP-21
	Security
	Prevent disclosure of sensitive information (e.g., software version) through error messages.
	Control
	Critical
	

	OP-22
	Security
	Produce and record a history of all error log messages for traceability and troubleshooting.
	Control
	Critical
	

	OP-23
	Security
	Allow sessions to time out after a period of inactivity by the portal users. The period should be configurable. After deactivation of a session, the portal user shall be required to re-authenticate.
	Control
	Critical
	

	OP-24
	Security
	Enforce session termination upon closure of the browser window by portal users.
	Feature
	Critical
	

	OP-25
	Security
	Support auditing of all activities performed on the Online Portal. The logs shall include all relevant information such as IP address, username, date, time, activity description etc.
	Control
	Critical
	

	OP-26
	Security
	Restrict viewing and management of audit logs to internal GRA end-users with specific access rights.
	Control
	Critical
	

	OP-27
	Security
	Provide user friendly search and reporting facilities for the audit logs.
	Control
	Critical
	

	OP-28
	Security
	Support an architecture which is secure (e.g., web application should be segregated from the application server) as per prevailing security best practices.
	Control
	Critical
	

	OP-29
	Security
	Allow configuration of the number of concurrent sessions which can be open at any time.
	Control
	Critical
	

	OP-30
	Security
	Support configuration of the following password parameters for portal users:
· Minimum password length
· Password complexity (e.g., restriction on use of identical successive characters or incremental numbers, use of alphanumeric characters)
· Password cannot be similar to the username
· Password expiry (i.e., password expires within a user specified period of time)
· Password history (i.e., portal users cannot use previous passwords)
	Control
	Critical
	

	OP-31
	Security
	Automatically disable accounts of portal users after a number of unsuccessful login attempts. The lockout threshold (i.e., the number of unsuccessful login attempts after which an account is locked) and the lockout duration (e.g. 30 minutes, permanent lockout requiring administrator activation) should be configurable.
	Control
	Critical
	

	OP-32
	Security
	Automatically disable portal user accounts that have been inactive for more than a user specified period. 
	Control
	Critical
	

	OP-33
	Security
	Implement other security practices relating to authentication for web portals e.g., the portal shall not indicate whether it was the username or the password which was incorrect in case of an unsuccessful login attempt.
	Control
	Critical
	

	OP-34
	Security
	Display the date and time of the last successful login, and the number of failed login attempts for each portal user (after successful login).
	Control
	Critical
	

	OP-35
	Security
	Provide automatically generated passwords to portal users after creation. The system shall enforce password change upon first login.
	Control
	Critical
	

	OP-36
	Security
	Notify portal users (e.g., by email and on the screen after successful login) of the number of days remaining before expiry of password. The timeframe for the notifications should be configurable.
	Control
	Critical
	

	OP-37
	Security
	Store passwords of portal users using a non-reversible hash.
	Control
	Critical
	

	OP-38
	Security
	Support different mechanisms for the registration and creation of portal user accounts including:
· Creation by internal end-users within GRA
· Creation by the portal users (subject to review by internal GRA end-users)
	Control
	Critical
	

	OP-39
	Security
	Support standard password change features including:
· Prompting portal users to enter their old passwords prior to changing passwords
· Prompting portal users to re-confirm the new passwords
· Notifying the portal users by email of the password changes
	Control
	Critical
	

	OP-40
	Security
	Support standard password reset features and approaches such as the following:
· Sending a temporary link to a registered email account of the relevant portal user and the link remains valid for a configurable amount of time
· Answering a pool of security questions, where the corresponding answers are specified during the account set-up stage
· Sending a confirmation code by Short Message Service (SMS) to a registered mobile contact number
	Control
	Critical
	

	OP-41
	Security
	Prevent display of identifying details until after successful login.
	Control
	Critical
	

	OP-42
	Security
	Display a customisable login page, including link to the terms and conditions.
	Feature
	Critical
	

	OP-43
	Security
	Provide the ability to control access for individual portal users and groups of portal users at a screen and field level.
	Feature
	Critical
	

	OP-44
	Security
	Implement security mechanisms to address common security vulnerabilities. Examples are the OWASP Top 10 vulnerabilities such as injection, broken authentication, sensitive data exposure, XML external entities, broken access control, security misconfiguration, insecure deserialization, components with known vulnerabilities and insufficient logging/monitoring. Other security references, benchmarks and/or security considerations (e.g., cross site scripting, session hijacking, brute forcing) shall be addressed as appropriate.
	Control
	Critical
	

	OP-45
	Security
	Use a consistent date and time source, which is aligned or synchronised to the core system/other modules.
	Feature 
	Critical
	

	OP-46
	Security
	Support safe file uploads by scanning uploaded files with malware scanning solutions (i.e., to ensure that uploaded files are not infected with malware).
	Control
	Critical
	

	OP-47
	Security
	Support validation of uploaded files to ensure that proper files are uploaded (e.g., checking that an Adobe Acrobat file is valid and does not contain executable code/extensions). In case of inappropriate files, the portal users shall be notified.
	Control
	Critical
	

	OP-48
	Security
	Support validation of portal user inputs at the server side to ensure that proper input is captured by portal users. E.g., input checks shall be used to detect and prompt for:
· Out of range values
· Invalid characters in data fields
· Missing or incomplete data
	Control
	Critical
	

	OP-49
	Security
	Support reasonable field lengths and commonly used data types.
	Feature
	Critical
	

	OP-50
	Security
	Use obfuscation for client-side source code.
	Feature
	Essential
	

	OP-51
	Security
	Allow portal users to log out on any screen and upon logout, automatically clear all session information.
	Feature
	Critical
	

	OP-52
	Security
	Exclude any back door features.
	Control
	Critical
	

	OP-53
	Security
	Implement granular access rights (e.g., at field and functionality/form level).
	Control
	Critical
	

	OP-54
	Support manual
	Provide context sensitive guidance to portal users on the relevant screens of the Online Portal.
	Feature
	Critical
	

	OP-55
	Security
	Provide exception reports relating to security (e.g., excessive number of unsuccessful login attempts, same portal user attempting to access the system from different IP addresses).
	Report
	Critical
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10. Master Data Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	 
	System shall:
	 
	 
	

	MDM-01
	Master data
	Maintain a database of master records for the following categories:
· Operator licenses for:
· Horseracing Bookmaker Type 1
· Horseracing Bookmaker Type 2
· Totalisator Operator
· Football Bookmaker
· Pool Promoter
· Lottery Operator
· Sweepstake Organiser
· Promotional Lottery Organiser
· Ad-hoc Licensee
· Casino Operator
· Gaming House A Operator
· Gaming House B Operator
· Hotel Casino Operator
· Dart Game Operator
· Limited Pay-out Machine Operator
· Amusement Machine Operator
· Other lotteries Licensee
· Registration Certificate Holders etc.
· Gaming machine licenses, licenses for Limited Pay-out Machines, Amusement Machines
· Place of business licenses include licenses for Horseracing Facility Centre, Football Bookmaker Outlets,  Hotel Casino License, Gaming House A, Gaming House B, Casino Gaming License, Gaming House Digital Game, Limited Payout Machines Digital Game
· Badge Holder licenses include licenses for:
· Football Bookmaker Clerks (temporary and permanent)
· Horseracing Bookmaker Clerks (temporary and permanent)
· Gaming Technicians (temporary and permanent) 
· Limited Pay-out Machines Technicians (temporary and permanent)
· Horse Owner licenses
· Jockey licenses
· Personal Management licenses (for stakeholders in the gambling sector)
	Feature
	Critical
	

	MDM-02
	Master attributes for operators
	Maintain the following minimum information for each operator master record:
· Unique identifier
· Applicant details:
· Name of company
· Address
· Contact person name
· Contact person mobile number
· Contact person telephone number
· Contact person fax number
· Contact Person Email Address
· Beneficial owner(s), substantial shareholder(s) and/or director(s) information such as:
· Full name
· National Identification Card number or Passport Number
· Residential address
· Contact number
· Email address
· Occupation
· Mode of payment (cash, cheque, bank transfer) including relevant details
· Delay to provide security:
· Security amount
· Delay of submission (in weeks)
· Source of funds
· Certificate/declaration from applicant on particulars of revoked/cancelled licenses
· Convictions or investigations (e.g., previous convictions, previous license revocations)
· Undertaking from the applicant:
· Full name
· Designation
· Name of company
· Authorised  signature/
· Address of place of business
· Status (e.g., active, inactive, sanctioned, suspended, surrendered, blacklisted)

Refer to MDM-01 for the types of operators.
	Feature
	Critical
	

	MDM-03
	Master attributes for Foreign Pool Promoters
	Maintain the following additional information for Foreign Pool Promoters, in addition to the information specified in MDM-02:
· Foreign pool promoter under which applicant will act as agent:
· Name
· Registered address
· Events on which competitions are organised
· Authority under which events are controlled:
· Name
· Registered address
· Rules of pool betting of foreign pool promoter
· Specimen pool coupons
	Feature
	Critical
	

	MDM-04
	Master attributes for operators conducting fixed odds betting on football matches taking place outside Mauritius
	Maintain the following additional information for operators conducting fixed odds betting on football matches taking place outside Mauritius, in addition to the information specified in MDM-02:
· Software system details 
· Rules of fixed odds betting 
· Football matches on which fixed odds bets are to be organised
	Feature
	Critical
	

	MDM-05
	Master attributes for Dart Game, Limited Pay-out Machine, Amusement Machine and Limited Pay-out Machine Technicians
	Maintain the following additional information for Dart Game operators, Limited Pay-out Machine operators, Amusement Machine operators and Limited Pay-out Machine Technicians (in addition to the information specified in MDM-02):
· Proposed premises for operation 
· Place of operation
· Number of machines proposed to be operated
	Feature
	Critical
	

	MDM-06
	Master attributes for Lottery operators, Promotional Lottery Organisers and Ad-hoc License operators
	Maintain the following additional information for Lottery operators, Promotional Lottery Organisers and Ad-hoc License operators (in addition to the information specified in MDM-02):
· Purpose
· Products
· Method of organisation (distribution of lottery tickets/scratch cards/coupons and list of exchange points)
· Terms and conditions for participation including cost of Short Message Service (SMS) (if applicable) 
· Lottery tickets/scratch cards/coupons:
· Number of lottery tickets/ scratch cards/coupons to be printed
· Starting serial number
· Ending serial number
· Duration of competition:
· Starting date
· Closing date
· Date and time of draw
· Place of draw(s)
· Prize(s):
· Details for each prize
· Market value (Mauritian rupees)
· Total value of prizes
	Feature
	Critical
	

	MDM-07
	Master attributes for Casino operators, Gaming House A operators, Gaming House B operators and Hotel Casino operators
	Maintain the following additional information for Casino operators, Gaming House A operators, Gaming House B operators and Hotel Casino operators (in addition to the information specified in MDM-02):
· Location of premises:
· Name of premises
· Address
· Game(s) to be played:
· Name of games
· Number of tables
· Proposed minimum/maximum stakes
· Rules of each game
· Date and time rules were approved
· List of Gaming Technicians

Note: Additional data fields for Casino Gaming, Gaming House Digital Game and Limited Pay-out Machines Digital Game licenses will be discussed with the selected bidder during the initial stages of the project.
	Feature
	Critical
	

	MDM-08
	Master attributes for Ad-hoc Lottery Organisers
	Maintain the following additional information for Ad-hoc Lottery Organisers (in addition to the information specified in MDM-02):
· Nature of the specified event
· Type of gambling activity to be carried out (e.g., Blackjack, Chemin de fer, Mini-Chemy, Punto Banco, Roulette, American Roulette, Poker, Sic Bo, Vanlak etc.)
· Number of units (gaming machines)
· Number of units (Limited Pay-out Machines)
· Date(s) on which specified event will take place
· Period for which license is required
· Person supplying gambling equipment:
· Name
· Address
· Contact person
· Telephone number
· Mobile number
· Email address
· Person supplying staff for the gambling activity:
· Name
· Address
· Contact person
· Telephone number
· Mobile number
· Email address
	Feature
	Critical
	

	MDM-09
	Master attributes for operators carrying out business of collector
	Maintain the following minimum data for an operator carrying out business of collector:
· Collector in the name of
· Applicant details:
· Name
· Residential address
· Business address
· National identity card number
· Business registration number or registration 
number
· Contact person (name, telephone number, fax number, mobile number, email address)
· Of Trade License (Trade fee holder, address on trade fee, trade fee validity period, type of business as per trade fee)
· Additional information/confirmation (2 statements)
· Undertaking from the applicant (name, designation, name of company, authorised signature/signature)
· Application Status (approved, rejected, on-hold)
	Feature
	Critical
	

	MDM-10
	Master attributes for Gaming Technicians and  Bookmaker clerks
	Maintain the following minimum details for a Gaming Technician or a Bookmaker clerk:
· 
Unique identifier

· Name
· National Identity Card number 

· Residential address
· Years of experience in field
· Flag to capture where the individual has been convicted of any offence involving fraud or dishonesty within the last ten years 
· Registration type (permanent or temporary)
· Signature 

· Remarks or follow-ups
· 

Operator details
:
· Name
· Address
· Signature
· Date
· 

Status (e.g., active, inactive, sanctioned, suspended, surrendered, blacklisted)
· 

Linked badges
	Feature
	Critical
	

	MDM-11
	Badge holder maintenance
	Track the badges allocated to an individual. An individual can have more than one type of badge depending on badge type.
	Feature
	Critical
	

	MDM-12
	Master attributes for Amusement Machines
	Maintain an Amusement Machine record once a new Amusement Machine license has been issued. The following minimum master details shall be maintained for an Amusement Machine record:
· Operator license details 
· Machine license details:
· License number
· Serial number
· Hard meter readings
· Soft meter readings
· Any flags
· Machine status: 
· Active
· Under seal
· Inactive onsite
· Disposed
· Sold
· Invoice details
	Feature
	Critical
	

	MDM-13
	Master attributes for Limited Pay-out Machines
	Maintain a Limited Pay-out Machine record once a new Limited Pay-out Machine license has been issued. The following minimum master details shall be maintained for the Limited Pay-out Machine record:
· Operator license details
· Machine license details:
·  License number
· Serial number
· Hard meter readings
· Soft meter readings
· Any flags
· Machine status:
· Active
· Under seal
· Inactive onsite
· Disposed
· Sold
	Feature
	Critical
	

	MDM-14
	Master attributes for Personal Management Licenses (PML)
	Maintain a Personal Management License (PML) master record with the following minimum master information, after the PML application has been processed:
· Unique identifier
· PML type
· Personal details:
· Title
· First name
· Last name
· National Identity Card number
· Passport number
· Email address
· Mobile number
· Telephone number
· Gender
· Nationality
· Residential address
· Occupational address

· Organisation details: 
· Licensee name
· Type of license
· Validity of license
· Place of operation
· Details of employment:
· Employer name
· Job title
· Main responsibilities
· Gambling sector
· Experience related to the application being applied for:
· Name of organization
· Start date
· End date
· Details of work)
· Convictions or investigations:
· Details on conviction(s) /investigation(s) (including date, offence committed, authority, details)
· Details on civil action(s) taken against applicant (including date, nature of civil legal action, court, outcome, details)
· Details on current, pending, or previous investigation (including date, subject of investigation, authority in charge of investigation, details)
· Financial information:
· Details on liquidity/bankruptcy problems (including date, details)
· Status (active, inactive, sanctioned, suspended, surrendered, blacklisted, etc.)

Note: PML are created for the following amongst others:
· Professional jockey
· Jockey
· Apprentice
· Track Rider
· Stables Manager
· Assistant Stable Manager
· Equine Veterinarians
· Veterinary Surgeon
· Clerk of a racecourse
· Member of Board of Administrator
· Member of panel of racing stewards
· Communications Officer
· Commentator at race meeting
· Owners
· Trainer
· Riders
· Horseracing Professionals
· Chief Executive Officer
· General Manager
· Assistant General Manager
· Secretary
· Senior IT Officer
· Finance and Administrative Manager
· Senior Finance Officer
· Audit and Risk Manager
· Money Laundering Reporting Officer (MLRO)/Deputy MLRO
· Compliance Officer
· Operational Manager
· Human Resource Manager
· Inquiry Reporter
· Horse Security Officer
· Managerial or Consulting Position in the Horse Racing Organiser
	Feature
	Critical
	

	MDM-15
	Master attributes for stables
	Maintain a stable master record once the application for a stable has been processed. The stable master record shall have the following minimum fields:
· 
Unique reference/identification number: System shall generate a unique reference number for each stable

· Stable name

· Stable location details: Stable location/address

· Linked licenses and records: System shall link all related Personal Management Licenses (PMLs), horse reference numbers, etc. to the stable record.
· 
Inspection details: All inspections made on a stable shall be linked to the master record.

· Stable status: Active or inactive.
	Feature
	Critical
	

	MDM-16
	Master attributes for horse owners
	Maintain a horse owner master record once the relevant application has been processed. The record shall have the following minimum fields: 
· For natural persons:
· Title
· First name
· Last name
· National Identity Card number
· Passport number
· Email address
· Mobile number
· Telephone number
· Gender
· Nationality
· Residential address
· Occupation
· Occupational address
· Average monthly income
· Source of fund
· For legal person and partnerships:
· Company/partnership
· Address of company/partnership
· Contact person
· Name
· Email address
· Mobile number
· Telephone number
· Fax number
· Source of fund
· Syndicate:
· Syndicate name
· Name of the nominee representing the syndicate,
· Address of the nominee representing the syndicate
· Email address
· Mobile number
· Telephone number
· Horse ownership:
· Name of horse
· Name of Stable
· Horse purchase price
· Percentage of shares
· Amount paid in Mauritian rupees
· Convictions or investigations:
· Details on conviction(s) /investigation(s) (including date, offence committed, authority, details)
· Details on civil action(s) taken against applicant (including date, nature of civil legal action, court, outcome, details)
· Details on current, pending, or previous investigation (including date, subject of investigation, authority in charge of investigation, details)
· Financial information:
· Details on liquidity/bankruptcy problems (including date, details)
· Status (active, inactive, sanctioned, suspended, surrendered, blacklisted, etc.)
	Feature
	Critical
	

	MDM-17
	Master attributes for horses
	Maintain a horse master record. The master record shall have the following minimum fields:


Horse details
:
· Unique reference/identification number

· Horse identification details/microchip number

· Passport number
· Horse name
· Horse age
· Colour
· Horse retired flag
· Retirement Date
· 

Euthanised flag
· Euthanisation date

· Euthanisation performed by whom

· Supporting documents (test results, post-mortem report, approvals, etc.)
· 
GRA comments on euthanisation.



Race and run details:

· Racing status (Out of competition, in competition)
· Last run date
· Number of runs

· Number of wins
· Number of PL
· Rating/history of ratings
· Stable stay record



Shipment and owner details:
· 
Importing stable reference/identifier
· Shipment date
· Shipped from location 

· Horse owner reference(s)/identifier(s)
	Feature
	Critical
	

	MDM-18
	Master attributes for horse sampling
	Maintain the following minimum details for horse sampling:
· Horse unique reference/identifier number
· Sampling date
· Sample reference numbers
· Type of sampling 
· Details on sampling collected
· Centres details from where sample was collected
· Sampling despatch details (date of despatch, despatched to which laboratory)
· Sampling test results
· Test paid by
· Details on the opening of samples (date, comments)
· Supporting documents 
· GRA Officer comments and flags
	Feature
	Critical
	

	MDM-19
	Horse master data
	Allow linkage of  sampling and inspection identifiers to the horse master record.
	Feature
	Critical
	

	MDM-20
	Horse master data
	Allow the upload of a horse rating report on a weekly basis and update/link relevant horse master records.
	Feature
	Critical
	

	MDM-21
	Horse master data
	Validate the stable name from the upload file with the existing database, and flag any discrepancies in the stable names.
	Control
	Critical
	

	MDM-22
	Horse master data
	Automatically update the ages of all active horses on defined dates.
	Feature
	Critical
	

	MDM-23
	Jockey master data 
	Maintain a jockey master record once the jockey license application has been processed.
 The record shall have the following minimum fields:
· Unique identifier
· Personal details
· Title
· First name
· Last name
· National Identity Card number
· Passport number
· Email address
· Mobile number
· Telephone number
· Gender
· Nationality
· Residential Address
· Convictions or investigations:
· Details on conviction(s) /investigation(s) (including date, offence committed, authority, details)
· Details on civil action(s) taken against applicant (including date, nature of civil legal action, court, outcome, details)
· Details on current, pending, or previous investigation (including date, subject of investigation, authority in charge of investigation, details, outcome of investigations)
· Financial information:
· Details on liquidity/bankruptcy problems (including date, details)
· Declaration of interest (including company name and date appointed for all companies where the applicant is a nominee director, or is a party to any joint venture, or any société having a direct or interest in the activities covered by the license)
· Status (active, inactive, blacklisted)
	Feature
	Critical
	

	MDM-24
	Jockey sampling master data
	Maintain the following minimum details for jockey sampling:
· Jockey unique reference/identifier number
· Sampling date
· Sample reference numbers
· Type of sampling 
· Details on sampling collected
· Sample details
· Sampling despatch details (date of despatch, despatched to which laboratory)
· Sampling test results
· Details on the opening of samples (date, comments)
· Paid by
· Supporting documents 
· GRA Officer comments and flags
	Feature
	Critical
	

	MDM-25
	Jockey sampling master data
	Allow end-users to update the due diligence details of a jockey.
	Feature
	Critical
	

	MDM-26
	Master data management
	Generate a unique identifier for each master record.
	Feature
	Critical
	

	MDM-27
	Master data management
	Restrict the creation, modification, deletion, versioning, and deactivation of master data to end-users with specific access rights.
	Control
	Critical
	

	MDM-28
	Master data management
	Provide audit trails for creation, modification, deletion, versioning, deactivation of master data.
	Control
	Critical
	

	MDM-29
	Master data management
	Provide reports of all changes made to master data for a user defined period. For each change, the following shall be included at a minimum:
· Date and time of change
· Previous data 
· New data
· End-user who performed the change
	Report
	Critical
	

	MDM-30
	Master data management
	Automatically link documents (e.g., for a renewal/surrender of license) to a master record.
	Feature
	Critical
	

	MDM-31
	General license type master data
	Allow end-users with specific access rights to create a new type of license.
	Control
	Critical
	

	MDM-32
	General license type master data
	Allow end-users with specific access rights to define the specific requirements which apply to a particular type of license. E.g., not all licenses have an associated fee.
	Feature
	Critical
	

	MDM-33
	General license type master data
	Allow end-users with specific access rights to amend the fee requirements which apply to a particular type of license. E.g., the fee amount varies according to the type of license.
	Feature
	Critical
	

	MDM-34
	General license type master data
	Support a hierarchical structure for licenses, where sub licenses cannot exist on their own. E.g. ,:
· Parent license: Bookmaker license
· 
Sub license (first level): Outlet License
 
· Sub license (second level): Bookmaker clerk license
	Feature
	Critical
	

	MDM-35
	General license type master data
	Allow the creation of sub-licenses (first level and second level) and link them to existing parent licenses.
	Feature
	Critical
	

	MDM-36
	General license type master data
	Allow end-users to view all linked licenses.
	Feature
	Critical
	

	MDM-37
	General license type master data
	Notify end-users in case an operator license is being created but not all the corresponding stakeholders have Personal Management Licenses.
	Control
	Critical
	

	MDM-38
	General license type master data
	Allow end-users to define the validity/renewal period for each type of license. Renewal period can be yearly, half yearly, quarterly, or other specific timeframes (e.g., for temporary and permanent badges).
	Feature
	Critical
	

	MDM-39
	General license type master data
	Allow the revocation/suspension of sub-licenses (first level and second level) without affecting the parent license.
	Feature
	Critical
	

	MDM-40
	License template 
	Allow the design and customisation of license and badge templates in different formats and sizes depending on the type of license.
E.g., Badges for bookmaker clerks and gaming machine technicians needs to be printed in a format and size, which the badge holder can wear when on duty. Badges or licenses that shall be wearable, should be on polyvinyl chloride (PVC) card or other resistant material.
	Feature
	Critical
	

	MDM-41
	License template
	Access to change a license template shall be restricted to end-users with specific access rights.
	Control
	Critical
	

	MDM-42
	Inspection checklist
	Allow end-users to maintain inspection checklists per type of license.
	Feature
	Critical
	

	MDM-43
	Inspection checklist
	Provide mechanisms to define rules relating to the frequency of inspections (as per type of license) and automatically populate inspection dates per type of license.
	Feature
	Critical
	

	MDM-44
	Inspection checklist
	Maintain compliance checklists per type of license.
	Feature
	Critical
	

	MDM-45
	License template
	Provide reports of all changes made to master data for a user defined period. For each change, the following shall be included at a minimum:
· Date and time of change
· Previous data 
· New data
· End-user who performed the change
	Report
	Critical
	

	MDM-46
	Rules of betting
	Allow the definition of rules of betting per type of license.
	Feature
	Critical
	

	MDM-47
	Rules of betting
	Allow end-users to update the rules of betting per type of license and define the corresponding effective dates.
	Feature
	Critical
	

	MDM-48
	Rules of betting
	Automatically assign the latest version of the defined rules of betting to new applications and renewals.
	Feature
	Critical
	

	MDM-49
	Rules of betting
	Maintain versioning of amendments to the rules of betting.
	Feature
	Critical
	

	MDM-50
	Rules of betting
	Prevent the deletion and overriding of the rules of betting.
	Control
	Critical
	

	MDM-51
	Rules of betting
	Allow end-users to print the rules of betting in a non-editable format.
	Report
	Critical
	

	MDM-52
	Rules of betting
	Allow workflow-based approvals of new and amended rules of betting.
	Feature
	Critical
	

	MDM-53
	Conditions of license 
	Allow the definition of conditions of license per type of license.
	Feature
	Critical
	

	MDM-54
	Conditions of license 
	Allow end-users to update the conditions of license per type of license and define the corresponding effective dates.
	Feature
	Critical
	

	MDM-55
	Conditions of license 
	Automatically assign the latest version of the defined conditions of license to new applications and renewals.
	Feature
	Critical
	

	MDM-56
	Conditions of license 
	Maintain versioning of amendments to the conditions of license.
	Feature
	Critical
	

	MDM-57
	Conditions of license 
	Prevent the deletion and overriding of the conditions of license.
	Control
	Critical
	

	MDM-58
	Conditions of license
	Allow end-users to print the conditions of license in a non-editable format.
	Report
	Critical
	

	MDM-59
	Conditions of license
	Allow workflow-based approvals of new and amended conditions of license.
	Feature
	Critical
	

	MDM-60
	General 
	Provide exception reports.
	Report
	Critical
	

	MDM-61
	Workflow
	Allow end-users to review and approve master data creations, amendments, and deletions through customisable workflows.
	Feature
	Critical
	

	MDM-62
	General
	Allow end-users to define a different fee amount per type of license for a new license.
	Feature
	Critical
	

	MDM-63
	License renewal
	Allow the definition of different license renewal periods irrespective of the license hierarchy. Based on the choice of the licensee, a license can be renewed on yearly, half yearly or quarterly.
	Feature
	Critical
	

	MDM-64
	License renewal
	Allow end-users to define if each type of license can be renewed or not. 
Note: Some types of license cannot be renewed.
	Feature
	Critical
	

	MDM-65
	License renewal
	Allow end-users to define a license renewal fee per type of license where applicable.
	Feature
	Critical
	

	MDM-66
	License renewal
	Allow end-users with specific access rights to define whether renewal penalty fees are applicable for renewal of each type of license.
	Feature
	Critical
	

	MDM-67
	License renewal
	Allow end-users to define different fee amounts per type license during renewal.
	Feature
	Critical
	

	MDM-68
	License renewal
	Allow the definition and customisation of rules which automatically calculate a penalty amount for late renewals per type of license. E.g., late renewal of a license might entail a penalty fee of 50% of the initial license fee or a fixed amount in addition to the applicable license renewal fee.
	Feature
	Critical
	

	MDM-69
	License renewal
	Automatically calculate the license renewal fee which is due based on the license renewal frequency applicable.
	Feature
	Critical
	

	MDM-70
	Shareholder and stakeholder
	Allow categorisation of shareholders (e.g., substantial, non-substantial).
	Feature
	Critical
	

	MDM-71
	Shareholder and stakeholder
	Allow uploading of documents for shareholders, beneficial owners, and other shareholders of the gambling industry (e.g., directors, management) who are linked to a license.
	Feature
	Critical
	

	MDM-72
	Shareholder and stakeholder
	Allow linkage of shareholders and other stakeholders of the gambling industry to Personal Management Licenses.
	Feature
	Critical
	

	MDM-73
	Interface
	Integrate with the AML-CFT module to allow seamless interface of information on shareholders, beneficial owners, and other stakeholders.
	Feature
	Critical
	

	MDM-74
	Interface
	Integrate with the Online Portal to allow for amendment of stakeholder information from the portal. Refer to Online Portal section.
	Feature
	Critical
	

	MDM-75
	Master attributes for private centre
	Maintain the following minimum fields for sampling centres:
· Owner (who are linked to Personal Management Licenses) and their related details
· Address
· Contact details
· Number of boxes 
· Linked horse identifiers
	Feature
	Critical
	

	MDM-76
	Master attributes for private centre
	Maintain the following minimum sampling details performed in centres:
· Sample type
· Sampling date
· Sampling performed on
· Sampling results
	Feature
	Critical
	

	MDM-77
	Master attributes for apprentice 
	Maintain the following minimum details on an apprentice:
· Unique identifier
· Personal details 
· Title
· First name
· Last name
· National Identity Card number
· Passport number
· Email address
· Mobile number
· Telephone number
· Gender
· Nationality
· Residential address
· Convictions or investigations:
· Details on conviction(s) /investigation(s) (including date, offence committed, authority, details)
· Details on civil action(s) taken against applicant (including date, nature of civil legal action, court, outcome, details)
· Details on current, pending, or previous investigation (including date, subject of investigation, authority in charge of investigation, details, outcome of investigations)
· Financial information:
· Details on liquidity/bankruptcy problems (including date, details)
· Declaration of interest (including company name and date appointed for all companies where the applicant is a nominee director, or is a party to any joint venture, or any société having a direct or interest in the activities covered by the license)
· Status (active, inactive, blacklisted) 
	Feature
	Critical
	

	MDM-78
	Master attributes for track rider 
	Maintain the following minimum details on a track rider:
· Unique identifier
· Personal details 
· Title
· First name
· Last name
· National Identity Card number
· Passport number
· Email address
· Mobile number
· Telephone number
· Gender
· Nationality
· Residential address
· Convictions or investigations:
· Details on conviction(s) /investigation(s) (including date, offence committed, authority, details)
· Details on civil action(s) taken against applicant (including date, nature of civil legal action, court, outcome, details)
· Details on current, pending, or previous investigation (including date, subject of investigation, authority in charge of investigation, details, outcome of investigations)
· Financial information:
· Details on liquidity/bankruptcy problems (including date, details)
· Declaration of interest (including company name and date appointed for all companies where the applicant is a nominee director, or is a party to any joint venture, or any société having a direct or interest in the activities covered by the license)
· Status (active, inactive, blacklisted) 
	Feature
	Critical
	

	MDM-79
	Master attributes for parliamentary questions
	Maintain a database of parliamentary questions with the following minimum information:
· Unique identifier (automatically assigned by the system based on a pre-defined convention)
· Date opened or requested
· Category
· Keywords (to allow searches)
· Description
· Date of response
· Description of response
· Name(s) of relevant GRA representatives concerned
· Related licenses
· Status (with configurable options e.g., open, closed, in-progress)
· Related documents
· Date closed

Refer to the Legal Support section for related information from a legal perspective.
	Feature
	Critical
	

	MDM-80
	Master attributes for candidates and employees
	Refer to the Human Resources Management section.
	Feature
	Critical
	



Refer to the other sections where additional master data relating to non-core processes (e.g., suppliers, fixed assets) are defined.


11. Workflow
This section describes the requirements pertaining to workflow features which need to be supported across all modules.

	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	WKF-01
	Workflow definition and customisation
	Allow the definition and customisation of workflows (e.g., rules-based) which can be used to model organisational process flows, including different levels of reviews and/or approval levels. Different end-users or groups of end-users can be assigned for the different levels of reviews and/or approvals. There shall not be a limit on the number of steps in a workflow.
	Feature
	Critical
	

	WKF-02
	Workflow definition and customisation
	Allow integration of workflows with other applications or modules.
	Feature
	Critical
	

	WKF-03
	Workflow definition and customisation
	Support a graphical user interface for creation and modification of workflows.
	Feature
	Essential
	

	WKF-04
	Workflow definition and customisation
	Support template-based workflow creation.
	Feature
	Essential
	

	WKF-05
	Workflow definition and customisation
	Support sequential routing, parallel routing, and decision branching.
	Feature
	Critical
	

	WKF-06
	Workflow definition and customisation
	Support the assignment of workflow tasks/steps to an individual end-user or groups of end-users, either automatically (e.g., based on pre-defined rules) or manually. The system shall provide the option to alert the end-user(s) to which actions are required, by email.
	Feature
	Critical
	

	WKF-07
	Workflow definition and customisation
	Allow authorisation and approvals of workflow tasks.
	Control
	Critical
	

	WKF-08
	Workflow definition and customisation
	Support the viewing of workflow queues (e.g., tasks assigned to specific end-users) and progress/status of tasks through a workflow.
	Feature
	Essential
	

	WKF-09
	Workflow definition and customisation
	Support manual routing of tasks (e.g., overriding a workflow if an assigned end-user is not available).
	Feature
	Critical
	

	WKF-10
	Workflow definition and customisation
	Support the creation of customised forms as part of the workflow steps.
	Feature
	Essential
	

	WKF-11
	Workflow definition and customisation
	Support automatic assignment of subsequent tasks/steps (configured in the workflow) to designated end-user or group of end-users, once the prior tasks/steps are completed. 
	Feature
	Critical
	

	WKF-12
	Priority assignment
	Allow allocation of a priority to workflow tasks/steps automatically based on pre-defined rules or manual input by the end-user.
	Feature
	Critical
	

	WFK-13
	Workflow override
	Allow end-users with specific access rights to override the priority of a workflow tasks/steps.
	Feature
	Critical
	

	WFK-14
	Workflow override
	Allow end-users with specific access rights to override the assignment of a workflow tasks/steps to an end-user or a group of end-users.
	Feature
	Critical
	

	WFK-15
	Workflow support
	Allow end-users to include a comment when assigning a workflow task/step.
	Feature
	Critical
	

	WFK-16
	Workflow support
	Allow end-users to upload relevant document for workflow tasks/steps (e.g., evidence to support execution of a task such as an offline approval).
	Feature
	Critical
	

	WFK-17
	Audit trail
	Maintain the following minimum information for all workflow tasks/steps:
· User who initiated the task/step
· Timestamp of assignment of task/step
· User who executed the task/step
· Timestamp of completion of task/step
· Status
	Feature
	Critical
	

	WFK-18
	Task assignment
	Allow any end-user within a group of end-users (to which a workflow task/step) to execute the assigned task/step. Once ownership of the task/step has been assigned, the other end-users within the same group shall be provided notification (e.g., through a status on the screen or email notification).
	Feature
	Critical
	

	WFK-19
	Task assignment
	Allow an end-user within a group of end-users (to which a workflow task/step has been assigned) to assign the task/step to another end-user within the same group.
	Feature
	Critical
	

	WFK-20
	Approval
	Allow end-users who act as approvers, to approve or reject a task/step, including capture of relevant comments to support approval/rejection.
	Feature
	Critical
	

	WFK-21
	Approval
	Allow end-users who act as approvers, to delegate approval to an alternate end-user/approver.
	Feature
	Critical
	

	WFK-22
	Progress view
	Allow end-users with specific access rights (e.g., administrator) to view the status of all workflow tasks across all modules.
	Feature
	Critical
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12. [bookmark: _Toc82071066]Legal Support
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	CM-01
	Case creation
	Allow creation of a case through ability to capture the following information for the different categories:

Category: Court case
· Unique identifier (automatically assigned by the system based on a pre-defined convention)
· Date opened
· Case name
· Court case reference
· Case description
· Related license(s)
· Name(s) of relevant GRA representatives concerned
· Court (with configurable options e.g. Supreme Court)
· Date(s) for court attendance (including history for past attendances for the case)
· Description relating to court attendance (including history for past attendances for the case)
· Assigned Legal Counsels/Solicitors
· Plaintiff name(s) which should be linked to existing entities in the master database e.g., licensed operators or non-licensees
· Defendant name(s) which should be linked to existing entities in the master database e.g., licensed operators or non-licensees
· Status of case (with configurable options e.g., open, closed, in-progress)
· Urgent follow up actions to be taken by GRA
· Decisions relating to case (captured and displayed by date)
· Date closed

Category: Others (e.g., Parliamentary Question request, legal advice, or compliance monitoring records)
· Unique identifier (automatically assigned by the system based on a pre-defined convention)
· Date opened
· Case name
· Case description
· Related license(s)
· Name(s) of relevant GRA representatives concerned
· Description of actions taken
· Assigned Legal Counsels/Solicitors
· Status (with configurable options e.g. open, closed, in-progress)
· Date closed
	Feature
	Critical
	

	CM-02
	Case creation
	Allow linking of cases which are interdependent.
	Feature
	Critical
	

	CM-03
	Case creation
	Perform a validation check to indicate potential duplicates during creation of a case (e.g. using the court case reference and/or case name for court cases), with the ability for the end-user to override the system prompt.
	Control
	Critical
	

	CM-04
	Case creation
	Automatically notify the concerned GRA representatives (once a case is created) by email.
	Feature
	Critical
	

	CM-05
	Case creation
	Allow the upload and attachment of documents (including audio and video files) which are relevant to the case (e.g., affidavits, notices, court summons, communications with Legal Counsels, court judgements, invoices for procured services) and which are stored in the centralised Document Management System. Refer to the Document Management section.
	Feature
	Critical
	

	CM-06
	Case creation
	Automatically apply a legal hold on records which relate to court cases (e.g., by locking records related to stated licenses), which can be overridden by end-users which are assigned specific access rights.
	Control
	Critical
	

	CM-07
	Case creation
	Automatically flag licenses and master data (e.g., licensees, operators) which are related to active court cases and indicate that there is ongoing litigation.
	Control
	Critical
	

	CM-08
	Cost tracking
	Allow the tracking of costs incurred relating to the case and claims for damages (e.g., by linking with the account payables module).
	Control
	Critical
	

	CM-09
	Task management
	Allow the creation and assignment of tasks to end-user(s), by specifying the task description, end-user(s) and target date for completion.
	Feature
	Critical
	

	CM-10
	Case follow-up
	Allow upload and attachment of documents after the initial creation, and track the history of activities (including versioning).
	Feature
	Critical
	

	CM-11
	Case follow-up
	Allow end-users to create case notes (e.g., describing actions taken) relating to each case, including approvals.
	Feature
	Critical
	

	CM-12
	Calendar management
	View (e.g., in a calendar view style or equivalent representations) the upcoming hearing dates for each case.
	Feature
	Critical
	

	CM-13
	Calendar management
	Notify the concerned GRA representatives (assigned to the case) of upcoming court hearings/attendances, by email based on a configurable timeframe before a hearing.
	Control
	Critical
	

	CM-14
	Search 
	Allow search based on structured data (e.g., in pre-defined fields) and unstructured data (e.g., free-text fields), using user-defined criteria (e.g., values relating to the pre-defined fields).
	Feature
	Critical
	

	CM-15
	Reporting
	Allow end-users to select and extract any data relating to a case in a user-friendly format (e.g., Adobe Acrobat, Microsoft Excel).
	Report
	Critical
	

	CM-16
	Reporting
	Provide flexible reporting and analytics which allow any form of user-defined analysis of data captured for cases. Refer to the General System Requirements section.
	Report
	Critical
	


[bookmark: _Toc82071067]


13. [bookmark: _Toc82071071]Problem Gamblers Tracking
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	
	
	System shall:
	
	
	

	PG-01
	Request creation
	Allow creation of a new request by capturing the following information relating to contacts/requests from problem gamblers (obtained by telephone/Call Centre or through online form):
· Date (mandatory and automatically generated by system)
· Request number (mandatory and automatically generated by system)
· Name (non-mandatory)
· National ID (non-mandatory)
· Telephone/mobile number (mandatory)
· Address (non-mandatory)
· Description of reported problem (mandatory)
· Call duration (mandatory)
· Category (e.g., genuine, wrong numbers, other types of calls)
· Actions taken categorised by date (mandatory)
· Costs incurred (non-mandatory)
· Status (open or closed)
· Date closed (mandatory upon closure)
	Feature
	Critical
	

	PG-02
	Online contact
	Allow problem gamblers to contact the GRA through an online form which is accessible through the Online Portal (accessible through the GRA website). The Online Portal shall be accessible to all GRA website visitors (without any authentication for first time contacts) and shall allow capture of the following information:
· Date (mandatory and automatically generated by system)
· Request number (mandatory and automatically generated by system)
· Name (non-mandatory)
· National ID (non-mandatory)
· Telephone/mobile number (mandatory)
· Address (non-mandatory)
· Description of reported problem (mandatory)
	Feature
	Critical
	

	PG-03
	Online contact
	Provide the option for problem gamblers to report issues anonymously through the Online Portal. If the anonymous option is selected, the problem gamblers shall be provided an authentication mechanism to access the form at a later stage, in order to view the feedback from GRA. The following authentication mechanisms can be used for subsequent access:
· User name: Automatic request number generated by system
· Password: User selected password or system-generated password displayed on the online form or sent by SMS to the problem gambler

Alternative secure mechanisms can also be considered.
	Feature
	Critical
	

	PG-04
	Online contact
	Display the feedback from GRA upon logging in (in the event of anonymous reporting as per PG-03). The system shall also provide a free text field which allows the problem gamblers to capture their response, for review by the GRA.
	Feature
	Essential
	

	PG-05
	Data privacy
	Comply with all data privacy principles and requirements in adherence to the Mauritius Data Protection Act 2017. Non-exhaustive examples include:
· Privacy notice (to fulfil the right to be informed)
· Consent
· Exclusion of tracking cookies
	Feature
	Critical
	

	PG-06
	Task management
	Allow the creation of tasks (within a request) and assignment to specific end-users for action. Tasks shall include the following information:
· Date opened
· Task description
· Assigned user
· Actions taken
· Date closed
	Feature
	Critical
	

	PG-07
	Document upload
	Allow attachment of documents to each request or tasks within, provided that the request has not been closed. The system shall support common file formats such as Microsoft Excel, Microsoft Word, Adobe Acrobat, Microsoft Outlook message and image amongst others.
	Feature
	Critical
	

	PG-08
	Request closure
	Allow closure of requests by setting the 'Date Closed' field.
	Feature
	Critical
	

	PG-09
	Request closure
	Prevent changes to a request (and tasks within) after closure.
	Feature
	Critical
	

	PG-10
	Request closure
	Allow only specific and authorised access to problem gambler records after closure.
	Control
	Critical
	

	PG-11
	Request closure
	Prevent access by problem gamblers (in case of anonymous reporting) through the online form, after closure.
	Control
	Critical
	

	PG-12
	Reporting
	Allow the export of data or dashboards/charts/analyses (with the supporting data) in common report formats (e.g., Microsoft Excel, Adobe Acrobat, Microsoft Word) and as per user defined criteria (e.g., date).
	Report
	Critical
	

	PG-13
	Analytics and dashboard
	Provide analytics and dashboard features which allow dynamic analysis (e.g., pivot tables) based on user-defined criteria.
	Feature
	Essential
	


[bookmark: _Toc82071072]


14. Board Administration
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	EB-01
	General
	Interface with the Board Administration/Management solution of the GRA to allow the sharing of board papers (i.e., pre-defined reports) from the system to the Board Administration/Management tool.

Note: The GRA is currently in the process of acquiring and implementing a Board Administration/Management solution.
	Feature
	Critical
	

	EB-02
	General
	Interface with the Board Administration/Management solution of the GRA to allow the storing of board documents in the document management system (refer to the Administration and Registry section).

Note: The GRA is currently in the process of acquiring and implementing a Board Administration/Management solution.
	Feature
	Critical
	



[bookmark: _Toc82071073]

15. Complaints Management
	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	CMT-01
	Request creation
	Allow the creation of a new complaint (i.e., request) by capturing the following information at a minimum:
· Date (mandatory and automatically generated by the system)
· Request number (mandatory and automatically generated by the system)
· Complainant name (mandatory)
· National ID (non-mandatory)
· Telephone/mobile number (mandatory)
· Description of complaint (mandatory)
· Address
· Category (e.g., genuine, non-genuine) (mandatory)
· Actions taken categorised by date (mandatory)
· Status (open or closed) (mandatory)
· Date closed (mandatory upon closure)
	Feature
	Critical
	

	CMT-02
	Request creation
	Allow integration with the Electronic Document/Record Management System for attachment of documents to the complaint/request (refer to the Document Management section).
	Feature
	Critical
	

	CMT-03
	Online contact
	Allow complainants to contact the GRA through the Online Portal which is accessible through the GRA website. The Online Portal shall be accessible to all GRA website visitors (without any authentication for first time contacts) and shall allow capture of the following information at a minimum:
· Date (mandatory and automatically generated by the system)
· Request number (mandatory and automatically generated by the system)
· Complainant name (mandatory)
· National ID (non-mandatory)
· Telephone/mobile number (mandatory)
· Description of complaint (mandatory)
	Feature
	Essential
	

	CMT-04
	Online contact
	Provide the option for complainants to report complaints anonymously through the Online Portal.
	Feature
	Essential
	

	CMT-05
	Online contact
	Provide an authentication mechanism to access the form at a later stage, in order to view the status/feedback from the GRA. The following authentication mechanisms can be used for subsequent access:
· Username: Automatic request number generated by system
· Password: User selected password or system-generated password displayed on the online form or sent by SMS to the complainant

Alternative secure mechanisms can also be considered.
	Feature
	Essential
	

	CMT-06
	Online contact
	Allow complainants to view the status of processing activities and feedback from the GRA at any point in time.
	Feature
	Essential
	

	CMT-07
	Data privacy
	Comply with all data privacy principles and requirements in adherence to the Mauritius Data Protection Act 2017. Non-exhaustive examples include:
· Privacy notice (to fulfil the right to be informed)
· Consent
· Exclusion of tracking cookies
	Feature
	Critical
	

	CMT-08
	Task management
	Allow the creation of tasks (within a request) and assignment to specific end-users for action. Tasks shall include the following information:
· Date opened
· Task description
· Assigned user
· Actions taken
· Date closed
	Feature
	Critical
	

	CMT-09
	Document upload
	Allow attachment of documents to each request or tasks within, provided that the request has not been closed. The system shall support common file formats such as Microsoft Excel, Microsoft Word, Adobe Acrobat, Microsoft Outlook message and image amongst others. 
	Feature
	Critical
	

	CMT-10
	Request closure
	Allow closure of requests by setting the 'Date Closed' field.
	Feature
	Critical
	

	CMT-11
	Request closure
	Prevent changes to a request (and tasks within) after closure.
	Feature
	Critical
	

	CMT-12
	Request closure
	Prevent access by complainants through the online form, after closure.
	Feature
	Critical
	

	CMT-13
	Reporting
	Allow the export of data or dashboards/charts/analyses (with the supporting data) in common report formats (e.g., Microsoft Excel, Adobe Acrobat, Microsoft Word) and as per user defined criteria (e.g., date).
	Report
	Critical
	

	CMT-14
	Analytics and dashboard
	Provide analytics and dashboard features which allow dynamic analysis (e.g., pivot tables) based on user-defined criteria
	Feature
	Critical
	





16. Data Privacy
This section includes the general requirements for compliance with the requirements of the Mauritius Data Protection Act 2017. Note that some data privacy and data protection requirements are also included in other sections above.

	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	DP-01
	Data Privacy
	Allow the classification of personal identifiable information (PII)/special categories of data.
	Feature
	Critical
	

	DP-02
	Data Privacy
	Provide processing security controls.
	Control
	Critical
	

	DP-03
	Data Privacy
	Allow end-users (with specific access rights) to delete or anonymise data upon expiry of retention period or upon need (e.g., when right to erasure is exercised).
	Feature
	Critical
	

	DP-04
	Data Privacy
	Allow end-users (with specific access rights) to temporarily render the data unavailable to users, or temporarily removing published data from an online portal (e.g., when the right to restrict processing is exercised).
	Feature
	Critical
	

	DP-05
	Data Privacy
	Allow end-users (with specific access rights) to retrieve personal data records in full or in part when required (e.g., when right to access is exercised).
	Feature
	Critical
	

	DP-06
	Data Privacy
	Allow end-users (with specific access rights) to amend data across all relevant systems (e.g., when right to rectification is exercised).
	Feature
	Critical
	

	DP-07
	Data Privacy
	Allow the definition of retention periods as per the different types of data maintained by the GRA (e.g., types of licenses. AML records, complaint records, employee details, human resource/recruitment data, financial data).
	Feature
	Critical
	




17. Integration with Intelligence and Investigation System
The GRA is currently in the process of implementing an Intelligence and Investigation System, which will support investigations, incident reporting/management and intelligence gathering/analysis amongst others. The GRA expects that the target information system (described in this document) should integrate with the Intelligence and Investigation System. The specific level of integration will be defined during the implementation phase of the project.

	Reference
	Process/Sub Process
	Requirement description
	Category
	Priority
	Bidder’s comments

	 
	 
	System shall:
	 
	 
	

	INT-01
	Integration
	Support integration through two-way transfer of data, such that data does not need to be re-input once captured in either system.
	Feature
	Essential
	





18. Horse Racing Division
The Horse Racing Division has been set up following the amendments brought to the Gambling Regulatory Authority Act 2007 through the Finance (Miscellaneous Provisions) Act 2021. The Horse Racing Division is a division within the GRA and is currently being set up. This division will be responsible for issuance of authorisations, registration, licensing, and approval amongst others. It will also be responsible for payment of jockeys and acquisition of horses amongst others. Since this division is currently being set up, the Bidder is expected to perform an analysis during the implementation phase. A summary of the mandates is illustrated below:

	Licenses
	Category

	
	Registration
	Licensing
	Personal Management License

	Professional Jockey
	
	Yes
	Yes

	Jockey
	Yes
	Yes
	Yes

	Apprentice
	Yes
	Yes
	Yes

	Track rider
	Yes
	Yes
	Yes

	Equestrian centre
	
	Yes
	

	Work-out programme
	
	Yes
	

	Stable manager
	Yes
	
	Yes

	Assistant stable manager
	Yes
	
	Yes

	Equine veterinarian
	
	Yes
	Yes

	Veterinary surgeon
	
	Yes
	Yes

	Clerk of a racecourse
	
	
	Yes

	Member of Board of Administrator
	
	
	Yes

	Member of panel of racing stewards
	
	
	Yes

	Communications officer
	
	
	Yes

	Commentator at race meeting
	
	
	Yes

	Owner
	Yes
	
	Yes

	Trainer
	Yes
	
	Yes

	Rider
	Yes
	
	Yes

	Stable  
	Yes
	Yes
	

	Horseracing professional
	Yes
	
	Yes

	Chief Executive Officer
	
	
	Yes

	General Manager
	
	
	Yes

	Assistant General Manager
	
	
	Yes

	Secretary
	
	
	Yes

	Senior IT Officer
	
	
	Yes

	Finance and Administrative Manager
	
	
	Yes

	Senior Finance Officer
	
	
	Yes

	Audit and Risk Manager
	
	
	Yes

	MLRO/DMLRO and Compliance Officer
	
	
	Yes

	Operational Manager
	
	
	Yes

	Human Resource Manager
	
	
	Yes

	Inquiry Reporter
	
	
	Yes

	Horse Security Officer
	
	
	Yes

	Managerial or Consulting Position in the Horse Racing Organiser
	
	
	Yes

	Casino Gaming
	
	Yes
	Yes

	Gaming House Digital Game
	
	Yes
	Yes

	Limited Pay-out Machines Digital Game
	
	Yes
	Yes
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[bookmark: _Toc87273308]C.  Technical Specifications
[bookmark: _Toc521498257][bookmark: _Toc87273309]2.0	General Technical Requirements
2.0.1	Although GRA has existing servers, they are reaching their end of life and are not expected to be used for the target information system. For information purposes, the technical specifications of the current servers are included in Attachment 2 (Specifications of current hardware).
2.0.2	Servers are required for both the primary production and secondary (disaster recovery) sites. The production site will be on premise and located at the Head Office (located at Level 12, Newton Tower, Sir William Newton Street, Port Louis). Cloud-based solutions (e.g., software-as-a-service, platform-as-a-service models) will not be acceptable. There is currently no disaster recovery site and the GRA is currently in the process of assessing different options for disaster recovery, among which is the hosting/space co-location at the Government Online Centre (located in Ebene). Bidders are therefore requested to provide two options for disaster recovery namely:
· Option 1: Physical server(s) including the sized specifications and costs
· Option 2: Sized specifications for virtual server(s) which will be hosted in a cloud and hosting costs will be borne by the GRA
2.0.3	Replication will be used between the production and disaster recovery sites. The Recovery Time Objective and Recovery Point Objective for the target information system will be defined by the GRA during the implementation phase. GRA will be responsible for setting up the communication lines between the production site and the disaster recovery site, including the related costs.
2.0.4	Servers should be sized so that they can support different environments of the information systems (e.g., development, test and production). Bidders should recommend the different environments that should be maintained according to the proposed information systems.
2.0.5	The Bidder should propose high-availability solutions (e.g., with dual power supplies and network connectivity) and a robust failover mechanism to the disaster recovery site in case of loss of the primary site. The failover will be tested during the implementation phase, prior to go live.
2.0.7	The Bidder should propose the following additional hardware:
· Four (4) cash-till printers
· Ten (10) tablets to allow GRA officers to access the information system remotely (e.g., during inspections)
· Four (4) kiosks or equivalent equipment which will be installed at the reception area of the GRA Head Office to allow self-service
· Six (6) attendance readers (supporting card and fingerprint)
· One (1) LT05 tape backup system.
· One (1) backup appliance
· Four (4) ID/passes printers

[bookmark: _Toc521498260][bookmark: _Toc87273310]2.1	Software Specifications
2.1.1	The Bidder is expected to implement a data backup solution from market leaders. The solution is required to allow for backups to be scheduled at any time without impacting network and system performance. Backups shall be stored on a dedicated appliance (in addition to magnetic tapes) which is optimized for backups.
2.1.2	The Bidder shall provide a market recognized anti-malware solution for all the servers proposed. The solution should provide protection against all known types of threats.
2.1.3	Standard supporting software (e.g., operating systems, database management systems and patch management amongst other) are expected to be included on both the production and disaster recovery servers. 
2.1.4	In the event the proposed information system uses specific supporting utilities (e.g., report generation tools or report designers), the Bidder should provide details as applicable.
2.1.5	The Bidder will have to configure all relevant software (e.g., operating system, database management system, security software) for the successful deployment of the proposed information system.
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[bookmark: _Toc521498266][bookmark: _Toc87273311][bookmark: _Hlk82113154]D.  Testing and Quality Assurance Requirements
[bookmark: _Toc521498268][bookmark: _Toc87273312]3.1	Pre-commissioning Tests
3.1.0	In addition to the Supplier’s standard check-out and set-up tests, the Supplier (with the assistance of the Purchaser) must perform the following tests on the System and its Subsystems before Installation will be deemed to have occurred and the Purchaser will issue the Installation Certificate(s) (pursuant to GCC Clause 26 and related SCC clauses).
3.1.1	Unit testing: The Supplier must perform unit testing to ensure that the individual (or relevant group) of functionalities/features is working as per the specifications in this document and/or as agreed with the Purchaser during the design phase of the project.
3.1.2	Integration testing: The Supplier must conduct integration testing following completion of successful unit testing. Integration testing must demonstrate successful operation of all components as a group to meet the requirements set out in this document. The approach for integration testing will be jointly determined with the GRA and test cases will be validated by GRA prior to testing activities. The tests and their outcomes must be documented and shared with the Purchaser.
3.1.3	Load and stress testing: The load and stress testing must be performed prior to issuance of the Installation Certificate. The stress and load testing requirements will be jointly determined with the GRA. The Supplier will conduct the tests based on the agreed test procedures as proposed by the Supplier and approved by the GRA. The tests and their outcomes must be documented and shared with the Purchaser.
3.1.4	All issues and defects arising from the abovementioned tests will need to be remediated by the Supplier within timelines which will be agreed with the Purchaser.
[bookmark: _Toc521498269][bookmark: _Toc87273313]3.2	Operational Acceptance Tests
3.2.0	Pursuant to GCC Clause 27 and related SCC clauses, the Purchaser (with the assistance of the Supplier) will perform the following tests on the System and its Subsystems following Installation to determine whether the System and the Subsystems meet all the requirements mandated for Operational Acceptance.
3.2.1	User Acceptance testing: The Supplier must assist the Purchaser in the development and documentation of the user acceptance test cases and acceptance criteria, which will be used by the Purchaser for testing activities. The Purchaser will review, propose amendments where applicable and sign off the test cases and criteria. Documentation will at a minimum include the following:
· Explanation of the purpose of each test being performed
· Mapping of each test to the respective requirements set out in the specifications in this document (requirements traceability)
· Definition of the acceptance criteria for each test
· Details on the performance of each test (e.g., actions performed and results)
· Mapping to other test, if applicable (e.g., if a re-test was performed following additional development)
· Sign-off of individual who performed the test

The Supplier will assist the Purchaser during the user acceptance testing and the testing will be performed before the go live. The Supplier will provide a report to the GRA once all tests have been successfully completed. The tests will be considered as having been successfully completed only upon explicit and written sign-off from the GRA. The user acceptance tests will be performed on an environment which has actual real-life data, so that meaningful analysis can be performed as part of testing activities.
[bookmark: _Toc87273314][bookmark: _Toc521498270]3.3	Information Technology Security Audit
An independent IT security audit of the solution implemented should be done by an independent third-party vendor prior to its acceptance. The audit must cover the security around the application, software, middleware, database management system, operating system, hardware and network infrastructure. The scope and terms of reference of the audit will be reviewed by the Purchaser prior to the exercise. The audit should be performed prior to and after the go-live, and the independent auditor will need to submit a report to the Purchaser, documenting the findings and recommendations. The recommendations are expected to be implemented by the Supplier at no additional cost.


[bookmark: _Toc87273315]E.  Implementation Schedule
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[bookmark: _Toc433161260][bookmark: _Toc521498271][bookmark: _Toc87273316]Implementation Schedule Table
System, Subsystem, or lot number:  Entire System procurement

	Line Item No.
	

Subsystem / Item
	
Configuration Table No.
	
Site / Site Code
	Delivery
(Bidder to specify in the Preliminary Project Plan)
	
Installation (weeks from Effective Date)
	
Acceptance (weeks from Effective Date)
	
Liquidated Damages Milestone

	
	
	
	
	
	
	
	

	0
	Effective Date
	- -
	- -
	Yes
	- -
	- -
	No

	1
	Project Plan
	- -
	- -
	Yes
	- -
	W6
	No

	2
	Fit gap analysis and requirements gathering
	- -
	All
	Yes
	- -
	W10
	No

	3
	Development and customization of information system
	- -
	All
	Yes
	- -
	W16
	No

	4
	Delivery of hardware (server)
	- -
	HO and DR
	Yes
	W15
	W16
	No

	5
	Completion of training
	- -
	HO and SO
	Yes
	- -
	W22
	No

	6
	Delivery of other hardware (including supporting software)
	- -
	HO and DR
	Yes
	- -
	W22
	No

	7
	Completion of user acceptance and operational acceptance tests
	- -
	HO and SO
	Yes
	- -
	W23
	Yes

	8
	Completion of data migration
	- -
	- -
	Yes
	- -
	W24
	No

	9
	Completion of independent audit (before go-live)
	- -
	- -
	Yes
	- -
	W24
	No

	10
	Go-live of integrated information system
	- -
	- -
	Yes
	- -
	W25
	No



Note:	Refer to the System Inventory Table(s) below for the specific items and components that constitute the Subsystems or item.  Refer to the Site Table(s) below for details regarding the site and the site code.
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	- -  indicates not applicable.  “  indicates repetition of table entry above. 
[bookmark: _Toc433161261][bookmark: _Toc521498272][bookmark: _Toc87273317]System Inventory Table (Supply and Installation Cost Items) [ insert:  identifying number ]
System, Subsystem, or lot number:  Entire System procurement
Line item number: [ specify:  relevant line item number from the Implementation Schedule (e.g., 1.1) ]
[ as necessary for the supply and installation of the System, specify:  the detailed components and quantities in the System Inventory Table below for the line item specified above, modifying the sample components and sample table entries as needed.  Repeat the System Inventory Table as needed to cover each and every line item in the Implementation Schedule that requires elaboration. ]
	
Component 
No.
	

Component
	Relevant Technical Specifications 
No.
	Additional Site Information (e.g., building, floor, department, etc.)
	

Quantity

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	



Note:	- - indicates not applicable.  “ indicates repetition of table entry above.
[bookmark: _Toc433161262][bookmark: _Toc521498273][bookmark: _Toc87273318]
System Inventory Table (Recurrent Cost Items)  [ insert:  identifying number ]
System, Subsystem, or lot number: Entire System procurement
Line item number: [ specify:  relevant line item number from the Implementation Schedule (e.g., z.1) ]
[ as necessary for the supply and installation of the System, specify:  the detailed components and quantities in the System Inventory Table below for the line item specified above, modifying the sample components and sample table entries as needed.  Repeat the System Inventory Table as needed to cover each and every line item in the Implementation Schedule that requires elaboration. ]
	Component 
No.
	
Component
	Relevant Technical Specifications No.
	
Y1
	
Y2
	
Y3
	
Y4
	
Y5
	
Y6
	
Y7

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	



Note:	- -  indicates not applicable.  “  indicates repetition of table entry above.
[bookmark: _Toc433161263][bookmark: _Toc521498274][bookmark: _Toc87273319]
Site Table(s)
System, Subsystem, or lot number:  Entire system procurement
	
Site
Code
	

Site
	

City / Town / Region
	

Primary Street Address
	Drawing Reference No. (if any)

	HO
	Head Office (Newton Tower)
	Port Louis
	Sir William Newton Street
	Not applicable

	SO
	Sub Office (Happy World House)
	Port Louis
	Sir William Newton Street
	Not applicable

	DR
	Disaster Recovery Site
	Yet to be determined but will be in Mauritius
	Yet to be determined but will be in Mauritius
	Not applicable



[bookmark: _Toc433161264][bookmark: _Toc438362057] 
[bookmark: _Toc521498275][bookmark: _Toc87273320]
Table of Holidays and Other Non-Working Days

	Month
	2022
	2023

	1
	
	1, 2 and 22*

	2
	
	1, 5* and 18*

	3
	
	12 and 22*

	4
	
	22*

	5
	
	1

	6
	-
	-

	7
	-
	-

	8
	15
	-

	9
	1
	18*

	10
	24
	-

	11
	2
	1, 2 and 12*

	12
	25
	25

	* Likely date of public holiday
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[bookmark: _Toc521498276][bookmark: _Toc87273321]F.  Required Format of Technical Bids
[bookmark: _Toc521498277][bookmark: _Toc87273322]5.1	Description of Information Technologies, Materials, Other Goods, and Services
5.1.0	The Bidder must provide detailed descriptions of the essential technical, performance, or other relevant characteristics of all key Information Technologies, Materials, other Goods, and Services offered in the bid (e.g., version, release, and model numbers).  Without providing sufficient clear detail, Bidders run the risk of their bids being declared non-responsive.  
5.1.1	To assist in the bid evaluation, the detailed descriptions should be organized and cross referenced in the same manner as the Bidder’s item-by-item commentary on the Technical Requirements described in Section 5.2 below.  All information provided by cross reference must, at a minimum, include clear titles and page numbers.  
[bookmark: _Toc521498278][bookmark: _Toc87273323]5.2	Item-by-Item Commentary on the Technical Requirements
5.2.0	The Bidder must provide an item-by-item commentary on the Purchaser’s Technical Requirements, demonstrating the substantial responsiveness of the overall design of the System and the individual Information Technologies, Goods, and Services offered to those Requirements, see ITB Clause 16.2 (b) (ITB Clause 14.2 (b) in the two-stage SBD).
5.2.1	In demonstrating the responsiveness of its bid, the Bidder is strongly urged to use the Technical Responsiveness Checklist provided in Section G of the Technical Requirements.  Failure to do so, increases significantly the risk that the Bidder’s Technical Bid will be declared technically non-responsive.  Among other things, the checklist should contain explicit cross references to the relevant pages in the Bidder’s Technical Bid. 
[bookmark: _Toc521498279][bookmark: _Toc87273324]5.3	Preliminary Project Plan
5.3.0	The Bidder must prepare a Preliminary Project Plan describing, among other things, the methods and human and material resources that the Bidder proposes to employ in the design, management, coordination, and execution of all its responsibilities, if awarded the Contract, as well as the estimated duration and completion date for each major activity. The Preliminary Project Plan must also address the topics and points of emphasis specified in 
SCC Clause 19 including any additional items stated in the Bid Data Sheet for ITB Clause 16.2 (c). The Preliminary Project Plan should also state the Bidder’s assessment of the major responsibilities of the Purchaser and any other involved third parties in System supply and installation, as well as the Bidder’s proposed means for coordinating activities by each of the involved parties to avoid delays or interference.   
5.3.1	In addition to the topics and points of emphasis, the Preliminary Project Plan must address steps which will be taken if there are deviations from plan and status reporting protocols. 
[bookmark: _Toc521498280][bookmark: _Toc87273325]5.4	Confirmation of Responsibility for Integration and Interoperability of Information Technologies
5.4.0	The Bidder must submit a written confirmation that, if awarded the Contract, it shall accept responsibility for successful integration and interoperability of all the proposed Information Technologies included in the System, as further specified in the Bidding Document.
[bookmark: _Toc521498281][bookmark: _Toc87273326]
G.  Technical Responsiveness Checklist


[bookmark: _Toc521498282][bookmark: _Toc87273327]
Technical Responsiveness Checklist

Note to Bidders:  The following Checklist is provided to help the Bidder organize and consistently present its Technical Bid.  For each of the following Technical Requirements, the Bidder must describe how its Technical Bid responds to each Requirement.  In addition, the Bidder must provide cross references to the relevant supporting information, if any, included in the bid.  The cross reference should identify the relevant document(s), page number(s), and paragraph(s).  The Technical Responsiveness Checklist does not supersede the rest of the Technical Requirements (or any other part of the Bidding Documents).  If a requirement is not mentioned in the Checklist, that does not relieve the Bidder from the responsibility of including supporting evidence of compliance with that other requirement in its Technical Bid.  One- or two-word responses (e.g. “Yes,” “No,” “Will comply,” etc.) are normally not sufficient to confirm technical responsiveness with Technical Requirements.

	Tech. Require. No. 1  

	Technical Requirement:
Functional Performance Requirements of the System (sub-section B 1.2 in Section V above)
	Mandatory

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:




	Tech. Require. No. 2  

	Technical Requirement:
Functional and Non-Functional Specifications and Requirements (sub-section B 1.3 in Section V above)
	Mandatory

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:




	Tech. Require. No. 3  

	Technical Requirement:
General Technical Requirements (sub-section C 2.0 in Section V above)
	Mandatory 

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:




	Tech. Require. No. 4  

	Technical Requirement:
Software Specifications (sub-section C 2.1 in Section V above)
	Mandatory 

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:




	Tech. Require. No. 5  

	Technical Requirement:
Testing and Quality Assurance Requirements (sub-section D in Section V above)
	Mandatory 

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:




	Tech. Require. No. 6  

	Technical Requirement:
Implementation Schedule (sub-section E in Section V above)
	Mandatory 

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:




	Tech. Require. No. 7  

	Technical Requirement:
Required Format of Technical Bids (sub-section F in Section V above)
	Mandatory 

	Bidder’s technical reasons supporting compliance:  


	Bidder’s cross references to supporting information in Technical Bid:





[bookmark: _Toc521498283][bookmark: _Toc87273328]
H.  Attachments

[bookmark: _Toc521498284]

[bookmark: _Toc87273329]Attachment 1.  Existing Information Systems/Information Technologies
[bookmark: _Toc521498286]The current network topology is illustrated below for reference.
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[bookmark: _Toc87273330]Attachment 2.  Specifications of current hardware
The specifications of the current servers, firewall, switches, workstations (desktops and laptops) and multi-function printers are in included below:

	No.
	Component
	Description of specifications

	1. 
	Server
	Fujitsu Primergy RX200 S7

	2. 
	Firewall
	Fortigate 101F

	3. 
	Laptops
	Core i5 and above (Dell, Fujitsu and HP)

	4. 
	Desktops
	Core i3 and above (Dell, Fujitsu and HP)

	5. 
	Multi-function printer/scanner
	Ricoh IMC 4500




[bookmark: _Toc521498749][bookmark: _Toc106011152]Section VI.  Sample Forms

[bookmark: _Toc521498751].  





























[bookmark: _Toc106011153]Notes to Bidders on working with the Sample Forms
	The Purchaser has prepared the forms in this section of the Bidding Documents to suit the specific requirements of the System being procured.   In its bid, the Bidder must use these forms (or forms that present in the same sequence substantially the same information).  Bidders should not introduce changes without the Purchaser’s prior written consent.  If the Bidder has a question regarding the meaning or appropriateness of the contents or format of the forms and/or the instructions contained in them, these questions should be brought to the Purchaser’s attention as soon as possible during the bid clarification process, either at the pre-bid meeting or by addressing them to the Purchaser in writing pursuant to ITB Clause 10.
	The Purchaser has tried to provide explanatory text and instructions to help the Bidder prepare the forms accurately and completely.  The instructions that appear directly on the forms themselves are indicated by use of typographical aides such as italicized text within square brackets as is shown in the following example taken from the Bid Submission Form:
Duly authorized to sign this bid for and on behalf of [ insert:  name of Bidder ]
In preparing its bid, the Bidder must ensure all such information is provided and that the typographical aides are removed.
	The sample forms provide a standard set of documents that support the procurement process as it moves forward from the stage of bidding, through Contract formation and onto Contract performance.  The first set of forms must be completed and submitted as part of the bid prior to the deadline for bid submission.  These include: (i) the Bid Submission Form; (ii) the Price Schedules; (iii) the Manufacturer’s Authorizations and key Subcontractor agreements; (iv) the List of Proposed Subcontractors; (v) the form(s) for securing the bid (if and as required); and other forms as found in sub-sections 1 through 4 of this Section VI of the Bidding Documents.
· Bid Submission Form: In addition to being the place where official confirmation of the bid price, the currency breakdown, the completion date(s), and other important Contract details are expressed, the Bid Submission Form is also used by the Bidder to confirm - in case adjudication applies in this Contract - its acceptance of the Purchaser’s proposed Adjudicator, or to propose an alternative.  If the bid is being submitted on behalf of a Joint Venture, it is essential that the Bid Submission Form be signed by the partner in charge and that it be supported by the authorizations and power of attorney required pursuant to ITB Clause 6.2.  Given widespread concern about illegal use of licensed software, Bidders will be asked to certify in the Bid Submission Form that either the Software included in the bid was developed and is owned by the Bidder, or, if not, the Software is covered by valid licenses with the proprietor of the Software.
· Price Schedules: The prices quoted in the Price Schedules should constitute full and fair compensation for supply, installation, and achieving Operational Acceptance of the System as described in the Technical Requirements based on the Implementation Schedule, and the terms and conditions of the proposed Contract as set forth in the Bidding Documents.  Prices should be given for each line item provided in the Schedules, with costs carefully aggregated first at the Subsystem level and then for the entire System.  If the Price Schedules provide only a summary breakdown of items and components, or do not cover some items unique to the Bidder’s specific technical solution, the Bidder may extend the Schedules to capture those items or components.  If supporting price and cost tables are needed for a full understanding of the bid, they should be included.
Arithmetical errors should be avoided.  If they occur, the Purchaser will correct them according to ITB Clause 26.2 (ITB Clause 38.2 in the two-stage SBD) without consulting the Bidder.  Major omissions, inconsistencies, or lack of substantiating detail can lead to rejection of a bid for commercial non-responsiveness. Presenting prices according to the breakdown prescribed in the Price Schedules is also essential for another reason.  If a bid does not separate prices in the prescribed way, and, as a result, the Purchaser cannot apply the domestic preference provision described in ITB Clause 29 (ITB Clause 41 in the two-stage SBD), if they are applicable in this bidding, the Bidder will lose the benefit of the preference. Once bids are opened, none of these problems can be rectified.  At that stage, Bidders are not permitted to change their bid prices to overcome errors or omissions.
· Manufacturer’s Authorizations and written agreements by key Subcontractors: In accordance with ITB Clauses 6.1 (b) and (c), a Bidder may be required to submit, as part of its bid, Manufacturer’s Authorizations in the format provided in the Bidding Documents, and agreements by Subcontractors proposed for key services, for all items specified in the Bid Data Sheet.  There is no particular format (or sample form) for Subcontractor agreements.
· List of Proposed Subcontractors: In accordance with ITB Clause 6.3, a Bidder must submit, as part of its bid, a list of proposed subcontracts for major items of  Technologies, Goods, and/or Services.  The list should also include the names and places of registration of the Subcontractors proposed for each item and a summary of their qualifications.
· List of Software and Materials: In accordance with ITB Clause 13.1 (e) (vi) (ITB Clauses 13.1 (c) (vi) and 25.1 (e) (vi) in the two-stage SBD), Bidders must submit, as part of their bids, lists of all the Software included in the bid assigned to one of the following categories: (A) System, General-Purpose, or Application Software; or (B) Standard or Custom Software.  Bidders must also submit a list of all Custom Materials.  If provided for in the Bid Data Sheet, the Purchaser may reserve the right to reassign certain key Software to a different category.
· Qualification information forms:  In accordance with ITB Clause 6, the Purchaser will determine whether the Bidder is qualified to undertake the Contract.  This entails financial, technical as well as performance history criteria which are specified in the BDS for ITB Clause 6.  The Bidder must provide the necessary information for the Purchaser to make this assessment through the forms in this sub-section.  The forms contain additional detailed instructions which the Bidder must follow.
· Securing the bid:  If the BDS for ITB Clause 17 (ITB Clause 29 in the two-stage SBD) requires that bids be secured, the Bidder shall do so in accordance with the type and details specified in the same ITB/BDS Clause, either using the form(s) included in these Sample Forms or using another form acceptable to the Purchaser.  If a Bidder wishes to use an alternative form, it should ensure that the revised format provides substantially the same protection as the standard format; failing that, the Bidder runs the risk of rejection for commercial non-responsiveness.
Bidders need not provide the Performance Security and Advance Payment Security with their bids.  Only the Bidder selected for award by the Purchaser will be required to provide these securities.
The following forms are to be completed and submitted by the successful Bidder following notification of award: (i) Contract Agreement, with all Appendices; (ii) Performance Security; and (iii) Advance Payment Security.
· Contract Agreement:  In addition to specifying the parties and the Contract Price, the Contract Agreement is where the: (i) Supplier Representative; (ii) if applicable, agreed Adjudicator and his/her compensation; and (iii) the List of Approved Subcontractors are specified.  In addition, modifications to the successful Bidder’s Bid Price Schedules are attached to the Agreement.  These contain corrections and adjustments to the Supplier’s bid prices to correct errors, adjust the Contract Price to reflect – if applicable - any extensions to bid validity beyond the last day of original bid validity plus 56 days, etc.
· Performance Security:  Pursuant to GCC Clause 13.3, the successful Bidder is required to provide the Performance Security in the form contained in this section of these Bidding Documents and in the amount specified in accordance with the SCC.
· Advance Payment Security:  Pursuant to GCC Clause 13.2, the successful Bidder is required to provide a bank/insurance guarantee for the full amount of the Advance Payment - if an Advance Payment is specified in the SCC for GCC 12.1 - in the form contained in this section of these Bidding Documents or another form acceptable to the Purchaser.  If a Bidder wishes to propose a different Advance Payment Security form, it should submit a copy to the Purchaser promptly for review and confirmation of acceptability before the bid submission deadline.
The Purchaser and Supplier will use the following additional forms during Contract implementation to formalize or certify important Contract events: (i) the Installation and Operational Acceptance Certificates; and (ii) the various Change Order forms.  These and the procedures for their use during performance of the Contract are included in the Bidding Documents for the information of Bidders.
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1.  Bid Submission Form (Single-Stage Bidding) 

	Date:	[ Bidder insert:  date of bid ]
	IFB:	[ Purchaser insert:  IFB title and number ]
	Contract:	[ Purchaser insert:  name of Contract ]

To:  [ Purchaser insert:  name and address of Purchaser ]

Dear Sir or Madam:
Having examined the Bidding Documents, including Addenda Nos. [ insert numbers ], the receipt of which is hereby acknowledged:-
(a) We, the undersigned offer to supply, install, achieve Operational Acceptance of, and support the Information System under the above-named Contract in full conformity with the said Bidding Documents for the sum of:
	
	
	[ insert:  amount of local currency in words ]
	([ insert:  amount in Mauritian Rupees in figures from corresponding Grand Total entry of the Grand Summary Cost Table ])

	
	plus
	[ insert:  amount of foreign currency A  in words ]
	([ insert:  amount of foreign currency A in figures from corresponding Grand Total entry of the Grand Summary Cost Table ])

	
	[ as appropriate, add the following ]

	
	plus
	[ insert:  amount of foreign currency B  in words ]
	([ insert:  amount of foreign currency B in figures from corresponding Grand Total entry of the Grand Summary Cost Table ])

	
	plus
	[ insert:  amount of foreign currency C  in words ]
	([ insert:  amount of foreign currency C in figures from corresponding Grand Total entry of the Grand Summary Cost Table ])



or such other sums as may be determined in accordance with the terms and conditions of the Contract.  The above amounts are in accordance with the Price Schedules attached herewith and made part of this bid.
(b) We undertake, if our bid is accepted, to commence work on the Information System and to achieve Installation and Operational Acceptance within the respective times stated in the Bidding Documents.
(c) If our bid is accepted, and if these Bidding Documents so require, we undertake to provide an advance payment security and a performance security in the form, in the amounts, and within the times specified in the Bidding Documents.
(d) We hereby certify that the Software offered in this bid and to be supplied under the Contract (i) either is owned by us, or (ii) if not owned by us, is covered by a valid license from the proprietor of the Software.   
(e) We agree to abide by this bid, which, in accordance with ITB Clauses 13 and 16, consists of this letter (Bid Submission Form) and the enclosures listed below, for a period of ninety (90) days from the date fixed for submission of bids as stipulated in the Bidding Documents, and it shall remain binding upon us and may be accepted by you at any time before the expiration of that period.
(f) Commissions or gratuities, if any, paid or to be paid by us to agents relating to this Bid, and to Contract execution if we are awarded the Contract, are listed below:

	
Name and Address of Agent
	
	Amount and Currency
	
	Purpose of Commission or Gratuity

	
	
	
	
	

	
	
	
	
	

	Etc.  	[if none, state: “none”]


(g) We have taken steps to ensure that no person acting for us or on our behalf will engage in any type of fraud and corruption as per the principles described hereunder, during the bidding process and contract execution:

i. We shall not, directly or through any other person or firm, offer, promise or give to any of the Purchaser’s employees involved in the bidding process or the execution of the contract or to any third person any material or immaterial benefit which he/she is not legally entitled to, in order to obtain in exchange any advantage of any kind whatsoever during the tender process or during the execution of the contract.
ii. We shall not enter with other Bidders into any undisclosed agreement or understanding, whether formal or informal. This applies in particular to prices, specifications, certifications, subsidiary contracts, submission or non-submission of bids or any other actions to restrict competitiveness or to introduce cartelisation in the bidding process.
iii. We shall not use falsified documents, erroneous data or deliberately not disclose requested facts to obtain a benefit in a procurement proceeding.
We understand that transgression of the above is a serious offence and appropriate actions will be taken against such bidders.
(h) We understand that this bid, together with your written acceptance, shall constitute a binding contract between us, until a formal contract is prepared and executed.  
(i) We understand that you are not bound to accept the lowest or any bid you may receive.

Dated this [ insert: ordinal ] day of  [ insert: month ], [ insert: year ].

Signed:  	
Date:  	

In the capacity of [ insert:  title or position ]

Duly authorized to sign this bid for and on behalf of [ insert:  name of Bidder ]

ENCLOSURES:
Price Schedules
Bid-Securing Declaration or Bid-Security (if and as required)
Signature Authorization [plus, in the case of a Joint Venture Bidder, list all other authorizations pursuant to ITB Clause 6.2]
Attachment 1.	Bidder’s Eligibility
Attachment 2.	Bidder’s Qualifications (including Manufacturer’s Authorizations and Subcontractor agreements if and as required)
Attachment 3.	Eligibility of Goods and Services
Attachment 4.	Conformity of the Information System to the Bidding Documents
Attachment 5.	Proposed Subcontractors
Attachment 6.	Intellectual Property (Software and Materials Lists)

Bid Table of Contents and Checklist
Note:  Bidders should expand and (if appropriate) modify and complete the following table.  The purpose of the table is to provide the Bidder with a summary checklist of items that must be included in the bid as described in ITB Clauses 13.1 and 16, in order for the bid to be considered for Contract award.  The table also provides a summary page reference scheme to ease and speed the Purchaser’s bid evaluation process.
	Item
	present: y/n
	page no.

	Bid Submission Form	
	
	

	Price Schedules	
	
	

	Bid-Securing Declaration/Bid-Security	
	
	

	Manufacturer’s Authorization	
	
	

	Subcontractor agreements	
	
	

	List of Proposed Subcontractors	
	
	

	Signature Authorization (for Joint Ventures additionally including the authorizations listed in ITB Clause 6.2)	
	
	

	Software List	
	
	

	List of Custom Materials	
	
	

	General Information Form	
	
	

	General Information Systems Experience Record	
	
	

	Joint Venture Summary	
	
	

	Particular Information Systems Experience Record	
	
	

	Details of Contracts of Similar Nature and Complexity	
	
	

	Current Contract Commitments/Work in Progress	
	
	

	Financial Capabilities	
	
	

	Personnel Capabilities	
	
	

	Candidate Summary	
	
	

	Technical Capabilities	
	
	

	Litigation History	
	
	


[bookmark: _Toc521497238][bookmark: _Toc105751236]
2.  Price Schedule Forms

[bookmark: _Toc521497239][bookmark: _Toc105751237][bookmark: _Hlt529125776][bookmark: _Hlt529125795]
2.1	Preamble

General
1.	The Price Schedules are divided into separate Schedules as follows:
2.2	Grand Summary Cost Table
2.3	Supply and Installation Cost Summary Table
2.4	Recurrent Cost Summary Table
2.5	Supply and Installation Cost Sub-Table(s)
2.6	Recurrent Cost Sub-Tables(s)
2.7	Country of Origin Code Table
2.	The Schedules do not generally give a full description of the information technologies to be supplied, installed, and operationally accepted, or the Services to be performed under each item.  However, it is assumed that Bidders shall have read the Technical Requirements and other sections of these Bidding Documents to ascertain the full scope of the requirements associated with each item prior to filling in the rates and prices.  The quoted rates and prices shall be deemed to cover the full scope of these Technical Requirements, as well as overhead and profit.
3.	If Bidders are unclear or uncertain as to the scope of any item, they shall seek clarification in accordance with the Instructions to Bidders in the Bidding Documents prior to submitting their bid.
Pricing
4.	Prices shall be filled in indelible ink, and any alterations necessary due to errors, etc., shall be initialed by the Bidder.  As specified in the Bid Data Sheet, prices shall be fixed and firm for the duration of the Contract.
5.	Bid prices shall be quoted in the manner indicated and in the currencies specified in ITB Clauses 14 and 15 (ITB Clauses 27 and 28 in the two-stage SBD).  Prices must correspond to items of the scope and quality defined in the Technical Requirements or elsewhere in these Bidding Documents.
6.	The Bidder must exercise great care in preparing its calculations, since there is no opportunity to correct errors once the deadline for submission of bids has passed.  A single error in specifying a unit price can therefore change a Bidder’s overall total bid price substantially, make the bid noncompetitive, or subject the Bidder to possible loss.  The Purchaser will correct any arithmetic error in accordance with the provisions of ITB Clause 26.2 (ITB Clause 38.2 in the two-stage SBD).
7.	Payments will be made to the Supplier in the currency or currencies indicated under each respective item.  As specified in ITB Clause 15.1 (ITB Clause 28.1 in the two-stage SBD), no more than three foreign currencies may be used.  The price of an item should be unique regardless of installation site.
	195
196	Section VI. Sample Forms
Section VI. Sample Forms	197

[bookmark: _Toc521497240][bookmark: _Toc105751238][bookmark: _Hlt529125882]2.2	Grand Summary Cost Table
	
	
	[ insert:  Local Currency ]
Price
	[ insert:  Foreign Currency A ] 
Price
	[ insert:  Foreign Currency B ] 
Price
	[ insert:  Foreign Currency C ] 
Price

	
	
	
	
	
	

	1.
	Supply and Installation Costs (from Supply and Installation Cost Summary Table)
	
	
	
	

	
	
	
	
	
	

	2.
	Recurrent Costs (from Recurrent Cost Summary Table)
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	3.
	Grand Totals (to Bid Submission Form)
	
	
	
	



	
	
	

	Name of Bidder:
	
	

	
	
	

	Authorized Signature of Bidder:
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2.3	Supply and Installation Cost Summary Table
System or Subsystem number:  Entire System Procurement  
Costs MUST reflect prices and rates quoted in accordance with ITB Clauses 14 and 15 
	
	
	
	Supply & Installation Prices

	
	
	

	Locally supplied items
	Items supplied from outside Mauritius

	Line Item No.
	

Subsystem / Item
	Supply and Installation
Cost Sub-Table No.
	[ insert:  Local Currency ]
Price
	[ insert:  Local Currency ]
Price
	[ insert:  Foreign Currency A] Price
	[ insert:  Foreign Currency B] Price
	[ insert:  Foreign Currency C] Price

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	SUBTOTALS
	
	
	
	

	TOTAL (To Grand Summary Table)
	
	
	
	



Note:	- - indicates not applicable.  “ indicates repetition of table entry above.  Refer to the relevant Supply and Installation Cost Sub-Table for the specific components that constitute each Subsystem or line item in this summary table

	
	
	

	Name of Bidder:
	
	

	
	
	

	Authorized Signature of Bidder:
	
	

	
	
	


[bookmark: _Toc521497242][bookmark: _Toc105751240][bookmark: _Hlt529125901]
2.4	Recurrent Cost Summary Table
System or Subsystem number: Entire System Procurement 
Costs MUST reflect prices and rates quoted in accordance with ITB Clauses 14 and 15.
	
Line Item No.
	


Subsystem / Item
	
Recurrent
Cost Sub-Table No.
	[ insert:  Local
Currency ]
Price
	[ insert:  Foreign Currency A ]
Price
	[ insert:  Foreign Currency B ]
Price
	[ insert:  Foreign Currency C ]
Price

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	Subtotals (to Grand Summary Table)
	
	
	
	



Note:	Refer to the relevant Recurrent Cost Sub-Tables for the specific components that constitute the Subsystem or line item in this summary table.

	
	
	

	Name of Bidder:
	
	

	
	
	

	Authorized Signature of Bidder:
	
	


[bookmark: _Toc521497243][bookmark: _Toc105751241][bookmark: _Hlt529125910]
2.5	Supply and Installation Cost Sub-Table  [ insert:  identifying number ]
System or Subsystem number: Entire System Procurement
Line item number: [ specify:  relevant line item number from the Supply and Installation Cost Summary Table (e.g., 1.1) ]
[ as necessary for supply, installation, and achieving Operational Acceptance of the System, specify:  the detailed components and quantities in the Sub-Table below for the line item specified above, modifying the sample components and sample table entries as needed.  Repeat the Sub-Table as needed to cover each and every line item in the Supply and Installation Cost Summary Table that requires elaboration. ]
Prices, rates, and subtotals MUST be quoted in accordance with ITB Clauses 14 and 15.  Unit prices for the same item appearing several times in the table must be identical in amount and currency. 
	
	
	
	
	Unit Prices / Rates
	Total Prices 

	
	
	
	
	Supplied Locally 
	Supplied from outside Mauritius
	Supplied Locally
	Supplied from outside Mauritius

	Component 
No.
	Component Description
	Country of Origin Code
	Quantity
	[ insert: local currency]
	[ insert: local currency]
	[ insert: foreign currency A ]
	[ insert foreign currency B ]
	[ insert: foreign currency C ]
	[ insert: local currency]
	[ insert: local currency]
	[ insert: foreign currency A ]
	[ insert: foreign currency
B ]
	[ insert: foreign currency
C ]

	
	
	
	
	
	
	
	
	
	
	
	
	
	

	1.
	Hardware (Server)
	
	
	
	
	
	
	
	
	
	
	
	

	1.1.
	Production site
	
	
	
	
	
	
	
	
	
	
	
	

	1.2.
	Disaster Recovery Site
	
	
	
	
	
	
	
	
	
	
	
	

	2.
	Other hardware
	
	
	
	
	
	
	
	
	
	
	
	

	2.1.
	Tablet
	
	
	
	
	
	
	
	
	
	
	
	

	2.2.
	Cash-till printer
	
	
	
	
	
	
	
	
	
	
	
	

	2.3.
	Kiosk (or equivalent equipment)
	
	
	
	
	
	
	
	
	
	
	
	

	2.4.
	LT05 backup system
	
	
	
	
	
	
	
	
	
	
	
	

	2.5.
	Backup storage appliance
	
	
	
	
	
	
	
	
	
	
	
	

	2.6.
	Attendance reader
	
	
	
	
	
	
	
	
	
	
	
	

	2.7.
	ID/pass printer
	
	
	
	
	
	
	
	
	
	
	
	

	2.
	Supply of General-Purpose Software
	
	
	
	
	
	
	
	
	
	
	
	

	2.1
	[Provide breakdown as required]
	
	
	
	
	
	
	
	
	
	
	
	

	3.
	Supply of Application, Standard and Custom Software
	
	
	
	
	
	
	
	
	
	
	
	

	3.1
	[Provide breakdown as required]
	
	
	
	
	
	
	
	
	
	
	
	

	Subtotals (to [ insert:  line item] of Supply and Installation Cost Summary Table)
	
	
	
	
	



Note:	- -  indicates not applicable.  
	
	
	

	Name of Bidder:
	
	

	
	
	

	Authorized Signature of Bidder:
	
	


[bookmark: _Toc521497244][bookmark: _Toc105751242][bookmark: _Hlt529125919]
2.6	Recurrent Cost Sub-Table  [ insert:  identifying number ]
Lot number:  Single Lot Procurement 
Line item number: [ specify:  relevant line item number from the Recurrent Cost Summary Table (e.g., z.1)]
Currency:  [ specify:  the currency of the Recurrent Costs in which the costs expressed in this Sub-Table are expressed ]
[ as necessary for operation of the System, specify:  the detailed components and quantities in the Sub-Table below for the line item specified above, modifying the sample components and sample table entries as needed.  Repeat the Sub-Table as needed to cover each and every line item in the Recurrent Cost Summary Table that requires elaboration. ]
[bookmark: _Hlt529125740][bookmark: _Hlt529126519]Costs MUST reflect prices and rates quoted in accordance with ITB Clauses 14 and 15.  Unit prices for the same item appearing several times in the table must be identical in amount and currency.
	
	
	
	Maximum all-inclusive costs (for costs in [ insert:  currency ])

	Component 
No.
	
Component
	
Y1
	
Y2
	
Y3
	
Y4
	
Y5
	
Y6
	
Y7
	Sub-total for [ insert:  currency ]

	1.
	Hardware (server) maintenance/support [Provide breakdown as required]
	Incl. in Warranty
	Incl. in Warranty
	Incl. in Warranty
	
	
	
	
	

	2.
	Other hardware maintenance/support [Provide breakdown as required]
	Incl. in Warranty
	Incl. in Warranty
	Incl. in Warranty
	
	
	
	
	

	3.
	Software Licenses and Updates [Provide breakdown as required]
	Incl. in Warranty
	
	
	
	
	
	
	

	3.1.
	System and General-Purpose Software [Provide breakdown as required]
	Incl. in Warranty
	
	
	
	
	
	
	

	3.2.
	Application, Standard and Custom Software [Provide breakdown as required]
	Incl. in Warranty
	
	
	
	
	
	
	

	4.
	Software maintenance and support [Provide breakdown as required]
	Incl. in Warranty
	
	
	
	
	
	
	

	
	Annual Subtotals:
	
	
	
	
	
	
	
	- -

	
	Cumulative Subtotal (to [ insert: currency ] entry for [ insert:  line item ] in the Recurrent Cost Summary Table)
	




	Name of Bidder:
	
	

	
	
	

	Authorized Signature of Bidder:
	
	

	
	
	


[bookmark: _Toc521497245][bookmark: _Toc105751243][bookmark: _Hlt529125927]
2.7	Country of Origin Code Table
	Country of Origin
	Country Code
	
	Country of Origin
	Country Code
	
	Country of Origin
	Country Code

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	



Section VII. Sample Forms	225
214	Section VI. Sample Forms 
Section VI. Sample Forms	215


[bookmark: _Toc521497246][bookmark: _Toc105751244]3.  Other Bid Forms and Lists

[bookmark: _Toc521497247][bookmark: _Toc105751245]
3.1	Manufacturer’s Authorization

Invitation for Bids Title and No.: 	
[If applicable:] Lot, Slice, Subsystem No(s).: 
	
To:  ________________________________

WHEREAS _______________________________________ who are official producers of _______________________________________________ and having production facilities at __________________________________________________________ do hereby authorize __________________________________________________________________ located at _____________________________________________________ (hereinafter, the “Bidder”) to submit a bid and subsequently negotiate and sign a Contract with you for resale of the following Products produced by us: 		



	.

We hereby confirm that, in case the bidding results in a Contract between you and the Bidder, the above-listed products will come with our full standard warranty. 

Name 		In the capacity of 	

Signed 		

Duly authorized to sign the authorization for and on behalf of : ________________________	
 			

Dated on _______________________________ day of ______________________, ______.



Note:  This authorization should be written on the letterhead of the Manufacturer and be signed by a person with the proper authority to sign documents that are binding on the Manufacturer.
[bookmark: _Toc521497248][bookmark: _Toc105751246]
3.2	List of Proposed Subcontractors

	
	Item
	Proposed Subcontractor
	Place of Registration & Qualifications

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



[bookmark: _Toc521497249][bookmark: _Toc105751247]
3.3	Software List 

	
	(select one per item)
	(select one per item)

	

Software Item
	
System Software
	General-Purpose Software
	
Application Software
	
Standard Software
	
Custom Software

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	



[bookmark: _Toc521497250][bookmark: _Toc105751248]
3.4	List of Custom Materials

	 Custom Materials

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	

	


[bookmark: _Toc490650432][bookmark: _Toc490653373][bookmark: _Toc521497251][bookmark: _Toc105751249]
3.5.1	General Information Form

All individual firms and each partner of a Joint Venture that are bidding must complete the information in this form. Nationality information should be provided for all owners or Bidders that are partnerships or individually owned firms.
Where the Bidder proposes to use named Subcontractors for highly specialized components of the Information System, the following information should also be supplied for the Subcontractor(s), together with the information in Forms 3.5.2, 3.5.3, 3.5.3a, 3.5.4, and 3.5.5.  Joint Ventures must also fill out Form 3.5.2a.

	1.
	Name of firm

	2.
	Head office address

	3.
	Telephone
	Contact

	4.
	Fax
	Telex

	5.
	Place of incorporation / registration
	Year of incorporation / registration



	Nationality of owners¹

	Name
	Nationality

	1.
	
	

	2.
	
	

	3.
	
	

	4.
	
	

	5.
	
	

	¹/	To be completed by all owners of partnerships or individually owned firms.




[bookmark: _Toc490650433][bookmark: _Toc490653374][bookmark: _Toc521497252][bookmark: _Toc105751250]
3.5.2	General Information Systems Experience Record

	Name of Bidder or partner of a Joint Venture



All individual firms and all partners of a Joint Venture must complete the information in this form with regard to the management of Information Systems contracts generally. The information supplied should be the annual turnover of the Bidder (or each member of a Joint Venture), in terms of the amounts billed to clients for each year for work in progress or completed, converted to U.S. dollars at the rate of exchange at the end of the period reported.  The annual periods should be calendar years, with partial accounting for the year up to the date of submission of applications.  This form may be included for Subcontractors only if the Bid Data Sheet for ITB Clause 6.1 (a) explicitly permits experience and resources of (certain) Subcontractors to contribute to the Bidder’s qualifications.
A brief note on each contract should be appended, describing the nature of the Information System, duration and amount of contract, managerial arrangements, purchaser, and other relevant details.
Use a separate page for each partner of a Joint Venture, and number these pages.
Bidders should not enclose testimonials, certificates, and publicity material with their applications; they will not be taken into account in the evaluation of qualifications.
	Annual turnover data (applicable activities only)

	Year¹
	Turnover
	US$ equivalent

	1.
	
	

	2.
	
	

	3.
	
	

	4.
	
	

	5.
	
	

	

	¹/ 	Commencing with the partial year up to the date of submission of bids



[bookmark: _Toc490650434][bookmark: _Toc490653375][bookmark: _Toc521497253][bookmark: _Toc105751251]
3.5.2a  Joint Venture Summary
	Names of all partners of a Joint Venture

	1. Partner in charge

	2. Partner

	3. Partner

	4. Partner

	5. Partner

	6. etc.




Total value of annual turnover, in terms of Information System billed to clients, in US$ equivalent, converted at the rate of exchange at the end of the period reported:
	Annual turnover data (applicable activities only; US$ equivalent)

	Partner
	Form 3.5.2 page no.
	Year 1
	Year 2
	Year 3
	Year 4
	Year 5

	1. Partner in charge
	
	
	
	
	
	

	2. Partner
	
	
	
	
	
	

	3. Partner
	
	
	
	
	
	

	4. Partner
	
	
	
	
	
	

	5. Partner
	
	
	
	
	
	

	6. Etc.
	
	
	
	
	
	

	Totals
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3.5.3	Particular Information Systems Experience Record
	Name of Bidder or partner of a Joint Venture



On separate pages, using the format of Form 3.5.3a, the Bidder is requested to list contracts of a similar nature, complexity, and requiring similar information technology and methodologies to the contract or contracts for which these Bidding Documents are issued, and which the Bidder has undertaken during the period, and of the number, specified in the BDS for ITB Clause 6.1 (a).  Each partner of a Joint Venture should separately provide details of its own relevant contracts.  The contract value should be based on the payment currencies of the contracts converted into U.S. dollars, at the date of substantial completion, or for ongoing contracts at the time of award.
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3.5.3a  Details of Contracts of Similar Nature and Complexity
	Name of Bidder or partner of a Joint Venture


Use a separate sheet for each contract.
	1.
	Number of contract
	

	
	Name of contract 

	
	Country

	2.
	Name of Purchaser

	3.
	Purchaser address

	4.
	Nature of Information Systems and special features relevant to the contract for which the Bidding Documents are issued

	5.
	Contract role (check one)
Prime Supplier        Management Contractor         Subcontractor      Partner in a Joint Venture

	6.
	Amount of the total contract/subcontract/partner share (in specified currencies at completion, or at date of award for current contracts)
Currency	Currency	Currency

	7.
	Equivalent amount US$
Total contract: $_______; 	Subcontract: $_______; 	Partner share: $_______;

	8.
	Date of award/completion

	9.
	Contract was completed _____ months ahead/behind original schedule (if behind, provide explanation).

	10.
	Contract was completed US$ _________ equivalent under/over original contract amount (if over, provide explanation).

	11.
	Special contractual/technical requirements.

	12.
	Indicate the approximate percent of total contract value (and US$ amount) of Information System undertaken by subcontract, if any, and the nature of such Information System.
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3.5.4	Summary Sheet:  Current Contract Commitments / Work in Progress
	Name of Bidder or partner of a Joint Venture



Bidders and each partner to an Joint Venture bid should provide information on their current commitments on all contracts that have been awarded, or for which a letter of intent or acceptance has been received, or for contracts approaching completion, but for which an unqualified, full completion certificate has yet to be issued.
	Name of contract
	Purchaser, contact address/tel./fax
	Value of outstanding Information System (current US$ equivalent)
	Estimated completion date
	Average monthly invoicing over last six months
(US$/month)

	1.
	
	
	
	

	2.
	
	
	
	

	3.
	
	
	
	

	4.
	
	
	
	

	5.
	
	
	
	

	etc.
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3.5.5	Financial Capabilities
	Name of Bidder or partner of a Joint Venture



Bidders, including each partner of a Joint Venture, shall provide financial information to demonstrate that they meet the requirements stated in the BDS for ITB Clause 6.1 (a).  Each Bidder or partner of a Joint Venture shall complete this form. If necessary, separate sheets shall be used to provide complete banker information.  A copy of the audited balance sheets shall be attached.
Autonomous subdivisions of parent conglomerate businesses shall submit financial information related only to the particular activities of the subdivision. 
	Banker
	Name of banker

	
	Address of banker

	
	

	
	Telephone
	Contact name and title

	
	Fax
	Telex


Summarize actual assets and liabilities in U.S. dollar equivalent (at the rates of exchange current at the end of each year) for the previous five calendar years.  Based upon known commitments, summarize projected assets and liabilities in U.S. dollar equivalent for the next two calendar years, unless the withholding of such information by stock market listed public companies can be substantiated by the Bidder.
	Financial information in US$ equivalent
	Actual:
Previous five years
	Projected:
Next two years

	
	5
	4
	3
	2
	1
	1
	2

	1.  Total assets
	
	
	
	
	
	
	

	2.  Current assets
	
	
	
	
	
	
	

	3.  Total liabilities
	
	
	
	
	
	
	

	4.  Current liabilities
	
	
	
	
	
	
	

	5.  Profits before taxes
	
	
	
	
	
	
	

	6.  Profits after taxes
	
	
	
	
	
	
	


Specify proposed sources of financing, such as liquid assets, unencumbered real assets, lines of credit, and other financial means, net of current commitments, available to meet the total construction cash flow demands of the subject contract or contracts as indicated in the BDS for ITB Clause 6.1 (a).

	Source of financing
	Amount (US$ equivalent)

	1.
	

	2.
	

	3.
	

	4.
	



Attach audited financial statements—including, as a minimum, profit and loss account, balance sheet, and explanatory notes—for the period stated in the BDS for ITB Clause 6.1 (a) (for the individual Bidder or each partner of a Joint Venture).
If audits are not required by the laws of Bidders' countries of origin, partnerships and firms owned by individuals may submit their balance sheets certified by a registered accountant, and supported by copies of tax returns, 
[bookmark: _Toc490650439][bookmark: _Toc490653380][bookmark: _Toc521497258][bookmark: _Toc105751256]
3.5.6	Personnel Capabilities
	Name of Bidder



For specific positions essential to contract management and implementation (and/or those specified in the Bidding Documents, if any), Bidders should provide the names of at least two candidates qualified to meet the specified requirements stated for each position.  The data on their experience should be supplied on separate sheets using one Form 3.5.6a for each candidate.
Bidders may propose alternative management and implementation arrangements requiring different key personnel, whose experience records should be provided.

	1.
	Title of position

	
	Name of prime candidate

	
	Name of alternate candidate

	2.
	Title of position

	
	Name of prime candidate

	
	Name of alternate candidate

	3.
	Title of position

	
	Name of prime candidate

	
	Name of alternate candidate

	4.
	Title of position

	
	Name of prime candidate

	
	Name of alternate candidate



[bookmark: _Toc490650440][bookmark: _Toc490653381][bookmark: _Toc521497259][bookmark: _Toc105751257]
3.5.6a  Candidate Summary
	Name of Bidder



	Position

	Candidate
	Prime		Alternate

	Candidate information
	Name of candidate
	Date of birth

	
	Professional qualifications

	
	

	Present employment
	Name of Employer

	
	Address of Employer

	
	

	
	Telephone
	Contact (manager / personnel officer)

	
	Fax
	Telex

	
	Job title of candidate
	Years with present Employer



Summarize professional experience over the last twenty years, in reverse chronological order. Indicate particular technical and managerial experience relevant to the project.
	From
	To
	Company/Project/ Position/Relevant technical and management experience
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3.5.7	Technical Capabilities
	Name of Bidder



The Bidder shall provide adequate information to demonstrate clearly that it has the technical capability to meet the requirements for the Information System.  With this form, the Bidder should summarize important certifications, proprietary methodologies, and/or specialized technologies which the Bidder proposes to utilize in the execution of the Contract or Contracts.

[bookmark: _Toc490650442][bookmark: _Toc490653383][bookmark: _Toc521497261][bookmark: _Toc105751259]
3.5.8	Litigation History
	Name of Bidder or partner of a Joint Venture



Bidders, including each of the partners of a Joint Venture, shall provide information on any history of litigation or arbitration resulting from contracts executed in the last five years or currently under execution. A separate sheet should be used for each partner of a Joint Venture.

	Year
	Award FOR or AGAINST Bidder
	Name of client, cause of litigation, and matter in dispute
	Disputed amount (current value, US$ equivalent)

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	



[bookmark: _Toc521497262][bookmark: _Toc105751260]
4.  Bid Security (Bank/Insurance Guarantee)
[bookmark: _Toc521497264]............................................Bank/Insurance Company’s Name and Address of issuing Branch or Office............................................................
Beneficiary: Name and Address of Public Body………..................................
Date: ..................................................................................................................................
BID GUARANTEE No.: ......................................................................................................
We have been informed that ......................name of the Bidder……...... (hereinafter called "the Bidder") has submitted to you its bid dated.................... (hereinafter called "the Bid") for the execution of .............................name of contract ......................... under Invitation for Bids No..........................IFB number ….................. (“the IFB”).
Furthermore, we understand that, according to your conditions, bids must be supported by a bid security.
At the request of the Bidder, we ..................................name of Bank/Insurance Company ...................... hereby irrevocably undertake to pay you any sum or sums not exceeding in total an amount of ............................amount in figures…........................ .(..............amount in words...................) upon receipt by us of your first demand in writing accompanied by a written statement stating that the Bidder is in breach of its obligation(s) under the bid conditions, because the Bidder:
(a) 	has modified or withdrawn its Bid after the deadline for submission of its bid during the period of bid validity specified by the Bidder in the Form of Bid; or
(b)	has refused to accept a correction of an error appearing on the face of the Bid; or
(c) 	having been notified of the acceptance of its Bid by the Public Body during the period of bid validity, (i) fails or refuses to sign the contract Form, if required, or (ii) fails or refuses to furnish the performance security, in accordance with the Instructions to Bidders. 
This guarantee shall expire: (a) if the Bidder is the successful bidder, upon our receipt of copies of the contract signed by the Bidder and the performance security issued to you upon the instruction of the Bidder; or (b) if the Bidder is not the successful bidder, upon the earlier of (i) our receipt of a copy of your notification to the Bidder of the name of the successful bidder; or (ii) thirty days after the expiration of the Bidder’s Bid. 
Consequently, any demand for payment under this guarantee must be received by us at the office on or before ........................................Public Body to insert date.................................................
This guarantee is subject to the Uniform Rules for Demand Guarantees, ICC Publication No. 758.  (Applicable to overseas bidders only).


[bookmark: _Toc207503916]............................................Bank/Insurance Company’s seal and authorized signature(s).......................................... 

[bookmark: _Toc105751261]5.  Contract Agreement

THIS CONTRACT AGREEMENT is made
	the [ insert:  ordinal ] day of  [ insert:  month ], [ insert:  year ].
BETWEEN
(1)	The Gambling Regulatory Authority, a statutory body of the Government of Republic of Mauritius, and having its principal place of business at Level 12, Newton Tower, Sir William Newton Street, Port Louis (hereinafter called “the Purchaser”), and 
(2)	[ insert:  name of Supplier], a corporation incorporated under the laws of [ insert:  country of Supplier] and having its principal place of business at [ insert:  address of Supplier ] (hereinafter called “the Supplier”).

WHEREAS the Purchaser desires to engage the Supplier to supply, install, achieve Operational Acceptance of, and support the following Information System [ insert:  brief description of the Information System ] (“the System”), and the Supplier has agreed to such engagement upon and subject to the terms and conditions appearing below in this Contract Agreement.

NOW IT IS HEREBY AGREED as follows:

	Article 1. 

Contract Documents
	1.1	Contract Documents (Reference GCC Clause 1.1 (a) (ii))
The following documents shall constitute the Contract between the Purchaser and the Supplier, and each shall be read and construed as an integral part of the Contract:

	
	(a)	This Contract Agreement and the Appendices attached to the Contract Agreement
(b)	Special Conditions of Contract
(c)	General Conditions of Contract
(d) 	Technical Requirements (including Implementation Schedule)
(e)	The Supplier’s bid and original Price Schedules 
(f)	 [ Add here:  any other documents ]

	
	1.2	Order of Precedence (Reference GCC Clause 2)
In the event of any ambiguity or conflict between the Contract Documents listed above, the order of precedence shall be the order in which the Contract Documents are listed in Article 1.1 (Contract Documents) above, provided that Appendix 7 shall prevail over all provisions of the Contract Agreement and the other Appendices attached to the Contract Agreement and all the other Contract Documents listed in Article 1.1 above.
1.3	Definitions (Reference GCC Clause 1)
Capitalized words and phrases used in this Contract Agreement shall have the same meanings as are ascribed to them in the General Conditions of Contract.

	Article 2.  

Contract Price and Terms of Payment
	2.1	Contract Price (Reference GCC Clause 1.1(a)(viii) and GCC Clause 11)
The Purchaser hereby agrees to pay to the Supplier the Contract Price in consideration of the performance by the Supplier of its obligations under the Contract.  The Contract Price shall be the aggregate of:  [ insert:  amount of foreign currency A in words ], [insert:  amount in figures ], plus [ insert:  amount of foreign currency B in words ], [insert:  amount in figures ], plus [ insert:  amount of foreign currency C in words ], [insert:  amount in figures ],  [ insert:  amount of Mauritian Rupees in words ], [ insert:  amount in figures ], as specified in the Grand Summary Price Schedule.
The Contract Price shall be understood to reflect the terms and conditions used in the specification of prices in the detailed price schedules, including the terms and conditions of the associated Incoterms, and the taxes, duties and related levies if and as identified.

	Article 3.  

Effective Date for Determining Time for Operational Acceptance
	3.1	Effective Date (Reference GCC Clause 1.1 (e) (ix))
The time allowed for supply, installation, and achieving Operational Acceptance of the System shall be determined from the date when all of the following conditions have been fulfilled:
(a)	This Contract Agreement has been duly executed for and on behalf of the Purchaser and the Supplier;
(b)	The Supplier has submitted to the Purchaser the performance security and the advance payment security, in accordance with GCC Clause 13.2 and GCC Clause 13.3;

	
	(c)	The Purchaser has paid the Supplier the advance payment, in accordance with GCC Clause 12;
(d)	[ specify here:  any other conditions, for example, opening/confirmation of letter of credit ].
Each party shall use its best efforts to fulfill the above conditions for which it is responsible as soon as practicable.
3.2	If the conditions listed under 3.1 are not fulfilled within two (2) months from the date of this Contract Agreement because of reasons not attributable to the Supplier, the parties shall discuss and agree on an equitable adjustment to the Contract Price and the Time for Achieving Operational Acceptance and/or other relevant conditions of the Contract.

	Article 4.  

Appendixes
	4.1	The Appendixes listed below shall be deemed to form an integral part of this Contract Agreement.

	
	4.2	Reference in the Contract to any Appendix shall mean the Appendixes listed below and attached to this Contract Agreement, and the Contract shall be read and construed accordingly.



APPENDIXES
Appendix 1.	Supplier’s Representative	
Appendix 2.	Adjudicator [not applicable]
Appendix 3.	List of Approved Subcontractors
Appendix 4.	Categories of Software
Appendix 5.	Custom Materials
Appendix 6.	Revised Price Schedules (if any)
Appendix 7.	Minutes of Contract Finalization Discussions and Agreed-to Contract Amendments


IN WITNESS WHEREOF the Purchaser and the Supplier have caused this Agreement to be duly executed by their duly authorized representatives the day and year first above written.

For and on behalf of the Purchaser

Signed:		
	in the capacity of [ insert:  title or other appropriate designation ]

in the presence of 	

For and on behalf of the Supplier

Signed:		
	in the capacity of [ insert:  title or other appropriate designation ]

in the presence of 	

CONTRACT AGREEMENT
	dated the [ insert:  number ] day of [ insert:  month ], [ insert:  year ]
BETWEEN
	[ insert:  name of Purchaser ], “the Purchaser”
and
	[ insert:  name of Supplier ], “the Supplier”

[bookmark: _Toc521497265][bookmark: _Toc105751262]
Appendix 1.  Supplier’s Representative

In accordance with GCC Clause 1.1 (b) (iv), the Supplier’s Representative is:

Name: 	[ insert:  name and provide title and address further below, or state “to be nominated within fourteen (14) days of the Effective Date” ]

Title: 	[ if appropriate, insert:  title ]

In accordance with GCC Clause 4.3, the Supplier's addresses for notices under the Contract are:

Address of the Supplier's Representative:  [ as appropriate, insert: personal delivery, postal, facsimile and electronic mail addresses. ]

Fallback address of the Supplier:  [ as appropriate, insert: personal delivery, postal,  facsimile and electronic mail addresses. ]


[bookmark: _Toc521497266][bookmark: _Toc105751263]
Appendix 2.  Adjudicator [Not Applicable]

In accordance with GCC Clause 1.1 (b) (vi), the agreed-upon Adjudicator is:

Name:  [ insert:  name ]	

Title:  [ insert:  title ]	

Address:  [ insert:  postal address ]	

Telephone:  [ insert:  telephone ]	


In accordance with GCC Clause 6.1.3, the agreed-upon fees and reimbursable expenses are:

Hourly Fees: [ insert:  hourly fees ]	

Reimbursable Expenses: [ list:  reimbursables ]	


Pursuant to GCC Clause 6.1.4, if at the time of Contract signing, agreement has not been reached between the Purchaser and the Supplier, an Adjudicator will be appointed by the Appointing Authority named in the SCC.
[bookmark: _Toc521497267][bookmark: _Toc105751264]
Appendix 3.  List of Approved Subcontractors 

The Purchaser has approved use of the following Subcontractors nominated by the Supplier for carrying out the item or component of the System indicated.  Where more than one Subcontractor is listed, the Supplier is free to choose between them, but it must notify the Purchaser of its choice sufficiently in advance of the time when the subcontracted work needs to commence to give the Purchaser reasonable time for review.  In accordance with GCC Clause 20.1, the Supplier is free to submit proposals for Subcontractors for additional items from time to time.  No subcontracts shall be placed with any such Subcontractors for additional items until the Subcontractors have been approved in writing by the Purchaser and their names have been added to this list of Approved Subcontractors, subject to GCC Clause 20.3.

[  specify:  item, approved Subcontractors, and their place of registration that the Supplier proposed in the corresponding attachment to its bid and that the Purchaser approves that the Supplier engage during the performance of the Contract.  Add additional pages as necessary. ] 

	Item
	Approved Subcontractors
	Place of Registration
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Appendix 4.  Categories of Software 
The following table assigns each item of Software supplied and installed under the Contract to one of the three categories: (i) System Software, (ii) General-Purpose Software, or (iii) Application Software; and to one of the two categories: (i) Standard Software or (ii) Custom Software.  
	
	(select one per item)
	(select one per item)

	

Software Item
	
System Software
	General-Purpose Software
	
Application Software
	
Standard Software
	
Custom Software
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Appendix 5.  Custom Materials

The follow table specifies the Custom Materials the Supplier will provide under the Contract.  

	Custom Materials
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Appendix 6.  Revised Price Schedules

The attached Revised Price Schedules (if any) shall form part of this Contract Agreement and, where differences exist, shall supersede the Price Schedules contained in the Supplier’s Bid.  These Revised Price Schedules reflect any corrections or adjustments to the Supplier’s bid price, pursuant to the ITB Clauses 18.3, 26.2, and 33.1 (ITB Clauses 30.3, 38.2, and 45.1 in the two-stage SBD).
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Appendix 7.  Minutes of Contract Finalization Discussions and Agreed-to Contract Amendments

The attached Contract amendments (if any) shall form part of this Contract Agreement and, where differences exist, shall supersede the relevant clauses in the GCC, SCC, Technical Requirements, or other parts of this Contract as defined in GCC Clause 1.1 (a) (ii).
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6.  Performance and Advance Payment Security Forms
[bookmark: _Toc521497273][bookmark: _Toc105751270]
6.1	Performance Security Form (Bank/Insurance Guarantee)
________________________________
[insert: Bank/Insurance Company’s Name, and Address of Issuing Branch or Office]
Beneficiary:  [insert: Name and Address of Purchaser]
Date:  [insert: date]
PERFORMANCE GUARANTEE No.:  [insert: Performance Guarantee Number]
We have been informed that on [insert: date of award] you awarded Contract No. [insert: Contract number] for [insert: title and/or brief description of the Contract] (hereinafter called "the Contract") to [insert: complete name of Supplier] (hereinafter called "the Supplier").  Furthermore, we understand that, according to the conditions of the Contract, a performance guarantee is required.
[bookmark: _Ref144029320]At the request of the Supplier, we hereby irrevocably undertake to pay you any sum(s) not exceeding [insert: amount(s)[footnoteRef:10] in figures and words] upon receipt by us of your first demand in writing declaring the Supplier to be in default under the Contract, without cavil or argument, or your needing to prove or to show grounds or reasons for your demand or the sum specified therein. [10:  	The bank/insurance company shall insert the amount(s) specified and denominated in the SCC for GCC Clauses 13.3.1 and 13.3.4 respectively, either in the currency(ies) of the Contract or a freely convertible currency acceptable to the Purchaser.] 

On the date of your issuing, to the Supplier, the Operational Acceptance Certificate for the System, the value of this guarantee will be reduced to any sum(s) not exceeding [insert: amount(s)9 in figures and words].  This remaining guarantee shall expire no later than [insert: number and select: of months/of years (of the Warranty Period that needs to be covered by the remaining guarantee)] from the date of the Operational Acceptance Certificate for the System,[footnoteRef:11] and any demand for payment under it must be received by us at this office on or before that date. [11: ] 

This guarantee is subject to the Uniform Rules for Demand Guarantees, ICC Publication No. 758.
_______________________
[Signature(s)]
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6.2	Advance Payment Security Form (Bank/Insurance Guarantee)
	________________________________
[insert: Bank/Insurance Company’s Name, and Address of Issuing Branch or Office]
Beneficiary:  [insert: Name and Address of Purchaser]
Date:  [insert: date]
ADVANCE PAYMENT GUARANTEE No.:  [insert: Advance Payment Guarantee Number]
We have been informed that on [insert: date of award] you awarded Contract No. [insert: Contract number] for [insert: title and/or brief description of the Contract] (hereinafter called "the Contract") to [insert: complete name of Supplier] (hereinafter called "the Supplier").  Furthermore, we understand that, according to the conditions of the Contract, an advance payment in the sum of [insert: amount in numbers and words, for each currency of the advance payment] is to be made to the Supplier against an advance payment guarantee.
At the request of the Supplier, we hereby irrevocably undertake to pay you any sum or sums not exceeding in total the amount of the advance payment referred to above, upon receipt by us of your first demand in writing declaring that the Supplier is in breach of its obligations under the Contract because the Supplier used the advance payment for purposes other than toward the proper execution of the Contract.
It is a condition for any claim and payment to be made under this guarantee that the advance payment referred to above must have been received by the Supplier on its account [insert: number and domicile of the account].
For each payment after the advance payment, which you will make to the Supplier under this Contract, the maximum amount of this guarantee shall be reduced by the ninth part of such payment. At the time at which the amount guaranteed becomes nil, this guarantee shall become null and void, whether the original is returned to us or not.
This guarantee is subject to the Uniform Rules for Demand Guarantees, ICC Publication No.758.
______________________
[Signature(s)]
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7.  Installation and Acceptance Certificates
[bookmark: _Toc521497276][bookmark: _Toc105751273]
7.1	Installation Certificate
	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name and number of Contract ]

To:  [ insert:  name and address of Supplier ]
Dear Sir or Madam:
	Pursuant to GCC Clause 26 (Installation of the System) of the Contract entered into between yourselves and the [ insert:  name of Purchaser ] (hereinafter the “Purchaser”) dated [ insert:  date of  Contract ], relating to the [ insert:  brief description of the Information System ], we hereby notify you that the System (or a Subsystem or major component thereof) was deemed to have been correctly installed on the date specified below.
1.	Description of the System (or relevant Subsystem or major component:  [ insert:  description ]
2.	Date of Installation:  [ insert:  date ]
	Notwithstanding the above, you are required to complete the outstanding items listed in the attachment to this certificate as soon as practicable.  This letter shall not relieve you of your obligation to achieve Operational Acceptance of the System in accordance with the Contract nor of your obligations during the Warranty Period.

For and on behalf of the Purchaser

Signed:		
Date:  	
in the capacity of:  [ state:  “Project Manager”  or state the title of a higher level authority in the Purchaser’s organization ]
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7.2	Operational Acceptance Certificate

	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem and number of Contract ]

To:  [ insert:  name and address of Supplier ]

Dear Sir or Madam:

	Pursuant to GCC Clause 27 (Commissioning and Operational Acceptance) of the Contract entered into between yourselves and the [ insert:  name of Purchaser ] (hereinafter the “Purchaser”) dated [ insert:  date of Contract ], relating to the [ insert:  brief description of the Information System ], we hereby notify you the System (or the Subsystem or major component identified below) successfully completed the Operational Acceptance Tests specified in the Contract.  In accordance with the terms of the Contract, the Purchaser hereby takes over the System (or the Subsystem or major component identified below), together with the responsibility for care and custody and the risk of loss thereof on the date mentioned below.
1.	Description of the System (or Subsystem or major component):  [ insert:  description ]
2.	Date of Operational Acceptance:  [ insert:  date ]
	This letter shall not relieve you of your remaining performance obligations under the Contract nor of your obligations during the Warranty Period.

For and on behalf of the Purchaser


Signed:		
Date:  	
in the capacity of:  [ state:  “Project Manager” or higher level authority in the Purchaser’s organization ]
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8.  Change Order Procedures and Forms
	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name or System or Subsystem and number of Contract ]
General
This section provides samples of procedures and forms for carrying out changes to the System during the performance of the Contract in accordance with GCC Clause 39 (Changes to the System) of the Contract.
Change Order Log
The Supplier shall keep an up-to-date Change Order Log to show the current status of Requests for Change and Change Orders authorized or pending.  Changes shall be entered regularly in the Change Order Log to ensure that the log is kept up-to-date.  The Supplier shall attach a copy of the current Change Order Log in the monthly progress report to be submitted to the Purchaser.
References to Changes
(1)	Request for Change Proposals (including Application for Change Proposals) shall be serially numbered CR-nnn.
(2)	Change Estimate Proposals shall be numbered CN-nnn.
(3)	Estimate Acceptances shall be numbered CA-nnn.
(4)	Change Proposals shall be numbered CP-nnn.
(5)	Change Orders shall be numbered CO-nnn.
On all forms, the numbering shall be determined by the original CR-nnn.
Annexes
8.1	Request for Change Proposal Form
8.2	Change Estimate Proposal Form
8.3	Estimate Acceptance Form
8.4	Change Proposal Form
8.5	Change Order Form
8.6	Application for Change Proposal Form
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8.1	Request for Change Proposal Form
(Purchaser’s Letterhead)

	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem or number of Contract ]

To:  [ insert:  name of Supplier and address ]
Attention:  [ insert:  name and title ]

Dear Sir or Madam:

	With reference to the above-referenced Contract, you are requested to prepare and submit a Change Proposal for the Change noted below in accordance with the following instructions within [ insert:  number ] days of the date of this letter.

1.	Title of Change:  [ insert:  title ]

2.	Request for Change No./Rev.:  [ insert:  number ]

3.	Originator of Change:  [ select Purchaser / Supplier (by Application for Change Proposal), and add: name of originator ]

4.	Brief Description of Change:  [ insert:  description ]

5.	System (or Subsystem or major component affected by requested Change):  [ insert:  description ]

6.	Technical documents and/or drawings for the request of Change:

Document or Drawing No.	Description

7.	Detailed conditions or special requirements of the requested Change:  [ insert:  description ]

8.	Procedures to be followed:
(a)	Your Change Proposal will have to show what effect the requested Change will have on the Contract Price.
(b)	Your Change Proposal shall explain the time it will take to complete the requested Change and the impact, if any, it will have on the date when Operational Acceptance of the entire System agreed in the Contract.
(c)	If you believe implementation of the requested Change will have a negative impact on the quality, operability, or integrity of the System, please provide a detailed explanation, including other approaches that might achieve the same impact as the requested Change.  
(d)	You should also indicate what impact the Change will have on the number and mix of staff needed by the Supplier to perform the Contract.  
(e)	You shall not proceed with the execution of work related to the requested Change until we have accepted and confirmed the impact it will have on the Contract Price and the Implementation Schedule in writing.

9.	As next step, please respond using the Change Estimate Proposal form, indicating how much it will cost you to prepare a concrete Change Proposal that will describe the proposed approach for implementing the Change, all its elements, and will also address the points in paragraph 8 above pursuant to GCC Clause 39.2.1.  Your Change Estimate Proposal should contain a first approximation of the proposed approach, and implications for schedule and cost, of the Change.

For and on behalf of the Purchaser

Signed:		
Date:  	
in the capacity of:  [ state:  “Project Manager” or higher level authority in the Purchaser’s organization  ]
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8.2	Change Estimate Proposal Form
(Supplier’s Letterhead)

	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem and number of Contract ]

To:  [ insert:  name of Purchaser and address ]
 Attention:  [ insert:  name and title ]

Dear Sir or Madam:

	With reference to your Request for Change Proposal, we are pleased to notify you of the approximate cost of preparing the below-referenced Change in accordance with GCC Clause 39.2.1 of the Contract.  We acknowledge that your agreement to the cost of preparing the Change Proposal, in accordance with GCC Clause 39.2.2, is required before we proceed to prepare the actual Change Proposal including a detailed estimate of the cost of implementing the Change itself.

1.	Title of Change:  [ insert:  title ]

2.	Request for Change No./Rev.:  [ insert:  number ]

3.	Brief Description of Change (including proposed implementation approach):  [ insert:  description ]

4.	Schedule Impact of Change (initial estimate):  [ insert:  description ]

5.	Initial Cost Estimate for Implementing the Change:  [insert:  initial cost estimate]

6.	Cost for Preparation of Change Proposal:  [ insert:  cost in the currencies of the Contract ], as detailed below in the breakdown of prices, rates, and quantities.


For and on behalf of the Supplier

Signed:		
Date:  	
in the capacity of:  [ state:  “Supplier’s Representative” or other higher level authority in the Supplier’s organization ]
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8.3	Estimate Acceptance Form
(Purchaser’s Letterhead)

	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem and number of Contract ]

To:  [ insert:  name of Supplier and address ]

Attention:  [ insert:  name and title ]

Dear Sir or Madam:

	We hereby accept your Change Estimate and agree that you should proceed with the preparation of a formal Change Proposal.

1.	Title of Change:  [ insert: title ]

2.	Request for Change No./Rev.:  [ insert:  request number / revision ]

3.	Change Estimate Proposal No./Rev.:  [ insert:  proposal number / revision ]

4.	Estimate Acceptance No./Rev.:  [ insert:  estimate number / revision ]

5.	Brief Description of Change:  [ insert:  description ]

6.	Other Terms and Conditions:  

	In the event that we decide not to order the Change referenced above, you shall be entitled to compensation for the cost of preparing the Change Proposal up to the amount estimated for this purpose in the Change Estimate Proposal, in accordance with GCC Clause 39 of the General Conditions of Contract.

For and on behalf of the Purchaser

Signed:		
Date:  	
in the capacity of:  [ state:  “Project Manager” or higher level authority in the Purchaser’s organization  ]
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8.4	Change Proposal Form
(Supplier’s Letterhead)

	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem and number of Contract ]

To:  [ insert:  name of Purchaser and address ]

Attention:  [ insert:  name and title ]

Dear Sir or Madam:

	In response to your Request for Change Proposal No. [ insert: number ], we hereby submit our proposal as follows:

1.	Title of Change:  [ insert: name ]

2.	Change Proposal No./Rev.:  [ insert:  proposal number/revision ]

3.	Originator of Change:  [ select: Purchaser / Supplier; and add: name]

4.	Brief Description of Change:  [ insert:  description ]

5.	Reasons for Change:  [ insert:  reason ]

6.	The System Subsystem, major component, or equipment that will be affected by the requested Change:  [ insert:  description ]

7.	Technical documents and/or drawings for the requested Change:
Document or Drawing No.	Description

8.	Estimate of the increase/decrease to the Contract Price resulting from the proposed Change:  [ insert:  amount in currencies of Contract ], as detailed below in the breakdown of prices, rates, and quantities.
Total lump sum cost of the Change:
Cost to prepare this Change Proposal (i.e., the amount payable if the Change is not accepted, limited as provided by GCC Clause 39.2.6):

9.	Additional Time for Achieving Operational Acceptance required due to the Change:  [ insert:  amount in days / weeks ]

10.	Effect on the Functional Guarantees:  [ insert:  description ]

11.	Effect on the other terms and conditions of the Contract: [ insert:  description ]

12.	Validity of this Proposal:  for a period of  [ insert:  number ] days after receipt of this Proposal by the Purchaser

13.	Procedures to be followed:
(a)	You are requested to notify us of your acceptance, comments, or rejection of this detailed Change Proposal within [ insert:  number ] days from your receipt of this Proposal.
(b)	The amount of any increase and/or decrease shall be taken into account in the adjustment of the Contract Price.

For and on behalf of the Supplier

Signed:		
Date:  	
in the capacity of:  [ state:  “Supplier’s Representative” or other higher level authority in the Supplier’s organization ]
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8.5	Change Order Form
(Purchaser’s Letterhead)

	Date:	[ insert:  date ]
                                                      IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem and number of Contract ]

To:  [ insert:  name of Supplier and address ]

Attention:  [ insert:  name and title ]

Dear Sir or Madam:

	We hereby approve the Change Order for the work specified in Change Proposal No. [ insert:  number ], and agree to adjust the Contract Price, Time for Completion, and/or other conditions of the Contract in accordance with GCC Clause 39 of the Contract.

1.	Title of Change:  [ insert:  name ]

2.	Request for Change No./Rev.:  [ insert:  request number / revision ]

3.	Change Order No./Rev.:  [ insert:  order number / revision ]

4.	Originator of Change:  [ select: Purchaser / Supplier; and add: name ]

5.	Authorized Price for the Change:
Ref. No.:  [ insert:  number ]	Date:  [ insert:  date ]

[ insert:  amount in foreign currency A ]  plus [ insert:  amount in foreign currency B ]  plus [ insert:  amount in foreign currency C ]  plus [ insert:  amount in local currency ]

6.	Adjustment of Time for Achieving Operational Acceptance:  [ insert:  amount and description of adjustment ]

7.	Other effects, if any:  [ state:  “none” or insert  description ]

For and on behalf of the Purchaser
Signed:		
Date:  	
in the capacity of:  [ state:  “Project Manager” or higher level authority in the Purchaser’s organization  ]

For and on behalf of the Supplier

Signed:		
Date:  	
in the capacity of:  [ state  “Supplier’s Representative” or higher level authority in the Supplier’s organization ]
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8.6	Application for Change Proposal Form
(Supplier’s Letterhead)

	Date:	[ insert:  date ]
	IFB:	[ insert:  title and number of IFB ]
	Contract:	[ insert:  name of System or Subsystem and number of Contract ]

To:  [ insert:  name of Purchaser and address ]

Attention:  [ insert:  name and title ]

Dear Sir or Madam:

	We hereby propose that the below-mentioned work be treated as a Change to the System.

1.	Title of Change:  [ insert:  name ]

2.	Application for Change Proposal No./Rev.:  [ insert:  number / revision] dated:  [ insert:  date ]

3.	Brief Description of Change:  [ insert:  description ]

4.	Reasons for Change: [ insert:  description ]

5.	Order of Magnitude Estimation: [ insert:  amount in currencies of the Contract ]

6.	Schedule Impact of Change: [ insert:  description ]

7.	Effect on Functional Guarantees, if any: [ insert:  description ]

8.	Appendix:  [ insert:  titles (if any); otherwise state  “none” ]

For and on behalf of the Supplier

Signed:		
Date:  	
in the capacity of:  [ state:  “Supplier’s Representative” or higher level authority in the Supplier’s organization ]
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